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IN THE UNITED STATES DISTRICT COURT 
FOR THE EASTERN DISTRICT OF NEW YORK 

 
 

Canon Inc., 

Plaintiff, 

v. 

Avigilon USA Corporation, Inc., and 
Avigilon Corporation 

Defendant. 

) 
) 
) 
) 
) 
)     
) 
) 
) 

Case No.:  ________________ 

JURY TRIAL DEMANDED 

 

 
 

CANON INC.’S COMPLAINT FOR PATENT INFRINGEMENT 
 
Plaintiff Canon, Inc. (“Canon”), for its Complaint against Defendants Avigilon USA 

Corporation, Inc. and Avigilon Corporation (collectively, “Defendants”), alleges as follows: 

THE PARTIES 

1. Canon is a corporation duly organized and existing under the laws of Japan.  Its 

principal place of business is 30-2, Shimomaruko 3-chome, Ohta-ku, Tokyo 146-8501, Japan.  

The principal place of business of Canon’s wholly-owned domestic subsidiary, Canon U.S.A., 

Inc., is One Canon Park, Melville, New York 11747, located within this District. 

2. On information and belief, Defendant Avigilon USA Corporation, Inc. is a 

Delaware corporation having a principal place of business at 1717 McKinney Avenue, Suite 

1590, Dallas, Texas 75202. 

3. On information and belief, Defendant Avigilon Corporation is a Canadian 

corporation having a principal place of business at 3rd Floor, 555 Robson Street, Vancouver, 

British Columbia, V6B 3K9, Canada. 

17-cv-4011
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JURISDICTION AND VENUE 

4. This is a patent infringement action arising under the patent laws of the United 

States, Title 35 of the United States Code.  This Court has subject matter jurisdiction pursuant to 

28 U.S.C. §§ 1331 and 1338(a). 

5. This Court has personal jurisdiction over Defendants because Defendants 

regularly and continuously engage in substantial sales and other business transactions in this 

District, and have sold infringing products and/or committed infringing acts in this District.  

Further, Defendants maintain sales representatives in the State of New York. 

6. Venue is proper under 28 U.S.C. §§ 1391(b)-(c) and 1400. 

7. Defendants have committed acts of patent infringement in this District, as 

explained below. 

8. Defendants have a regular and established place of business in this District. 

9. Defendants do business in this District through a permanent and continuous 

presence here. 

10. On their website, www.avigilon.com, Defendants’ “Sales Locator” tool identifies 

nine sales representatives for the state of New York, including Defendants’ Vice Presidents for 

North America Sales and Global Sales, Regional Sales Directors for New York and North East 

NA, three Regional Sales Managers for New York, a Senior Sales Director for Northeast North 

America, and a Senior Sales Director for North America.  See http://avigilon.com/sales-

locator/results/us/ny. 

11. Timothy Caruso, Defendants’ Regional Sales Manager for New York, resides in 

this District.  See Exhibit F (LinkedIn Profile). 

12. On information and belief, Mr. Caruso regularly and continuously does business 

for Defendants from his residence. 
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13. Defendants have sold over 600 products to the State of New York through Intelli-

Tec Security Services, LLC (“Intelli-Tec”), a company headquartered in this District.  See 

https://www.ogs.ny.gov/purchase/prices/7720120191PL_IntelliTec.pdf; http://www.intelli-

tec.net/locations/. 

14. Defendants sell their products throughout New York through InTeleMed 

Marketing, Inc. (“InTeleMed”), a company headquartered in this District.  See 

http://www.marketwired.com/press-release/avigilon-establishes-top-tier-north-american-

manufacturers-representative-network-772864.htm; Exhibit G (InTeleMed Registered Address). 

15. Defendants also sell their products throughout the New York Tri-State area 

through its authorized dealer Sabre Integrated (“Sabre”).  See https://www.sabrei.com/faqs/. 

16. On information and belief, the infringing products Defendants have sold in this 

District, including those sold through Intelli-Tec, InTeleMed, and Sabre, include:  the Avigilon 

Control Center software, HD Pro Cameras, HD Bullet Cameras, HD Cameras, HD Domes, H4 

Edge Solution Cameras, H4 SL Cameras, H4 Fisheye Cameras, HD PTZ, HD LPR, HD Micro 

Dome, HD Multisensor, HD Panoramic, ACC ES Analytics Appliance, ACC ES HD Recorder, 

HD NVR Premium, HD NVR Standard, HD NVR Value, HD NVR Server, HD NVR 

Workstation, HD Video Appliance Series, 2 and 4 Monitor Professional High Performance 

Monitoring Workstations. 

THE CANON PATENTS 

17. On June 17, 2003, the United States Patent and Trademark Office (“USPTO”) 

duly and legally issued United States Patent No. 6,580,451 (the “’451 patent”), titled 

“Communication Apparatus, Image Processing Apparatus, Communication Method, and Image 

Processing Method” and attached as Exhibit A to this Complaint. 
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18. On June 28, 2005, the USPTO duly and legally issued United States Patent No. 

6,911,999 (the “’999 patent”), titled “Camera Control System” and attached as Exhibit B to this 

Complaint. 

19. On April 25, 2006, the USPTO duly and legally issued United States Patent No. 

7,034,864 (the “’864 patent”), titled “Image Display Apparatus, Image Display System, and 

Image Display Method” and attached as Exhibit C to this Complaint. 

20. On January 22, 2008, the USPTO duly and legally issued United States Patent No. 

7,321,453 (the “’453 patent”), titled “Image Input System” and attached as Exhibit D to this 

Complaint. 

21. On November 17, 2015, the USPTO duly and legally issued United States Patent 

No. 9,191,630 (the “’630 patent”), titled “Dynamic Layouts” and attached as Exhibit E to this 

Complaint. 

22. Canon is the owner of the entire right, title, and interest in 

the ’451, ’999, ’864, ’453, and ’630 patents (hereinafter, the “Canon patents”), including the 

right to recover for infringement thereof. 

DEFENDANTS’ INFRINGING ACTIVITIES 

23. On information and belief, Defendants are engaged in the business of selling 

and/or offering to sell within the United States and/or importing into the United States video 

surveillance systems, including cameras, the Avigilon Control Center software, and the Avigilon 

web interface, that are covered by one or more claims of each of the Canon patents. 

24. Non-limiting examples of infringing products imported and/or sold by Defendants 

include:  the Avigilon Control Center software, HD Pro Cameras, HD Bullet Cameras, HD 

Cameras, HD Domes, H4 Edge Solution Cameras, H4 SL Cameras, H4 Fisheye Cameras, HD 

PTZ, HD LPR, HD Micro Dome, HD Multisensor, HD Panoramic, ACC ES Analytics 
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Appliance, ACC ES HD Recorder, HD NVR Premium, HD NVR Standard, HD NVR Value, HD 

NVR Server, HD NVR Workstation, HD Video Appliance Series, 2 and 4 Monitor Professional 

High Performance Monitoring Workstations.  Hereafter, “Accused Systems” shall refer to the 

combination of any one or more of the preceding cameras, NVRs, workstations, appliances, the 

Avigilon Control Center software and/or the Avigilon web interface. 

25. On information and belief, Defendants purposefully direct sales, offers for sale, 

and the importation of their surveillance systems, including those involving the cameras 

specifically identified above, toward the State of New York, including this District. 

COUNT I – INFRINGEMENT OF U.S. PATENT NO. 6,580,451 

26. Canon hereby incorporates by reference paragraphs 1 through 25 of this 

Complaint, as though set forth here in their entirety. 

27. Canon is the sole owner of the entire right, title and interest in the ’451 patent, 

including the right to recover for infringement thereof. 

28. Defendants have directly infringed at least, for example, claim 1 of the ’451 

patent by using, selling, and/or offering to sell within the United States and/or importing into the 

United States the Accused Systems. 

29. Claim 1 of the ’451 patent recites:  “An image processing apparatus comprising: 

means for supplying a video signal to a monitor so as to display a map window indicating a 

layout of a place; means for effecting display of a symbol indicating a location of at least one 

image signal generating means on said map window; and control means for effecting display of 

an image signal from said at least one image signal generating means on the monitor in 

accordance with drag and drop of the symbol on the map window.” 
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30. As shown below, Defendants’ cameras included in the Accused Systems can be 

controlled using the Avigilon Control Center (“ACC”) software. 

 

31. The ACC is an image processing apparatus. 

 

(ACC User Guide Version 5.8.2 (“User Guide”), p. 1) 

32. The ACC supplies a video signal to a computer monitor to display a map window 

showing the layout of a place.  
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(User Guide, p. 100) 

33. The ACC includes a plurality of preset and user customizable views that allow the 

addition of a map of a location. As shown below, the ACC can include a view with four equal 

display windows, the upper left window showing a map. 

 

34. The ACC allows the creation of a symbol to indicate the location of one or more 

image signal generating cameras on the map window.  As shown below, the map view shows 

cameras at the surveillance site in a schematic map format.  
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(User Guide, p. 100) 

35. The ACC operates as a control for controlling the video signal supply pursuant to 

a drag and drop of the camera icon symbol from a map window to an image panel, which results 

in the image panel displaying a video generated by the camera represented by the camera icon. 

All of this is shown on the computer’s video monitor. 

 

(User Guide, p.102) 

36. Defendants have indirectly infringed the ’451 patent by inducing their customers 

to directly infringe the ’451 patent.  For example, Defendants’ User Guide specifically instructs 
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their customers to use the Accused Systems in a manner that infringes claim 1 of the ’451 patent, 

as discussed in paragraphs 30 through 35 of this Complaint.  Defendants had knowledge of 

the ’451 patent and their infringement thereof no later than June 30, 2016, when Avigilon 

Corporation received a letter from Kenichi Nagasawa to Alexander Fernandes advising of such 

infringement.  Defendants were provided additional notice of the ’451 patent and their 

infringement thereof on September 14, 2016, when Avigilon Corporation received confidential 

claim charts from Canon explaining the details of such infringement.  

37. On information and belief, by no later than their receipt of the aforementioned 

June 30, 2016 letter from Kenichi Nagasawa to Alexander Fernandes, Defendants knew or 

should have known of the objectively high likelihood that their actions constituted infringement 

of the ’451 patent, but nonetheless continued their infringing activities.  On information and 

belief, Defendants’ continued infringement is subjectively reckless. 

38. On information and belief, from the time they received notice of their 

infringement of the ’451 patent, Defendants have not had any good faith basis to believe they do 

not infringe or that the ’451 patent is invalid.  Defendants’ infringement, therefore, has been 

willful. 

39. By reason of Defendants’ infringement of the ’451 patent, Canon has suffered 

substantial damages. 

40. Canon is entitled to damages in accordance with 35 U.S.C. §§ 271, 281, and 284. 

COUNT II – INFRINGEMENT OF U.S. PATENT NO. 6,911,999 

41. Canon hereby incorporates by reference paragraphs 1 through 40 of this 

Complaint. 
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42. Canon is the sole owner of the entire right, title and interest in the ’999 patent, 

including the right to recover for infringement thereof. 

43. Defendants have directly infringed at least, for example, claim 1 of the ’999 

patent by using, selling, and/or offering to sell within the United States and/or importing into the 

United States the Accused Systems. 

44. Claim 1 of the ’999 patent recites:  “A camera control system comprising:  an 

image reception terminal apparatus comprising, a determination device constructed to receive 

information from an image transmission terminal apparatus of a selected camera, the information 

indicating whether or not the selected camera is controllable, said determination device further 

being constructed to determine whether or not the selected camera is controllable on the basis of 

the received information, and a display controller that displays a camera operation interface that 

has functions to input a control command to control the selected camera, and that changes a 

display state of the camera operation interface between a first display state for the selected 

camera corresponding to a determination that the selected camera is controllable and a second 

display state for the selected camera, the second display state being different from the first and 

corresponding to a determination that the selected camera is not controllable, and wherein the 

image transmission terminal apparatus comprises a camera and a transmission device that 

transmits information as to whether or not the camera is controllable.” 

45. The cameras that are included in the Accused Systems can be controlled using a 

computer running the Avigilon Control Center (“ACC”) software.  As page 91 of the Avigilon 

Control Center Enterprise Client User Guide Version 5.8.2 (“User Guide”) states, “PTZ cameras 

can be controlled through the image panel on-screen controls or by using the tools in the PTZ 

Controls pane.” 
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46. A shown below, the computer running ACC receives images from connected 

cameras.   

 

47. The computer running ACC determines whether or not each camera is 

controllable or not based on information received from the cameras.  As page 92 of the User 

Guide states:  “The PTZ Controls are displayed in a floating pane immediately beside the image 

panel.  NOTE: The controls may appear differently depending on the camera. Some options are 

disabled or hidden if they are not supported by the camera.” 

48. The computer running ACC displays a control interface for the cameras that 

changes based on the controllability of each camera.  As shown in the following paragraphs, 

there are different control interfaces in the View window and in the Setup window for different 

cameras. 

49. As shown in the View window below, for PTZ cameras, ACC displays controls 

for zoom, aperture, focus, Tour programs, and more.  Further, when the mouse pointer is moved 

over the video image, the pointer changes to a crosshair to reflect that the camera can be panned 

and tilted using the Click to Center function.   

Case 2:17-cv-04011-ADS-AYS   Document 1   Filed 07/06/17   Page 11 of 45 PageID #: 11



12 

 

50. As shown in the View window below, for zoom-only cameras, the controls have 

the aperture buttons disabled and the “Tours” pulldown menu is hidden.  Further, the mouse 

pointer has a standard arrow appearance, which is not captured in screenshots. 

 

51. As shown in the View window below, for fixed cameras, ACC does not display a 

control panel or non-standard mouse pointer. 
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52. As shown in the Setup window below, for PTZ cameras, ACC displays controls 

categorized under “General,” “Video,” and “Links.”  The Links category has controls for 

configuring any digital inputs/outputs, microphones, and speakers connected to the cameras.  

(Image for the zoom-only camera not replicated.) 

 

53. For zoom-only cameras, ACC displays similar controls as PTZ cameras. 

54. As shown in the Setup window below, for fixed cameras, ACC adjusts the control 

interface so that no controls are displayed for the features these cameras lack:  digital 

inputs/outputs, microphones, and speakers. 

Case 2:17-cv-04011-ADS-AYS   Document 1   Filed 07/06/17   Page 13 of 45 PageID #: 13



14 

 

55. The Avigilon cameras included in the Accused Systems transmit data concerning 

their controllability.  For example, according to Defendants’ website, its cameras use ONVIF 

communication protocols, including the Profile S Specification. 

 

(http://avigilon.com/news/IT/7-faqs-about-the-onvif-standard/) 
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56. Page 24 of the ONVIF Profile S Specification Version 1.1.1 (“Profile S 

Specification”) states that cameras transmit information concerning their capabilities in response 

to a GetCapabilities query sent by the client. 

 

(Profile S Specification, p. 24) 

57. Page 24 of the Profile S Specification states that the cameras are required to 

support the GetConfigurations query. 

58. At least the GetConfigurations query causes Avigilon cameras to transmit 

information concerning whether or not the cameras are controllable. 

59. The ONVIF PTZ Service Specification Version 2.6.1 (“PTZ Service 

Specification”) states the following: 

 

 

(PTZ Service Specification, pp. 9-10) 
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Case 2:17-cv-04011-ADS-AYS   Document 1   Filed 07/06/17   Page 16 of 45 PageID #: 16



17 

 

 

(PTZ Service Specification, pp. 36-37) 

60. Defendants have indirectly infringed the ’999 patent by inducing their customers 

to directly infringe the ’999 patent.  For example, Defendants’ User Guide specifically instructs 
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their customers to use the Accused Systems in a manner that infringes claim 1 of the ’999 patent, 

as discussed in paragraphs 45 through 59 of this Complaint.  Defendants had knowledge of 

the ’999 patent and their infringement thereof no later than June 30, 2016, when Avigilon 

Corporation received a letter from Kenichi Nagasawa to Alexander Fernandes advising of such 

infringement.  Defendants were provided additional notice of the ’999 patent and their 

infringement thereof on September 14, 2016, when Avigilon Corporation received confidential 

claim charts from Canon explaining the details of such infringement. 

61. On information and belief, by no later than their receipt of the aforementioned 

June 30, 2016 letter from Kenichi Nagasawa to Alexander Fernandes, Defendants knew or 

should have known of the objectively high likelihood that their actions constituted infringement 

of the ’999 patent, but nonetheless continued their infringing activities.  On information and 

belief, Defendants’ continued infringement is subjectively reckless. 

62. On information and belief, from the time they received notice of their 

infringement of the ’999 patent, Defendants have not had any good faith basis to believe they do 

not infringe or that the ’999 patent is invalid.  Defendants’ infringement, therefore, has been 

willful. 

63. By reason of Defendants’ infringement of the ’999 patent, Canon has suffered 

substantial damages. 

64. Canon is entitled to damages in accordance with 35 U.S.C. §§ 271, 281, and 284. 

COUNT III – INFRINGEMENT OF U.S. PATENT NO. 7,034,864 

65. Canon hereby incorporates by reference paragraphs 1 through 64 of this 

Complaint. 
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66. Canon is the sole owner of the entire right, title and interest in the ’864 patent, 

including the right to recover for infringement thereof. 

67. Defendants are directly infringing and have directly infringed at least, for 

example, claim 1 of the ’864 patent by using, selling, and/or offering to sell within the United 

States and/or importing into the United States the Accused Systems. 

68. Claim 1 of the ’864 patent recites:  “An image display apparatus for selecting an 

arbitrary image sensing device from one or more image sensing devices connected, and 

displaying a video obtained from the selected image sensing device, comprising: first memory 

for holding management data which contains at least a name, identification number, and 

connection information of each image sensing device, and is described in a data description 

language; second memory for holding a display style of the management data, which is described 

in a style designation language; and data description means for describing management data in 

the data description language, and storing the data in said first memory.” 

69. The Avigilon Control Center (“ACC”) software, when installed in an Accused 

System as intended to serve its intended function, is an apparatus for selecting and displaying the 

video of a connected camera.  
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(ACC Enterprise Client User Guide Version 5.8.2 (“User Guide”), p. 1) 

70. Defendants’ Accused Systems have memory that stores management data, 

including the camera name, serial number, and IP address.  As shown below, the different views 

provided by the ACC and the Avigilon web interface (“Web UI”) show that the information is 

stored independent of the viewing style. 

 

(ACC) 
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(Web UI) 

71. The system running ACC has a second memory that stores the display style of the 

management data.  The View mode in ACC shows live and recorded images from one or more 

selected cameras.  As shown below, ACC includes a variety of display styles, which are 

selectable.   

 

72. The system running ACC describes and stores management data into memory.  

Certain management data, such as the camera name, can be edited in ACC by the user and then 

stored in the first memory.  As shown below, when the management data is edited in ACC, the 

revised data is stored, and the revised data can later be displayed using the Web UI. 

Case 2:17-cv-04011-ADS-AYS   Document 1   Filed 07/06/17   Page 21 of 45 PageID #: 21



22 

 

(ACC) 

 

(Web UI) 

73. Defendants are indirectly infringing and have indirectly infringed the ’864 patent 

by inducing their customers to directly infringe the ’864 patent.  For example, Defendants’ User 

Guide specifically instructs their customers to use the Accused Systems in a manner that 
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infringes claim 1 of the ’864 patent, as discussed in paragraphs 69 through 72 of this Complaint.  

Defendants had knowledge of the ’864 patent and their infringement thereof no later than June 

30, 2016, when Avigilon Corporation received a letter from Kenichi Nagasawa to Alexander 

Fernandes advising of such infringement.  Defendants were provided additional notice of 

the ’864 patent and their infringement thereof on September 14, 2016, when Avigilon 

Corporation received confidential claim charts from Canon explaining the details of such 

infringement. 

74. On information and belief, by no later than their receipt of the aforementioned 

June 30, 2016 letter from Kenichi Nagasawa to Alexander Fernandes, Defendants knew or 

should have known of the objectively high likelihood that their actions constituted infringement 

of the ’864 patent, but nonetheless continued their infringing activities.  On information and 

belief, Defendants’ continued infringement is subjectively reckless. 

75. On information and belief, from the time they received notice of their 

infringement of the ’864 patent, Defendants have not had any good faith basis to believe they do 

not infringe or that the ’864 patent is invalid.  Defendants’ infringement, therefore, has been 

willful. 

76. Defendants’ infringement of the ’864 patent has caused and is causing damage 

and irreparable injury to Canon and Canon will continue to suffer irreparable injury unless and 

until such infringement is enjoined by this Court. 

77. Canon is entitled to injunctive relief and damages in accordance with 35 U.S.C. 

§§ 271, 281, 283 and 284. 
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COUNT IV – INFRINGEMENT OF U.S. PATENT NO. 7,321,453 

78. Canon hereby incorporates by reference paragraphs 1 through 77 of this 

Complaint. 

79. Canon is the sole owner of the entire right, title and interest in the ’453 patent, 

including the right to recover for infringement thereof. 

80. Defendants are directly infringing and have directly infringed at least, for 

example, claim 1 of the ’453 patent by using, selling, and/or offering to sell within the United 

States and/or importing into the United States the Accused Systems. 

81. Claim 1 of the ’453 patent recites:  “A camera control apparatus, comprising:  a 

designating device which designates a first position corresponding to a sensing direction of a 

camera on a control screen displayed on a display device; and a control device which (i), when 

the first position designated by said designating device is in a moveable area of the camera, 

outputs control information to move the camera to the first position of the camera and (ii), when 

the first position designated by said designating device is not in the movable area of the camera, 

sets a second position in the movable area neighboring to the first position as a position 

corresponding to a new sensing direction and outputs a control information for the camera to 

move the camera to the second position of the camera instead of the control information to move 

the camera to the first position.” 

82. The Avigilon Control Center (“ACC”) software, when installed in an Accused 

System as intended to serve its intended function, is a designating device and a control device.  
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(ACC Enterprise Client User Guide Version 5.8.2 (“User Guide”), p. 1) 

 

(User Guide, p. 92) 

Case 2:17-cv-04011-ADS-AYS   Document 1   Filed 07/06/17   Page 25 of 45 PageID #: 25



26 

83. As shown below, Defendants’ cameras included in the Accused Systems can be 

controlled using the ACC software and/or the Avigilon web interface (“Web UI”). 

 

(ACC) 

 

(Web UI) 

84. ACC and Web UI designate a first position in at least three different ways. 
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85. First, as shown below, a user of ACC can designate a first position using the Click 

to Center function. 

 

86. Second, as shown below, a user of ACC can designate a first position by selecting 

a stored Preset position. 
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87. Third, as shown below, when the Tour function of ACC is activated, it designates 

a first position, which is one of a number of pre-programmed Preset positions. 
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88. As shown in the preceding three paragraphs, when a first position within the 

movable area is designated, ACC and Web UI output control information that moves the camera 

to the first position. 

89. The user can define the moveable area of the camera by setting Pan and Tilt 

Limits using Web UI.  Once set, the limits are active when using both Web UI and ACC in all 

designating modes (Click to Center, Preset, and Tour).  In the below, the moveable area is shown 

in gray and the non-moveable area is shown in red. 
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90. As shown below, when the first position is not within the moveable area of the 

camera, Web UI and ACC output control information for the camera to move to a neighboring 

second position that is within the moveable area.   

 

(Point A – Pan Not Limited) 
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(Point A – Pan Limited) 

 

(Point B – Tilt Not Limited) 
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(Point B – Tilt Limited) 

91. Defendants are indirectly infringing and have indirectly infringed the ’453 patent 

by inducing their customers to directly infringe the ’453 patent.  For example, Defendants’ User 

Guide specifically instructs their customers to use the Accused Systems in a manner that 

infringes claim 1 of the ’453 patent, as discussed in paragraphs 82 through 90 of this Complaint.  

Defendants had knowledge of the ’453 patent and their infringement thereof no later than June 

30, 2016, when Avigilon Corporation received a letter from Kenichi Nagasawa to Alexander 

Fernandes advising of such infringement.  Defendants were provided additional notice of 

the ’453 patent and their infringement thereof on September 14, 2016, when Avigilon 

Corporation received confidential claim charts from Canon explaining the details of such 

infringement. 
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92. On information and belief, by no later than their receipt of the aforementioned 

June 30, 2016 letter from Kenichi Nagasawa to Alexander Fernandes, Defendants knew or 

should have known of the objectively high likelihood that their actions constituted infringement 

of the ’453 patent, but nonetheless continued their infringing activities.  On information and 

belief, Defendants’ continued infringement is subjectively reckless. 

93. On information and belief, from the time they received notice of their 

infringement of the ’453 patent, Defendants have not had any good faith basis to believe they do 

not infringe or that the ’453 patent is invalid.  Defendants’ infringement, therefore, has been 

willful. 

94. Defendants’ infringement of the ’453 patent has caused and is causing damage 

and irreparable injury to Canon and Canon will continue to suffer irreparable injury unless and 

until such infringement is enjoined by this Court. 

95. Canon is entitled to injunctive relief and damages in accordance with 35 U.S.C. 

§§ 271, 281, 283 and 284. 

COUNT V – INFRINGEMENT OF U.S. PATENT NO. 9,191,630 

96. Canon hereby incorporates by reference paragraphs 1 through 95 of this 

Complaint. 

97. Canon is the sole owner of the entire right, title and interest in the ’630 patent, 

including the right to recover for infringement thereof. 

98. Defendants are directly infringing and have directly infringed at least, for 

example, claim 15 of the ’630 patent by using, selling, and/or offering to sell within the United 

States and/or importing into the United States the Accused Systems. 
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99. Claim 15 of the ’630 patent recites:  “A non-transitory computer readable 

medium, having a program retrievably stored thereon, where the program is configured to make 

a computer execute a method of displaying live video data on a viewer, the live video data being 

captured by a plurality of cameras, the program comprising:  code for selecting one of a plurality 

of queries, wherein the plurality of queries includes a query for motion detection; code for 

receiving metadata for the plurality of cameras, the metadata for each such camera including an 

event notification signifying detection or non-detection of motion, wherein the event notification 

is generated by analyzing the live video data captured by each such camera; code for, if the 

selected query is a query for motion detection, matching the query for motion detection with the 

event notification signifying detection of motion in the metadata for one of said plurality of 

cameras; code for displaying live video data captured by said one camera in a window of a 

layout displayed on the viewer, responsive to a match of the query for motion detection with the 

event notification signifying detection of motion in the metadata for said one camera; code for 

receiving new metadata for said one camera; code for updating the received metadata with the 

new metadata if the received metadata for said one camera has been changed to the new 

metadata during the display of the live video data; code for re-evaluating whether there is still a 

match of the query for motion detection with the event notification signifying detection of 

motion in the updated metadata for said one camera; and code responsive to a failed match of the 

query for motion detection with the event notification signifying detection of motion in the 

updated metadata for said one camera, for preventing a display of the window for the displayed 

live video data of said one camera, from the layout displayed on the viewer.” 

100. The Avigilon Control Center (“ACC”) software, when installed in an Accused 

System as intended to serve its intended function, contains a program that is stored on a 
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computer readable medium, i.e., a computer hard drive, that when executed by the computer 

displays live video data on a viewer, the live video data being captured by a plurality of cameras. 

As shown below, the Avigilon manual states that the program needs 500MB of non-transitory 

disk space to work as intended.  

 

 

(ACC Enterprise Client User Guide Version 5.8.2 (“User Guide”), p. 1) 

101. As shown below, Defendants’ cameras included in the Accused Systems can be 

controlled using the ACC software. 
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102. The ACC contains code for selecting one of a plurality of queries, including a 

query for motion detection.  In particular, the product allows setting of a number of different 

alarm types, which query the system for detection of different events, including Motion 

Detection.  The different available alarms are shown below. 

 

(User Guide, p. 33) 
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103. The screen shot below shows a portion of the user interface involving the 

selection of one of a plurality of query types, including Motion Detection.  

 

104. The ACC contains code for receiving metadata from the plurality of cameras, 

which includes an event notification signifying detection or non-detection of motion, which is 

generated by analyzing live video data captured by the cameras.  In particular, as shown below, 

the system includes an interface that allows alarms to be generated by a motion in a subset of the 

video image.  This demonstrates that the motion is detected based on the live video signal rather 

than some other mechanism.   
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105. On information and belief, the motion detection generation and data is stored in 

the camera itself rather than being a function of the control or server software.  The camera 

provides a web interface that connects directly to the camera without requiring use of the ACC.  

As shown below, that camera web software allows the user to set and save alarm triggers.  The 

camera thus includes internal data about the alarm setting and transmits the metadata indicating 

alarm states, which is received by the ACC. 
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106. As stated on Defendants’ website, ACC and Defendants’ cameras included in the 

Accused Systems use ONVIF communication protocols to communicate with one another. 
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(http://avigilon.com/news/IT/7-faqs-about-the-onvif-standard/) 

107. The ONVIF standard specifically allows cameras that support motion detection to 

send a “motion alarm event” to a client when the camera detects motion. 

 

(ONVIF Imaging Service Specification Version 2.6.1, p. 32) 

108. The ACC contains code for detecting when a query matching an event signifying 

motion detection is received from one or more of the plurality of cameras.  In particular, an event 

signifying motion detection results in an alarm being triggered.  
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(User Guide, p. 33) 

109. The ACC contains code for displaying live video captured by a camera in a 

window on the viewer when a match is made for the motion detection alarm query indicating that 

a motion detection event notification has been received in the metadata.  In particular, the 

Avigilon user interface element shown below includes the check box “View linked cameras 

when the alarm is triggered,” which is used to cause this behavior.  

 

Case 2:17-cv-04011-ADS-AYS   Document 1   Filed 07/06/17   Page 41 of 45 PageID #: 41



42 

110. As shown below, video signals are displayed when a motion detection alarm is 

triggered.  In particular, the ptz Alarm view in the lower left window appears when motion is 

detected by a PTZ camera.  

 

111. After an alarm, the ACC contains code for continuing to receive metadata 

information from the cameras, which is demonstrated by the fact that the camera stops displaying 

the alarm video when it receives an event showing that motion has stopped. 

112. After an alarm, the ACC contains code for updating the received metadata 

information from the cameras when it changes, which is demonstrated by the fact that the camera 

stops displaying the alarm video when it receives an event showing that motion has stopped. 

113. After an alarm, the ACC contains code for re-evaluating the query alarm state to 

determine if motion is still being detected, which is demonstrated by the fact that the camera 

stops displaying the alarm video when it receives an event showing that motion has stopped. 

114. The ACC contains code for preventing display of the live video window when the 

query match, i.e., alarm, no longer signifies that there is detected motion.  This results in the 

video stopping on the viewer.  This feature is enabled by a user interface element, shown below, 
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which auto acknowledges the alarm once the alarm condition has stopped.  Acknowledgement 

ends the alarm condition and removes the alarm window.  

 

115. Defendants are indirectly infringing and have indirectly infringed the ’630 patent 

by inducing their customers to directly infringe the ’630 patent.  For example, Defendants’ User 

Guide specifically instructs their customers to use the Accused Systems in a manner that 

infringes claim 15 of the ’630 patent, as discussed in paragraphs 100 through 114 of this 

Complaint.  Defendants had knowledge of the ’630 patent and their infringement thereof no later 

than June 30, 2016, when Avigilon Corporation received a letter from Kenichi Nagasawa to 

Alexander Fernandes advising of such infringement.  Defendants were provided additional notice 

of the ’451 patent and their infringement thereof on September 14, 2016, when Avigilon 

Corporation received confidential claim charts from Canon explaining the details of such 

infringement. 
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116. On information and belief, by no later than their receipt of the aforementioned 

June 30, 2016 letter from Kenichi Nagasawa to Alexander Fernandes, Defendants knew or 

should have known of the objectively high likelihood that their actions constituted infringement 

of the ’630 patent, but nonetheless continued their infringing activities.  On information and 

belief, Defendants’ continued infringement is subjectively reckless. 

117. On information and belief, from the time they received notice of their 

infringement of the ’630 patent, Defendants have not had any good faith basis to believe they do 

not infringe or that the ’630 patent is invalid.  Defendants’ infringement, therefore, has been 

willful. 

118. Defendants’ infringement of the ’630 patent has caused and is causing damage 

and irreparable injury to Canon and Canon will continue to suffer irreparable injury unless and 

until such infringement is enjoined by this Court. 

119. Canon is entitled to injunctive relief and damages in accordance with 35 U.S.C. 

§§ 271, 281, 283 and 284. 

 

PRAYER FOR RELIEF 

WHEREFORE, Canon respectfully requests that this Court enter judgment: 

a) Declaring that Defendants have infringed the claims of the ’451, ’999, ’864, ’453, 

and ’630 patents; 

b) Declaring that such infringement has been willful; 

c) Ordering Defendants to pay damages adequate to compensate Canon for their 

infringement of the ’451, ’999, ’864, ’453, and ’630 patents, together with prejudgment interest 

and costs, including without limitation lost profits and/or a reasonable royalty, and increasing 

those damages to three times the amount found or assessed as provided by 35 U.S.C. § 284; 
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d) Issuing a permanent injunction enjoining Defendants and their affiliates, 

employees, agents, officers, directors, attorneys, successors, and assigns and all those acting on 

behalf of or in concert with any of them from infringing the ’864, ’453, and ’630 patents; 

e) Declaring that this is an exceptional case and awarding Canon its reasonable 

attorneys’ fees and costs under 35 U.S.C. § 285 and all other applicable statutes, rules, and 

common law; and 

f) Awarding Canon all other and further relief as this Court deems just and proper. 

 

DEMAND FOR JURY TRIAL 

Canon requests a trial by jury as to all issues so triable. 

 

Dated: July 6, 2017    By:  /Joseph A. Calvaruso/ 

Joseph A. Calvaruso 

ORRICK, HERRINGTON & SUTCLIFFE LLP 

51 West 52nd Street 
New York, NY 10019-6142 
Telephone:  (212) 506-5140 
jcalvaruso@orrick.com 

       

Attorney for Plaintiff Canon Inc. 
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