
UNITED STATES DISTRICT COURT 

WESTERN DISTRICT OF TEXAS 

WACO DIVISION 

 

       

      )   

Intellectual Ventures I LLC and  ) 

Intellectual Ventures II LLC,   ) Civil Action No. 6:21-cv-226 

      ) 

   Plaintiff,  ) 

      ) 

v.      )  

      ) 

Hewlett Packard Enterprise Company, ) 

      ) 

   Defendant.  ) JURY TRIAL DEMANDED 

      ) 

 

COMPLAINT FOR PATENT INFRINGEMENT 

 

Plaintiffs, Intellectual Ventures I LLC and Intellectual Ventures II LLC (together “IV”), 

for their complaint against defendant, Hewlett Packard Enterprise Company (“HPE”), hereby 

allege as follows: 

THE PARTIES 

 

1. Intellectual Ventures I LLC (“Intellectual Ventures I”) is a Delaware limited 

liability company having its principal place of business located at 3150 139th Avenue SE, Bellevue, 

Washington 98005. 

2. Intellectual Ventures II LLC (“Intellectual Ventures II”) is a Delaware limited 

liability company having its principal place of business located at 3150 139th Avenue SE, Bellevue, 

Washington 98005. 

3. Upon information and belief, HPE is a Delaware corporation with its principal 

executive offices located at 11445 Compaq Center West Drive, Houston, Texas 77070.  HPE has 

regular and established places of business in this District, including a fifty-two (52) acre campus 
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at 14321 Tandem Boulevard, Austin, Texas, and a lease for another 27,326 square foot office at 

Paloma Ridge, 13620 FM 620 Austin, Texas 78717.  HPE also has at least one other office in 

Texas, at 6080 Tennyson Parkway, Suite 400, Plano, Texas 75024.  HPE plans to relocate its 

global headquarters from San Jose, California, to Spring, Texas, in early 2022.  HPE may be 

served with process through its registered agent, CT Corporation System, 1999 Bryan Street, 

Suite 900, Dallas, Texas 75201. 

JURISDICTION  

 

4. IV brings this action for patent infringement under the United States' patent laws, 

35 U.S.C. § 271, et seq.  This Court has subject matter jurisdiction under 28 U.S.C. §§ 1331 and 

1338(a). 

5. This Court has general jurisdiction over HPE because HPE is engaged in substantial 

and not isolated activity at its regular and established places of business within this judicial district.  

This Court has specific jurisdiction over HPE because HPE has committed acts of infringement 

giving rise to this action within this judicial district and has established more than minimum 

contacts within this judicial district, such that the exercise of jurisdiction over HPE in this Court 

would not offend traditional notions of fair play and substantial justice. 

6. Venue is proper in this judicial district pursuant to 28 U.S.C. §§ 1391(b)-(c) and 

1400(b) because HPE maintains regular and established places of business and has committed acts 

of patent infringement within this judicial district. 

FACTUAL BACKGROUND 

7. Intellectual Ventures Management, LLC (“Intellectual Ventures”) was founded in 

2000.  Since then, Intellectual Ventures has been involved in the invention business.  Intellectual 

Ventures fosters inventions and facilitates the filing of patent applications for those inventions; 
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collaborates with others to develop and patent inventions; and acquires and licenses patents from 

individual inventors, universities, corporations, and other institutions.  A significant aspect of 

Intellectual Ventures’ business is managing the plaintiffs in this case, Intellectual Ventures I and 

Intellectual Ventures II. 

8. One founder of Intellectual Ventures is Nathan Myhrvold, who worked at Microsoft 

from 1986 until 2000 in a variety of executive positions, culminating in his appointment as the 

company's first Chief Technology Officer (“CTO”) in 1996.  While at Microsoft, Dr. Myhrvold 

founded Microsoft Research in 1991 and was one of the world’s foremost software experts.  

Between 1986 and 2000, Microsoft became the world’s largest technology company. 

9. Under Dr. Myhrvold’s leadership, IV acquired more than 70,000 patents covering 

many important inventions of the Internet-era.  Many of these inventions coincided with Dr. 

Myhrvold’s successful tenure at Microsoft.   

10. Two significant accomplishments of the Internet era are the related technologies of 

cloud computing and virtualization.  Cloud computing enables ubiquitous access to shared pools 

of configurable computing system resources, such as memory and storage, as well as software 

programs that execute atop them, such as desktop applications and websites.  These resources and 

programs, often collectively referred to as “the cloud,” can be rapidly provisioned with minimal 

effort over the Internet.  Virtualization allows for the creation of multiple software environments 

of dedicated computer resources that each simulate for its users a computing environment that was 

traditionally physically distinct and close to a user, such as an environment provided by a computer 

server and/or a connected array of disk/flash drives.  This has enabled computing services to be 

delivered to a given customer using centralized computing resources that seem as though they are 
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located just a few feet away from the user, even if they are actually located hundreds or even 

thousands of miles away (hence the terms “virtual private service” and “virtual private server”). 

11. A significant consequence of cloud computing and virtualization has been the 

migration of computing from isolated environments (e.g., an office) centered around physical 

private servers to distributed systems implemented on large numbers of virtual private servers 

running inside the cloud.  As a result, a very large number of virtual private servers have been 

deployed, often to the cloud, and each require a secure and stable file system.  File systems that 

were known at the turn of this century, however, proved insufficient for these sorts of new high-

frequency deployments as they required copying the entire file system of a host computer for use 

by each virtual private server, thus wasting an immense amount of storage and compute power or 

exposing users to security flaws by insufficiently isolating one user’s data from another user’s 

data.  They also could not be efficiently backed up.  Therefore, there was a need for file systems 

that could serve many virtual private servers without requiring extensive copying or wasted storage 

space and that could be efficiently backed up.  

12. Another consequence of cloud computing and virtualization has been the 

proliferation of distributed computing platforms in which a number of systems (be they physical 

or virtual) are managed, controlled and coordinated to work on a distributed project.  Previously 

existing distributed computing platforms did not optimally manage, control and coordinate the 

various systems comprising such a platform as they worked on a distributed project, such as a 

network site testing project.  While such a platform could work on a project by statically assigning 

various portions of the project to different systems, it was not possible to dynamically manage and 

control those systems in a coordinated way, for instance, by automatically increasing the number 

of systems involved as they were working on the project in response to some pre-determined 
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condition that impacts the desired processing power assigned to the project.  Such a shortcoming 

was problematic, for example, when attempting to work on a project that required unexpected and 

extreme surges in processing, such as surges in computation required to test a network site using 

a simulated Denial of Service attack (DoS). 

13. The aforementioned advances in computing have also caused a massive increase in 

the frequency of computer input/output (I/O) operations, such as read/write storage operations or 

networking operations supporting voice connections.  Importantly, the frequency of I/O operations 

typically vary tremendously depending on a multiplicity of factors, including the time of day/week.  

Previously existing I/O systems were assigned to a single group of users, for example the co-

located employees of a company, and could easily get overloaded at certain times of day, such as 

the start of business when many users are reading/writing emails or placing VoIP calls.  It was not 

feasible to overprovision those I/O systems to handle peak loads, given the relatively small number 

of I/O requests the systems would need to handle most of the time.  There was a need for storage, 

networking, and other I/O resources that could be flexibly arranged to more cost-effectively 

support varying loads of I/O operations or be dynamically provisioned in real-time responsive to 

varying loads and compute/network conditions under policy driven user controls. 

14. More and more of the aforementioned compute resources, including those made 

available using cloud and virtualization technologies, have been accessed by users of wireless 

devices through relatively low-cost Wi-Fi network access points. Those users have been 

congregating in large numbers within limited spaces (i.e., at workplaces, apartment buildings, 

public facilities such as transport hubs, etc.) while attempting to concurrently initiate and maintain 

high bandwidth connections into Wi-Fi networks.  The resulting network traffic was overwhelming 

existing Wi-Fi networks in large part because the congregated Wi-Fi devices tended to interfere 
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with one another, even when they were part of different networks. There was, therefore, also a 

need for Wi-Fi connections that could be flexibly and automatically adjusted to better 

accommodate large numbers of closely orientated Wi-Fi users.  

15. HPE makes, uses, and sells compute, computer storage and computer networking 

products and services, with a particular focus on providing products and services using cloud 

computing and virtualization.  Three of the most important technology areas that HPE focuses on 

to deliver these cloud-centric and virtualized compute products and services are: (1) virtual private 

servers; (2) resilient I/O systems that cost-effectively handle varying loads of I/O requests even as 

compute/network conditions fluctuate; and (3) advanced Wi-Fi access points that can provide 

high-bandwidth and cost-effective access to compute products and services to many closely 

orientated users.  When providing virtual private servers through its GreenLake or Ezmeral 

offerings for example, HPE provides a form of virtual private server called a Docker container, 

that uses a file system that is optimized to minimize extensive copying, wasted storage space, and 

inefficient backups.  HPE also enables orchestration of activities by these Docker containers, using 

Kubernetes-based technologies.  When providing I/O systems through its 3PAR storage or Aruba 

Wide Area Network (WAN) Optimization offerings for example, HPE makes them more resilient 

and cost-effective by either virtualizing the I/O resources provided by the offerings, and/or 

enabling access to those I/O resources to be automatically configured responsive to changes in 

usage and network conditions.  When providing Wi-Fi access points through its Aruba Wi-Fi 

offerings, HPE is focused on allowing its customers to flexibly and automatically adjust the 

operating parameters of those access points to accommodate large numbers of closely separated 

users. 

THE PATENTS-IN-SUIT 
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16. On September 9, 2003, the Patent & Trademark Office (“PTO”) issued United 

States Patent No. 6,618,736 (“the ’736 patent”), titled TEMPLATE-BASED CREATION AND 

ARCHIVAL OF FILE SYSTEMS.  The ’736 patent is valid and enforceable.  A copy of the ’736 

patent is attached as Exhibit A.  

17. Intellectual Ventures I is the owner and assignee of all rights, title and interest in 

and to the ’736 patent, and holds all substantial rights therein, including the rights to grant licenses, 

to exclude others, and to enforce and recover past damages for infringement of that patent. 

18. The inventions claimed in the ’736 patent were conceived while its inventor, Paul 

Menage, worked at Ensim Corporation.  Dr. Menage is highly respected in his field with over 20 

years of experience at companies such as Ensim, Google, and Facebook, to name a few.  Dr. 

Menage holds a bachelor’s degree and a Ph.D. in computer science from the University of 

Cambridge.  Dr. Menage has published several papers and articles on containerization, resource 

management and virtualization throughout his career and played integral roles in implementing 

solutions in his capacity at Google and Facebook. 

19. The ’736 patent is directed to systems, methods and/or apparatus for an improved 

way to create, manage and archive file systems.  For instance, through the use of shared and private 

storage units correlated via a usage map that is particularly useful in a virtualized environment.  

The claimed approach allows for the creation and management of separate file systems for a 

plurality of virtual private servers, running on a physical host computer (“host”), that are vying for 

the resources of that host, without requiring extensive copying or wasted storage space.  This in 

turn enables users to gain more storage capability from their existing hosts without needing to 

overprovision them, and therefore, without needing to purchase access to additional hardware 

storage resources for their existing virtual private servers.  It also enables a more efficient back-up 
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of a file system of a virtual private server.  Preexisting file systems could not deliver these 

outcomes. 

20. On February 15, 2011, the PTO issued United States Patent No. RE 42,153 (“the 

’153 patent”), titled DYNAMIC COORDINATION AND CONTROL OF NETWORK 

CONNECTED DEVICES FOR LARGE-SCALE NETWORK SITE TESTING AND 

ASSOCIATED ARCHITECTURES.  The ’153 patent is valid and enforceable.  A copy of the 

’153 patent is attached as Exhibit B. 

21. Intellectual Ventures II is the owner and assignee of all rights, title and interest in 

and to the ’153 patent, and holds all substantial rights therein, including the rights to grant licenses, 

to exclude others, and to enforce and recover past damages for infringement of that patent.  

22. The inventions of the ’153 patent were developed by Edward A. Hubbard, 

Krishnamurthy Venkatramani, David P. Anderson, Ashok K. Adiga, Greg D. Hewgill, and Jeff A. 

Lawson.  Dr. Anderson is a research scientist at the Space Sciences Laboratory at U.C. Berkeley 

and an adjunct professor of computer science at the University of Houston.  He helped create and 

now leads the SETI@home software project, developed the first distributed system for digital 

audio editing, and served as CTO of United Devices which developed software for distributed 

computing systems in the early 2000s. Jeff A. Lawson is a software engineer with extensive 

experience in software development, including with respect to distributed computing.  Early in his 

career, Mr. Lawson worked for NASA's Jet Propulsion Laboratory as a software developer 

working on image acquisition software deployed aboard NASA Space Shuttles.  Mr. Lawson, like 

Mr. Anderson, previously worked at United Devices, designing, architecting, implementing, and 

supporting highly scalable distributed computing software for enterprise customers.  He also co-
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founded distributed.net, a large-scale distributed computing network of over 50,000 computers 

worldwide.  The other co-inventors of the ’153 patent have similarly illustrious credentials. 

23. The ’153 patent is directed to systems, methods and/or apparatus for the dynamic 

coordination and control of network connected systems that collectively perform distributed 

processing projects such as the testing of a network site.  More specifically, in the novel 

architecture covered by the ’153 patent, distributed processing of a project collectively occurs on 

a plurality of systems (referenced in the patent as “client systems”) that each participate in the 

project in large part by executing a client agent program.  Throughout such distributed project 

processing, poll communications from client systems are received at a managing system 

(referenced in the patent as a “server system”) to enable it to form a dynamic snapshot of current 

overall project status.  Analysis of the dynamic snapshot status information is then performed by 

the server system to determine if it should decrease or increase the number of client systems that 

are actively participating in the project, and corresponding poll response communications are sent 

from the server to the client systems.  The poll communications and poll response communications 

are used by the server system to dynamically coordinate the ongoing project processing performed 

by the client systems.  The ’153 patent’s system differs from prior art systems for example, by 

using status snapshots about a project generated from poll communications to dynamically control 

and coordinate project activities occurring across the client systems as those activities are 

occurring, rather than for example using such snapshots and poll communications for use in future 

resource planning well after those project activities have terminated.  The’153 patented system 

thus covers a far more dynamic way to adjust a distributed processing system, in response to any 

required change in processing requirements. 
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24. On August 24, 2010, the PTO issued United States Patent No. 7,783,788 (“the ’788 

patent”), titled VIRTUAL INPUT/OUTPUT SERVER.  The ’788 patent is valid and enforceable.  

A copy of the ’788 patent is attached as Exhibit C.  

25. Intellectual Ventures II is the owner and assignee of all rights, title and interest in 

and to the ’788 patent, and holds all substantial rights therein, including the rights to grant licenses, 

to exclude others, and to enforce and recover past damages for infringement of the ’788 patent. 

26. The inventions claimed in the ’788 patent were conceived while the inventors 

worked at 3Leaf Systems, Inc., a pioneer in the network virtualization field, and include Robert 

Quinn, co-founder of 3Leaf Systems.  The company received over $67M in funding, partnering 

with industry giants like IBM and Intel to develop network virtualization solutions that by one 

account are “changing the way storage and server virtualization are done.”  Prior to its acquisition 

by Huawei, 3Leaf was granted numerous patents, including the ’788 patent. 

27. The ’788 patent is directed to systems, methods and/or apparatus for virtualizing 

I/O subsystems, such as storage or networking subsystems.  As one example, this novel approach 

allows for multiple application servers (whether physical or virtual) to share an I/O subsystem by 

virtualizing the resources of that I/O subsystem, receiving configuration information relating to 

the I/O subsystem, and then regulating usage of the virtualized I/O subsystem by each of the 

servers through configuring utilization of a physical interface associated with the I/O subsystem.  

One non-limiting benefit of this approach is that it increases the flexibility with which I/O 

resources can be used by servers, thus gaining increased performance of existing systems and 

without subjecting shared virtualized resources to excessive usage by one of more of the servers.  

This was not possible with preexisting systems. 
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28. On March 25, 2014, the PTO issued United States Patent No. RE 44,818 (“the RE 

’818 patent”), titled QUALITY OF SERVICE IN VIRTUAL COMPUTING ENVIRONMENTS.  

The RE ’818 patent is valid and enforceable.  A copy of the RE ’818 patent is attached as Exhibit 

D. 

29. Intellectual Ventures II is the owner and assignee of all rights, title and interest in 

and to the RE ’818 patent and holds all substantial rights therein, including the right to grant 

licenses, to exclude others, and to enforce and recover past damages for infringement of the RE 

’818 patent. 

30. The inventions claimed in the RE ’818 patent were conceived while the inventors 

worked at 3Leaf Systems, Inc., like the inventors of the aforementioned ‘788 patent.  The inventors 

of the RE ’818 patent went on to work at several prominent companies such as Google. 

31. Similar to the ’788 patent, the RE ’818 patent is also directed to systems, methods 

and/or apparatus for the operation of virtualized input/output (I/O) systems in environments where 

access to such systems by virtual or physical application servers involves virtual interfaces.  As 

virtualization’s popularity and use increased, virtualized I/O systems had to handle a greater 

number of communications (“virtual I/O communications”), from a greater number of servers, 

and—as a result of several technological advances including those captured by the aforementioned 

‘788 patent—those I/O systems had to support a wider range of quality of service (QoS) 

requirements.  The RE ’818 helps address those requirements by enabling, for instance, 

configuration of usage parameters for a physical interface associated with the virtual I/O 

subsystems to occur in an increasingly sophisticated manner that could be based on more than one 

type of variable, such as the customer requesting the virtual I/O communication or the type of 

operation being supported by the virtual I/O communication. 
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32. On November 9, 2004, the PTO issued United States Patent No. 6,816,464 (“the 

’464 patent”), titled METHOD, SYSTEM, AND COMPUTER PROGRAM PRODUCT FOR 

ROUTE QUALITY CHECKING AND MANAGEMENT.  The ’464 patent is valid and 

enforceable.  A copy of the ’464 patent is attached as Exhibit E.  

33. Intellectual Ventures II is the owner and assignee of all rights, title and interest in 

and to the ’464 patent, and holds all substantial rights therein, including the rights to grant 

licenses, to exclude others, and to enforce and recover past damages for infringement of the ’464 

patent. 

34. The inventions claimed in the ’464 patent were conceived while the inventors 

worked at Array Telecom Corporation (“Array”), a wholly owned subsidiary of Comdial 

Corporation (“Comdial”).  Comdial sold and marketed sophisticated communications products and 

advanced phone systems for small and medium sized businesses.  At the time Comdial acquired 

Array, it noted that “the principal asset purchased was the intellectual property” which enabled 

Comdial to “become a leading provider of personal computer (“PC”)-based voice processing 

systems and telephony gateways for routing voice and fax communications over the private 

intranet and the public internet.” 

35. The ’464 patent is directed to systems, methods and/or apparatus for an improved 

way to establish communication links for exchanging loss-sensitive, delay-sensitive, and/or jitter-

sensitive traffic within a network, such as a wide area network (WAN).  As more such traffic began 

traversing WANs, and as user expectations about the quality of such traffic increased, users could 

no longer rely on traditional network optimization techniques, which suffered from a host of 

deficiencies.  Examples of such deficiencies include, without limitation, not taking into account 

rapidly changing network conditions, not allowing end users to provide their own criteria for 
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selecting routes in response to the changing conditions, and not allowing route selections to be 

made on a more granular per-call/connection basis.  The inventors of the ’464 patent improved on 

traditional network optimization techniques, for instance, by providing for the testing and scoring 

of network routes based on end-user related criteria, and on a per call/connection basis.  This in 

turn allowed for improved quality of service and traffic shaping capabilities for each user that was 

not possible in prior art solutions.  Embodiments of the ’464 inventions further teach operation 

across wide area packet-switched networks (such as the Internet), inclusion of databases that store 

and allow for consideration of historical routing information, graphical user interfaces (“GUIs”) 

for accepting user routing preferences, and advanced settings for configuring route measurement 

properties, timings, and statistical analysis. 

36. On September 20, 2011, the PTO issued United States Patent No. 8,023,991 (“the 

’991 patent”), titled PROGRAM FOR ADJUSTING CHANNEL INTERFERENCE BETWEEN 

ACCESS POINTS IN A WIRELESS NETWORK.  A copy of the ’991 patent is attached as Exhibit 

F. 

37. Intellectual Ventures II is the owner and assignee of all rights, title and interest in 

and to the ’991 patent, and holds all substantial rights therein, including the right to grant licenses, 

to exclude others, and to enforce and recover past damages for infringement of the ’991 patent. 

38. The inventions of the ’991 patent were conceived by Floyd Backes, co-founder, 

CTO, and ultimately CEO, of Autocell Labs of Acton, MA, among other named co-inventors.  Mr. 

Backes had previously been vice president of strategy and architecture at Nortel Networks, CTO 

of the switching division at 3Com (one of the so-called “Big Four” startups at the forefront of the 

data networking revolution), and a senior engineer and architect in networks and communications 

at Digital Equipment Corporation.  Co-inventor Gary Vacon holds electrical engineering degrees 
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from Tufts University and MIT and has worked on network hardware and wireless networking 

technologies at Bell Laboratories, Digital Equipment Corporation, and Autocell Labs (where he 

served as Chairman).  Autocell Labs (founded as Propogate Networks) developed innovative 

solutions that automatically reduced radio frequency (“RF”) interference, and thus ensured robust 

wireless performance in business and wireless broadband deployments.  Companies worldwide 

had embedded Autocell software into their products to seamlessly address the need for RF control 

and optimization.  Investors in Autocell included Chestnut Partners, Inc., Motorola Ventures, and 

Siemens Venture Capital.   

39. The ’991 patent is directed to systems, methods and/or apparatus for an improved 

way to manage wireless communications environments, by issuing instructions to Wi-Fi access 

points (“APs”) that are using an RF channel to adjust their transmit power levels, so as to decrease 

the radio interference they are causing for other APs using that same RF channel.  The ‘991 patent 

also calls for basing those instructions on indications of transmit power levels received from other 

APs, including those APs that are using that same RF channel.  The inventions of the ‘991 patent 

enable far more APs to operate on the same RF channels while being located in close proximity 

with one another without provoking excessive interference.  This, in turn, allows Wi-Fi network 

operators to greatly increase the number of end-user stations supported in their networks, and the 

amount of bandwidth provided to those end-user stations.  

40. On May 13, 2014, the PTO issued United States Patent No. 8,725,132 (“the ’132 

patent”), titled PROGRAM FOR ADJUSTING CHANNEL INTERFERENCE BETWEEN 

ACCESS POINTS IN A WIRELESS NETWORK.  A copy of the ’132 patent is attached as Exhibit 

G. 
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41. Intellectual Ventures II is the owner and assignee of all rights, title and interest in 

and to the ’132 patent, and holds all substantial rights therein, including the right to grant licenses, 

to exclude others, and to enforce and recover past damages for infringement of the ’132 patent. 

42. Like the ‘991 patent, the inventions of the ’132 patent were conceived by, among 

others, co-inventors Floyd Backes and Gary Vacon, whose accomplishments are set out above. 

43. The ’132 patent s directed to systems, methods and/or apparatus for an improved 

way to manage wireless communications environments, by enabling Wi-Fi APs to select an 

optimal transmit power level, repeatedly adjusting that power level to reduce interference, and 

causing an associated device (e.g., an end user station such as a smartphone or laptop computer 

communicating with that AP), to transmit signals at a power level that is set also to reduce 

interference.  The inventions of the ’132 patent enabled far more APs and end user stations to 

operate in close proximity to one another without provoking excessive interference.  As with the 

’991 patent, this in turn allows Wi-Fi network operators to greatly increase the number of end-user 

stations supported in their networks, and the amount of bandwidth provided to those end-user 

stations. 

COUNT I 

(HPE’s Infringement of U.S. Patent No. 6,618,736) 

44. Paragraphs 1-43 are reincorporated by reference as if fully set forth herein.  

45. The inventions claimed in the ’736 patent, taken alone or in combination, were not 

well-understood, routine or conventional to one of ordinary skill in the art at the time of the 

invention.  Rather, the ’736 patent claims and teaches, inter alia, an improved way to create, 

manage and archive file systems in virtualized environments, which was not present in the state of 

the art at the time of the invention.  For example, the inventions improved upon then existing file 

system technology by providing an architecture specific to virtualized environments in which 
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virtual private servers (now implemented, for example, as Docker containers) could be contending 

for the resources of a single or limited number of physical host computer(s).  The invention further 

improved on prior art solutions by allowing for certain shared portions of a single file system to 

be commonly accessed by functionally unrelated virtual private servers, while keeping other 

private portions of the file system siloed to be accessed only by a limited set of one or more virtual 

private servers.   

46. Instead of having to provide a separate physical file system for each virtual private 

server, or to duplicate any common or shared portions of the file system for each virtual private 

server, the inventions of the ’736 patent allowed for the segregation of a file system into shared 

and private portions via a tiered containerized architecture which could be simultaneously utilized 

without the unnecessary replication or insecure isolation methods relative to prior art systems.   

47. The inventions represented a technical solution to an unsolved technological 

problem.  The written description of the ’736 patent describes, in technical detail, each of the 

limitations in the claims, allowing a person of skill in the art to understand what those limitations 

cover, and therefore what was claimed, and also understand how the non-conventional and non-

generic ordered combination of the elements of the claims differ markedly from what had been 

performed in the industry prior to the inventions of the ’736 patent.  More specifically, the claims 

of the ’736 patent recite methods and systems for creating and archiving one or more file systems 

within one or more servers that comprise a first set of storage units, each storage unit of the first 

set corresponding to a storage unit of a second set, a usage map for indicating which of the second 

storage units contain valid data, an interception module for intercepting an attempt to write a data 

item to a first storage unit, a writing module for writing the data to the corresponding second 
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storage unit, and storing an indication in the usage map that the corresponding second storage unit 

contains valid data.  

48. The system covered by the asserted claims, therefore, differs markedly from the 

prior systems in use at the time of this invention, which, inter alia, lacked the claimed combination 

of first and second sets of storage units and, for example, did not provide for the interception of 

write commands or rely on usage maps so as to enable the creation and management of a separate 

file system for a virtual private server (e.g., a container), running on a physical host computer.  

Further, the claimed inventions differ from prior art systems by using the claimed architecture to 

enable more efficient file system snapshotting, and thus more efficient backing up, which 

otherwise would be more expensive in a virtualized environment.   

49. As described above, the ’736 patent is drawn to solving a specific, technical 

problem arising in the context of virtualized computing file system access and management.  

Consistent with the problem addressed being rooted in such file system access and management 

environments, the solutions disclosed in the ’736 patent consequently are also rooted in that same 

technology and cannot be performed with pen and paper or in the human mind. 

50. HPE has directly infringed, and continues to directly infringe, literally and/or by 

the doctrine of equivalents, individually and/or jointly, at least claim 1 of the ’736 patent by 

making, using, testing, selling, offering for sale and/or importing products and/or services covered 

by the ’736 patent.  HPE’s products and/or services that infringe the ’736 patent include, but are 

not limited to, HPE Docker Enterprise Edition, HPE ProLiant family of servers with integrated 

Docker, HPE Ezmeral Container Platform with Docker integration, HPE GreenLake Service for 

Containers, and any other HPE products and/or services, either alone or in combination, that 

operate in substantially the same manner (together the “Accused ’736 Products”). 
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Claim 1 of the ’736 patent is reproduced below: 

1. A method for file system creation and archival comprising: 

providing a first set of storage units and a second set of storage units, each 

storage unit of the first set corresponding to a storage unit of the second 

set;  

providing a first usage map for indicating which storage units of the second 

set contain valid data;  

intercepting an attempt to write a data item to a storage unit of the first set;  

writing the data item to the corresponding storage unit of the second set; 

and  

storing an indication in the first usage map that the corresponding storage 

unit of the second set contains valid data. 

51. The Accused ’736 Products provide a method for creating and archiving file 

systems.  As one non-limiting example, the Accused ’736 Products include Docker Enterprise 

Edition (EE) and HPE hardware/software with native Docker integration, that create and manage 

file systems for use by containers: 
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52. Furthermore, the Accused ’736 Products, as integrated with Docker, provide a first 

set of storage units and a second set of storage units, each storage unit of the first set corresponding 

to a storage unit of the second set.  For instance, each Docker container comprises a series of layers 

stacked on top of each other, the lower layer containing read-only image data and the upper 

read/write layer containing data from the lower layer that has been altered during operation of the 

container:   
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53. The Accused ’736 Products, as integrated with Docker, further provide a first usage 

map for indicating which storage units of the second set contain valid data.  For instance, the 

layered Docker architecture presents a unified view of the image layers and corresponding writable 

container layer.  Through, e.g., a diff directory, as seen below, the system keeps track of which 

data has been changed and is present in the upper read/write layer.  If the data is not present in the 

upper read/write layer, any attempt to read/write that data will cause it to be copied to the upper 

layer from the lower layer and tracked by the system: 
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54. In addition, the Accused ’736 Products intercept an attempt to write a data item to 

a storage unit of the first set.  For example, the Docker engine integrated with the Accused Products 

uses a “Copy-on-Write” mechanism to write data.  When a write of a data item is attempted, rather 

than writing the item directly to storage units associated with the image layer that contains that 

data, the write attempt is intercepted, the data is copied from the lower image layer to the upper 

read/write layer, and the operation is performed on the data in the upper layer, as illustrated below: 
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55. The Accused ’736 Products, as integrated with Docker, further write the data item 

to the corresponding storage unit of the second set.  For example, reiterating the “copy-on-write” 

summary provided just above when a write of a data item to a given file is attempted, the data 

items of the identified image layer are “copied up” into storage units associated with the writeable 

container layer and new data items are written to the storage units associated with the writable 

container layer, all as illustrated below:  
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56. The Accused ’736 Products additionally store an indication in the first usage map 

that the corresponding storage unit of the second set contains valid data.  For example, once a file 

is modified by writing new data items to the writable container layer, as described above, in order 

to correctly present a unified view of that file after the modification, an indication exists that writes 

were just made into those storage units and that they therefore contain valid data: 
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57. Additionally, HPE has been, and currently is, an active inducer of infringement of 

the ’736 patent under 35 U.S.C. § 271(b) and contributory infringement of the ’736 patent under 

35 U.S.C. § 271(c) either literally and/or by the doctrine of equivalents. 

58. HPE has actively induced, and continues to actively induce, infringement of the 

’736 patent by intending that others use, offer for sale, or sell in the United States, products and/or 

services covered by the ’736 patent, including but not limited to HPE Docker Enterprise Edition, 

the HPE ProLiant family hardware as integrated with Docker, and the HPE Ezmeral Container 

Platform as integrated with Docker, the GreenLake Container Service Platform as integrated with 

Docker, as well as any HPE product and/or service, alone or in combination, that operates in 

materially the same manner. HPE provides these products and/or services to others, such as 

customers, resellers and end-user customers, who, in turn, in accordance with HPE’s design, intent 

and directions, use, provision for use, offer for sale, or sell in the United States the foregoing 

products and/or services that directly infringe the ’736 patent as described above.   

59. HPE has contributed to, and continues to contribute to, the infringement of the ’736 

patent by others by offering to sell, selling, or otherwise commercially offering products and/or 

services that, when installed and configured result in a system as intended by HPE, that directly 

infringe the ’736 patent. 
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60. HPE knew of the ’736 patent, or should have known of the ’736 patent, but was 

willfully blind to its existence.  Upon information and belief, HPE has had actual knowledge of 

the ’736 patent since at least as early as the service upon HPE of this Complaint.  On information 

and belief, HPE had actual knowledge of the ’736 patent in and around August 18, 2020.  On 

information and belief, HPE was aware of IV’s allegations against Arista Networks, Inc. relating 

to infringement of the ’736 patent by Arista’s operating systems utilizing native Docker 

integration.  Additionally, HPE was aware of the ’736 patent at least by March 8, 2021, as a result 

of correspondence directed to HPE by IV.  By the time of trial, HPE will have known and intended 

(since receiving such notice) that its continued actions would infringe and actively induce and 

contribute to the infringement of the ’736 patent. 

61. HPE has committed, and continues to commit, affirmative acts that cause 

infringement of the ’736 patent with knowledge of the ’736 patent and knowledge or willful 

blindness that the induced acts constitute infringement of the ’736 patent.  As an illustrative 

example only, HPE induces such acts of infringement by its affirmative actions of intentionally 

providing hardware and/or software components that when used in their normal and customary 

way as desired and intended by HPE, infringe the ’736 patent and/or by directly or indirectly 

providing instructions on how to use its products and/or services in a manner or configuration that 

infringes the ’736 patent, including those found at the following: 

• https://buy.hpe.com/us/en/software/docker-enterprise-edition/docker-enterprise-

edition/docker-enterprise-edition/docker-enterprise-edition-from-hpe/p/1009161344 

• https://h20195.www2.hpe.com/V2/GetDocument.aspx?docname=a00101842enw&ju

mpid=in_smb_dm_container& 

• https://h20195.www2.hpe.com/V2/GetDocument.aspx?docname=a00101842enw&ju

mpid=in_smb_dm_container&# 

• https://h20195.www2.hpe.com/v2/gethtml.aspx?docname=a00056658enw  

• https://psnow.ext.hpe.com/doc/a00008645enw?jumpid=in_lit-psnow-red  
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• https://community.hpe.com/t5/HPE-Ezmeral-Uncut/HPE-Ezmeral-simplifies-data-

processing-and-analysis/ba-p/7095000#.YDk8si1h1bU  

• https://assets.ext.hpe.com/is/content/hpedam/a50002683enw  

• https://www.hpe.com/us/en/greenlake/container-platform.html  

62. HPE has also committed, and continues to commit, contributory infringement by 

knowingly offering to sell, selling, or otherwise commercializing products and/or services that 

when used cause the direct infringement of the ’736 patent by a third party, and which have no 

substantial non-infringing uses, or include a separate and distinct component that is especially 

made or especially adapted for use in infringement of the ’736 patent and is not a staple article or 

commodity of commerce suitable for substantial non-infringing use. 

63. As a result of HPE’s acts of infringement, IV has suffered and will continue to 

suffer damages in an amount to be proved at trial. 

COUNT II 

(HPE’s Infringement of U.S. Patent No. RE 42,153)  

 

64. Paragraphs 1-63 are incorporated by reference as if fully set forth herein. 

65. The inventions claimed in the ’153 patent, taken alone or in combination, were not 

well-understood, routine, or conventional to one of ordinary skill in the art at the time of the 

invention.  Rather, the ’153 patent claims and teaches, inter alia, improved dynamic coordination 

and control architecture for executing projects within a distributed platform that comprises a server 

system and a plurality of network-connected client systems.  For example, dynamic coordination 

and control of the execution of a project by the network-connected server and client systems is 

based on poll communications and responses exchanged between the server system and the client 

systems.  The inventions improved upon then existing distributed computing technology by 

providing for dynamic snapshot information of a project’s status determined based upon poll 

communications and responses involving the server and client systems, and then taking 
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coordination and control actions related to the ongoing project based on an analysis of the dynamic 

snapshot information.  An example of such coordination and control actions is dynamically 

increasing or decreasing the amount of client systems actively participating in the project. 

66. Instead of statically configuring the coordination and control actions related to such 

projects before or after the execution of a project for example, the inventions of the ’153 patent 

allowed, inter alia, for an exchange of data between the client systems performing a distributed 

project, and the server system that was managing the client systems and that enabled the dynamic 

coordination and control of processing activities across the client systems.  Through poll 

communications between the client and server systems, for example, the number of client systems 

participating in the project could be automatically dynamically increased or decreased, for 

example. 

67. The inventions represent technological solutions to an unsolved technological 

problem.  The specification of the ’153 patent describes, in technical detail, each of the limitations 

in the claims, allowing a person of skill in the art to understand what those limitations cover, and 

therefore what was claimed, and also to understand how the non-conventional and non-generic 

ordered combination of the elements of the claims differ markedly from what had been done in the 

industry prior to the inventions of the ’153 patent.  More specifically, for example, the asserted 

claims of the ’153 patent each recite poll communications between server and client systems 

through a network in a distributed computing platform, and the dynamic analysis and coordination 

of distributed project activities during project operations that lead to, for example, increases or 

decreases in the number of client systems participating in the project as the project is still being 

executed. 
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68. The system covered by the asserted claims therefore differs markedly from the 

systems in use prior to this invention, which, inter alia, lacked the claimed combination of dynamic 

interaction between the server and client systems during ongoing project operations.  Furthermore, 

the claimed inventions differ from prior art systems by using dynamic status snapshots about a 

project generated in part from poll communications to dynamically control and coordinate project 

activities across the client systems as those activities are occurring, rather than using such 

snapshots and communications for use in future resource planning relating to a project. 

69. As described above, the ’153 patent is drawn to solving a specific, technical 

problem arising in the context of distributed processing or computing systems.  Consistent with 

the problem addressed being rooted in such complex, distributed approaches to computing, the 

solutions provided by the ’153 patent are also rooted in that same technology and cannot be 

performed with pen and paper or in the human mind. 

70. HPE has directly infringed, and continues to directly infringe, literally and/or by 

the doctrine of equivalents, individually and/or jointly, at least claim 18 of the ’153 patent by 

making, using, testing, selling, offering for sale and/or importing products and/or services covered 

by the ’153 patent.  HPE’s products and/or services that infringe the ’153 patent include, but are 

not limited to, the HPE Ezmeral Container Platform (including with pre-integrated HPE Ezmeral 

Data Fabric) and HPE Apollo Servers, as well as HPE GreenLake cloud services for containers 

(including services powered by the HPE Ezmeral Container Platform, and run on the HPE Synergy 

integrated system), and any other of HPE’s products and/or services, either alone or in 

combination, that operate in substantially the same manner (the “Accused ’153 Products”).  The 

HPE Ezmeral Container Platform, for example, includes, inter alia, fully integrated Kubernetes 

support for pods, tenants, and clusters; a management interface for monitoring, managing, 
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provisioning, controlling, and scaling resources, applications, clusters, and services; 

KubeDirector; a managed gateway; GPU support for Kubernetes hosts; a Kubernetes web 

terminal; and HPE Ezmeral ML Ops.  HPE Apollo systems, including the XL170r, XL190r, 

XL270d, and 4200 Gen10 servers, are optimized for the HPE Ezmeral Container Platform software 

(together the “Accused ’153 Products”).1 

 Claim 18 of the ’153 patent is reproduced below: 

18. A distributed computing platform having dynamic coordination capabilities 

for distributed client systems processing project workloads, comprising: 

a plurality of network-connected distributed client systems, the client systems 

having under-utilized capabilities; 

a client agent program configured to run on the client systems and to provide 

workload processing for at least one project of a distributed computing 

platform; and 

at least one server system configured to communicate with the plurality of 

client systems through a network to provide the client agent program to the 

client systems, to send initial project and poll parameters to the client 

systems, to receive poll communications from the client systems during 

processing of the project workloads, wherein a dynamic snapshot 

information of current project status is provided based at least in part upon 

the poll communications from the client systems, to analyze the poll 

communications utilizing the dynamic snapshot information to determine 

whether to change how many client systems are active in the at least one 

project, wherein if a fewer number is desired, including within a poll 

response communications a reduction in the number of actively 

participating clients, and if a greater number is desired, adding client 

systems to active participation in the at least one project within a poll 

response communications, the server system repeatedly utilizing the poll 

communications and the poll response communications to coordinate 

project activities of the client systems during project operations. 

 

71. The Accused ’153 Products, when deployed on HPE’s own servers or those of its 

customers constitute a distributed computing platform with dynamic coordination capabilities for 

distributed client systems that are processing project workloads.  As one non-limiting example, 

the HPE Ezmeral Container Platform is a unified container platform for both cloud-native 

 
1 See https://h20195.www2.hpe.com/v2/GetDocument.aspx?docname=a00062186enw# 
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applications and stateful analytics applications that can run on any infrastructure either on-

premises, in public clouds, in a hybrid model, or at the edge.  The HPE Ezmeral Container Platform 

comes with out-of-the-box configuration for Kubernetes orchestration of networking, load-

balancing, and storage, and is a certified Kubernetes distribution, with HPE itself considering 

containers and open-source Kubernetes central to its approach for deploying and managing a 

containerized environment at scale.  The Accused ’153 Products dynamically coordinates 

workload processing across distributed client systems, including by deploying distributed 

applications such as Apache Spark on Kubernetes across multiple systems: 
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72. The Accused ’153 Products, when deployed on distributed processing systems of, 

for example, HPE or its customers, comprise a plurality of network-connected distributed client 

systems, the client systems having under-utilized capabilities.  For example, the HPE Ezmeral 

Container Platform allows dynamic cluster scalability, identifying available client systems on 

which distributed project workloads, such as containerized applications, can be run.  The multiple 

Kubernetes nodes that make up an HPE-Ezmeral-configured Kubernetes cluster collectively form 

a plurality of network-connected distributed client systems having under-utilized capabilities: 
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73. The Accused ’153 Products comprise a client agent program configured to run on 

the client systems and to provide workload processing for at least one project of a distributed 

computing platform.  For example, as depicted below, Kubernetes, which is fully integrated into 

the Accused Products along with innovations like KubeDirector, provides a client agent program 

configured to run on the client systems in an HPE Ezmeral Container Platform cluster, including 

kube-proxy, container runtime, and kubelet Kubernetes components, with the nodes / client 
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systems of the cluster(s) providing workload processing for a project running on the distributed 

computing platform (e.g., the HPE Ezmeral Container Platform cluster): 

  

74. The Accused ’153 Products comprise at least one server system configured to 

communicate with the plurality of client systems through a network.  As one non-limiting example, 

HPE Ezmeral Container Platform integrated with a Kubernetes controller manages a Kubernetes 

cluster comprising client systems running instances of distributed project workloads, such as 

Apache Spark, and communicates with them through a network: 

 

Case 6:21-cv-00226-ADA   Document 1   Filed 03/09/21   Page 36 of 116



37 
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75. The Accused ’153 Products comprise at least one server system to provide the client 

agent program to the client systems and to send initial project and poll parameters to the client 

systems.  As one non-limiting example, HPE Ezmeral Container Platform, as integrated with a 

Kubernetes controller, provides containerized application instances along with kube-proxy, 

container runtime, and kubelet Kubernetes components to nodes of a Kubernetes cluster, as well 

as initial parameters relating to a project (e.g., minimum and maximum number of nodes, 

constraints on node scaling up or down, and requisite number of pods being run to adequately 

handle workload processing), and initial poll parameters such as rules relating to the specific 

metrics to be evaluated, evaluation intervals, actions taken when rules are met, and intervals for 

kubelets to update NodeStatus: 
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76. The Accused ’153 Products comprise at least one server system to receive poll 

communications from the client systems during processing of the project workloads, wherein a 

dynamic snapshot information of current project status is provided based at least in part upon the 

poll communications from the client systems.  For example, the HPE Ezmeral Container Platform 

receives container- and system-level data through its monitoring and Metricbeat functions; 

deployment status as part of the KubeDirector reconciliation loop; CPU, memory, and other usage 

and utilization metrics from Kubernetes clusters (made up of nodes / client systems); and 

heartbeats sent by Kubernetes nodes to help determine node availability, thus collectively 

providing dynamic snapshot information of project status.  Such dynamic snapshot information 

can be visualized in multiple ways, including, e.g., on the Kubernetes dashboard accessible directly 

from the HPE Ezmeral Container Platform’s GUI, or on the HPE Ezmeral Container Platform’s 

dashboard itself: 
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77. The Accused ’153 Products comprise at least one server system to analyze the poll 

communications utilizing the dynamic snapshot information to determine whether to change how 

many client systems are active in the at least one project.  For example, the HPE Ezmeral Container 

Platform, as integrated with a Kubernetes controller such as KubeDirector, and with support for 

choosing or uploading an auto-scaling policy, analyzes metric, heartbeat, load, usage, and 

utilization information collected from the nodes/client systems within deployed clusters utilizing 
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dynamic snapshot information about project status to determine the appropriate number of nodes 

/ client systems that are or should be active in the project.  For example, fewer client systems (e.g., 

nodes) are desired, the Accused ’153 Products reduce the number of client systems in deployed 

clusters, and where additional client systems are needed, the Accused Products dynamically add 

client systems to deployed clusters: 
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78. The Accused ’153 Products comprise at least one server system to repeatedly utilize 

the poll communication and the poll response communications to coordinate project activities of 

the client systems during project operations.  For example, the HPE Ezmeral Container Platform, 
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as integrated with a Kubernetes controller such as KubeDirector, and with support for choosing or 

uploading an auto-scaling policy, coordinates project activities dynamically, on an ongoing basis, 

receiving, e.g., metric data and load information at regular or defined intervals and scaling up or 

down the number of client systems working on the project as appropriate: 
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79. Additionally, HPE has been, and currently is an active inducer of infringement of 

the ’153 patent under 35 U.S.C. § 271(b) and a contributory infringer of the ’153 patent under 35 

U.S.C. § 271(c) either literally and/or by the doctrine of equivalents. 

80. HPE has actively induced, and continues to actively induce, infringement of the 

’153 patent by intending that others use, offer for sale, or sell in the United States products and/or 

services covered by the ’153 patent, including but not limited to the Accused ’153 Products and 

any other HPE product and/or service, alone or in combination, that operates in materially the same 

manner.  For example, HPE provides these products and/or services to others, such as customers, 

resellers and end-user customers, who, in turn, use, in accordance with HPE’s design, intent and 

directions, provision for use, offer for sale, or sell in the United States products and/or services 

that directly infringe the ’153 patent. 

81. HPE has contributed to, and continues to contribute to, the infringement of the ’153 

patent by others by offering to sell, selling, or otherwise commercially offering products and/or 

services that, when installed and configured result in a system as intended by HPE, that directly 

infringes the ’153 patent. 

82. HPE knew of the ’153 patent, or should have known of the ’153 patent, but was 

willfully blind to its existence.  HPE has had actual knowledge of the ’153 patent since at least as 

early as service upon HPE of this Complaint.  Upon information and belief, HPE has had actual 

knowledge of the ’153 patent since at least as early as the service upon HPE of this Complaint.  
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On information and belief, HPE had actual knowledge of the ’153 patent in and around August 18, 

2020.  On information and belief, HPE was aware of IV’s allegations against Arista Networks, 

Inc. relating to infringement of the ’153 patent through the use of Kubernetes on nodes and servers 

in a distributed computing platform with dynamic coordination capabilities.  Additionally, HPE 

was aware of the ’153 patent at least by March 8, 2021, as a result of correspondence directed to 

HPE by IV.  By the time of trial, HPE will have known and intended (since receiving such notice) 

that its continued actions would infringe and actively induce and contribute to the infringement of 

the ’153 patent.  

83. HPE has committed, and continues to commit, affirmative acts that cause 

infringement of the ’153 patent with knowledge of the ’153 patent and knowledge or willful 

blindness that the induced acts constitute infringement of the ’153 patent.  As an illustrative 

example only, HPE induces such acts of infringement by its affirmative actions of intentionally 

providing hardware and/or software components that when used in their normal and customer way 

as desired and intended by HPE, infringe the ’153 patent and/or by directly or indirectly providing 

instruction on how to use its products and/or services in a manner or configuration that infringes 

the ’153 patent, including those found at the following: 

• https://assets.ext.hpe.com/is/content/hpedam/a50002683enw 

• https://support.hpe.com/hpesc/public/docDisplay?docLocale=en_US&docId=a00111

243en_us 

• https://assets.ext.hpe.com/is/content/hpedam/a50002075enw 

• https://h20195.www2.hpe.com/V2/GetPDF.aspx/a00039700enw.pdf 

• https://www.youtube.com/watch?v=OtJh6Mbouks 

• https://www.youtube.com/watch?v=OLuQC2yAsCM 
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• https://www.youtube.com/watch?v=OtJh6Mbouks&t=95s 

• https://www.hpe.com/us/en/greenlake/container-platform.html 

• https://docs.containerplatform.hpe.com/51/51/kubernetes-and-hpe-greenlake-

f/general-functionality--include/Getting_Started_with_Kubernetes_in_HPE_ 
GreenLake.html 

 

• https://support.hpe.com/hpesc/public/docDisplay?docId=a00092451en_us&page=GU

ID-156B9779-456B-4D31-AFE0-755434D4AC12.html 

 

• https://support.hpe.com/hpesc/public/docDisplay?docId=a00092451en_us&page=GU

ID-E7C954DF-322E-44D9-8072-61F176E0BB7C.html 
 

84. HPE has also committed, and continues to commit, contributory infringement by 

knowingly offering to sell, selling, or otherwise commercializing products and/or services that, 

when used, cause the direct infringement of the ’153 Patent by a third party, and which have no 

substantial non-infringing uses, or include one or more separate and distinct components, such as 

software, that are especially made or especially adapted for use in infringement of the ’153 patent 

that are not a staple article or commodity of commerce suitable for substantial non-infringing use.  

85. As a result of HPE’s acts of infringement, IV has suffered and will continue to 

suffer damages in an amount to be paid at trial. 

COUNT III 

(HPE’s Infringement of U.S. Patent No. 7,783,788)  

 

86. Paragraphs 1-85 are incorporated by reference as if fully set forth herein. 

87. The inventions claimed by the ’788 patent, taken alone or in combination, were not 

well-understood, routine or conventional to one of ordinary skill in the art at the time of the 

invention of the’788 patent, around 2006.  Rather, the patent teaches and claims an improved way 

to virtualize input/output (“I/O”) subsystems that facilitates transparent sharing of I/O subsystems 

among multiple processing systems.  For example, the inventions improved upon then-existing 

virtual I/O systems, which were limited by more static infrastructures, storage, and network 
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management configurations, by using network fabric, protocol stack logic, and virtualization logic 

to establish persistent connections between I/O subsystem physical resources and the applications 

and servers accessing the subsystems and emulating the application servers relative to the 

subsystem’s resources.  Importantly, the invention also included controlling utilization of the I/O 

subsystems by different servers by controlling a physical interface used to access the storage 

resources.  Specifically, the invention requires I/O subsystem device protocol stack logic operative 

to control data transfer with one or more peripheral systems, establishing a persistent control 

connection to the virtual I/O peripheral subsystem module of an application server, transmitting 

I/O peripheral subsystem configurations to the server, emulating the application server relative to 

the peripheral system, intermediating the I/O subsystem traffic between the application server and 

peripheral system, and controlling the utilization of subsystem resources by the application servers 

via the I/O subsystem physical interface per a configured allocation.   

88. This is to be contrasted with then-existing systems that, for example, did not allow 

for peripheral subsystems, such as network and storage resources, to be entirely virtualized and 

transparently shared with application servers, and did not enforce granular and configurable 

resource allocations with respect to application server usage across physical interfaces leading to 

those virtualized resources as the virtualized peripheral subsystems engaged in I/O operations.  

This resulted in an inefficient allocation of network resources to such virtual servers, or an 

uncontrolled and unregulated allocation of resources to the servers, which in turn lead to 

suboptimal I/O system performance.  Application servers, for example, were not previously able 

to obtain tailored I/O peripheral subsystem logical resource allocations, that are today required to 

handle the wide variety of communications typical of I/O systems in a virtualized environment.  
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One example of such typical I/O communications are high bandwidth distributed storage 

read/write operations to/from a multiplicity of servers. 

89. The inventions represented a technical solution to an unsolved technological 

problem.  The specification of the ’788 patent describes, in technical detail, each of the limitations 

in the claims, allowing a person of skill in the art to understand what those limitations cover, and 

therefore what was claimed, and also understand how the non-conventional and non-generic 

ordered combination of the elements of the claims differ markedly from what had been 

conventional or generic in the industry at the time of the invention of the ’788 patent.  More 

specifically, the claims of the ’788 patent require a memory, one or more processors, an 

input/output fabric interface and an I/O subsystem physical interface.  Further, the claims require 

I/O subsystem device protocol stack logic operative to control data transfer with one or more 

peripheral systems over the I/O subsystem physical interface, virtualization logic for; establishing 

a persistent control connection to the virtual I/O peripheral subsystem module of an application 

server, transmitting I/O peripheral subsystem configurations to the server, emulating the 

application server relative to the peripheral system, intermediating the I/O subsystem traffic 

between the application server and peripheral system, and controlling the utilization of resources 

by the application servers per a configured allocation.   

90. The systems and methods covered by the asserted claims therefore differ markedly 

from the conventional and generic systems in use at the time of this invention, which, inter alia, 

lacked the ability to provide I/O peripheral subsystems as logical abstractions to be transparently 

shared among application servers, which are emulated relative to the peripheral systems, and to 

control utilization of the I/O peripheral subsystems by allocating I/O subsystem physical interface 

resources.  In turn, such functionality greatly increases the efficiency of the system as a whole and 
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eliminates over or under provisioning and provides for resource allocation decisions that meet 

more stringent QoS (Quality of Service) requirements.   

91. As described above, the ’788 patent is drawn to solving a specific, technical 

problem arising in the context of facilitating and managing I/O subsystem operations in a 

virtualized environment.  Consistent with the problem addressed being rooted in such I/O 

subsystem management techniques, the solutions provided by the ’788 patent naturally are also 

rooted in that same technology and cannot be performed with pen and paper or in the human mind.   

92. HPE has directly infringed, and continues to directly infringe, literally and/or by 

the doctrine of equivalents, individually and/or jointly, at least claim 1 of the ’788 patent by 

making, using, testing, selling, offering for sale and/or importing products and/or services covered 

by the ’788 patent.  HPE’s products and/or services that infringe the ’788 patent include, but are 

not limited to, the HPE 3PAR StoreServ family of flash-optimized data storage systems, the HPE 

Primera Storage, HPE GreenLake Enterprise-Ready VM Service when implemented with Primera 

Storage platform, HPE GreenLake Mission Critical Storage Service when implemented with 

Primera Storage platform, and any other of HPE’s products and/or services, either alone or in 

combination, that operate in substantially the same manner (together the “Accused ’788 

Products”). 

 Claim 1 of the ‘788 patent is reproduced below: 

1. An apparatus, comprising 

a memory; 

one or more processors; 

an input/output (I/O) fabric interface; 

an I/O subsystem physical interface; 

I/O subsystem device protocol stack logic operative to control data transfer 

with one or more peripheral systems over the I/O subsystem physical 

interface; and 

virtualization logic encoded in one or more tangible media for execution and 

when executed operable to cause the one or more processors to: 

Case 6:21-cv-00226-ADA   Document 1   Filed 03/09/21   Page 50 of 116



51 

establish one or more persistent control connections to virtual I/O peripheral 

subsystem interface driver modules of one or more application servers; 

transmit I/O peripheral subsystem configurations to the one or more 

application servers over the respective one or more persistent control 

connections; 

emulate, relative to the one or more peripheral systems, the one or more 

application servers; 

intermediate I/O subsystem traffic between the one or more application 

servers and the one or more peripheral systems; and 

control utilization of resources of the I/O subsystem physical interface by the 

one or more application servers according to a configured allocation of 

resources for the I/O subsystem physical interface across the one or more 

application servers. 

 

93. As one non-limiting example, the Accused ’788 Products include a memory and 

one or more processors as seen below:  
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94. The Accused ’788 Products also include an input/output fabric interface.  For 

instance, the HPE 3PAR system ships with a plurality of ports to a backplane:  

 

 

 

95. Furthermore, the Accused ’788 Products include an I/O subsystem physical 

interface.  For instance, the HPE 3PAR system includes one or more Fibre Channel, iSCSI, FCoE 

or Ethernet ports as illustrated below: 
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96. The Accused ’788 Products also include I/O subsystem device protocol stack logic 

operative to control data transfer with one or more peripheral systems over the physical interface.  

For example, the HPE 3PAR system includes Priority Optimization software that implements and 

manages priority policies per virtual volume set and virtual domain.  The aforementioned software 

operates on I/O communications between the HPE 3PAR system and a host: 
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97. The Accused ’788 Products further include virtualization logic.  The HPE 3PAR 

system provides virtual storage for servers, such as application servers, via a three-layer abstraction 

scheme: 
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98. The Accused ’788 Products cause the establishing of one or more persistent control 

connections to virtual I/O peripheral subsystem interface driver modules of one or more 

application servers.  As an example, the 3PAR system’s three-layer abstraction scheme and 

management software abstracts physical drives into chunks, logical disks and virtual volumes 

before exporting as LUNs via iSCSI or FCoE, as well as allows for converged management of 

both file and block under a single pane of glass: 
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99. The Accused ’788 Products transmit I/O peripheral subsystem configurations to the 

one or more application servers over one or more persistent control connections.  Following from 

the above example, the 3PAR system exports virtual volumes as LUNs to an application server 

over iSCSI or FCoE connections: 
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100. The Accused ’788 Products emulate, relative to the one or more peripheral systems, 

the one or more application servers.  For example, the 3PAR system’s hosts/application servers 

are presented exported virtual LUNs and appear from the perspective of peripheral system to be 

directly attached local resources: 
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101. The Accused ’788 Products intermediate I/O subsystem traffic between the one or 

more application servers and the one or more peripheral systems.  As an example, the 3PAR system 

has a full mesh backplane allowing servers to access volumes over any host-connected port: 
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102. The Accused ’788 Products control utilization of resources of the I/O subsystem 

physical interface by the one or more application servers according to a configured allocation of 

resources for the I/O subsystem physical interface across the one or more application servers.  For 

instance, the HPE 3PAR Priority Optimization software operates on I/O communications between 

the 3PAR system and a host, and applies priority policies to the communication based on volume 

or domain, which can include maximum and minimum limits, goals and priority levels:  
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103. Additionally, HPE has been, and currently is an active inducer of infringement of 

the ’788 patent under 35 U.S.C. § 271(b) and contributory infringement of the ’788 patent under 

35 U.S.C. § 271(c) either literally and/or by the doctrine of equivalents. 

104. HPE has actively induced, and continues to actively induce, infringement of the 

’788 patent by intending that others use, offer for sale, sell, and/or import products and/or services 

covered by the ’788 patent, including but not limited to the Accused ’788 Products and any other 

HPE product and/or service, alone or in combination, that operates in materially the same manner.  

HPE provides these products and/or services to others, such as customers, resellers and end-user 

customers, who, in turn, in accordance with HPE’s design, intent and directions, use, provision for 

use, offer for sale, or sell in the United States products and/or services that directly infringe the 

’788 patent. 

105. HPE has contributed to, and continues to contribute to, the infringement of the ’788 

patent by others by offering to sell, selling, or otherwise commercially offering products and/or 

services that, when installed and configured result in a system as intended by HPE, that directly 

infringes the ’788 patent. 
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106. HPE knew of the ’788 patent, or should have known of the ’788 patent, but was 

willfully blind to its existence.  HPE has had actual knowledge of the ’788 patent since at least as 

early as the filing of this Complaint.  Additionally, HPE was aware of the ’788 patent at least by 

March 8, 2021, as a result of correspondence directed to HPE by IV.  By the time of trial, HPE 

will have known and intended (since receiving such notice) that its continued actions would 

infringe and actively induce and contribute to the infringement of the ’788 patent.  

107. HPE has committed, and continues to commit, affirmative acts that cause 

infringement of the ’788 patent with knowledge of the ’788 patent and knowledge or willful 

blindness that the induced acts constitute infringement of the ’788 patent.  As an illustrative 

example only, HPE induces such acts of infringement by its affirmative actions of intentionally 

providing hardware and/or software components that when used in their normal and customer way 

as desired and intended by HPE, infringe the ’788 patent and/or by directly or indirectly providing 

instruction on how to use its products and/or services in a manner or configuration that infringes 

the ’788 patent, including those found at the following: 

• https://www.hpe.com/us/en/storage/3par.html 

• https://h20195.www2.hpe.com/v2/GetPDF.aspx/4AA4-7264ENW.pdf 

• https://h20195.www2.hpe.com/v2/getdocument.aspx?docname=a00073435enw 

• https://h20195.www2.hpe.com/v2/getpdf.aspx/4aa3-3516enw.pdf 

• https://support.hpe.com/hpesc/public/docDisplay?docLocale=en_US&docId=emr_na-

a00067530en_us 

 

• https://www.hpe.com/us/en/storage/hpe-primera.html 

https://www.hpe.com/us/en/greenlake/enterprise-ready-vms.html 

• https://www.hpe.com/us/en/greenlake/mission-critical-storage.html  

• https://psnow.ext.hpe.com/doc/a50000189enw  
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108. HPE has also committed, and continues to commit, contributory infringement by 

knowingly offering to sell, selling, or otherwise commercializing products and/or services that, 

when used, cause the direct infringement of the ’788 patent by a third party, and which have no 

substantial non-infringing uses, or include one or more separate and distinct components, such as 

software, that are especially made or especially adapted for use in infringement of the ’788 patent 

and are not staple articles or commodities of commerce suitable for substantial non-infringing use. 

109.  As a result of HPE’s acts of infringement, IV has suffered and will continue to 

suffer damages in an amount to be paid at trial. 

COUNT IV 

(HPE’s Infringement of U.S. Patent No. RE 44,818)  

 

110. Paragraphs 1-109 are incorporated by reference as if fully set forth herein. 

111. The inventions claimed by the RE ’818 patent, taken alone or in combination, were 

not well-understood, routine or conventional to one of ordinary skill in the art at the time of the 

invention of the RE ’818 patent, around 2007.  Rather, the patent teaches and claims an improved 

way to facilitate and manage virtualized input/output (“I/O”) subsystems (e.g., virtual I/O servers) 

that represented a novel and non-obvious approach not present in the state of the art at that time.  

The inventions improved upon then-existing virtual I/O servers, which are continuously engaged 

in network communications, by for example, enabling more granular QoS (Quality of Service) 

controls to be applied to those communications.  The inventions further improved prior art virtual 

I/O systems by using a hierarchical token bucket allocator to determine how resources are allocated 

to I/O communications received by virtual I/O servers.  Specifically, the inventions require 

maintaining a connection over a network fabric between a virtual interface layer of an application 

server and a virtual I/O server to receive I/O communications, presenting a virtual node identifier 

to the virtual I/O server at a physical interface, whereupon receiving the I/O communications at 
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the virtual I/O server, enforcing I/O bandwidth limitations via a hierarchical token bucket resource 

allocation that attaches token allocations to an I/O communication, such that the I/O packets are 

only received at the virtual I/O server and forwarded to the virtualized I/O systems connected to 

the virtual l/O server if there is a sufficient amount of remaining tokens attaching to that I/O 

communication. 

112. This is to be contrasted with then-existing systems that, for example, did not enforce 

more granular QoS (Quality of Service) requirements on the interfaces of virtual I/O servers as 

they engaged in I/O operations.  This resulted in an inefficient allocation of network resources to 

such virtual I/O server communications, which in turn lead to suboptimal I/O subsystem 

performance.  Virtual I/O servers, for example, were not previously able to apply tailored 

virtualized I/O allocations to servers, as is now required to handle the wide variety of I/O 

communications typical of today’s highly virtualized environments.  

113. The inventions represented a technical solution to an unsolved technological 

problem.  The specification of the RE ’818 patent describes, in technical detail, each of the 

limitations in the claims, allowing a person of skill in the art to understand what those limitations 

cover, and therefore what was claimed, and also understand how the non-conventional and non-

generic ordered combination of the elements of the claims differ markedly from what had been 

conventional or generic in the industry at the time of the invention of the RE ’818 patent.  More 

specifically, the claims of the RE ’818 patent require maintaining a connection over a network 

fabric to a virtual network interface layer of an application server, presenting, at a physical 

interface, a virtual node identifier to the input output subsystem, enforcing a hierarchical token 

bucket resource allocation of bandwidth across the physical interface, receiving, over the 

connection, an I/O communication to a target on the I/O subsystem, classifying the received I/O 
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communication relative to the hierarchical token bucket resource allocation to determine the 

amount of tokens available, comparing the size of the received I/O communication to the current 

amount of tokens available, forwarding the received I/O communication across the physical 

interface to the I/O subsystem, if the current amount of tokens available are sufficient, and 

buffering the received I/O communication, if the current amount of tokens available are 

insufficient. 

114. The systems and methods covered by the asserted claims therefore differ markedly 

from the conventional and generic systems in use at the time of this invention, which inter alia 

lacked the ability to use a hierarchical token bucket allocator to determine how resources are 

allocated to I/O communications received by virtual I/O servers.  Such functionality, for instance, 

in turn enables resource allocation decisions that meet QoS (Quality of Service) requirements to 

be made at multiple points/layers in the virtual I/O system (e.g., I/O allocation decisions can be 

made with respect to a type of traffic, or with respect to traffic moving to/from a server associated 

with a specific user).   

115. As described above, the RE ’818 patent is drawn to solving a specific, technical 

problem arising in the context of facilitating and managing I/O communications between a virtual 

I/O server and virtual interface of an application server, over a physical interface in a virtualized 

environment.  Consistent with the problem addressed being rooted in I/O communication 

techniques in a virtualized environment, the RE ’818 patent’s solutions naturally are also rooted 

in that same technology and cannot be performed with pen and paper or in the human mind.   

116. HPE has directly infringed, and continues to directly infringe, literally and/or by 

the doctrine of equivalents, individually and/or jointly, at least claim 32 of the RE ’818 patent by 

making, using, testing, selling, offering for sale and/or importing products and/or services covered 
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by the RE ’818 patent.  HPE’s products and/or services that infringe the RE ’818 patent include, 

but are not limited to, the HPE 3PAR StoreServ family of flash-optimized data storage systems, 

the HPE Primera Storage, HPE GreenLake Enterprise-Ready VM Service when implemented with 

Primera Storage platform, HPE GreenLake Mission Critical Storage Service when implemented 

with Primera Storage platform, and any other of HPE’s products and/or services, either alone or in 

combination, that operate in substantially the same manner (together the “Accused ’818 

Products”). 

Claim 32 of the RE ’818 patent is reproduced below: 

32. A method of facilitating management of input/output subsystems in a 

virtual input/output server, the method comprising: 

maintaining a connection, over a network fabric, to a virtual interface layer 

of an application server, to receive input/output communications to an 

input/output subsystem; 

presenting, at a physical interface, a virtual node identifier to the input/output 

subsystem; 

enforcing a hierarchical token bucket resource allocation of bandwidth 

across the physical interface; 

receiving, over the connection, an input/output communication to a target on 

the input/output subsystem, thereby resulting in received input/output 

communication; 

classifying the received input/output communication relative to the 

hierarchical token bucket resource allocation to determine a current 

amount of tokens available; 

comparing a size of the received input/output communication to the current 

amount of tokens available; 

forwarding the received input/output communication across the physical 

interface to the input/output subsystem, if the current amount of tokens 

available are sufficient; and 

buffering the received input/output communication, if the current amount of 

tokens available are insufficient. 

 

117. As one non-limiting example, the Accused ’818 Products provide for facilitating 

management of input/output subsystems in a virtual input/output server by deploying the HPE 

3PAR Storage highly virtualized storage operating system, a tri-level mapping system with three 
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layers of abstraction and priority optimization settings applied to I/O communications as seen 

below: 

 

 

 

118. The Accused ’818 Products also provide for maintaining a connection, over a 

network fabric, to a virtual interface layer of an application server, to receive input/output 

communications to an input/output subsystem.  For instance, the HPE 3PAR system interfaces 

with virtualized application servers (which run on “virtualization platforms”, which in turn are 

deployed on “hosts”) via a network, such as a LAN, over which I/O communications like 

read/write requests are passed to and from the virtualized storage that the Accused Products 

provide: 

Case 6:21-cv-00226-ADA   Document 1   Filed 03/09/21   Page 69 of 116



70 

 

 

 

 

 

119. Furthermore, the Accused ’818 Products facilitate presenting, at a physical 

interface, a virtual node identifier to the input/output subsystem.  Following the above example, 
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the HPE 3PAR system includes a host interface and can receive I/O communications via iSCSI or 

Fibre Channels, that support the iSCSI message format in which “initiators” and “targets” are 

identified via a unique name, such as an iSCSI qualified name (IQN), an extended-unique identifier 

(EUI) or worldwide node name (WWNN) for Fibre Channels.  Alternatively, or in addition, virtual 

volumes necessarily include a unique identifier: 
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120. The Accused ’818 Products also enable enforcing a hierarchical token bucket 

resource allocation of bandwidth across the physical interface.  For instance, the HPE 3PAR 

system enforces Priority Optimization on I/O communications to the virtual storage volumes it 

provides, which allows for applying one or more priority policies in a hierarchical manner to virtual 

volumes/applications and virtual domains/tenants, and additionally allows for the application of 

secondary QoS rules to individual virtual volumes or groups of them: 

 

 

Case 6:21-cv-00226-ADA   Document 1   Filed 03/09/21   Page 72 of 116



73 

 

 

 

121. The Accused ’818 Products further enable receiving an input/output 

communication to a target on the input/output system.  The HPE 3PAR system provides virtual 

storage for virtual/application servers such that the I/O communications are received, for example, 

at the 3PAR system’s controllers: 
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122. The Accused ’818 Products also enable classifying the received I/O communication 

relative to the hierarchical token bucket resource allocation to determine a current amount of 

tokens available.  As an example, the 3PAR system’s Priority Optimization functionality operates 

on I/O communications, classifying each based on the set policy which is applied at the virtual 

volume level and the virtual domain level.  The policies include, for instance, a maximum limit, 

minimum limit and other customizable goals/priority levels that represent portions of the overall 

IOPS bandwidth: 
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123. The Accused ’818 Products enable comparing a size of the received I/O 

communication to the current amount of tokens available.  For instance, if the maximum allocated 

bandwidth for a volume or domain has been reached then the I/O communication will be queued, 

however, if there is sufficient bandwidth remaining unallocated then the I/O communication can 

be forwarded accordingly: 

 

 

Case 6:21-cv-00226-ADA   Document 1   Filed 03/09/21   Page 75 of 116



76 

 

124. The Accused ’818 Products enable forwarding the received I/O communication 

across the physical interface to the I/O subsystem if the current amount of available tokens is 

sufficient.  Continuing with the above example, the 3PAR system will forward the I/O 

communication downstream from the host interface towards storage when the system determines 

that the appropriate policy limit for allocated bandwidth for that type of traffic is sufficient, 

otherwise, the communication will be queued: 
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125. The Accused ’818 Products enable the buffering of the I/O communication if the 

current amount of available tokens is insufficient.  Continuing with the above example, the 

communication will be queued if the policy limit for allocated bandwidth for that traffic type is 

exceeded: 
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126. Additionally, HPE has been, and currently is an active inducer of infringement of 

the RE ’818 patent under 35 U.S.C. § 271(b) and contributory infringement of the RE ’818 patent 

under 35 U.S.C. § 271(c) either literally and/or by the doctrine of equivalents. 

127. HPE has actively induced, and continues to actively induce, infringement of the RE 

’818 patent by intending that others use, offer for sale, sell and/or import products and/or services 

covered by the RE ’818 patent, including but not limited to the Accused ’818 Products and any 

other HPE product and/or service, alone or in combination, that operates in materially the same 

manner.  HPE provides these products and/or services to others, such as customers, resellers and 

end-user customers, who, in turn, in accordance with HPE’s design, intent and directions, use, 

provision for use, offer for sale, or sell in the United States products and/or services that directly 

infringe the RE ’818 patent. 

128. HPE has contributed to, and continues to contribute to, the infringement of the RE 

’818 patent by others by offering to sell, selling, or otherwise commercially offering products 

and/or services that, when installed and configured result in a system as intended by HPE, that 

directly infringes the RE ’818 patent. 

129. HPE knew of the RE ’818 patent, or should have known of the RE ’818 patent, but 

was willfully blind to its existence.  HPE has had actual knowledge of the RE ’818 patent since at 

least as early as the filing of this Complaint.  On Information and belief, HPE had actual knowledge 

of the RE ’818 patent in and around July 2019.  On information and belief, HPE was aware of IV’s 

allegations against VMware Inc. relating to infringement of the RE ’818 patent by VMware’s 

deployment of input/output subsystems in a virtual input/output server.  Additionally, HPE was 

aware of the RE ’818 patent at least by March 8, 2021, as a result of correspondence directed to 

HPE by IV.  By the time of trial, HPE will have known and intended (since receiving such notice) 
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that its continued actions would infringe and actively induce and contribute to the infringement of 

the RE ’818 patent.  

130. HPE has committed, and continues to commit, affirmative acts that cause 

infringement of the RE ’818 patent with knowledge of the RE ’818 patent and knowledge or willful 

blindness that the induced acts constitute infringement of the RE ’818 patent.  As an illustrative 

example only, HPE induces such acts of infringement by its affirmative actions of intentionally 

providing hardware and/or software components that when used in their normal and customer way 

as desired and intended by HPE, infringe the RE ’818 patent and/or by directly or indirectly 

providing instruction on how to use its products and/or services in a manner or configuration that 

infringes the RE ’818 patent, including those found at the following: 

• https://www.hpe.com/us/en/storage/3par.html 

• https://h20195.www2.hpe.com/v2/GetPDF.aspx/4AA4-7264ENW.pdf 

• https://h20195.www2.hpe.com/v2/getdocument.aspx?docname=a00073435enw 

• https://h20195.www2.hpe.com/v2/getpdf.aspx/4aa3-3516enw.pdf 

• https://support.hpe.com/hpesc/public/docDisplay?docLocale=en_US&docId=emr_na-

a00067530en_us 

 

• https://www.hpe.com/us/en/storage/hpe-primera.html 

• https://www.hpe.com/us/en/greenlake/enterprise-ready-vms.html 

• https://www.hpe.com/us/en/greenlake/mission-critical-storage.html  

• https://psnow.ext.hpe.com/doc/a50000189enw  

131. HPE has also committed, and continues to commit, contributory infringement by  

knowingly offering to sell, selling, or otherwise commercializing products and/or services that, 

when used, cause the direct infringement of the RE ’818 patent by a third party, and which have 

no substantial non-infringing uses, or include one or more separate and distinct components, such 
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as software, that are especially made or especially adapted for use in infringement of the RE ’818 

patent and are not a staple article or commodity of commerce suitable for substantial non-

infringing use. 

132.  As a result of HPE’s acts of infringement, IV has suffered and will continue to 

suffer damages in an amount to be paid at trial. 

COUNT V 

(HPE’s Infringement of U.S. Patent No. 6,816,464)  

 

133. Paragraphs 1-132 are incorporated by reference as if fully set forth herein. 

134. The inventions claimed by the ’464 patent, taken alone or in combination, were not 

well-understood, routine or conventional to one of ordinary skill in the art at the time of the 

invention.  Rather, the ’464 patent claims and teaches, inter alia, improved ways to assess 

candidate network routes when establishing a communications link across a network such as a 

wide area network (WAN), which were not present in the state of the art at the time of the 

invention.  For example, the inventions improved upon existing route assessment techniques by 

providing for automatic route monitoring, scoring, and evaluation on a per communication link 

basis and in real time.  The inventions can further implement user-customizable routing 

preferences in the course of providing said route scoring and evaluation, allowing for fine-grained 

user control over the routing process. 

135. Compared to the prior art, the claimed approach implements improved routing 

intelligence by providing route monitoring, scoring, and evaluation, on a per communications link 

basis, of a plurality of candidate routes that automatically accounts for jitter, delay, or dropped 

traffic by taking real-time measurements, while also considering user-customizable routing 

preferences.  This in turn allows for improved quality of service and dynamic traffic shaping 

capabilities not possible in prior art solutions.  
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136. The inventions represented a technical solution to an unsolved technological 

problem.  The specification of the ’464 patent describes, in technical detail, each of the limitations 

in the claims, allowing a person of skill in the art to understand what those limitations cover, and 

therefore what was claimed, and also understand how the non-conventional and non-generic 

ordered combination of the elements of the claims differ markedly from what had been 

conventional or generic in the industry at the time of the inventions of the ’464 patent.  More 

specifically, the claims of the ’464 patent recite methods and systems for assessing network routes 

for use in establishing a communications link including identifying candidate routes and associated 

terminal gateway(s), transmitting quality measurement packets to determine route quality metrics 

on each candidate route, and receiving quality measurement packets to determine route quality 

statistics from each candidate route.  The claimed systems and methods further recite determining 

route statistics based on routing information in the quality measurement packets, configuring a 

route ordering schedule based on user input, and scoring the candidate routes based on the routing 

statistics and the route ordering schedule to configure a scoring table that includes a quality score 

and packet loss, jitter, and/or delay. 

137. The systems covered by the asserted claims, therefore, differs markedly from the 

conventional and generic systems in use at the time of this invention, which, inter alia, lacked the 

claimed combination of identifying a plurality of candidate routes, transmitting and receiving 

quality measurement packets, determining route statistics, configuring a route ordering schedule 

based on user input, and scoring the candidate routes to configure a scoring table that includes a 

quality score and packet loss, jitter, and/or delay.  Embodiments of the present inventions further 

teach operation across packet-switched networks (such as the Internet); inclusion of databases that 

store and allow for consideration of historical routing information; graphical user interfaces 
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(“GUIs”) for accepting user routing preferences; and advanced settings for configuring route 

measurement properties, timings, and statistical analysis.     

138. As described above, the ’464 patent is drawn to solving a specific, technical 

problem arising in the context of loss, latency and jitter sensitive route selection in packet-switched 

networks.  Consistent with the problem addressed being rooted in such packet-switched network 

environments, the solutions provided by the ’464 patent consequently are also rooted in that same 

technology and cannot be performed with pen and paper or in the human mind.  

139. HPE has directly infringed, and continues to directly infringe, literally and/or by 

the doctrine of equivalents, individually and/or jointly, at least claim 1of the ’464 patent by 

making, using, testing, selling, offering for sale and/or importing products and/or services covered 

by the ’464 patent.  HPE’s products and/or services that infringe the ’464 patent include, but are 

not limited to, HPE’s Silver Peak Unity EdgeConnect SD-WAN Edge Platform, including 

Intelligent Internet Breakout, a/k/a Aruba EdgeConnect Platform, (“Unity EdgeConnect”), and any 

other HPE products and/or services, either alone or in combination, that operate in substantially 

the same manner (together the “Accused ’464 Products”).  

 Claim 1 of the ’464 patent is reproduced below:  

1. A method for assessing network routes for use in establishing a 

communications link within a communications network, comprising the 

steps of: 

(1) identifying a plurality of candidate routes that can be used to establish 

said communication link, wherein a terminating gateway associated with 

each of said plurality of candidate routes is identified; 

(2) transmitting quality measurement packets for each of said candidate 

routes, wherein said quality measurement packets can be used to determine 

at least one route quality metric; 

(3) receiving returned quality measurement packets for each of said 

candidate routes, wherein said returned quality measurement packets can 

be used to determine route statistics; 

(4) determining route statistics, wherein said route statistics are based on 

routing information contained within said quality measurement packets; 
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(5) configuring a route ordering schedule based on user set levels of route 

characteristics; and 

(6) scoring each of said candidate routes based on route statistics and said 

route ordering schedule, wherein a scoring table is configured that includes 

a quality score and one or more of packet loss, average delay, and average 

jitter.  

140. As one non-limiting example, the Accused ’464 Products practice a method for 

assessing network routes for use in establishing a communications link within a communications 

network.  For example, Unity EdgeConnect continuously monitors the performance of all links in 

a communications network, continuously measures packet loss, jitter, latency, and mean opinion 

score (MOS) in real-time, and uses statistical learning to dynamically determine which link is 

performing best and selects that link for sending data traffic.  Also, for example, the Unity 

Orchestrator enables configuration of automated policies for finding the best path for traffic over 

a network’s SD-WAN fabric: 

  

141. The Accused ’464 Products practice the step of identifying a plurality of candidate 

routes that can be used to establish said communication link, wherein a terminating gateway 
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associated with each of said plurality of candidate routes is identified.  For example, the Accused 

’464 Products identify two or more WAN routes from remote branch sites which are used for 

communication.  The Accused ’464 Products also enable the creation of tunnels in order to 

optimize traffic, identify and label WAN internet routes or tunnels, and identify gateways for each 

candidate route, such as Unity Orchestrator’s use of the TGNM WAN API to target the branches 

in the network and associate them to a Transit Gateway, configuring the tunnel endpoints for each 

branch: 
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142. The Accused ’464 Products practice the step of transmitting quality measurement 

packets for each of said candidate routes, wherein said quality measurement packets can be used 

to determine at least one route quality metric.  For example, Silver Lake’s Unity solution monitors 

all WAN routes, determining quality metrics that it uses to determine route statistics such as data 

regarding packet loss, average delay, or average jitter: 
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143. The Accused ’464 Products practice the step of receiving returned quality 

measurement packets for each of said candidate routes, wherein said returned quality measurement 

packets can be used to determine route statistics.  For example, based on the monitoring of route 

quality for all WAN routes, including the receipt of packets, the Accused ’464 Products can derive 

route statistics, such as data regarding packet loss, average delay, and average jitter: 
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144. The Accused ’464 Products practice the step of determining route statistics, 

wherein said route statistics are based on routing information contained within said quality 

measurement packets.  For example, as noted above, the Accused ’464 Products determine route 

statistics, such as data regarding packet loss, average delay, and average jitter, based on 

measurements of packets sent across all routes, and such statistics can be visualized in various 

ways, such as with graphs and diagrams: 
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145. The Accused ’464 Products practice the step of configuring a route ordering 

schedule based on user set levels of route characteristics.  For example, the Accused ’464 Products 
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enable the configuration of policies based on business priorities that will be enforced in route 

ordering and scheduling of packets: 

  

 

  

 

146. The Accused ’464 Products practice the step of scoring each of said candidate 

routes based on route statistics and said route ordering schedule, wherein a scoring table is 
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configured that includes a quality score and one or more of packet loss, average delay, and average 

jitter.  For example, the Accused ’464 Products score each route based upon the determined route 

statistics, and display the scores and rankings in, e.g., tables, charts, and graphs, along with a 

quality score called mean opinion score (MOS) of quality: 
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147. Additionally, HPE has been, and currently is, an active inducer of infringement of 

the ’464 patent under 35 U.S.C. § 271(b) and contributory infringement of the ’464 patent under 

35 U.S.C. § 271(c) either literally and/or by the doctrine of equivalents.  

148. HPE has actively induced, and continues to actively induce, infringement of the 

’464 patent by intending that others use, offer for sale, sell and/or import products and/or services 

covered by the ’464 patent, including but not limited to HPE Unity EdgeConnect, and any HPE 

product and/or service, alone or in combination, that operates in materially the same manner. HPE 

provides these products and/or services to others, such as customers, resellers and end-user 

customers, who, in turn, in accordance with HPE’s design, intent and directions, use, provision for 

use, offer for sale, or sell in the United States the foregoing products and/or services that directly 

infringe the ’464 patent as described above. 

149. HPE has contributed to, and continues to contribute to, the infringement of the ’464 

patent by others by offering to sell, selling, or otherwise commercially offering products and/or 
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services that, when installed and configured result in a system as intended by HPE, that directly 

infringes the ’464 patent.    

150. HPE knew of the ’464 patent, or should have known of the ’464 patent, but was 

willfully blind to its existence.  Upon information and belief, HPE has had actual knowledge of 

the ’464 patent since at least as early as the service upon HPE of this Complaint.  On information 

and belief, HPE had actual knowledge of the ’464 patent in and around March 25, 2020, on 

information and belief, HPE was aware of IV’s allegations against VMware, Inc. relating to 

infringement of the ’464 patent by VMware’s methods for accessing network routes for use in 

establishing a network communications link.  Additionally, HPE was aware of the ’464 patent at 

least by March 8, 2021, as a result of correspondence directed to HPE by IV.  By the time of trial, 

HPE will have known and intended (since receiving such notice) that its continued actions would 

infringe and actively induce and contribute to the infringement of the ’464 patent.  

151. HPE has committed, and continues to commit, affirmative acts that cause 

infringement of the ’464 patent with knowledge of the ’464 patent and knowledge or willful 

blindness that the induced acts constitute infringement of the ’464 patent.  As an illustrative 

example only, HPE induces such acts of infringement by its affirmative actions of intentionally 

providing hardware and/or software components that when used in their normal and customary 

way as desired and intended by HPE, infringe the ’464 patent and/or by directly or indirectly 

providing instructions on how to use its products and/or services in a manner or configuration that 

infringes the ’464 patent, including those found at the following:  

• https://www.silver-peak.com/resource-center/unity-edge-connect-data-sheet-solution  

• https://www.silver-peak.com/documentation/orchestrator-user-guide  

• https://www.silver-peak.com/resource-center/how-create-tunnel  
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• https://www.silver-peak.com/resource-center/sd-wan-dynamic-path-control-demo 

• https://www.silver-peak.com/resource-center/solution-briefs/silver-peak-sd-wan-and-

aws-transit-gateway-network-manager 

 

• https://www.silver-peak.com/sites/default/files/infoctr/silver-peak-datasheet-

unity_edgeconnect-sd-wan-solution-service-provider.pdf 

 

• https://www.silver-peak.com/sites/default/files/infoctr/silver-peak_ss_voip.pdf 

• https://blog.silver-peak.com/modern-cloud-first-enterprises-require-intelligent-

internet-breakout 

 

152. HPE has also committed, and continues to commit, contributory infringement by  

knowingly offering to sell, selling, or otherwise commercializing products and/or services that 

when used cause the direct infringement of the ’464 patent by a third party, and which have no 

substantial non-infringing uses, or include one or more separate and distinct components, such as 

software, that are especially made or especially adapted for use in infringement of the ’464 patent 

and are not staple articles or commodities of commerce suitable for substantial non-infringing use.  

153. As a result of HPE’s acts of infringement, IV has suffered and will continue to 

suffer damages in an amount to be proved at trial. 

COUNT VI 

(HPE’s Infringement of U.S. Patent No. 8,023,991)  

 

154. Paragraphs 1-153 are incorporated by reference as if fully set forth herein. 

155. The inventions claimed by the ’991 patent, taken alone or in combination, were not 

well-understood, routine or conventional to one of ordinary skill in the art at the time of the 

invention of the ’991 patent.  Rather, the patent teaches and claims an improved way to optimize 

wireless network performance particularly in crowded and dense wireless environments with lots 

of user devices (stations) and network access points (APs) competing for (sharing) limited 

resources.  The inventions improved upon then-existing techniques for the configuration and 
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management of wireless networks, which often required manual site engineering to determine and 

control the placement of APs in a given area and lacked the ability to efficiently and effectively 

share the same frequency channel with other nearby APs, resulting in interference and sub-optimal 

resource usage.  For example, the inventions improved prior art wireless communications 

environments and systems by using an approach that enabled an AP transmitting on a given 

frequency channel to perform automatic power adjustments of transmit power levels, with the 

power adjustments being based on received indications of the transmit power levels being used by 

other APs, and the power adjustments being set to reduce interference with other APs that are 

sharing the same frequency channel.  

156. The inventions represented a technical solution to an unsolved technological 

problem.  The specification of the ’991 patent describes, in technical detail, each of the limitations 

in the claim, allowing a person of skill in the art to understand what those limitations cover, and 

therefore what was claimed, and also understand how the non-conventional and non-generic 

ordered combination of the elements of the claim differs markedly from what had been 

conventional or generic in the industry at the time of the invention of the ’991 patent.  More 

specifically, the’991 patent is directed to detecting when two APs are using the same radio 

frequency channel (co-channel APs), receiving messages from the co-channel APs, and 

maintaining indications of the transmit power level of other APs in the area including the co-

channel APs, and, responsive to this information about the transmit power levels of the various 

APs, instructing one of the co-channel APs to adjust its transmit power to decrease interference 

with the other co-channel AP. 

157. The computer program product covered by the asserted claim therefore differs 

markedly from the conventional and generic systems in use at the time of this invention, which, 
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inter alia, lacked the above noted combination of detecting when multiple APs are using the same 

channel, and instructing one of those APs to adjust its power level so as to decrease interference 

with the other AP on that same channel. 

158. As described above, the ’991 patent is drawn to solving a specific, technical 

problem arising in the context of wireless network management and configuration.  Consistent 

with the problem addressed being rooted in such wireless network communications technology, 

the solutions provided by the ’991 patent naturally are also rooted in that same technology and 

cannot be performed with pen and paper or in the human mind.   

159. HPE has directly infringed, and continues to directly infringe, literally and/or by 

the doctrine of equivalents, individually and/or jointly, claim 1 of the ’991 patent by making, using, 

testing, selling, offering for sale and/or importing products and/or services covered by the claim 

of the ’991 patent.  HPE’s products and/or services that infringe the ’991 patent include, but are 

not limited to, the Adaptive Radio Management (ARM) feature of HPE-owned Aruba’s operating 

system, ArubaOS (and all versions/editions that support the ARM feature), including the Aruba 

7200 Series Mobility Controllers on which ArubaOS runs; the Mobility Master feature, 

particularly the AirMatch Workflow functionality, of ArubaOS 8 (and all versions/editions that 

support such functionality); and any other of HPE’s products and/or services, either alone or in 

combination, that operate in substantially the same manner (together the “Accused ’991 

Products”). 

Claim 1 of the ’991 patent is reproduced below: 

1. A computer program product recorded on a computer-readable medium, 

comprising: 

logic for detecting that a first access point is using a radio frequency channel; 

logic for detecting that a second access point is also using the radio frequency 

channel, the detecting logic including: 

logic for receiving messages from the second access point; and 
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logic for maintaining indications of the transmit power levels of other 

access points including the second access point; and 

logic, responsive to the indications of the transmit power levels of other 

access points maintained by the detecting logic, for instructing the first 

access point to adjust transmit power to decrease interference with the 

second access point detected to be using the radio frequency channel; 

wherein the first access point adjusts transmit power as instructed. 

 

160. The Accused ’991 Products comprise a computer program product recorded on a 

computer-readable medium.  For example, Aruba’s ARM functionality is a distributed approach 

to enable self-configuring, self-healing wireless networks, and it includes a controller that 

computes the most optimized setting and instructs access points (APs) to work accordingly.  ARM 

is part of the base ArubaOS operating system, which is a computer program product recorded on 

a computer-readable medium, and which is available on all Aruba Mobility Controllers and APs.  

Aruba lists among the minimum system requirements for ArubaOS at least 8GB RAM, 4GB 

Memory, and 10GB Disk Space.  Similarly, for example, Aruba’s Mobility Master with AirMatch 

functionality also requires and is stored on RAM, Memory, and Disk Space, constituting a 

computer program product recorded on a computer-readable medium.  AirMatch offers similar 

benefits but improves upon and goes beyond ARM by utilizing AI / machine learning to provide 

automated RF optimization for wireless networks, including inter alia automated channel 

optimization and transmit power adjustment: 
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161. The Accused ’991 Products comprise a computer program product recorded on a 

computer-readable medium including logic for detecting that a first access point is using a radio 

frequency channel.  For example, Aruba offers configuration settings enabling detection of APs 

and the frequency channels to which they are assigned or on which they are operating, for both its 

ARM and AirMatch products: 

  

   

162. The Accused ’991 Products comprise a computer program product recorded on a 

computer-readable medium including logic for detecting that a second access point is also using 

the radio frequency channel.  Simply put, APs monitor other APs on the same channel and thus 

ARM contains logic for detecting that a first and second AP are using the same channel.  For 
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example, ARM uses various metrics to help APs decide which channel and transmit power setting 

is best, including calculating the signal-to-noise ratio (SNR) for all valid APs on a particular 802.11 

frequency channel as well as considering a weighted calculation of the SNR the neighboring APs 

see on that same frequency channel.  Similarly, for example, ARM takes into account and 

interference index with values including the interference an AP sees on its selected channel as well 

as the interference neighboring APs see on that same selected channel.  Also, for example, 

AirMatch can analyze RF data across the entire network, including all APs on the network, and 

algorithmically derive configuration changes for every AP on the network: 

  

  

 

163. The Accused ’991 Products comprise a computer program product recorded on a 

computer-readable medium including detecting logic that further includes logic for receiving 
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messages from the second access point.  For example, as part of the ARM functionality, APs 

periodically scan other channels and analyze the interference level seen on them and report the 

results back to the controller to enable it to dynamically learn about the RF medium and adapt 

accordingly.  The Accused ’991 Products also include an Over the Air Updates feature that allows 

an AP to get information about its RF environment from its neighboring APs, such as when an AP 

scans a foreign (non-home) channel and sends an Over-the-Air update in a particular 802.11 frame 

that contains information about that AP’s home channel, the current transmission EIRP value of 

the home channel, and one-hop neighboring APs seen by that AP.  Similarly, for example, as part 

of AirMatch, each AP in an Aruba Mobility Master deployment measures its RF environment 

periodically and sends messages about the radio feasibility to the managed device based on that 

AP’s hardware capability and other factors.  The managed device forwards these messages to the 

Mobility Master.  Also, for example, when Mobility Master first detects APs on the network it 

enters an initial optimization phase and collects data from all the APs and generates configurations 

for the APs. Thus, the Accused ’991 Products contain logic for receiving such messages back from 

the APs, including the second AP:   
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164. The Accused ’991 Products comprise a computer program product recorded on a 

computer-readable medium including detecting logic that further includes logic for maintaining 

indications of the transmit power levels of other access points including the second access point.  

For example, as noted above, ARM uses various metrics and gathers and maintains certain data, 

including calculating the signal-to-noise ratio (SNR) for all valid APs on a particular 802.11 

frequency channel as well as considering a weighted calculation of the SNR the neighboring APs 

see on that same frequency channel.  Similarly, for example, ARM takes into account and 

interference index with values including the interference an AP sees on its selected channel as well 

as the interference neighboring APs see on that same selected channel.  These indexes are used to 

monitor channel activity and interference and determine power levels for APs.  Furthermore, in 

Aruba’s ARM system, APs monitor their local environment for interference, noise, and signals 

being received from other Aruba APs, and repots this information back to the controller.  

Summaries of RF data such as interference and transmit power of various access points are 

maintained by ARM.  Also, for example, with AirMatch, APs send messages about the radio 

feasibility to the managed device based on each AP’s hardware capability, radio and regulatory 

domain, and RF neighbors, and the managed device forwards these messages to the Mobility 
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Master, which adds that information to a database.  As part of transmit power adjustment, 

AirMatch examines the entire WLAN coverage.  For non-static channels, AirMatch selects a 

channel with a minimum interference index from the channels without high noise or a radar 

condition: 
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165. The Accused ’991 Products comprise computer programs recorded on a computer-

readable medium including logic, responsive to the indications of the transmit power levels of 

other access points maintained by the detecting logic, for instructing the first access point to adjust 

transmit power to decrease interference with the second access point detected to be using the radio 

frequency channel; wherein the first access point adjusts transmit power as instructed.  For 

example, the ARM system can detect co-channel interference which frequently occurs when APs 

are densely deployed near each other.  The ARM algorithm takes account of the overlap in 

coverage causing the co-channel interference and may instruct APs to reduce transmit power on 

APs that are interfering with one another.  ARM’s power assignment feature automatically assigns 

power setting for all APs in a given network according to changes in the RF environment and 

strives to mitigate co-channel interference by, inter alia, performing automatic power assignments 

to maximize capacity across the network.  Additionally, for example, ARM instructs APs at what 

levels to set their minimum and maximum transmit power they are permitted to use, and if APs 

detect strong signals from other APs on the same channel, they may decrease their power levels 

accordingly.  ARM uses indexes to calculate the optimum channel and transmit power for each 

AP, computing these most optimized settings and instructing the AP to work accordingly.  ARM 

can be enabled to perform dynamic channel selection and output power assignment to mitigate co-

channel interference.  Also, for example, in AirMatch’s Mobility Master system, each AP 

measures its RF environment periodically and repeatedly, and Mobility Master uses this 

information to compute an optimal solution and deploys the latest RF plan, including indications 
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of transmit powers that should be used by the APs, by sending the information in that plan to the 

APs.  When network interference is high, AirMatch can increase the transmit power of APs to 

mitigate co-channel interference: 
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166. Additionally, HPE has been, and currently is an active inducer of infringement of 

the ’991 patent under 35 U.S.C. § 271(b) and contributory infringement of the ’991 patent under 

35 U.S.C. § 271(c) either literally and/or by the doctrine of equivalents. 

167. HPE has actively induced, and continues to actively induce, infringement of the 

’991 patent by intending that others use, offer for sale, sell and/or import products and/or services 

covered by the claim of the ’991 patent, including but not limited to the Accused ’991 Products 

and any other HPE product and/or service, alone or in combination, that operates in materially the 

same manner.  HPE provides these products and/or services to others, such as customers, resellers 

and end-user customers, who, in turn, in accordance with HPE’s design, intent and directions, use, 

provision for use, offer for sale, or sell in the United States products and/or services that directly 

infringe the claim of the ’991 patent as described above. 

168. HPE has contributed to, and continues to contribute to, the infringement of the ’991 

patent by others by offering to sell, selling, or otherwise commercially offering products and/or 
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services that, when installed and configured result in a system as intended by HPE, that directly 

infringes the claim of the ’991 patent. 

169. HPE knew of the ’991 patent, or should have known of the ’991 patent, but was 

willfully blind to its existence.  HPE has had actual knowledge of the ’991 patent since at least as 

early as service upon HPE of this Complaint.  Additionally, HPE was aware of the ’991 patent at 

least by March 8, 2021, as a result of correspondence directed to HPE by IV.  By the time of trial, 

HPE will have known and intended (since receiving such notice) that its continued actions would 

infringe and actively induce and contribute to the infringement of the ’991 patent.  

170. HPE has committed, and continues to commit, affirmative acts that cause 

infringement of the claim of the ’991 patent with knowledge of the ’991 patent and knowledge or 

willful blindness that the induced acts constitute infringement of the claim of the ’991 patent.  As 

an illustrative example only, HPE induces such acts of infringement by its affirmative actions of 

intentionally providing hardware and/or software components that when used in their normal and 

customer way as desired and intended by HPE, infringes the claim of the ’991 patent and/or by 

directly or indirectly providing instruction on how to use its products and/or services in a manner 

or configuration that infringes the claim of the ’991 patent, including those found at the following: 

• https://www.arubanetworks.com/assets/tg/TD_ArubaOS-8-Fundamental-Guide.pdf 

• https://www.arubanetworks.com/techdocs/ArubaOS_80_Web_Help/Content/ArubaFr

ameStyles/ARM/mCell.htm 

 

• https://cdw-prod.adobecqms.net/content/dam/cdw/on-domain-

cdw/brands/aruba/aruba-os-8.pdf 

 

• https://tdhpe.techdata.eu/Documents/Aruba/TB_AirMatch.pdf?epslanguage=it 

• https://www.arubanetworks.com/assets/tg/TB_AirMatch.pdf 

• https://www.arubanetworks.com/techdocs/ArubaOS_80_Web_Help/Content/ArubaFr

ameStyles/ARM/ConfiguringAirMatch.htm 
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• https://support.hpe.com/hpesc/public/docDisplay?docId=emr_na-a00018692en_us 

• https://cc.cnetcontent.com/vcs/hp-ent/inline-content/VL/F/6/F6247B067D75150B1 

98CAD97874FF5A02444C6B6_source.PDF 

 

• https://support.hpe.com/hpesc/public/docDisplay?docId=a00044477en_us&docLocal

e=en_US 

 

• https://www.slideshare.net/ArubaNetworks/aruba-80211n-networks-validated-

reference-design 

 

• https://www.arubanetworks.com/techdocs/ArubaOS_86_Web_Help/Content/arubaos-

solutions/arm/arm-covr-inter-metr.htm?Highlight=arm%20metrices 

 

171. HPE has also committed, and continues to commit, contributory infringement by 

knowingly offering to sell, selling, or otherwise commercializing products and/or services that, 

when used, cause the direct infringement of the claim of the ’991 Patent by a third party, and which 

have no substantial non-infringing uses, or include one or more separate and distinct components, 

such as software, that are especially made or especially adapted for use in infringement of the ’991 

patent and are not staple articles or commodities of commerce suitable for substantial non-

infringing use.  

172. As a result of HPE’s acts of infringement, IV has suffered and will continue to 

suffer damages in an amount to be paid at trial. 

COUNT VII 

(HPE’s Infringement of U.S. Patent No. 8,725,132)  

 

173. Paragraphs 1-172 are incorporated by reference as if fully set forth herein. 

174. The inventions claimed by the ’132 patent, taken alone or in combination, were not 

well-understood, routine, or conventional to one of ordinary skill in the art at the time of the 

invention of the ’132 patent.  Rather, the patent teaches and claims an improved way to optimize 

wireless network performance particularly in crowded and dense wireless environments with lots 
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of user devices (stations) and network access points (APs) competing for limited resources.  The 

inventions improved upon then-existing techniques for the configuration and management of 

wireless networks, which often required manual site engineering to determine and control the 

placement of APs in a given area and lacked the ability to efficiently and effectively share or reuse 

the same frequency channel with other nearby APs and stations, resulting in interference and sub-

optimal resource usage.  The inventions improved prior art wireless communications environments 

and systems by using an approach that enabled an AP to perform repeated power adjustment of 

the transmit power of that AP, as well as to communicate to an associated device (e.g., an end user 

station, such as a smartphone or laptop associated with that AP) information regarding the selected 

transmit power at which that device’s variable power transmitter should be set in order to reduce 

interference.  This approach is particularly useful when a large number of APs and stations are 

operating in close proximity to one another, as it results in the repeated adjustment of transmit 

power of APs and stations so as to reduce interference in their network, thus allowing more APs 

and stations to operate in close proximity to each other. 

175. The inventions represented a technical solution to an unsolved technological 

problem.  The specification of the ’132 patent describes, in technical detail, each of the limitations 

in the claim, allowing a person of skill in the art to understand what those limitations cover, and 

therefore what was claimed, and also understand how the non-conventional and non-generic 

ordered combination of the elements of the claim differs markedly from what had been 

conventional or generic in the industry at the time of the invention of the ’132 patent.  More 

specifically, the claims of the ’132 patent require selecting an optimal power level up to a 

maximum power level at which a first device (e.g., an AP) is to transmit signals, repeatedly 

adjusting the selected power level in order to reduce interference and transmitting a signal with 
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information indicative of a power level at which an associated device’s variable power transmitter 

should be set in order to reduce interference. 

176. The systems and methods covered by the claims of the ’132 patent therefore differ 

markedly from the conventional and generic systems in use at the time of this invention, which 

lacked the above noted combination of selecting a transmit power level for a first device and 

repeatedly adjusting that power level to reduce interference, causing the first device to transmit at 

the selected power level, and causing the first device to send to a second device information 

indicative of a power level at which that associated device’s variable power transmitter should be 

set in order to reduce interference. 

177. As described above, the ’132 patent is drawn to solving a specific, technical 

problem arising in the context of wireless network management and configuration.  Consistent 

with the problem addressed being rooted in such wireless network communications technology, 

the solutions provided by the ’132 patent naturally are also rooted in that same technology and 

cannot be performed with pen and paper or in the human mind.   

178. HPE has directly infringed, and continues to directly infringe, literally and/or by 

the doctrine of equivalents, individually and/or jointly, at least claim 2 of the ’132 patent by 

making, using, testing, selling, offering for sale and/or importing products and/or services covered 

by the ’132 patent.  HPE’s products and/or services that infringe the ’132 patent include, but are 

not limited to, the Mobility Master feature, particularly the AirMatch Workflow functionality, of 

ArubaOS 8 employing Wi-Fi 6 and Wi-Fi 6E technology (and all versions/editions that support 

such functionality), including Aruba’s 802.11ax, 530 Series, and 550 Series Access Points (APs), 

and any other of HPE’s products and/or services, either alone or in combination, that operate in 

substantially the same manner (together the “Accused ’132 Products”). 
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Claim 1 of the ’132 patent is reproduced below: 

1. Apparatus, comprising: 

control circuitry; and 

a variable power transmitter operable in response to the control circuitry to 

transmit wireless communication signals at a selected power level up to a 

maximum power level, 

wherein the selected power level is repeatedly adjusted in order to reduce 

interference, and to transmit a signal with information indicative of a power 

level at which a variable power transmitter of an associated device should be 

set in order to reduce interference. 

 

179. The Accused ’132 Products comprise an apparatus comprising control circuitry, 

and a variable power transmitter operable in response to the control circuitry to transmit wireless 

communication signals at a selected power level up to a maximum power level.  For example, the 

Accused ’132 Products include APs that support the latest in Wi-Fi 6 standards and artificial 

intelligence (AI) capabilities.  The Accused ’132 Products have substantial control over transmit 

power levels, through intelligent control of transmit power levels.  The Accused ’132 Products 

learn how stations are receiving signals from a given AP, allowing the AP to estimate the path loss 

and RF channel conditions, and ultimately enabling it to adjust its transmit power to target a 

particular signal level at the station, typically a signal-to-interference-plus-noise (SINR) level: 

   

  

180. The Accused ’132 Products comprise an apparatus wherein the selected power level 

is repeatedly adjusted in order to reduce interference.  For example, in the Accused ’132 Products, 

multi-user modes in 802.11ax allow more control over transmit power level, employing techniques 
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such as a sounding procedure that allows an AP to determine how its user stations are receiving its 

signal, to estimate path loss and RF channel conditions, and to repeatedly adjust its transmit power 

to a target signal level or SINR at the user station: 

  

181. The Accused ’132 Products comprise an apparatus that transmits a signal with 

information indicative of a power level at which a variable power transmitter of an associated 

device should be set in order to reduce interference.  For example, the Accused ’132 Products, 

which implement Wi-Fi 6 functionality, utilize trigger frames that contain information about the 

required received signal strength at the AP for each user station’s transmission.  Trigger frames 

are thus used to provide information indicative of a power level at which a variable power 

transmitter of an associated device should be set.  Wi-Fi 6 user stations will increase or decrease 

their transmit power levels within a certain response time according to downlink signals from an 

AP.  The Accused ’132 Products send signals with information used to control associated user 

stations’ transmit characteristics, including their transmit power levels. 
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182. Additionally, HPE has been, and currently is an active inducer of infringement of 

the ’132 patent under 35 U.S.C. § 271(b) and contributory infringement of the ’132 patent under 

35 U.S.C. § 271(c) either literally and/or by the doctrine of equivalents. 

183. HPE has actively induced, and continues to actively induce, infringement of the 

’132 patent by intending that others use, offer for sale, sell and/or import products and/or services 

covered by the ’132 patent, including but not limited to the Accused ’132 Products and any other 

HPE product and/or service, alone or in combination, that operates in materially the same manner.  

HPE provides these products and/or services to others, such as customers, resellers and end-user 

customers, who, in turn, in accordance with HPE’s design, intent and directions, use, provision for 

use, offer for sale, or sell in the United States products and/or services that directly infringe the 

’132 patent as described above. 

184. HPE has contributed to, and continues to contribute to, the infringement of the ’132 

patent by others by offering to sell, selling, or otherwise commercially offering products and/or 

services that, when installed and configured result in a system as intended by HPE, that directly 

infringes the ’132 patent. 
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185. HPE knew of the ’132 patent, or should have known of the ’132 patent, but was 

willfully blind to its existence.  HPE has had actual knowledge of the ’132 patent since at least as 

early as service upon HPE of this Complaint.  Additionally, HPE was aware of the ’132 patent at 

least by March 8, 2021, as a result of correspondence directed to HPE by IV.  By the time of trial, 

HPE will have known and intended (since receiving such notice) that its continued actions would 

infringe and actively induce and contribute to the infringement of the ’132 patent.  

186. HPE has committed, and continues to commit, affirmative acts that cause 

infringement of the ’132 patent with knowledge of the ’132 patent and knowledge or willful 

blindness that the induced acts constitute infringement of the ’132 patent.  As an illustrative 

example only, HPE induces such acts of infringement by its affirmative actions of intentionally 

providing hardware and/or software components that when used in their normal and customer way 

as desired and intended by HPE, infringes the ’132 patent and/or by directly or indirectly providing 

instruction on how to use its products and/or services in a manner or configuration that infringes 

the ’132 patent, including those found at the following: 

• https://www.arubanetworks.com/assets/wp/WP_802.11AX.pdf  

• https://www.arubanetworks.com/assets/so/SO_80211ax.pdf 

187. HPE has also committed, and continues to commit, contributory infringement by 

knowingly offering to sell, selling, or otherwise commercializing products and/or services that, 

when used, cause the direct infringement of the ’132 patent by a third party, and which have no 

substantial non-infringing uses, or include one or more separate and distinct components, such as 

software, that are especially made or especially adapted for use in infringement of the ’132 patent 

and are not staple articles or commodities of commerce suitable for substantial non-infringing use.  
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188. As a result of HPE’s acts of infringement, IV has suffered and will continue to 

suffer damages in an amount to be paid at trial. 

PRAYER FOR RELIEF 

 IV requests that the Court enter judgment against HPE as follows: 

(A) finding that HPE has infringed one or more claims of each of the asserted patents, 

directly and/or indirectly, literally and/or under the doctrine of equivalents; 

(B) awarding damages sufficient to compensate IV for HPE’s infringement under 35 

U.S.C. § 284; 

(C) finding this case exceptional under 35 U.S.C. § 285 and awarding IV its reasonable 

attorneys’ fees; 

(D) awarding IV its costs and expenses incurred in this action; 

(E) awarding IV prejudgment and post-judgment interest; and 

(F) granting IV such further relief as the Court deems just and appropriate. 

DEMAND FOR JURY TRIAL 

IV demands trial by jury of all claims so triable under Federal Rule of Civil Procedure 38. 
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