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IN THE UNITED STATES DISTRICT COURT
FOR THE WESTERN DISTRICT OF TEXAS
WACO DIVISION

SHINGLETOP IP LLC,

Plaintiff, Civil Action No. 6:21-cv-860

v Jury Trial Demanded
NUU LIMITED, NUU MOBILE (HK)
LIMITED, and SUN CUPID TECHNOLOGY
(HK) LIMITED,

Defendants.

COMPLAINT FOR PATENT INFRINGEMENT

Plaintiff Shingletop IP LLC (“Shingletop”) files this Complaint against Nuu
Limited, Nuu Mobile (HK) Limited, and Sun Cupid Technology (HK) Limited
(collectively and individually “Nuu” or “Defendant”) for patent infringement of United
States Patent Nos. 8,185,156; 8,467,831; and 9,532,208 (the “patents-in-suit”) and alleges
as follows:

NATURE OF THE ACTION

1. This is an action for patent infringement arising under the patent laws of

the United States, 35 U.S.C. §§ 1 et seq.
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THE PARTIES

2. Plaintiff Shingletop IP LLC is a Texas limited liability company with a
principal place of business located at 9901 Brodie Lane, Suite 160-934, Austin, Texas,
78748

3. On information and belief, Defendant Nuu Limited is a corporation
organized and existing under the laws of Hong Kong that maintains an established
place of business at 16F, CEO Tower, 77 Wing Hong St. Kowloon, Hong Kong.? On
information and belief, Defendant Nuu Limited is a wholly owned subsidiary of
Defendant Sun Cupid Technology (HK) Limited.?

4. On information and belief, Defendant Nuu Mobile (HK) Limited is a
corporation organized and existing under the laws of Hong Kong that maintains an
established place of business at 16F, CEO Tower, 77 Wing Hong St. Kowloon, Hong
Kong. On information and belief, Defendant Nuu Mobile (HK) Limited is a wholly
owned subsidiary of Defendant Nuu Limited.3 On information and belief, Defendant
Nuu Mobile (HK) Limited is a wholly owned subsidiary of Defendant Sun Cupid
Technology (HK) Limited. 4

5. On information and belief, Defendant Sun Cupid Technology (HK)

Limited is a corporation organized and existing under the laws of Hong Kong that

! See https://intl.nuumobile.com.

2 See https://en.wikipedia.org/wiki/NUU mobile.
3 See https://en.wikipedia.org/wiki/NUU_mobile.
4 See https://en.wikipedia.org/wiki/NUU mobile.
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maintains an established place of business at 16F, CEO Tower, 77 Wing Hong St.
Kowloon, Hong Kong.5

6. On information and belief, Nuu infringes the patents-in-suit by at least
making, selling, offering for sale, and/or importing, without authorization, Shingletop’s
proprietary technologies as contained in a number of Nuu’'s commercial products
including, inter alia, smartphones and mobile devices branded with the Nuu trademark;
smartphones and mobile devices incorporating eSIM technology;® smartphones and
mobile devices having pre-installed eSIM data plans;” model Konnect i1 4G LTE Mobile
Wi-Fi Hotspot;8 model X5 smartphone;® and other smartphones and mobile devices
which function in a substantially similar way to the previously specified smartphones
and mobile devices. (Collectively and individually referred to herein as the “Accused
eSIM Products.”)

SUBJECT MATTER JURISDICTION

7. This Court has subject matter jurisdiction over this action pursuant to 28
U.S.C. §§ 1331 and 1338(a) because this action arises under the patent laws of the United

States, 35 U.S.C. §§ 1 et seq.

> See https://www.globalsources.com/si/AS/Sun-Cupid/6008840354701/ContactUs.htm.

6 See https://www.forbes.com/sites/bensin/2017/12/19/how-hong-kongs-nuu-mobile-became-
one-of-americas-biggest-unlocked-phone-brand/?sh=192b609c3585.

7 See https://cellulardata.ubigi.com/.

8 See https://www.globenewswire.com/en/news-release/2019/01/08/1682116/0/en/NUU-Mobile-
Introduces-Konnect-i1-4G-LTE-Mobile-Wi-Fi-Hotspot-at-CES-2019.html.

? See https://us.nuumobile.com/latest-flagship-android-smartphone-nuu-mobile-x5/.
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JURISDICTION AND VENUE

8. Nuu is subject to personal jurisdiction in the United States, and
specifically in Texas, pursuant to Fed. R. Civ. P. 4(k)(2).

9. On information and belief, Nuu is not subject to jurisdiction in any state’s
courts of general jurisdiction. Nuu has sufficient minimum contacts with the United
States that include, inter alia, importing, advertising, offering to sell, and/ or selling the
Accused eSIM Products throughout the United States, including in the State of Texas
and this judicial district, and such that Nuu should reasonably and fairly anticipate
being hauled into court in the State of Texas and this judicial district.

10.  Oninformation and belief, this Court has personal jurisdiction over Nuu
pursuant to the Texas Long Arm Statute. See Tex. Civ. Prac. & Rem. Code §§ 17.042(1),

(2), and (3).

DALLAS, TEXAS (Oct. 14, 2020) — NUU Mobile, manufacturer of unlocked Android smartphones sold worldwide, has
just announced the release of its latest offering to consumers, the G5. NUU Mobile’s flagship this year offers a
particularly compelling combination of high-powered photography, edge-to-edge display, and massive battery, all on
Android 10 - for just $199.99. However, for a limited time with the launch, it will be offered at $159.99. Additionally, NUU
Mobile's partnership with payment gateway Klarna® will allow customers to split their purchase into 4 payments of only
$39.99. Finally, every G5 will include an Ultra Mobile® SIM card, featuring one month of unlimited voice, texting, and
data.

See e.g., https:/ /usnuumobile.com/nuu-mobile-launches-next-generation-g5-
smartphone/.
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NUU Mobile Supports Dallas Students with Free
Hotspots

In the midst of the quickly developing
COVID-19 outbreak, the smartphone
manufacturer helps with donation of
internet hotspots to Texas Middle School.

DALLAS, TX (Mar. 31, 2020) — , a global manufacturer and supplier of carrier-certified and unlocked
Android™ smartphones, organized an effort to support its new community headquarters in Dallas with a donation to
students at J. L. Long Middle School in Dallas Independent School District.

Since the COVID-19 pandemic across the United States, schools have been forced to close to ensure the safety of
teachers and students, creating unprecedented challenges in continuing the progression of education — particularly for
those students now sheltering themselves in households without internet access, making it impossible to collaborate
with their teachers and fellow students.

To alleviate this situation, NUU Mobile, in cooperation with Ultra Mobile, the preeminent mobile virtual network operator
in the United States, offered a home internet solution to students from Long Middle School. NUU Mobile donated F4L
smartphones, operating as a mobile internet hotspot for the home through a SIM card for Ultra’s mobile service,
providing 100 gigabytes of data over the course of three months.

See e.g., https:/ /usnuumobile.com/nuu-mobile-supports-dallas-students-with-free-
hotspots/.
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L6=

Confidence Inspired

NUU Mobile USA

We're NUU Mobile, and our passion is connecting you to the world around you.

Wireless - Irving, Texas - 598 followers

See all 11 employees on LinkedIn
SN ( Visitwebsite & ) (" More

Home About Posts Jobs People Videos

About
We're NUU Mobile. We make unlocked Android smartphones. We've been doing it since 2012
NUU Mobileisag company with strong, local roots and today we've grown across the globe from Hong Kong

to Dallas, TX and beyond

See e.g., https:/ /www linkedin.com/company/nuu-mobile-usa/.

« NuuU Mobile

L6

Wfidence INspired

NuyU

mobile

NUU Mobile

We've made it our mission to put leading mobile technology in the hands of all
those out there who are never ready to call it a day.

See e.g., https:/ / twitter.com/nuumobile?lang=en.
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About NUU Mobile

NUU Mobile is an advanced mobility brand founded in 2010, with the goal of democratizing
smartphone technology and empowering consumers. Since our inception, we’ve been steadily
growing our capabilities in consumer research, product development and distribution to produce
beautiful, reliable, premium-quality products that offer similar functionality to much more
expensive brands. We are headquartered in Dallas, Texas and Hong Kong, with satellite offices in
London and Dubai.

Disclaimer: Android and Google are registered trademarks of Google Inc.

View original content to download multimedia: http://www.prnewswire.com/news-releases/nuu-

mobile-launches-next-generation-gs-smartphone-301152330.html

SOURCE NUU Mobile

See e.g., https:/ /apnews.com/ press-release/ pr-newswire/business-technology-
products-and-services-dallas-western-europe-54f1da12075da7b89253273e8ca4dc5d.

11. On information and belief, Nuu recruits Texas residents, directly or
through an intermediary located in this state, for employment inside or outside this

state.



Case 6:21-cv-00860 Document 1 Filed 08/16/21 Page 8 of 55

B NuU Mobile UsA (Mg

Home About Posts Jobs People Videos
{ Previous Next )

Where they live + Add Where they studied + Add
5 | United States 1 | University of Wisconsin-Stout
. |
3 | Dallas/Fort Worth Area 1 | University of Arkansas
| |
2 | Indonesia
—

Show more ~

People you may know

Tim Clemens - 3rd Bobby Jones - 3rd Alicia Stacey - 3rd
coo Marketing Director at NUU Operations Manager at NUU
Mobile USA Mobile USA

C Message ) ( Message ) C Message )

See e.g., https:/ /www linkedin.com/company/nuu-mobile-
usa/ people/?facetGeoRegion=us %3A31
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L JAN. 7 - 10
C Association LAS VEGAS

< Return to Exhibitor Directory

NUU Mobile

BOOTH(S)

* LVCC, South Hall 3-31721

COMPANY DETAILS

4343 W. Royal Ln
Suite 120

Irving

X

United States of America
75063

(p): 507-529-0041

nuumobile.com

See e.g., https:/ / ces20.mapyourshow.com/8_0/exhibitor/exhibitor-
details.cfm?ExhID=T0003943.
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Sales Manager
Nuu Mobile Irving, TX

* JOBTITLE: Sales Manager

* HOURS: Mon-Fri LOCATION: Irving, TX Headquarters

* PAID TIME OFF: 10 business days (2 weeks) to be used for both vacation and sick days
* BENEFITS: (eligible after 90-day probationary period)

* Long Term Disability Insurance

¢ Life Insurance $50,000

* The Sales Manager will Support the VP’s of Sales for NUU Mobile.

* Manage customer accounts, train customer sales staff working with Marketing to optimize sell through and bring new sales opportunities to the VP
of sales.

* Serve as daily interactions liaison between all functional departments (finance, marketing, logistic, engineering, customer care).
* This position will be responsible for reporting/communicating of shipment tracking, AR past due, RMA updates, stock on hand, etc.
* As the primary conduit to all information.

* This position will be responsible for the account strategy, sales coverage plan, account plans and sales execution to meet or exceed our growth plan
from these key accounts.

* Understand customer business pain points and KPI's that are established to meet their business objectives.
* Execute strategies to increase market share and profits

* Monitor market for need to modify pricing and models to meet sales objectives & profit goals

¢ |dentify, pursue, establish & maintain re-seller relationships

* |dentify, pursue, establish & maintain business to business opportunities

* Assist with the creation and implementation of various marketing initiatives such as collateral materials, tradeshow support, email blasts with
Director of Marketing.

* |dentify, recommend and attend relevant trade shows

* Manage accounts with excellent project management skills

* Manage multiple deals at once with an eye towards, cost, business opportunity and strategic value
* Perform other job-related duties as assigned

* Beable toreact to change productively and handle other essential tasks as assigned
* Job Type: Full-time

* Salary: $50,000.00 /year

* Sales: 4 years (Preferred)

® [rving, TX (Preferred)

* Monday to Friday

* Get job updates from Nuu Mobile

See e.g., https:/ /jobsearcher.com/j/sales-manager-at-nuu-mobile-in-irving-tx-kOJ Ymv.

g Ia ssdoo r Mobile Phone Repair Technician @ Irving, TX Q Signin
® jobs ([ Companies Salaries &) Interviews For Employers &) Post Jobs
Nuu Mobile
Mobile Phone Repair Technician
Irving, TX

See e.g., https:/ /www.glassdoor.com/job-listing/ mobile-phone-repair-technician-nuu-
mobile-JV_IC1140006_KOO0,30_KE31,41.htm?]1=4122148685.

10
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12. On information and belief, Defendant Nuu is subject to the Court’s
personal jurisdiction because it regularly conducts and solicits business, or otherwise
engages in other persistent courses of conduct in the State of Texas and in this judicial
district, and/or derives substantial revenue from the importation, sale, and distribution
of goods and services, including but not limited to the Accused eSIM Products, to
individuals and businesses in the State of Texas and in the Western District of Texas.

13.  Oninformation and belief, Nuu has purposefully directed its marketing,
sales, distribution, and importation activities towards, and in relation to, the State of

Texas and its residents.

*Free shipping within the US only on orders of over $50. Price excludes applicable sales tax

See https://us.nuumobile.com/x6-plus-android-
smartphone/?utm_source=website&utm_medium=Home % 20banner&utm_campaign=X6%20P
lus.

11
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NUU Mobile Troubléshooting

First Name Last Name

| [ |
Phone Number Email

| [ |
Address City

| [Lew |
State Zip Code
Texas ” | Zig ‘

See e.g., https:/ /us.nuumobile.com/troubleshooting/ .

12
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Product Registration

Please if you would like to save and view your registered products. (Not required to register a product.)
No account?

Fields marked with an * are required The IMEI numbers are located on the sticker on the
First Name * product box or by dialing *#06# on your phone.

N
W G3 iy isammes
——— - 49%897036%4 18789 »»!tlslz;:slu‘eomznzses

MODEL No. NS702L
Vor

= 11 AL
SM:LOG3 180500961

cowon SR
esm 850/900/1600/1300

Last Name * WO BS1 013002100 s 111 T TS
FODLTE 82/4/S712)17 Ny
el e E @ IMEI1; 354316090023211
© 20782-NS702L g i wlsulz'!ls“alzslpl.."%! G3
Spec: 7 gupouEs:
~S7" HD+ IPS Display e MMM II1I
e g = sm!l .'llll | ‘|||l B
oo, BFC Mumummnn e,
- GGB RAM + 4GB ROM Internel Memory Chise  Afiias

" - 3,000mAh Li-Polyme Battery Whisk “||l|||||||“|-|"l'G3
Address IMEI2: 354316090023226

nciudes
€ wen Data Cable, Power Adspter, Type Cro3smm acsocave. 1| | 1N NN MOVANIIEI D DI RN
79 Case nd Quick Start Guide. SMN:LDG3 18050096 1 C}

City * IMEI
862746022676196
862746022706795
Zip*
OK
US States *
Texas v

See e.g., https:/ /us.nuumobile.com/register/.

Where is the 2015 Big Android BBQ?

The BABBQ is held in Hurst, Texas. According to the city’s official website, it was incorporated in 1952 and derives its
name from William Letchworth “Uncle Billy” Hurst, a prominent landowner in the early 20th century. Uncle Billy would be
proud to know that his humble town has become the center of the Android universe, though he'd probably have no clue
what an Android is.

See e.g., https:/ /us.nuumobile.com/whos-ready-for-the-big-android-bbq/;
https:/ /us.nuumobile.com/product-tag/n5l/ page/8/?product_tag#sim.

13
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14. On information and belief, Nuu has delivered the Accused eSIM Products
into the stream of commerce with the expectation that they will be purchased by

consumers residing in the State of Texas and in the Western District of Texas.

NEW UNLOCKED NUU Mobile A3 with 2 months Ultra sim bundle See original listing

Condition: New
Ended: Jul 16, 2021, 3:51PM

Price: US $38.00 [5sold]
Approximately ILS 122.53

Shipping:
Located in: Irving, Texas, United States

Seller: official_nuu_mobile (2344 %) | Seller's other items

See e.g., https:/ /www.ebay.com/itm/NEW-UNLOCKED-NUU-Mobile-A3-with-2-
months-Ultra-sim-bundle-/284084555099?_ul=IL.

15. This Court has personal jurisdiction over Nuu because, inter alia, Nuu, on
information and belief: (1) has committed acts of patent infringement in this State and
judicial district, (2) has substantial, continuous, and systematic contacts with this State
and this judicial district; (3) enjoys substantial income from its operations and sales in
this State and this judicial district; (4) recruits Texas residents, directly or through an
intermediary located in this state, for employment inside or outside this state; and (5)
solicits business and markets products, systems and/ or services in this State and
judicial district including, without limitation, related to the Accused eSIM Products.

16.  Venue is proper pursuant to 28 U.S.C. §§ 1391(c) because Nuu Limited,
Nuu Mobile (HK) Limited, and Sun Cupid Technology (HK) Limited are foreign
corporations not residing in a United States judicial district, and, therefore, they may be

sued in any judicial district pursuant to 28 U.S.C. §§ 1391(c)(3).

14
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United States Patent No. 8,185,156

17. On May 22, 2012, the United States Patent and Trademark Office
(“USPTO”) duly and legally issued United States Patent No. 8,185,156 (“the "156
patent”) entitled “Method of and Apparatus for Interfacing and Connecting a Wireless
Device and a Wireless Network Using a Subscriber Identity Module Having Plural IMSI
Associates With Different Network Operators” to inventors Michael Camilleri, and Jose
Luis Merino Gonzalez.

18.  The "156 patent is presumed valid under 35 U.S.C. § 282.

19. Shingletop owns all rights, title, and interest in the "156 patent.

20.  Shingletop has not granted Nuu an approval, an authorization, or a
license to the rights under the 156 patent.

21.  The "156 patent relates to, among other things, an improvement to the
operation of the hardware, software, and operation of wireless communication devices.

22.  The claimed invention(s) of the 156 patent sought to solve problems with,
and improve upon, existing wireless communication technology. For example, the "156
patent states:

Wireless devices can now handle voice and/or data, allowing simplex
and/or duplex Voice calls, video calls, text messaging, and internet browsing.

Some wireless communication devices can now handle voice-over-internet-

protocol (VoIP) calls, and others are able to handle multimedia (voice, video,

graphics) calls through wireless networks and/or through wireless networks
connected to the internet or media servers.

Different types of calls, initiated by wireless devices, can be restricted for
some or most of their outgoing traffic; for example Voice and data calls, as well
as internet web browsing, can be restricted to those call tariffs made available by

the wireless network(s) that is subscribed to. Those wireless networks could be
operated by traditional wireless network operators or so called virtual network

15
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operators. The restrictions can even limit which web servers the user is actually
allowed to access. In most or all cases the restrictions will limit the users in their
home country to only one wireless network, i.e. the home wireless network to
which the user is subscribed to.

Users of wireless devices subscribed to a specific wireless network in their
home country, may however wish to have a choice of call set-up route(s), and
also have the choice of viewing any web server or web-page that they desire, and
to initiate their outgoing calls at the tariff of their choice and through any of the
wireless network(s) available in their home country as well as when roaming
abroad. This would give each wireless device user the freedom to choose the
cheapest option for each call set-up route for any outgoing traffic. Such as
outgoing-SMS, -voice call, -data call.

There are several ways of achieving this, but all have drawbacks.

It is known to provide a wireless device (e.g. a mobile telephone) with 2
separate SIMs, each associated with a different network operator; the 2 separate
SIMs sometimes need to be cut down to fit a single SIM reader, or else a special
carrier for two SIMs is provided that itself connects to a conventional SIM
package. These devices are sometimes called ghost SIMs. So, for example, a
person who frequently travels between the UK and the US would have a single
mobile telephone that he could use in both countries, fitted with a dual SIM
ghost. If his home mobile operator is based in the UK, he would normally pay
roaming charges when he makes calls from the US, call costs can be 10x greater
from the US because of this. But with a dual SIM ghost on his mobile telephone,
the user can toggle between SIMs by repeatedly turning the device off/on. So he
can use a SIM from a US operator when in the US and a SIM from a UK operator
when in the UK. But that means that incoming calls to the UK telephone number
will go unanswered when the US SIM is being used, and vice versa, which is
inconvenient. The user could simply toggle the phone to the US SIM only when
he needs to make a call from the US, and then remember to toggle back
afterwards. But that is inconvenient. And the user also has to obtain the 2
separate SIMs in the first place, which can again be inconvenient.

He could alternatively keep 2 different mobile telephones, one for use in
the UK and one for the US, with each associated with a UK and US operator
respectively. Then, no roaming charges will be paid when he calls from the US,
because he uses the mobile telephone associated with the US operator. But
having 2 different mobile telephones is costly and inconvenient, especially as
people will no doubt call him on his UK mobile telephone number when he is in
the US, so he would need to have both devices constantly at hand when traveling
in the US.

Another solution is to have a conventional mobile telephone using just a
single SIM, but to have 2 different SIMs, and to physically swap the SIM from a
UK operator into the device when in the UK, and swap in a SIM from a US
operator when in the US. But that is very inconvenient, and can mean that calls

16
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to the Ul telephone number will just divert to voice mail when the US SIM is in
use, and vice versa when the UK SIM is in use.

See 156 Specification at col. 1, 1. 27 - col. 2, 1. 32.
23.  The 156 patent then states:

The present invention is a wireless device including a single SIM, the
wireless device further including an application module adapted to enable the
device to operate as though it included two or more different SIMs.

The application module may be adapted to switch the single SIM between
(a) operating as a local SIM and (b) operating as a roaming SIM. The application
module can be a software module that is downloaded to the device.

The user can manually control the switching between the local SIM and
roaming SIM operation; switching can for example be done by an end-user
operating a Switch, or an end-user interacting with an on-screen menu displayed
on the device.

See 156 Specification at col. 3, 1I. 7-19.
24.  The 156 patent then states:

The local SIM sub-module and the roaming SIM sub-module are sub-
modules within the single SIM (so that, for example, the application module,
although in the wireless device, is not part of the SIM itself). Alternatively, the
application module, the local SIM sub-module and the roaming SIM sub-module
are each sub-modules within the single SIM.

See 156 Specification at col. 3, 11. 47-53.
25.  The "156 patent then states:

The present invention can enable communications with a mobile virtual
network operator, virtual telecoms operator or a virtual telecoms provider. The
wireless device itself can be a mobile telephone, wireless card, Smart phone or
wireless module.

See "156 Specification at col. 4, 1. 7-11.

26.  The "156 patent then states in reference to Figure 2:

The WD1 with a built-in PAM 2 establishes data communication between
the WD 1 and a wireless network 4-5 coupled to a digital communication system

17
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associated with one of the Local SIM (LS) 21 or Roaming SIM (RS) 22 identities;
both LS 21 and RS 22 are embedded into a single SIM, and are each defined by a
unique IMSI number. As a first step, the PAM 2. 2n chooses either the Local SIM
(LS) 21 or Roaming SIM (RS) 22 identity. The WD1 provides location updates
each time the PAM 2 (e.g. built into the WD) changes SIM identity (e.g. selects a
different SIM sub-module, LS 21 or RS 22, each embedded into the single SIM,
which itself resides in the WD 1. Each sub-module LS 21 and RS 22 is associated
with a different IMSI and therefore network operator. WD 1 also provides a
location update each time it changes wireless network name or wireless network
country or region or state.

See "156 Specification at col. 6, 11. 10-25.

27.  The invention(s) claimed in the “156 patent solve various technological
problems inherent in the then-existing wireless communication systems and devices,
and enables such systems and devices to, among other things: (1) function more
efficiently; (2) operate as though the device included two or more different SIMs; and
(3) simplify the manner in which a user operates said systems and devices to achieve
the claimed functionality.

United States Patent No. 8,467,831

28.  OnJune 18, 2013, the USPTO duly and legally issued United States Patent
No. 8,467,831 (“the 831 patent”) entitled “Method of and Apparatus for Interfacing and
Connecting a Wireless Device and a Wireless Network Using a Subscriber Identity
Module Having Plural IMSI Associates With Different Network Operators” to inventors
Michael Camilleri, and Jose Luis Merino Gonzalez.

29.  The’831 patent is presumed valid under 35 U.S.C. § 282.

30.  Shingletop owns all rights, title, and interest in the 831 patent.

18
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31.  Shingletop has not granted Nuu an approval, an authorization or a license
to the rights under the "831 patent.

32.  The’831 patent relates to, among other things, an improvement to the
operation of the hardware, software, and operation of wireless communication devices.

33.  The specification of the ‘831 patent is the same as the "156 patent
specification, and solves the problems recited above and described in the 156 patent

specification.

United States Patent No. 9,532,208

34.  On December 27, 2016, the USPTO duly and legally issued United States
Patent No. 9,532,208 (“the "208 patent”) entitled “Method of and Apparatus for
Interfacing and Connecting a Wireless Device and a Wireless Network Using a
Subscriber Identity Module Having Plural IMSI Associates With Different Network
Operators” to inventors Michael Camilleri, and Jose Luis Merino Gonzalez.

35.  The "208 patent is presumed valid under 35 U.S.C. § 282.

36.  Shingletop owns all rights, title, and interest in the 208 patent.

37.  Shingletop has not granted Nuu an approval, an authorization or a license
to the rights under the 208 patent.

38.  The "208 patent relates to, among other things, an improvement to the

operation of the hardware, software, and operation of wireless communication devices.

19
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39.  The specification of the '208 patent is the same as the "156 patent and "831
patent specifications, and solves the problems recited above and described in the "156

patent and "831 patent specifications.

CLAIMS FOR RELIEF

Count I - Infringement of United States Patent No. 8,185,156

40.  Shingletop repeats, realleges, and incorporates by reference, as if fully set
forth here, the allegations of the preceding paragraphs above.

41.  Oninformation and belief, Nuu (or those acting on its behalf) makes, uses,
sells access to, and/ or offers to sell access to the Accused eSIM Products that infringe
(literally and/or under the doctrine of equivalents) at least claims 1, 18, 19, and 20 of the
"156 patent.

42. On information and belief, the Accused eSIM Products conform to the
requirements of the GSMA Remote SIM Provisioning standards,'? which include
SGP.02" and SGP.22.12 On information and belief, the GSMA Remote SIM Provisioning
standards are described by “eSIM Whitepaper: The what and how of Remote SIM
Provisioning”13 and “GSMA Embedded SIM Specification Remote SIM Provisioning for

M2M.”14

10 See https://www.phonescoop.com/articles/article.php?a=18584.

11 See https://www.gsma.com/newsroom/wp-content/uploads/SGP.02_v3.2 updated.pdf.

12 See https://www.gsma.com/newsroom/wp-content/uploads/SGP.22 v2.2.pdf.

13 See https://www.gsma.com/esim/wp-content/uploads/2018/12/esim-whitepaper.pdf.

14 See https://www.gsma.com/iot/wp-content/uploads/2014/10/Embedded-SIM-Toolkit-Oct-14-
updated1.pdf.
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43.  Oninformation and belief, the Accused eSIM Products employ and
provide a method of communicating with a wireless network, as demonstrated by the

standards, images, diagrams, tables, and documents cited below.

GSM Association Non-confidential
Official Document SGP.02 - Remote Provisioning Architecture for Embedded UICC Technical
Specification

GSNVA

Remote Provisioning Architecture for Embedded UICC
Technical Specification

Version 3.2
27 June 2017
See https:/ /www.gsma.com/newsroom/wp-
content/uploads/SGP.02_v3.2_updated.pdf at p. 1.
GSM Association Non-confidential

Official Document SGP.22 - RSP Technical Specification

GSMA

RSP Technical Specification
Version 2.2
01 September 2017
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See https:/ /www.gsma.com/newsroom/wp-content/uploads/SGP.22_v2.2.pdf at p. 1.

Remote SIM Provisioning

With Remote SIM Provisioning, there are no traditional SIM cards'. Instead there is an embedded
SIM (called an eUICC), which may be soldered inside the mobile device, that can accommodate
multiple SIM Profiles — each Profile comprising of the operator and subscriber data that would have
otherwise been stored on a traditional SIM card (the red and blue dots in the previous section). An
example is illustrated in the following figure.

(9),
(:!P 0. o ( A)
- el

Remote SIM Provisioning Operation — Operator Profile Installation

In (1), the end user sets up a contract with their chosen mobile network operator, and in the case
of a Consumer solution, instead of receiving a SIM card they will receive instructions on how to

connect their device to the operator's Remote SIM Provisioning system. In this example a QR
(Quick Response) code is used. The QR code contains the address of the Remote SIM
Provisioning system (SM-DP+ server within the GSMA specifications), which allows the device to
connect to that system (2) and securely download a SIM Profile. Once the Profile is installed and
activated, the device is able to connect to that operator's network (3).

It should be noted that the use of QR codes is one way that the eSIM solution can be configured
within a device, alternatives include pre-configured devices, use of Subscription Manager -
Discovery Server and companion devices.

Remote SIM Provisioning Operation — Operator Profile Selection

Should the end user wish to change operator, they can set up a contract with the new operator (4),
and in turn receive a QR code from that operator. The device can scan the code to locate and
download the new Profile.

In (5) the end user is now able to switch between the two Profiles, to connect their device to
whichever operator's network the end user selects (6)°.

! Although written assuming the eUICC is a permanent filling in the device (e.g. soldered) it ks possible for SIM deployments (o make
use of removable SIM formats,

#With end user consent, an operalor may use business rnues in their Profile to restrict the ability for the end user 1o perform operations
{4}and (5).
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See https:/ /www.gsma.com/esim/wp-content/uploads/2018/12/esim-
whitepaper.pdf at pp. 5-6.

The Profile

A Profile comprises of the operator data related to a subscription, including the operator's
credentials and potentially operator or third-party SIM based applications. The secure element in
the eSIM solution is called the eUICC, this can accommodate multiple Profiles. Profiles are
remotely downloaded over-the-air into a eUICC. Although the eUICC is an integral part of the
device, the Profile remains the property of the operator as it contains items “owned” by the
operator (IMSI, ICCID, security algorithms, etc.) and is supplied under licence.

The content and structure for interoperable Profiles stored on elICCs are similar to those installed
on traditional SIMs. The interoperable description of these Profiles is defined by the SIMAlliance®.

* hitp fsimalliance orgieuiecleuice-technical Jeleases.

See https:/ /www.gsma.com/esim/wp-content/uploads/2018/12/esim-
whitepaper.pdf at p. 6.

What is a GSMA Embedded SIM Profile and SIM Subscription?

Before we look at how subscriptions are managed remotely between MNOs let's look at Profiles and Subscriptions:

The NAA is the Netwark Access Application — Today's SIM In this slide pack this symbal
basically everything required to allow the SIM Garels r.nnl'.;an als will denole a Prnﬁ[n
to register onto the moblle network. aibpesotcan, " .
& collectively called

This includes information like home netwark,

tower frequencies, location data A i i

Z Where the colour of the

authentication algarithms and keys, and of ;y:'nbol |5ct;i1]|3rerF this

course a unique subscriber identity (IMSI). den;aiesa Profile f,'um a
different MNO.

The SIM typically contains a number of other
applications, each providing some kind of
value-added service.

Just like a PC the SIM has a file structure,
with each file having a specific purpose.

The SIM may have a wide range of secret
keys, algorithms, certificates and other

cryptographic data

A single, common and global specification to accelerate growth in M2M

See https:/ /www.gsma.com/iot/wp-content/uploads/2014/10/Embedded-SIM-
Toolkit-Oct-14-updatedl.pdf at p. 23.
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How Do Profiles Work with a GSMA compliant Embedded SIM?

We're now starting to The eUICC can held any i - All of the management of the download
. As an example, on this particular eUICC : i
use GSMA Embedded number of profiles, the activation, deletion of profiles on an eUICC
there are two profiles installed i
SIM terminclogy. only limitation is the size is managed by a remote server (technically

of the memory available e BUE Pl e inataliesiol known as SM-DP and SM-SR entities).

The Embedded SIM facture. the RED couriicarias
chip itself is called an A typical profile could be mantia rgTAes I‘::aslagrm aasecya Critically, there is no management poessible

eUiCC. B4Kbytes upwards. lacally {other than the fallback recovery).

This first profile is a bit
special, it's called the
Provisioning Profile and is
always present on the
eUICC. It has two main If there are any This particular eUICG has
functions: problems with the active enough free memary space

E;Dij;lg :G:gg ?;\Zrlifﬁbcna’r? for another two profiles

When the eUICC is first switched on, it provides automatically switch Bt corisiler just howmuch
that initial connectivity to the mobile network. At back to the FProvisioning Only one profile can be active B e e et
that paint another profile could be download Profile as partof a at any one time, as decided ry 7 i
(perhaps one specificto the country the eUICC is fallback recovery by a remote server. 4 aUlQC bt 4;'::;?_
inal that ime). procadure. posabily dp o ikih

A single, common and global specification to accelerate growth in M2M

See https:/ /www.gsma.com/iot/ wp-content/uploads/2014/10/Embedded-SIM-
Toolkit-Oct-14-updatedl.pdf at p. 24.

44. On information and belief, the Accused eSIM Products employ and
provide a method comprising the step using a wireless device including a single SIM,
the wireless device further including an application module adapted to enable the
device to operate as though it included two or more different SIMs in which the device
includes two SIM sub-modules, each with a different IMSI, as demonstrated by the

standards, images, diagrams, and document cited below.
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Remote SIM Provisioning

With Remote SIM Provisioning, there are no traditional SIM cards'. Instead there is an embedded
SIM (called an eUICC), which may be soldered inside the mobile device, that can accommodate
multiple SIM Profiles — each Profile comprising of the operator and subscriber data that would have
otherwise been stored on a traditional SIM card (the red and blue dots in the previous section). An
example is illustrated in the following figure.

o 0

(tE}

Remote SIM Provisioning Operation — Operator Profile Installation

In (1), the end user sets up a contract with their chosen mobile network operator, and in the case
of a Consumer solution, instead of receiving a SIM card they will receive instructions on how to

connect their device to the operator's Remote SIM Provisioning system. In this example a QR
(Quick Response) code is used. The QR code contains the address of the Remote SIM
Provisioning system (SM-DP+ server within the GSMA specifications), which allows the device to
connect to that system (2) and securely download a SIM Profile. Once the Profile is installed and
activated, the device is able to connect to that operator's network (3).

It should be noted that the use of QR codes is one way that the eSIM solution can be configured
within a device, alternatives include pre-configured devices, use of Subscription Manager -
Discovery Server and companion devices.

Remote SIM Provisioning Operation — Operator Profile Selection

Should the end user wish to change operator, they can set up a contract with the new operator (4),
and In turn receive a QR code from that operator. The device can scan the code to locate and
download the new Profile.

In (5) the end user is now able to switch between the two Profiles, to connect their device to
whichever operator's network the end user selects (6)°.

! Although written assuming the eUICC is a permanent fitting in the device (e.g. soldered) it 15 possible for SIM deployments to make
use of removable SIM formats,

#With end user consent, Bn operalor may use business riles in their Profile to restrict the ability for the end user o perform operations
{4} and (5).

See https:/ /www.gsma.com/esim/wp-content/uploads/2018/12/esim-
whitepaper.pdf at pp. 5-6.
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The Profile

A Profile comprises of the operator data related to a subscription, including the operator's
credentials and potentially operator or third-party SIM based applications. The secure element in
the eSIM solution is called the eUICC, this can accommodate multiple Profiles. Profiles are
remotely downloaded over-the-air into a eUICC. Although the eUICC is an integral part of the
device, the Profile remains the property of the operator as it contains items “owned” by the
operator (IMSI, ICCID, security algorithms, etc.) and is supplied under licence.

The content and structure for interoperable Profiles stored on eUICCs are similar to those installed
on traditional SIMs. The interoperable description of these Profiles is defined by the SIMAlliance®.

See https:/ /www.gsma.com/esim/wp-content/uploads/2018/12/esim-
whitepaper.pdf at p. 6.

What is a GSMA Embedded SIM Profile and SIM Subscription?

Before we look at how subscriptions are managed remotely between MNOs let's look at Profiles and Subscriptions:

The NAA is the Network Access Application - Today's SIM In this slide pack this symbol
basically everything required to allow the SIM C:['id;p;zpi?galgé will denote a Profile

collectively called
Profile

to register onto the mobile network.

This includes information like home netwaork,
tower frequencies, location data " i 1

: Wh th f th
authentication algorithms and keys, and of Svyf“r;l I;J{;’;};‘r?h:
course a unique subscriber identity (IMSI), AT S

All of this we refer to s 2 Subscription d"mm# 2

The SIM typically contains a number of other
applications, each providing some kind of
value-added service.

Just like a PC the SIM has a file structure,
with each file having a specific purpose.

The SIM may have a wide range of secret
keys, algorithms, certificates and other
cryptographic data

A single, common and global specification to accelerate growth in M2M

See https:/ /www.gsma.com/iot/ wp-content/uploads/2014/10/Embedded-SIM-
Toolkit-Oct-14-updatedl.pdf at p. 23.
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How Do Profiles Work with a GSMA compliant Embedded SIM?

We're now starting to The eUICC can hold any As an example. on this particular eUICC All of the management of the download
use GSMA Embedded number of profiles, the e Ko s i activation, deletion of profiles on-an elUICC
SIM terminclogy. only limitation is the size is managed by a remote server (technically
—Tm of the memory available e BUE Pl e inataliesiol known as SM-DP and SM-SR entities).
chip itself is called an A typical profile could be mnulamrg%gesﬂmlmslggrmlaaded i Critically, there is no management possible
elicc. 64Kbytes upwards. ' - . lacally {other than the fallback recovery).

This first profile is a bit
special, it's called the
Provisioning Profile and is
always present on the
eUICC. It has two main If there are any - e
functions: problems with the active Tin palicdes MUICE D
profile during the lifetime
of the eUICC then it can
When the eUICC is first switched on, it provides automatically switch Bt e s e ek
that initial connectivity to the mobile network. At back to the FProvisioning Only one profile can be active e wnnldj o e
that paint another profile could be download Profile as partof a at any one time, as decided l?l‘CC g Eqm
(perhaps one specificto the country the eUICC is fallback recovery by a remote server. A ;Th‘:!s_
inal that ime). procadure. posabily dp o ikih

enough free memory space
for another two profiles

A single, common and global specification to accelerate growth in M2M

See https:/ /www.gsma.com/iot/ wp-content/uploads/2014/10/Embedded-SIM-
Toolkit-Oct-14-updatedl.pdf at p. 24.

45. On information and belief, the Accused eSIM Products employ and
provide a method comprising the step using the wireless device further including an
application module adapted to switch the single SIM between (a) operating as a local
SIM using the first sub-module, which is associated with a network operating 1 based in
country A and (b) operating as a roaming SIM using the second sub-module, which is
associated with a network operator 2 based in country B, the switching occurring inside
country A under manual control of a user to obtain lower cost routing when in that
country A, as demonstrated by the standards, images, diagrams, and document cited

below.

27



Case 6:21-cv-00860 Document 1 Filed 08/16/21 Page 28 of 55

Remote SIM Provisioning

With Remote SIM Provisioning, there are no traditional SIM cards'. Instead there is an embedded
SIM (called an eUICC), which may be soldered inside the mobile device, that can accommodate
multiple SIM Profiles — each Profile comprising of the operator and subscriber data that would have
otherwise been stored on a traditional SIM card (the red and blue dots in the previous section). An
example is illustrated in the following figure.

(fg)

v
i bl

Remote SIM Provisioning Operation — Operator Profile Installation

In (1), the end user sets up a contract with their chosen mobile network operator, and in the case
of a Consumer solution, instead of receiving a SIM card they will receive instructions on how to

connect their device to the operator's Remote SIM Provisioning system. In this example a QR
(Quick Response) code is used. The QR code contains the address of the Remote SIM
Provisioning system (SM-DP+ server within the GSMA specifications), which allows the device to
connect to that system (2) and securely download a SIM Profile. Once the Profile is installed and
activated, the device is able to connect to that operator's network (3).

It should be noted that the use of QR codes is one way that the eSIM solution can be configured
within a device, alternatives include pre-configured devices, use of Subscription Manager -
Discovery Server and companion devices.

Remote SIM Provisioning Operation — Operator Profile Selection

Should the end user wish to change operator, they can set up a contract with the new operator (4),
and in turn receive a QR code from that operator. The device can scan the code to locate and
download the new Profile.

In (5) the end user is now able to switch between the two Profiles, to connect their device to
whichever operator's network the end user selects (6)°.

! Although written assuming the eUICC is a permanent filling in the device (e.g. soldered) it ks possible for SIM deployments (o make
use of removable SIM formats,

#With end user consent, an operalor may use business rnues in their Profile to restrict the ability for the end user 1o perform operations
{4}and (5).

28




Case 6:21-cv-00860 Document 1 Filed 08/16/21 Page 29 of 55

See https:/ /www.gsma.com/esim/wp-content/uploads/2018/12/esim-
whitepaper.pdf at pp. 5-6.

The Profile

A Profile comprises of the operator data related to a subscription, including the operator's
credentials and potentially operator or third-party SIM based applications. The secure element in
the eSIM solution is called the eUICC, this can accommodate multiple Profiles. Profiles are
remotely downloaded over-the-air into a eUICC. Although the eUICC is an integral part of the
device, the Profile remains the property of the operator as it contains items “owned” by the
operator (IMSI, ICCID, security algorithms, etc.) and is supplied under licence.

The content and structure for interoperable Profiles stored on elICCs are similar to those installed
on traditional SIMs. The interoperable description of these Profiles is defined by the SIMAlliance®.

* hitp fsimalliance orgieuiecleuice-technical Jeleases.

See https:/ /www.gsma.com/esim/wp-content/uploads/2018/12/esim-
whitepaper.pdf at p. 6.

What is a GSMA Embedded SIM Profile and SIM Subscription?

Before we look at how subscriptions are managed remotely between MNOs let's look at Profiles and Subscriptions:

The NAA is the Network Access Application - Today's SIM In this slide pack this symbal
basically everything required to allow the SIM ca[rids r.u:':t.;:: ot will denote a Profile
to register onto the mobile network. ghypes oloas, - :
collectively called
4 Profile

This includes information like home netwaork,
tower frequencies, location data " i 1

: Wh th f th
authentication algorithms and keys, and of Svyf“r;l I;J{;’;};‘r?h:
course a unique subscriber identity (IMSI), AT S

All of this we refer to s 2 Subscription d"mm# 2

The SIM typically contains a number of other
applications, each providing some kind of
value-added service.

Just like a PC the SIM has a file structure,
with each file having a specific purpose.

The SIM may have a wide range of secret
keys, algorithms, certificates and other

cryptographic data

A single, common and global specification to accelerate growth in M2M

See https:/ /www.gsma.com/iot/wp-content/uploads/2014/10/Embedded-SIM-
Toolkit-Oct-14-updatedl.pdf at p. 23.
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How Do Profiles Work with a GSMA compliant Embedded SIM?

We're now starting to The eUICC can held any i - All of the management of the download
. As an example, on this particular eUICC : i
use GSMA Embedded number of profiles, the activation, deletion of profiles on an eUICC
there are two profiles installed i
SIM terminclogy. only limitation is the size is managed by a remote server (technically

f th labl ki SM-DP and SM-SR entities).
The Embedded SIM S R The BLUE profile was installed at R 22 epties

chip i‘usteag;laé‘u:all_ed an A typical profile could be mnulam%;ResmmmslgwMadw - Critically, there is no management possible

lacally {other than the fallback recovery).

This first profile is a bit
special, it's called the
Provisioning Profile and is
always present on the
eUICC. It has two main If there are any - e
functions: problems with the active E;’gjgp:&?ﬁ;iﬂ;(;;:;
E;Dij;lg :G:gg ?;‘Z:fﬁbczs for another two profiles
When the eUICC is first switched on, it provides automatically switch Bt corisiler just howmuch
that initial connectivity to the mobile network. At back to the FProvisioning Only one profile can be active B e e et
that paint another profile could be download Profile as partof a at any one time, as decided ry 7 i
(perhaps one specificto the country the eUICC is fallback recovery by a remote server. 4 aUlQC bt 4;'::;?_
inal that ime). procadure. posabily dp o ikih

A single, common and global specification to accelerate growth in M2M

See https:/ /www.gsma.com/iot/ wp-content/uploads/2014/10/Embedded-SIM-
Toolkit-Oct-14-updatedl.pdf at p. 24.

46.  Oninformation and belief, Nuu directly infringes at least claims 1, 18, 19,
and 20 of the "156 patent, and is in violation of 35 U.S.C. § 271(a) by making, using,
selling, and offering to sell the Accused eSIM Products.

47. Nuu's direct infringement has damaged Shingletop and caused it to
suffer and continue to suffer irreparable harm and damages.

Count II - Infringement of United States Patent No. 8,467,831

48.  Shingletop repeats, realleges, and incorporates by reference, as if fully set

forth here, the allegations of the preceding paragraphs above.
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49. On information and belief, Nuu (or those acting on its behalf) makes, uses,
sells access to, and/ or offers to sell access to the Accused eSIM Products that infringe
(literally and/ or under the doctrine of equivalents) at least claims 1, 18, 19, and 20 of the
'831 patent.

50. On information and belief, the Accused eSIM Products conform to the
requirements of the GSMA Remote SIM Provisioning standards, !> which include
SGP.021 and SGP.22.17 On information and belief, the GSMA Remote SIM Provisioning
standards are described by “eSIM Whitepaper: The what and how of Remote SIM
Provisioning”18 and “GSMA Embedded SIM Specification Remote SIM Provisioning for
M2M.”19

51. On information and belief, the Accused eSIM Products employ and
provide a method of communicating with a wireless network, as demonstrated by the

standards, images, diagrams, tables, and documents cited below.

15 See https://www.phonescoop.com/articles/article.php?a=18584.

16 See https://www.gsma.com/newsroom/wp-content/uploads/SGP.02_v3.2 updated.pdf.

17 See https://www.gsma.com/newsroom/wp-content/uploads/SGP.22 v2.2.pdf.

18 See https://www.gsma.com/esim/wp-content/uploads/2018/12/esim-whitepaper.pdf.

19 See https://www.gsma.com/iot/wp-content/uploads/2014/10/Embedded-SIM-Toolkit-Oct-14-
updated1.pdf.
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GSM Association Non-confidential
Official Document SGP.02 - Remote Provisioning Architecture for Embedded UICC Technical
Specification

GSNMVA

Remote Provisioning Architecture for Embedded UICC
Technical Specification

Version 3.2
27 June 2017
See https:/ /www.gsma.com/newsroom/wp-
content/uploads/SGP.02_v3.2_updated.pdf at p. 1.
GSM Association Non-confidential

Official Document SGP.22 - RSP Technical Specification

GSMA

RSP Technical Specification
Version 2.2
01 September 2017

See https:/ /www.gsma.com/newsroom/wp-content/uploads/SGP.22_v2.2.pdf at p. 1.
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Remote SIM Provisioning

With Remote SIM Provisioning, there are no traditional SIM cards'. Instead there is an embedded
SIM (called an eUICC), which may be soldered inside the mobile device, that can accommodate
multiple SIM Profiles — each Profile comprising of the operator and subscriber data that would have
otherwise been stored on a traditional SIM card (the red and blue dots in the previous section). An
example is illustrated in the following figure.

o 0

(tE}

Remote SIM Provisioning Operation — Operator Profile Installation

In (1), the end user sets up a contract with their chosen mobile network operator, and in the case
of a Consumer solution, instead of receiving a SIM card they will receive instructions on how to

connect their device to the operator's Remote SIM Provisioning system. In this example a QR
(Quick Response) code is used. The QR code contains the address of the Remote SIM
Provisioning system (SM-DP+ server within the GSMA specifications), which allows the device to
connect to that system (2) and securely download a SIM Profile. Once the Profile is installed and
activated, the device is able to connect to that operator's network (3).

It should be noted that the use of QR codes is one way that the eSIM solution can be configured
within a device, alternatives include pre-configured devices, use of Subscription Manager -
Discovery Server and companion devices.

Remote SIM Provisioning Operation — Operator Profile Selection

Should the end user wish to change operator, they can set up a contract with the new operator (4),
and In turn receive a QR code from that operator. The device can scan the code to locate and
download the new Profile.

In (5) the end user is now able to switch between the two Profiles, to connect their device to
whichever operator's network the end user selects (6)°.

! Although written assuming the eUICC is a permanent fitting in the device (e.g. soldered) it 15 possible for SIM deployments to make
use of removable SIM formats,

#With end user consent, Bn operalor may use business riles in their Profile to restrict the ability for the end user o perform operations
{4} and (5).

See https:/ /www.gsma.com/esim/wp-content/uploads/2018/12/esim-
whitepaper.pdf at pp. 5-6.
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The Profile

A Profile comprises of the operator data related to a subscription, including the operator's
credentials and potentially operator or third-party SIM based applications. The secure element in
the eSIM solution is called the eUICC, this can accommodate multiple Profiles. Profiles are
remotely downloaded over-the-air into a eUICC. Although the eUICC is an integral part of the
device, the Profile remains the property of the operator as it contains items “owned” by the
operator (IMSI, ICCID, security algorithms, etc.) and is supplied under licence.

The content and structure for interoperable Profiles stored on eUICCs are similar to those installed
on traditional SIMs. The interoperable description of these Profiles is defined by the SIMAlliance®.

See https:/ /www.gsma.com/esim/wp-content/uploads/2018/12/esim-
whitepaper.pdf at p. 6.

What is a GSMA Embedded SIM Profile and SIM Subscription?

Before we look at how subscriptions are managed remotely between MNOs let's look at Profiles and Subscriptions:

The NAA is the Network Access Application - Today's SIM In this slide pack this symbol
basically everything required to allow the SIM C:['id;p;zpi?galgé will denote a Profile

collectively called
Profile

to register onto the mobile network.

This includes information like home netwaork,
tower frequencies, location data " i 1

: Wh th f th
authentication algorithms and keys, and of Svyf“r;l I;J{;’;};‘r?h:
course a unique subscriber identity (IMSI), AT S

All of this we refer to s 2 Subscription d"mm# 2

The SIM typically contains a number of other
applications, each providing some kind of
value-added service.

Just like a PC the SIM has a file structure,
with each file having a specific purpose.

The SIM may have a wide range of secret
keys, algorithms, certificates and other
cryptographic data

A single, common and global specification to accelerate growth in M2M

See https:/ /www.gsma.com/iot/ wp-content/uploads/2014/10/Embedded-SIM-
Toolkit-Oct-14-updated1.pdf at p. 23.
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How Do Profiles Work with a GSMA compliant Embedded SIM?

We're now starting to The eUICC can held any i - All of the management of the download
. As an example, on this particular eUICC : i
use GSMA Embedded number of profiles, the activation, deletion of profiles on an eUICC
there are two profiles installed i
SIM terminclogy. only limitation is the size is managed by a remote server (technically

of the memory available e BUE Pl e inataliesiol known as SM-DP and SM-SR entities).

The Embedded SIM facture. the RED couriicarias
chip itself is called an A typical profile could be mantia rgTAes I‘::aslagrm aasecya Critically, there is no management poessible

eUiCC. B4Kbytes upwards. lacally {other than the fallback recovery).

This first profile is a bit
special, it's called the
Provisioning Profile and is
always present on the
eUICC. It has two main If there are any This particular eUICG has
functions: problems with the active enough free memary space

E;Dij;lg :G:gg ?;\Zrlifﬁbcna’r? for another two profiles

When the eUICC is first switched on, it provides automatically switch Bt corisiler just howmuch
that initial connectivity to the mobile network. At back to the FProvisioning Only one profile can be active B e e et
that paint another profile could be download Profile as partof a at any one time, as decided ry 7 i
(perhaps one specificto the country the eUICC is fallback recovery by a remote server. 4 aUlQC bt 4;'::;?_
inal that ime). procadure. posabily dp o ikih

A single, common and global specification to accelerate growth in M2M

See https:/ /www.gsma.com/iot/ wp-content/uploads/2014/10/Embedded-SIM-
Toolkit-Oct-14-updatedl.pdf at p. 24.

52. On information and belief, the Accused eSIM Products employ and
provide a method comprising the step using a wireless device including a single SIM,
the wireless device further including an application module adapted to enable the
device to operate as though it included two or more different SIMs in which the device
includes two SIM sub-modules, each with a different IMSI, as demonstrated by the

standards, images, diagrams, and document cited below.
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Remote SIM Provisioning

With Remote SIM Provisioning, there are no traditional SIM cards'. Instead there is an embedded
SIM (called an eUICC), which may be soldered inside the mobile device, that can accommodate
multiple SIM Profiles — each Profile comprising of the operator and subscriber data that would have
otherwise been stored on a traditional SIM card (the red and blue dots in the previous section). An
example is illustrated in the following figure.

o 0

(tE}

Remote SIM Provisioning Operation — Operator Profile Installation

In (1), the end user sets up a contract with their chosen mobile network operator, and in the case
of a Consumer solution, instead of receiving a SIM card they will receive instructions on how to

connect their device to the operator's Remote SIM Provisioning system. In this example a QR
(Quick Response) code is used. The QR code contains the address of the Remote SIM
Provisioning system (SM-DP+ server within the GSMA specifications), which allows the device to
connect to that system (2) and securely download a SIM Profile. Once the Profile is installed and
activated, the device is able to connect to that operator's network (3).

It should be noted that the use of QR codes is one way that the eSIM solution can be configured
within a device, alternatives include pre-configured devices, use of Subscription Manager -
Discovery Server and companion devices.

Remote SIM Provisioning Operation — Operator Profile Selection

Should the end user wish to change operator, they can set up a contract with the new operator (4),
and In turn receive a QR code from that operator. The device can scan the code to locate and
download the new Profile.

In (5) the end user is now able to switch between the two Profiles, to connect their device to
whichever operator's network the end user selects (6)°.

! Although written assuming the eUICC is a permanent fitting in the device (e.g. soldered) it 15 possible for SIM deployments to make
use of removable SIM formats,

#With end user consent, Bn operalor may use business riles in their Profile to restrict the ability for the end user o perform operations
{4} and (5).

See https:/ /www.gsma.com/esim/wp-content/uploads/2018/12/esim-
whitepaper.pdf at pp. 5-6.
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The Profile

A Profile comprises of the operator data related to a subscription, including the operator's
credentials and potentially operator or third-party SIM based applications. The secure element in
the eSIM solution is called the eUICC, this can accommodate multiple Profiles. Profiles are
remotely downloaded over-the-air into a eUICC. Although the eUICC is an integral part of the
device, the Profile remains the property of the operator as it contains items “owned” by the
operator (IMSI, ICCID, security algorithms, etc.) and is supplied under licence.

The content and structure for interoperable Profiles stored on eUICCs are similar to those installed
on traditional SIMs. The interoperable description of these Profiles is defined by the SIMAlliance®.

See https:/ /www.gsma.com/esim/wp-content/uploads/2018/12/esim-
whitepaper.pdf at p. 6.

What is a GSMA Embedded SIM Profile and SIM Subscription?

Before we look at how subscriptions are managed remotely between MNOs let's look at Profiles and Subscriptions:

The NAA is the Network Access Application - Today's SIM In this slide pack this symbol
basically everything required to allow the SIM C:['id;p;zpi?galgé will denote a Profile

collectively called
Profile

to register onto the mobile network.

This includes information like home netwaork,
tower frequencies, location data " i 1

: Wh th f th
authentication algorithms and keys, and of Svyf“r;l I;J{;’;};‘r?h:
course a unique subscriber identity (IMSI), AT S

All of this we refer to s 2 Subscription d"mm# 2

The SIM typically contains a number of other
applications, each providing some kind of
value-added service.

Just like a PC the SIM has a file structure,
with each file having a specific purpose.

The SIM may have a wide range of secret
keys, algorithms, certificates and other
cryptographic data

A single, common and global specification to accelerate growth in M2M

See https:/ /www.gsma.com/iot/ wp-content/uploads/2014/10/Embedded-SIM-
Toolkit-Oct-14-updated1.pdf at p. 23.
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How Do Profiles Work with a GSMA compliant Embedded SIM?

We're now starting to The eUICC can held any i - All of the management of the download
. As an example, on this particular eUICC : i
use GSMA Embedded number of profiles, the activation, deletion of profiles on an eUICC
there are two profiles installed i
SIM terminclogy. only limitation is the size is managed by a remote server (technically

of the memory available e BUE Pl e inataliesiol known as SM-DP and SM-SR entities).

The Embedded SIM facture. the RED couriicarias
chip itself is called an A typical profile could be mantia rgTAes I‘::aslagrm aasecya Critically, there is no management poessible

eUiCC. B4Kbytes upwards. lacally {other than the fallback recovery).

This first profile is a bit
special, it's called the
Provisioning Profile and is
always present on the
eUICC. It has two main If there are any This particular eUICG has
functions: problems with the active enough free memary space

E;Dij;lg :G:gg ?;\Zrlifﬁbcna’r? for another two profiles

When the eUICC is first switched on, it provides automatically switch Bt corisiler just howmuch
that initial connectivity to the mobile network. At back to the FProvisioning Only one profile can be active B e e et
that paint another profile could be download Profile as partof a at any one time, as decided ry 7 i
(perhaps one specificto the country the eUICC is fallback recovery by a remote server. 4 aUlQC bt 4;'::;?_
inal that ime). procadure. posabily dp o ikih

A single, common and global specification to accelerate growth in M2M

See https:/ /www.gsma.com/iot/ wp-content/uploads/2014/10/Embedded-SIM-
Toolkit-Oct-14-updatedl.pdf at p. 24.

53. On information and belief, the Accused eSIM Products employ and
provide a method comprising the step using the wireless device further including an
application module adapted to switch the single SIM between (a) operating as a local
SIM using the first sub-module, which is associated with a network operating 1 based in
country A and (b) operating as a roaming SIM using the second sub-module, which is
associated with a network operator 2 based in country B, the switching occurring inside
country A under manual control of a user to obtain lower cost routing when in that

country A and in which, at power-on, the sub-module operating as a local SIM is
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selected by default, as demonstrated by the standards, images, diagrams, and document

cited below.
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Remote SIM Provisioning

With Remote SIM Provisicning, there are no traditional SIM cards'. Instead there is an embedded
SIM (called an eUICC), which may be soldered inside the mobile device, that can accommodate
multiple SIM Profiles — each Profile comprising of the operator and subscriber data that would have
otherwise been stored on a traditional SIM card (the red and blue dots in the previous section). An
example is illustrated in the following figure.

Gy
@ - o '.'A)
-~ B i

Remote SIM Provisioning Operation — Operator Profile Installation

In (1), the end user sets up a contract with their chosen mobile network operator, and in the case
of a Consumer solution, instead of receiving a SIM card they will receive instructions on how to

connect their device to the operator's Remote SIM Provisioning system. In this example a QR
(Quick Response) code is used. The QR code contains the address of the Remote SIM
Provisioning system (SM-DP+ server within the GSMA specifications), which allows the device to
connect to that system (2) and securely download a SIM Profile. Once the Profile is installed and
activated, the device is able to connect to that operator's network (3).

It should be noted that the use of QR codes is one way that the eSIM solution can be configured
within a device, alternatives include pre-configured devices, use of Subscription Manager -
Discovery Server and companion devices.

{E}

ey
wnd irsdpi?

Remate SIM Provisioning Operation — Operator Profile Selection

Should the end user wish to change operator, they can set up a contract with the new operator (4),
and In turn receive a QR code from that operator. The device can scan the code to locate and
download the new Profile.

In (5) the end user is now able to switch between the two Profiles, to connect their device to
whichever operator's network the end user selects (6).

! Although written assuming the eUICC is a parmanent fitting In the device (e.g. soldered) it Is possible for eSIM deployments to make:
use of removable SIM formats,

“With end user consent, an operalor may use business niles in their Profile to restrict the ability for the end usar to perform operations
{4} and (S).

See https:/ /www.gsma.com/esim/wp-content/uploads/2018/12/esim-
whitepaper.pdf at pp. 5-6.
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The Profile

A Profile comprises of the operator data related to a subscription, including the operator's
credentials and potentially operator or third-party SIM based applications. The secure element in
the eSIM solution is called the eUICC, this can accommodate multiple Profiles. Profiles are
remotely downloaded over-the-air into a eUICC. Although the eUICC is an integral part of the
device, the Profile remains the property of the operator as it contains items “owned” by the
operator (IMSI, ICCID, security algorithms, etc.) and is supplied under licence.

The content and structure for interoperable Profiles stored on eUICCs are similar to those installed
on traditional SIMs. The interoperable description of these Profiles is defined by the SIMAlliance®.

See https:/ /www.gsma.com/esim/wp-content/uploads/2018/12/esim-
whitepaper.pdf at p. 6.

What is a GSMA Embedded SIM Profile and SIM Subscription?

Before we look at how subscriptions are managed remotely between MNOs let's look at Profiles and Subscriptions:

The NAA is the Network Access Application - Today's SIM In this slide pack this symbol
basically everything required to allow the SIM C:['id;p;zpi?galgé will denote a Profile

collectively called
Profile

to register onto the mobile network.

This includes information like home netwaork,
tower frequencies, location data " i 1

: Wh th f th
authentication algorithms and keys, and of Svyf“r;l I;J{;’;};‘r?h:
course a unique subscriber identity (IMSI), AT S

All of this we refer to s 2 Subscription d"mm# 2

The SIM typically contains a number of other
applications, each providing some kind of
value-added service.

Just like a PC the SIM has a file structure,
with each file having a specific purpose.

The SIM may have a wide range of secret
keys, algorithms, certificates and other
cryptographic data

A single, common and global specification to accelerate growth in M2M

See https:/ /www.gsma.com/iot/ wp-content/uploads/2014/10/Embedded-SIM-
Toolkit-Oct-14-updated1.pdf at p. 23.
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How Do Profiles Work with a GSMA compliant Embedded SIM?

We're now starting to The eUICC can held any i - All of the management of the download
. As an example, on this particular eUICC : i
use GSMA Embedded number of profiles, the activation, deletion of profiles on an eUICC
there are two profiles installed i
SIM terminclogy. only limitation is the size is managed by a remote server (technically

f th labl ki SM-DP and SM-SR entities).
The Embedded SIM S R The BLUE profile was installed at R 22 epties

chip i‘usteag;laé‘u:all_ed an A typical profile could be mnulam%;ResmmmslgwMadw - Critically, there is no management possible

lacally {other than the fallback recovery).

This first profile is a bit
special, it's called the
Provisioning Profile and is
always present on the
eUICC. It has two main If there are any - e
functions: problems with the active E;’gjgp:&?ﬁ;iﬂ;(;;:;
E;Dij;lg :G:gg ?;‘Z:fﬁbczs for another two profiles
When the eUICC is first switched on, it provides automatically switch Bt corisiler just howmuch
that initial connectivity to the mobile network. At back to the FProvisioning Only one profile can be active B e e et
that paint another profile could be download Profile as partof a at any one time, as decided ry 7 i
(perhaps one specificto the country the eUICC is fallback recovery by a remote server. 4 aUlQC bt 4;'::;?_
inal that ime). procadure. posabily dp o ikih

A single, common and global specification to accelerate growth in M2M

See https:/ /www.gsma.com/iot/ wp-content/uploads/2014/10/Embedded-SIM-
Toolkit-Oct-14-updatedl.pdf at p. 24.

54. Oninformation and belief, Nuu directly infringes at least claims 1, 18, 19,
and 20 of the "831 patent, and is in violation of 35 U.S.C. § 271(a) by making, using,
selling, and offering to sell the Accused eSIM Products.

55. Nuu's direct infringement has damaged Shingletop and caused it to
suffer and continue to suffer irreparable harm and damages.

Count III - Infringement of United States Patent No. 9,532,208

56.  Shingletop repeats, realleges, and incorporates by reference, as if fully set

forth here, the allegations of the preceding paragraphs above.
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57. On information and belief, Nuu (or those acting on its behalf) makes, uses,
sells access to, and/ or offers to sell access to the Accused eSIM Products that infringe
(literally and/or under the doctrine of equivalents) at least claims 1, 8, and 13 of the 208
patent.

58. On information and belief, the Accused eSIM Products conform to the
requirements of the GSMA Remote SIM Provisioning standards,?’ which include
SGP.022! and SGP.22.22 On information and belief, the GSMA Remote SIM Provisioning
standards are described by “eSIM Whitepaper: The what and how of Remote SIM
Provisioning”? and “GSMA Embedded SIM Specification Remote SIM Provisioning for
M2M.” 24

59. On information and belief, the Accused eSIM Products employ and
provide a system including: (i) a wireless device including a single SIM, the SIM
further including a downloadable first software application module embodied on a
non-transitory storage medium, the first Software application module controlling
switching between sub-modules in the single SIM, namely a local SIM sub-module part
of the first software application module with a first International Mobile Subscriber
Identity (IMSI) associated with a network operator based in country A, and a second

SIM sub-module part of the first software application module with a different IMSI

20 See https://www.phonescoop.com/articles/article. php?a=18584.

21 See https://www.gsma.com/newsroom/wp-content/uploads/SGP.02_v3.2_updated.pdf.

22 See https://www.gsma.com/newsroom/wp-content/uploads/SGP.22 v2.2.pdf.

23 See https://www.gsma.com/esim/wp-content/uploads/2018/12/esim-whitepaper.pdf.

24 See https://www.gsma.com/iot/wp-content/uploads/2014/10/Embedded-SIM-Toolkit-Oct-14-
updated1.pdf.
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which is associated with a network operator based in country B, as demonstrated by the

standards, images, diagrams, tables, and documents cited below.

GSM Association Nen-confidential
Official Document SGP.02 - Remote Provisioning Architecture for Embedded UICC Technical
Specification

GSNMVA

Remote Provisioning Architecture for Embedded UICC
Technical Specification

Version 3.2
27 June 2017
See https:/ /www.gsma.com/newsroom/wp-
content/uploads/SGP.02_v3.2_updated.pdf at p. 1.
GSM Association Non-confidential

Official Document SGP.22 - RSP Technical Specification

GSMA

RSP Technical Specification
Version 2.2
01 September 2017

See https:/ /www.gsma.com/newsroom/wp-content/uploads/SGP.22_v2.2.pdf at p. 1.
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Remote SIM Provisioning

With Remote SIM Provisioning, there are no traditional SIM cards'. Instead there is an embedded
SIM (called an eUICC), which may be soldered inside the mobile device, that can accommodate
multiple SIM Profiles — each Profile comprising of the operator and subscriber data that would have
otherwise been stored on a traditional SIM card (the red and blue dots in the previous section). An
example is illustrated in the following figure.

o 0

(tE}

Remote SIM Provisioning Operation — Operator Profile Installation

In (1), the end user sets up a contract with their chosen mobile network operator, and in the case
of a Consumer solution, instead of receiving a SIM card they will receive instructions on how to

connect their device to the operator's Remote SIM Provisioning system. In this example a QR
(Quick Response) code is used. The QR code contains the address of the Remote SIM
Provisioning system (SM-DP+ server within the GSMA specifications), which allows the device to
connect to that system (2) and securely download a SIM Profile. Once the Profile is installed and
activated, the device is able to connect to that operator's network (3).

It should be noted that the use of QR codes is one way that the eSIM solution can be configured
within a device, alternatives include pre-configured devices, use of Subscription Manager -
Discovery Server and companion devices.

Remote SIM Provisioning Operation — Operator Profile Selection

Should the end user wish to change operator, they can set up a contract with the new operator (4),
and In turn receive a QR code from that operator. The device can scan the code to locate and
download the new Profile.

In (5) the end user is now able to switch between the two Profiles, to connect their device to
whichever operator's network the end user selects (6)°.

! Although written assuming the eUICC is a permanent fitting in the device (e.g. soldered) it 15 possible for SIM deployments to make
use of removable SIM formats,

#With end user consent, Bn operalor may use business riles in their Profile to restrict the ability for the end user o perform operations
{4} and (5).

See https:/ /www.gsma.com/esim/wp-content/uploads/2018/12/esim-
whitepaper.pdf at pp. 5-6.
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The Profile

A Profile comprises of the operator data related to a subscription, including the operator's
credentials and potentially operator or third-party SIM based applications. The secure element in
the eSIM solution is called the eUICC, this can accommodate multiple Profiles. Profiles are
remotely downloaded over-the-air into a eUICC. Although the eUICC is an integral part of the
device, the Profile remains the property of the operator as it contains items “owned” by the
operator (IMSI, ICCID, security algorithms, etc.) and is supplied under licence.

The content and structure for interoperable Profiles stored on eUICCs are similar to those installed
on traditional SIMs. The interoperable description of these Profiles is defined by the SIMAlliance®.

See https:/ /www.gsma.com/esim/wp-content/uploads/2018/12/esim-
whitepaper.pdf at p. 6.

What is a GSMA Embedded SIM Profile and SIM Subscription?

Before we look at how subscriptions are managed remotely between MNOs let's look at Profiles and Subscriptions:

The NAA is the Network Access Application - Today's SIM In this slide pack this symbol
basically everything required to allow the SIM C:['id;p;zpi?galgé will denote a Profile

collectively called
Profile

to register onto the mobile network.

This includes information like home netwaork,
tower frequencies, location data " i 1

: Wh th f th
authentication algorithms and keys, and of Svyf“r;l I;J{;’;};‘r?h:
course a unique subscriber identity (IMSI), AT S

All of this we refer to s 2 Subscription d"mm# 2

The SIM typically contains a number of other
applications, each providing some kind of
value-added service.

Just like a PC the SIM has a file structure,
with each file having a specific purpose.

The SIM may have a wide range of secret
keys, algorithms, certificates and other
cryptographic data

A single, common and global specification to accelerate growth in M2M

See https:/ /www.gsma.com/iot/ wp-content/uploads/2014/10/Embedded-SIM-
Toolkit-Oct-14-updated1.pdf at p. 23.
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How Do Profiles Work with a GSMA compliant Embedded SIM?

We're now starting to
use GSMA Embedded
SIM terminclogy.

The Embedded SIM
chip itself is called an

This first profile is a bit
special, it's called the
Provisioning Profile and is
always present on the
eUICC. It has two main
functions:

When the eUICC is first switched on, it provides
that initial connectivity to the mobile network. At
that point another profile could be downioad
(perhaps one specific o the country the eUICC is
in at that time).

The eUICC can hold any
number of profiles, the
only limitation is the size
of the memory available.

A typical profile could be
elICC, 64Kbytes upwards.

As an example, on this particular eUICC
there are two profiles installed

The BLUE profile was installed at

manufacture, the RED was downloaded via

OTA sometime later.

If there are any
problems with the active
profile during the lifetime
of the eUICC then it can

automatically switch
back to the Provisioning
Profile as partof a
fallback recovery

Only one profile can be active
at any one time, as decided
by a remoate server.

All of the management of the download
activation, deletion of profiles on an eUICC
is managed by a remote server (technically

known as SM-DP and SM-SR entities).

Critically, there is no management poessible
lacally {other than the fallback recovery).

This particular eUICC has
enough free memory space
for another two profiles

But consider just how much
memory would be required on
aeUICC with 4 profiles —
possibly up 1o 1Mb!

A single, common and global specification to accelerate growth in M2M

See https:/ /www.gsma.com/iot/ wp-content/uploads/2014/10/Embedded-SIM-
Toolkit-Oct-14-updatedl.pdf at p. 24.

60. On information and belief, the Accused eSIM Products employ and
provide a system including: (ii) an external switch sub-module part of a second
software application module embodied on a non-transitory storage medium that is
adapted to communicate with the wireless device, as demonstrated by the standards,

images, diagrams, and document cited below.
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Remote SIM Provisioning

With Remote SIM Provisioning, there are no traditional SIM cards'. Instead there is an embedded
SIM (called an eUICC), which may be soldered inside the mobile device, that can accommodate
multiple SIM Profiles — each Profile comprising of the operator and subscriber data that would have
otherwise been stored on a traditional SIM card (the red and blue dots in the previous section). An
example is illustrated in the following figure.

o 0

(tE}

Remote SIM Provisioning Operation — Operator Profile Installation

In (1), the end user sets up a contract with their chosen mobile network operator, and in the case
of a Consumer solution, instead of receiving a SIM card they will receive instructions on how to

connect their device to the operator's Remote SIM Provisioning system. In this example a QR
(Quick Response) code is used. The QR code contains the address of the Remote SIM
Provisioning system (SM-DP+ server within the GSMA specifications), which allows the device to
connect to that system (2) and securely download a SIM Profile. Once the Profile is installed and
activated, the device is able to connect to that operator's network (3).

It should be noted that the use of QR codes is one way that the eSIM solution can be configured
within a device, alternatives include pre-configured devices, use of Subscription Manager -
Discovery Server and companion devices.

Remote SIM Provisioning Operation — Operator Profile Selection

Should the end user wish to change operator, they can set up a contract with the new operator (4),
and In turn receive a QR code from that operator. The device can scan the code to locate and
download the new Profile.

In (5) the end user is now able to switch between the two Profiles, to connect their device to
whichever operator's network the end user selects (6)°.

! Although written assuming the eUICC is a permanent fitting in the device (e.g. soldered) it 15 possible for SIM deployments to make
use of removable SIM formats,

#With end user consent, Bn operalor may use business riles in their Profile to restrict the ability for the end user o perform operations
{4} and (5).

See https:/ /www.gsma.com/esim/wp-content/uploads/2018/12/esim-
whitepaper.pdf at pp. 5-6.
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The Profile

A Profile comprises of the operator data related to a subscription, including the operator's
credentials and potentially operator or third-party SIM based applications. The secure element in
the eSIM solution is called the eUICC, this can accommodate multiple Profiles. Profiles are
remotely downloaded over-the-air into a eUICC. Although the eUICC is an integral part of the
device, the Profile remains the property of the operator as it contains items “owned” by the
operator (IMSI, ICCID, security algorithms, etc.) and is supplied under licence.

The content and structure for interoperable Profiles stored on eUICCs are similar to those installed
on traditional SIMs. The interoperable description of these Profiles is defined by the SIMAlliance®.

See https:/ /www.gsma.com/esim/wp-content/uploads/2018/12/esim-
whitepaper.pdf at p. 6.

What is a GSMA Embedded SIM Profile and SIM Subscription?

Before we look at how subscriptions are managed remotely between MNOs let's look at Profiles and Subscriptions:

The NAA is the Network Access Application - Today's SIM In this slide pack this symbol
basically everything required to allow the SIM C:['id;p;zpi?galgé will denote a Profile

collectively called
Profile

to register onto the mobile network.

This includes information like home netwaork,
tower frequencies, location data " i 1

: Wh th f th
authentication algorithms and keys, and of Svyf“r;l I;J{;’;};‘r?h:
course a unique subscriber identity (IMSI), AT S

All of this we refer to s 2 Subscription d"mm# 2

The SIM typically contains a number of other
applications, each providing some kind of
value-added service.

Just like a PC the SIM has a file structure,
with each file having a specific purpose.

The SIM may have a wide range of secret
keys, algorithms, certificates and other
cryptographic data

A single, common and global specification to accelerate growth in M2M

See https:/ /www.gsma.com/iot/ wp-content/uploads/2014/10/Embedded-SIM-
Toolkit-Oct-14-updatedl.pdf at p. 23.
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How Do Profiles Work with a GSMA compliant Embedded SIM?

We're now starting to The eUICC can held any i - All of the management of the download
. As an example, on this particular eUICC : i
use GSMA Embedded number of profiles, the activation, deletion of profiles on an eUICC
there are two profiles installed i
SIM terminclogy. only limitation is the size is managed by a remote server (technically

of the memory available e BUE Pl e inataliesiol known as SM-DP and SM-SR entities).

The Embedded SIM facture. the RED couriicarias
chip itself is called an A typical profile could be mantia rgTAes I‘::aslagrm aasecya Critically, there is no management poessible

eUiCC. B4Kbytes upwards. lacally {other than the fallback recovery).

This first profile is a bit
special, it's called the
Provisioning Profile and is
always present on the
eUICC. It has two main If there are any This particular eUICG has
functions: problems with the active enough free memary space

E;Dij;lg :G:gg ?;\Zrlifﬁbcna’r? for another two profiles

When the eUICC is first switched on, it provides automatically switch Bt corisiler just howmuch
that initial connectivity to the mobile network. At back to the FProvisioning Only one profile can be active B e e et
that paint another profile could be download Profile as partof a at any one time, as decided ry 7 i
(perhaps one specificto the country the eUICC is fallback recovery by a remote server. 4 aUlQC bt 4;'::;?_
inal that ime). procadure. posabily dp o ikih

A single, common and global specification to accelerate growth in M2M

See https:/ /www.gsma.com/iot/ wp-content/uploads/2014/10/Embedded-SIM-
Toolkit-Oct-14-updatedl.pdf at p. 24.

61. On information and belief, the Accused eSIM Products employ and
provide a system including: wherein the external switch sub-module part of the second
software application module controls the switching by the first software application
module between the sub-modules of the single SIM, as demonstrated by the standards,

images, diagrams, and document cited below.
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Remote SIM Provisioning

With Remote SIM Provisioning, there are no traditional SIM cards'. Instead there is an embedded
SIM (called an eUICC), which may be soldered inside the mobile device, that can accommodate
multiple SIM Profiles — each Profile comprising of the operator and subscriber data that would have
otherwise been stored on a traditional SIM card (the red and blue dots in the previous section). An
example is illustrated in the following figure.

o 0

(tE}

Remote SIM Provisioning Operation — Operator Profile Installation

In (1), the end user sets up a contract with their chosen mobile network operator, and in the case
of a Consumer solution, instead of receiving a SIM card they will receive instructions on how to

connect their device to the operator's Remote SIM Provisioning system. In this example a QR
(Quick Response) code is used. The QR code contains the address of the Remote SIM
Provisioning system (SM-DP+ server within the GSMA specifications), which allows the device to
connect to that system (2) and securely download a SIM Profile. Once the Profile is installed and
activated, the device is able to connect to that operator's network (3).

It should be noted that the use of QR codes is one way that the eSIM solution can be configured
within a device, alternatives include pre-configured devices, use of Subscription Manager -
Discovery Server and companion devices.

Remote SIM Provisioning Operation — Operator Profile Selection

Should the end user wish to change operator, they can set up a contract with the new operator (4),
and In turn receive a QR code from that operator. The device can scan the code to locate and
download the new Profile.

In (5) the end user is now able to switch between the two Profiles, to connect their device to
whichever operator's network the end user selects (6)°.

! Although written assuming the eUICC is a permanent fitting in the device (e.g. soldered) it 15 possible for SIM deployments to make
use of removable SIM formats,

#With end user consent, Bn operalor may use business riles in their Profile to restrict the ability for the end user o perform operations
{4} and (5).

See https:/ /www.gsma.com/esim/wp-content/uploads/2018/12/esim-
whitepaper.pdf at pp. 5-6.
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The Profile

A Profile comprises of the operator data related to a subscription, including the operator's
credentials and potentially operator or third-party SIM based applications. The secure element in
the eSIM solution is called the eUICC, this can accommodate multiple Profiles. Profiles are
remotely downloaded over-the-air into a eUICC. Although the eUICC is an integral part of the
device, the Profile remains the property of the operator as it contains items “owned” by the
operator (IMSI, ICCID, security algorithms, etc.) and is supplied under licence.

The content and structure for interoperable Profiles stored on eUICCs are similar to those installed
on traditional SIMs. The interoperable description of these Profiles is defined by the SIMAlliance®.

* http A simalliance orgleutceuice-technical Jelsases.

See https:/ /www.gsma.com/esim/wp-content/uploads/2018/12/esim-

whitepaper.pdf at p. 6.

What is a GSMA Embedded SIM Profile and SIM Subscription?

Before we look at how subscriptions are managed remotely between MNOs let's look at Profiles and Subscriptions:

The NAA is the Network Access Application - Today's SIM In this slide pack this symbol
basically everything required to allow the SIM C:['id;p;zpi?galgé will denote a Profile

collectively called
Profile

to register onto the mobile network.

This includes information like home netwaork,
tower frequencies, location data " i 1

: Wh th f th
authentication algorithms and keys, and of Svyf“r;l I;J{;’;};‘r?h:
course a unique subscriber identity (IMSI), AT S

All of this we refer to s 2 Subscription d"mm# 2

The SIM typically contains a number of other
applications, each providing some kind of
value-added service.

Just like a PC the SIM has a file structure,
with each file having a specific purpose.

The SIM may have a wide range of secret
keys, algorithms, certificates and other

cryptographic data

A single, common and global specification to accelerate growth in M2M

See https:/ /www.gsma.com/iot/ wp-content/uploads/2014/10/Embedded-SIM-
Toolkit-Oct-14-updated1.pdf at p. 23.
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How Do Profiles Work with a GSMA compliant Embedded SIM?

We're now starting to The eUICC can hold any As an example. on this particular eUICC All of the management of the download
use GSMA Embedded number of profiles, the e Ko s i activation, deletion of profiles on-an elUICC
SIM terminclogy. only limitation is the size is managed by a remote server (technically
—Tm of the memory available e BUE Pl e inataliesiol known as SM-DP and SM-SR entities).
chip itself is called an A typical profile could be mnulamrg%gesﬂmlmslggrmlaaded i Critically, there is no management possible
elicc. 64Kbytes upwards. ' - . lacally {other than the fallback recovery).

This first profile is a bit
special, it's called the
Provisioning Profile and is
always present on the
eUICC. It has two main If there are any - e
functions: problems with the active Tin palicdes MUICE D
profile during the lifetime
of the eUICC then it can
When the eUICC is first switched on, it provides automatically switch
that initial connectivity to the mobile network. At back to the FProvisioning Only one profile can be active B e e et
that paint another profile could be download Profile as partof a at any one time, as decided l?l‘CC g Eqm
(perhaps one specificto the country the eUICC is fallback recovery by a remote server. A ;Th‘:!s_
inal that ime). procadure. posabily dp o ikih

enough free memory space
for another two profiles

But consider just how much

A single, common and global specification to accelerate growth in M2M

See https:/ /www.gsma.com/iot/ wp-content/uploads/2014/10/Embedded-SIM-
Toolkit-Oct-14-updatedl.pdf at p. 24.

62.  Oninformation and belief, Nuu directly infringes at least claims 1, 8, and
13 of the "208 patent, and is in violation of 35 U.S.C. § 271(a) by making, using, selling,
and offering to sell the Accused eSIM Products.

63. Nuu's direct infringement has damaged Shingletop and caused it to

suffer and continue to suffer irreparable harm and damages.

JURY DEMANDED

64.  Pursuant to Federal Rule of Civil Procedure 38(b), Shingletop hereby

requests a trial by jury on all issues so triable.
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PRAYER FOR RELIEF

Shingletop respectfully requests this Court to enter judgment in Shingletop’s
favor and against Nuu as follows:

a. finding that Nuu has infringed one or more claims of the “156 patent under 35
U.S.C. §§ 271(a);

b. finding that Nuu has infringed one or more claims of the "831 patent under 35
U.S.C. §§ 271(a);

c. finding that Nuu has infringed one or more claims of the "208 patent under 35
U.S.C. §§ 271(a);

d. awarding Shingletop damages under 35 U.S.C. § 284, or otherwise permitted by
law, including supplemental damages for any continued post-verdict
infringement;

e. awarding Shingletop pre-judgment and post-judgment interest on the damages
award and costs;

f. awarding cost of this action (including all disbursements) and attorney fees
pursuant to 35 U.S.C. § 285, or as otherwise permitted by the law; and

g. awarding such other costs and further relief that the Court determines to be just

and equitable.
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Dated: August 16, 2021

Respectfully submitted,

/s/Raymond W. Mort, 111
Raymond W. Mort, III

Texas State Bar No. 00791308
raymort@austinlaw.com

THE MORT LAW FIRM, PLLC
100 Congress Avenue, Suite 2000
Austin, Texas 78701

Tel /Fax: 512-865-7950

Of Counsel:

Ronald M. Daignault (pro hac vice to be filed)*
Chandran B. Iyer (pro hac vice to be filed)
Oded Burger (pro hac vice to be filed)*
rdaignault@daignaultiyer.com
cbiver@daignaultiver.com
oburger@daignaultiyer.com

DAIGNAULT IYER LLP

8618 Westwood Center Drive - Suite 150
Vienna, VA 22182

Attorneys for Plaintiff Shingletop IP LLC
*Not admitted to practice in Virginia
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