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ADAPTIVE SURVEILLANCE NETWORK AND 
METHOD 

RELATED APPLICATION 

[0001] This application is a continuation-in-part of, and 
claims priority from, application Ser. No. l l/ 095,640 entitled 
“Surveillance System and Method, ?led on Mar. 30, 2005 by 
A. Broad et al, Which application is incorporated herein in the 
entirety by this reference to form a part hereof. 

FIELD OF THE INVENTION 

[0002] This invention relates to adaptive netWorks and 
more particularly to sensing modules including proximity 
sensors and transceivers for communicating among adjacent 
modules in a self-adaptive netWork array that communicates 
intrusion information to local or central computers for con 
trolling video cameras and associated equipment in or about 
an area of detected intrusion. 

BACKGROUND OF THE INVENTION 

[0003] Typical surveillance systems that are used to secure 
buildings or borders about a secured area commonly include 
closed-circuit video cameras around the secured area, With 
concomitant poWer and signal cabling to video monitors for 
security personnel in attendance to observe video images for 
any changed circumstances. Additionally, lighting may be 
installed about the area, or more-expensive night-vision 
equipment may be required to facilitate nighttime surveil 
lance. Appropriate alarms and corrective measures may be 
initiated upon observation of a video image of changed cir 
cumstances that prompt human analysis and manual 
responses. These tactics are commonly expensive for video 
cameras and lighting installations and for continuing labor 
expenses associated With continuous shifts of attendant per 
sonnel. 
[0004] More sophisticated systems commonly rely upon 
image-analyzing softWare to respond to image changes and 
reject false intrusion events While segregating true intrusion 
events for controlling appropriate alarm responses. HoWever, 
such sophisticated systems nevertheless commonly require 
permanent installations of sensors, lighting and cameras With 
associated poWer and cabling that inhibit rapid recon?gura 
tion, and that increase vulnerability to breakdown due to 
severing of Wiring and cabling, or to unreliable operations 
upon exposure to severe Weather conditions. 

SUMMARY OF THE INVENTION 

[0005] In accordance With one embodiment of the present 
invention, a plurality of individual mobile transceiver mod 
ules may be deployed around the perimeter of an installation 
to be secured in order to sense and transmit information about 
activity Within a vicinity of a transceiver module. Each mod 
ule Wirelessly communicates its oWn sensory data and iden 
tity information to one or more similar adjacent modules, and 
can relay data signals received from one or more adjacent 
modules to other adjacent modules in the formation of a 
distributed self-adaptive Wireless netWork that may commu 
nicate With a central computer. Such interaction of adjacent 
modules obviates poWer Wiring and signal cabling and the 
need for an electromagnetic survey of an area to be secured, 
and promotes convenient re-structuring of perimeter sensors 
as desired Without complications of re-assembling hard 
Wired sensors and monitors. In addition, interactions of adja 
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cent modules establish veri?cation of an intrusion event that 
is distinguishable from false detection events, and promote 
rapid coordinate location of the intrusion event for folloW-up 
by computer-controlled video surveillance or other alarm 
responses. Multiple modules are deployed Within and about a 
secured area to automatically con?gure a Wirelessly-inter 
connected netWork of addressed modules that extends the 
range of individual radio transmission and identi?es 
addressed locations in and about the secured area at Which 
disabling or intrusion events occur. 
[0006] Each of the Wireless modules may be poWered by 
batteries that can be charged using solar cells, and may 
include an individual video camera, all packaged for mobile 
deployment, self-contained operation and interaction With 
other similar modules over extended periods of time. 

BRIEF DESCRIPTION OF THE DRAWINGS 

[0007] FIG. 1 is a pictorial block diagram of a plurality of 
sensor modules in accordance With an embodiment of the 

present invention; 
[0008] FIG. 2 is a pictorial illustration of an array of spaced 
modules upon initialiZation of the adaptive network; 
[0009] FIG. 3 is a pictorial illustration of the array of FIG. 
2 folloWing formation of an interactive netWork; 
[0010] FIG. 4 is an exploded vieW of one con?guration of a 
sensor module in accordance With the embodiment of FIG. 1; 
[0011] FIG. 5 is a How chart illustrating an operational 
embodiment of the present invention; and 
[0012] FIG. 6 is a flow chart illustrating another operational 
embodiment of the present invention. 

DETAILED DESCRIPTION OF THE INVENTION 

[0013] Referring noW to FIG. 1, there is shoWn a plurality of 
individual sensor modules 9 deployed at spaced locations, for 
example, along a peripheral boundary of an area to be 
secured. Of course, additional sensor modules 11 may be 
deployed along pathWays or entryWays or other locations 
Within the area to be secured in order to monitor traf?c or 
other activities. 
[0014] Each sensor module 9, 11 includes a proximity sen 
sor 13 that may be, for example, a passive infrared sensor that 
responds to the presence or proximity of a Warm object such 
as an individual, vehicle, or the like. Alternatively, the prox 
imity sensor 13 may be an active infrared or radio or ultra 
sonic sensor that emits a signal and senses any echo attribut 
able to presence of a re?ective object Within a sensing ?eld of 
vieW. Of course, other sensors such as vibration detectors or 
light detectors may be used to respond to the presence of an 
intruding object. 
[0015] In addition, each sensor module 9 includes a trans 
ceiver 15 that responds to radio transmissions from other 
similar modules, and also transmits radio signals to other 
modules for reception and relay or re-transmission thereby of 
such received signals. In this Way, an array of modules 9, 11 
forms an interactive, distributed netWork that operates self 
adaptively on operative modules 9. Thus, if one module 9, 11 
is added, removed or is rendered inoperative, then adjacent 
operative modules 9, 11 are capable of interacting to recon 
?gure a different distributed array, as later described herein. 

[0016] Each sensor module 9, 11 also includes a processor 
17 that controls operation of the transceiver 15 and proximity 
sensor 13 to produce data signals for transmission via the 
transceiver 15 to one or more adjacent modules 9, 11. In 
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addition, the processor 17 may control random recurrences of 
monitoring events to amass information about any changes in 
circumstances associated With proximate objects, for conver 
sion to data signals to be transmitted via transceiver 15. Each 
processor 17 may include alarm utilization circuitry for ini 
tiating alarms, commencing video surveillance via local 
video camera 10, or the like, upon command or upon sensing 
a change in proximity circumstances. Alternatively, the dis 
tributed netWork of modules 9, 11 may also communicate 
With a central computer 19 via a transceiver 21 acting as a 
gateWay betWeen the computer 19 and the distributed array of 
modules 9, 11 for communicating signals betWeen the com 
puter 19 and the netWork of interactive modules 9, 11, 12. 
Computer 19 may operate on a database 23 of address or 
identi?cation code for each module 9, 11, 12 in order to 
communicate through the netWork of modules 9, 11 that each 
have different addresses or identi?cation codes, to a particular 
module having a selected address. In this Way, each module 9, 
11, 12 may transmit and receive data signals speci?cally 
designating the module by its unique identi?cation code or 
address. And, each module 9, 11, 12 is poWered by self 
contained batteries 25 and/or photovoltaic cells 27 that also 
operate to charge the batteries 25. 
[0017] The modules 9, 11 may be disposed Within conven 
tional traf?c-marking cones, as illustrated in FIG. 4, for con 
venient mobile placement or may be mounted on fence posts, 
or may be mounted on spikes driven into the ground Within 
and about an area to be secured, or may be otherWise suitably 
mounted in, on and about areas or passageWays that are to be 
secured against unauthorized intrusions. 
[0018] The plurality of modules 9, 11 may interact, as later 
described herein, to distinguish betWeen a false intrusion 
detection event and a true event for Which alarm and other 
responses should be initiated. Certain proximity sensors such 
as passive infrared sensors or ultrasonic sensors may respond 
to a breeze of different temperature, or to objects bloWing by 
in a strong Wind and thereby create a false intrusion detection. 

[0019] In accordance With an embodiment of the present 
invention, such false intrusion detections are recognized to be 
predominantly random events attributable to stimulation of 
one sensor and likely not an adjacent sensor. Thus, correlation 
of sensor events among multiple adjacent sensors permits 
discrimination against false intrusion detections. Additional 
information is extracted throughout the netWork of multiple 
sensors, for example, responsive to an entry location and to 
movement along a path of travel. The additional information 
including, for example, time and duration and location of one 
or more sensor stimulations may be transmitted back to the 
central computer 19 through the netWork of modules 9, 11 for 
computerized correlation analysis of the additional informa 
tion to verify a true intrusion event. Alternatively, modules 9, 
11 disposed Within or about a small area may communicate 
the additional information betWeen modules to correlate the 
sensor stimulations and locally perform computerized corre 
lation analysis Within one or more of the processors 17 to 
verify a true intrusion event. 

[0020] Additionally, the sensor information derived from a 
plurality of adjacent or neighboring modules 9, 11 may be 
analyzed by the central computer 19, or by local processors 
17, to triangulate the location and path of movement of an 
intruder for producing location coordinates to Which an 
installed video surveillance camera may be aligned. Thus, 
one or more stand-alone, battery-operated video surveillance 
cameras 12 With different addresses in the netWork may be 
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selectively activated in an adjacent region only upon true 
intrusion events in the region for maximum unattended bat 
tery operation of the cameras 12. Such cameras 12 of diminu 
tive size and loW poWer consumption (such as commonly 
incorporated into contemporary cell phones) may operate for 
brief intervals during a true intrusion event to relay image data 
through the netWork of modules 9, 11 for storage in the 
database 23 along With such additional information as time of 
intrusion, duration and coordinates along a path of movement 
through the secured area, and the like. Alternatively, such 
cameras 10 of diminutive size may be housed in a module 9, 
11 or conventional surveillance cameras 12 may be mounted 
in protected areas in association With high-level illumination 
14 to be activated in response to an addressed command from 
computer 19 folloWing analysis thereby of a true intrusion. Of 
course, battery-poWered lighting 14 may also be incorporated 
into each module 9, 11 to be energized only upon determina 
tion by one or more processors 17, or by central computer 19, 
21, 23 of a true intrusion occurring in the vicinity of such 
module 9, 11. Additionally, the video surveillance cameras 
1 0, 12 may be operated selectively under control of the central 
computer 19, 21, 23 during no intrusion activity to scan the 
adjacent vicinity in order to update the database 23, 45 With 
image data about the local vicinity. 
[0021] Referring noW to the FIG. 2 illustration of a typical 
netWork that requires initialization, it may be helpful for 
understanding the formation of such a netWork to consider 
‘cost’ as a value or number indicative of the amount of energy 
required to transmit a message to another receiving module. 
Higher cost translates, for example, into higher energy con 
sumption from limited battery capacity in each module. In 
order for an adaptive netWork to form, a module (9-1 to 9-5) 
must select a parent or superior node to Which to forWard 
messages. The radio transmissions or beacons from neigh 
boring modules (NM) inform a module about hoW Well the 
NM’s can receive its messages Which include cost for the 
NM’s to forWard a message toWard a base station, together 
With a ‘hop’ count (i.e., number of repeater or message relay 
operations) to such base station. This may not be enough 
information by Which a module as a subordinate node can 
select a parent or superior node since a radio link may be 
highly asymmetrical on such tWo-Way communications. 
Thus, a NM may receive clearly from a module but the mod 
ule may not receive clearly from the NM. Selecting such NM 
as a parent Would result in a poor communication link result 

ing in many message repeats and acknoWledgements at con 
comitant cost. 

[0022] HoWever, such a module (9-1 to 9-5) can also ‘over 
hear’ a NM’s transmissions that include the NM’s neighbor 
hood list (NL) as a pre-set maximum number, say 16, of 
modules from Which the NM can receive. For greater num 
bers of modules, the NM excludes from the NL those modules 
With poor or loWer-quality reception. Thus, if a receiving 
module does not detect its broadcast address or ID in a poten 
tial parent’s NL, then that NM Will not be selected as a parent. 
A base station (e.g., 9-5 connected to central computer 19, 21, 
23) may be set to accommodate a larger number of modules in 
its NL to handle more children or subordinate modules for 
greater prospects of assembling an e?icient adaptive netWork 
through some selection of modules and relay operations ther 
ebetWeen. 



US 2010/0013933 A1 

[0023] Transmitted messages from a module (9-1 to 9-5) 
contain several factors, including: 
[0024] a) cost, as a number to be minimized Which indicates 
to NM’s the amount of energy required to transmit to a base 
station. The cost is a summation of all costs of all ‘hops’ to the 
base station (a base station 9-5 has zero cost to forWard 
messages, so its messages are distinctive from messages of 
possible parent modules); and 
[0025] b) the number of ‘hops’ to send a message to the base 
station; and 
[0026] c) a packet sequence number (e.g., 16-bit integer) 
that is incremented every time a mes sage is transmitted from 
the base station 9-5 or other module 9-1 to 9-4; and 
[0027] d) a neighborhood list (NL) of all other modules in 
the vicinity from Which the base station or other module can 
receive, including: 

[0028] i) the ID of each NM; and 
[0029] ii) a reception estimate of hoW Well a module 

receives messages from such NM as determined from 
processing the sequence numbers in such message pack 
ets to compute a percent of lost packets. 

[0030] Therefore, a module (9-1 to 9-5) may calculate a 
probability factor (PF) of success in transmitting to a possible 
parent, as: 

PF:(% ofmodule’s packets received by NM)><(% of 
possible parent’s packets received by module). 

[0031] Each module (9-1 to 9-4) may thus calculate its oWn 
cost (OC) of sending a message to the base station (9-5), as: 

OC:cost ofNM/PF. 

[0032] A module selects loWest OC to send a message. 
[00271 As illustrated in FIG. 2, initialization of the network is 
facilitated by the base station (9-5) broadcasting a message 
including zero costs. In contrast, messages broadcast by all 
other modules (9-1 to 9-4) initially include in?nite cost (since 
not yet determined hoW to route messages to the base, sta 
tion). And, there are no entries in the NL in initial broadcast 
messages. Data messages from a module are sent With a 
broadcast address since no parent has been selected. Modules 
(e. g., 9-3 and 9-4) that can receive base station messages from 
module 9-5 containing zero cost information Will recognize 
that they can forWard messages to such base station. Then, 
messages forWarded by modules 9-3 and 9-4 Within the recep 
tion vicinity of the base station 9-5 enable the base station to 
assemble and include Within their messages a NL of modules 
(including modules 9-3 and 9-4) that receive the base station 
messages. And, these modules then include the base station 
and other NM in their NL Within broadcast messages. A 
parent (e. g., module 9-4) is then selected as a superior node by 
other modules as subordinate nodes Whose messages each 
change from a broadcast address to the parent’s address. The 
network formation thus propagates across the array to more 
remote nodes (e.g., modules 9-1 and 9-2) that are not in the 
reception vicinity of the base station 9-5. 
[0033] Thus, as illustrated in FIG. 3, each module (e.g., 
module 9-1) may calculate a node cost as the parent’s cost 
plus the cost of the link to the parent (e.g., 9-2). Similarly, 
each communication link toWard the base station (e.g., mod 
ule 9-5) Will be selected by loWest cost (e.g., via module 9-4 
rather than via module 9-3) as the netWork adapts to the 
existing transmission conditions. In the event the cost param 
eters change due, for example, to addition or re-location or 
inoperativeness of a module, then a transmission path to the 
base station for a remote module Will be selected on such 
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loWer cost (e.g., from module 9-2 via module 9-3, or from 
module 9-1 via module 9-4 or 9-3), and such replaced module 
Will be identi?ed by the absence of its address in successive 
transmission by other, adjacent modules or in failure of 
response to a polling command from computer 19, 21, 23 
(e.g., module 9-5). 
[0034] Referring noW to FIG. 4, there is shoWn a pictorial 
exploded vieW of one embodiment of the modules according 
to the present invention. Speci?cally, the module 9 may be 
con?gured in one embodiment as a truncated cone With a 
descending attached housing 16 that is suitably con?gured for 
containing batteries 25. The top or truncation may support 
photovoltaic or solar cells 27 that are connected to charge 
batteries 25. The module 9 conforms generally to the conical 
shape of a conventional highWay marker 18 and is dimen 
sioned to ?t into the top or truncation of the highWay market 
18 as one form of support. Such cones may be conveniently 
stacked for storage. Of course, the module 9 may be suitably 
packaged differently, for example, as a top knob for position 
ing on a fence post, or the like. 

[0035] The module 9 includes one or more proximity sen 
sors 13 such as infrared detectors equipped With Wide-angle 
lenses and disposed at different angular orientations about the 
periphery of the module 9 to establish overlapping ?elds of 
vieW. One or more miniature video cameras 10 may also be 
housed in the module 9 to include azimuth, elevation and 
focus operations under control of processor 17 in conven 
tional manner. 

[0036] Referring noW to FIG. 5, there is shoWn a How chart 
illustrating one operating embodiment of the present inven 
tion in Which a proximity-sensing module detects 35 the 
transient presence of an object. Such detection may be by one 
or more of passive infrared or acoustic or magnetic sensing, or 
by active transmission and reception of transmitted and 
re?ected energy. Such proximity sensing may be sampled or 
sWept along all directional axes oriented about the placement 
of each module. The processor 17 in each module 9, 11 
controls operation of the proximity sensor 13 of that module 
in order to generate data signals for transmission 39 to adja 
cent modules. The processor 17 may establish sensing inter 
vals independently, or in response 37 to transmission thereto 
(via designated address or identi?cation code) of commands 
from the central computer 19. 
[0037] In addition to transmitting its oWn generated data 
signals, a module 9 receives and relays or re-transmits 41 data 
signals received from adjacent modules in the array of mod 
ules 9, 11, 12. Such data signals generated and transmitted or 
received and re-transmitted by a module among modules are 
received 43 by the central computer 19 Which may analyze 47 
the data signals to triangulate the location and path of move 
ment of an intruder, or may analyze 47 the data signals rela 
tive to a database 45 of information, for example, regarding 
conditions about each selected module 9, 11, 12 or to compare 
intruder images against database images of the vicinity in 
order to trigger alarm conditions 49, or adjust 51 the database, 
or transmit 53 data or command signals to all or selected, 
addressed modules 9, 11, 12. One typical alarm response 49 
may include commands for operation of an installed video 
surveillance camera 12 and associated high-level illumina 
tion 14 via its designated address as located in the vicinity of 
a detected true intrusion. 

[0038] Computer analysis of data signals from adjacent 
addressed modules 9, 11 may pro?le the characteristics of 
changed circumstances in the vicinity of the addressed mod 
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ules, and may identify an intruding object from database 
information on pro?les and characteristics of various objects 
such as individuals, vehicles, and the like. The processor 17 of 
each module may include an output utiliZation circuit for 
controlling initialiZation of alarm conditions, or video sur 
veillance of the vicinity, or the like. In addition, alarm utili 
Zation 49 determined from analyses of received data signals 
by the central computer 19 may facilitate triangulating to 
coordinates of the intrusion locations and along paths of 
movement for controlling camera 12 surveillance, and may 
also actuate overall alarm responses concerning the entire 
secured area. 

[0039] In another operational embodiment of the present 
invention, the network assembled in a manner as previously 
described herein operates in time synchroniZed mode to con 
serve battery power. In this operating mode, the control sta 
tion (e.g., computer 19) periodically broadcasts a reference 
time to all modules 9, 11, 12 in the network, either directly to 
proximate modules or via reception and re-broadcasts 
through proximate modules to more remote modules. Mod 
ules may correct for propagation delays through the assembly 
network, for example, via correlation with accumulated cost 
numbers as previously described herein. 

[0040] Once all modules 9, 11, 12 are operable in time 
synchronism, they reduce operating power drain by entering 
low-power mode to operate the transceivers 15 only at 
selected intervals of, say, every 125-500 milliseconds. In this 
wake-up interval of few milliseconds duration, each trans 
ceiver transmits and/or receives broadcast data messages (in 
the absence of an intrusion anywhere), for example, of the 
type previously described to assess continuity of the 
assembled network, or to re-establish communications in the 
absence or failure of a module 9, 11, 12 previously assembled 
within the network. 

[0041] In the presence of an intrusion detected by one mod 
ule 9, 11, such time synchronism facilitates accurately 
recording time of detection across the entire network and 
promotes accurate comparisons of detection times among 
different modules. This enhances accuracy of triangulation 
among the modules 9, 11 to pinpoint the location, path of 
movement, time of occurrences, estimated trajectory of 
movement, and the like, of an actual intruder. In addition, 
with surveillance cameras 10, 12 normally turned off during 
low-power operating mode, true intrusion as determined by 
such time-oriented correlations of intruder movements 
among the modules 9, 11, 12 more accurately activates and 
aligns the cameras 10, 12 for pinpoint image formation of the 
intruder over the course of its movements. 

[0042] The imaging of a true intrusion is initiated by a 
sensor 13 detecting some object not previously present within 
its sensing ?eld of view. This ‘awakens’ or actuates the CPU 
17 to full performance capabilities for controlling broadcast 
and reception of data signals between and among adjacent 
modules in order to determine occurrence of a true intrusion. 
Thus, modules 9, 11 within the sensor ?eld of view of an 
intruder may communicate data signals to verify that all or 
some of the proximate modules 9, 11 also detect the intrusion. 
An intrusion sensed by one module 9, 11 and not also sensed 
by at least one additional module may be disregarded as 
constituting a false intrusion or other anomaly using a trian 
gulation algorithm or routine, the CPU’s 17 of the modules 9, 
11 within range of the intruding object determine the relative 
locations and control their associated cameras 10, 12 to scan, 
scroll and Zoom onto the intruder location from the various 
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module locations. If intrusion activity is sensed during night 
time (e.g., indicated via solarcell inactivity), then associated 
lighting 10, 14 may also be activated under control of the 
associated CPU 17. If other adjacent modules do not sense or 
otherwise correlate the intruder information, the intrusion is 
disregarded as false, and the modules may return to low 
power operating mode. 
[0043] Camera images formed of a time intrusion are 
broadcast and relayed or re-broadcast over the network to the 
central computer 19 for comparisons there with image data in 
database 23 of the background and surroundings of the 
addressed modules 9, 11 that broadcast the intruder image 
data. Upon positive comparisons of the intruder image data 
against background image data, the central computer 19 may 
then broadcast further commands for camera tracking of the 
intruder, and initiate security alerts for human or other inter 
ventions. 

[0044] In time synchronized manner, in the absence of any 
sensed intrusion, the central computer 19 periodically broad 
casts a command to actuate cameras 10 of the modules 9, 11, 
12 to scan the surroundings at various times of day and night 
and seasons to update related sections of the database 23 for 
later more accurate comparisons with suspected intruder 
images. 
[0045] Referring now to FIG. 6, there is shown a ?ow chart 
of operations among adjacent modules 9, 11, 12 in a network 
during an intrusion-sensing activity. Speci?cally, a set of 
units A and B of the modules 9, 11, 12 are initially operating 
61 in low-power mode (i.e., and transceiver 15 and camera 10 
and lights 14 unenergiZed, and CPU 17 in low-level opera 
tion), these units A and B may sense an intruding object 63 at 
about the same time, or at delayed times that overlap or 
correlate as each sensor ‘awakens’ 65 its associated CPU or 
micro-processor and transceiver to full activity. This enables 
the local CPU’s or microprocessors of the units A and B to 
communicate 67 the respective intruder information to each 
other for comparisons and initial assessments of a true intru 
sion. Local cameras and lights may be activated 69 and con 
trolled to form intruder image data for transmission back 
through the assembled network to the central computer 19. 
There, the image data is compared 71 with background image 
data from database 23 as stored therein by time of day, season, 
or the like, for determination of true intrusion. Upon positive 
detection of an intrusion, commands are broadcast through 
out the network to activate cameras (and lights, as may be 
required) in order to coordinate intrusion movements, path, 
times of activities, image data and other useful information to 
log and store regarding the event. In addition, alarm informa 
tion may be forwarded 73 to a control station to initiate human 
or other intervention. Of course, the lights 14 may operate in 
the infrared spectral region to complement infrared-sensing 
cameras 10 and to avoid alerting a human intruder about the 
active surveillance. 

[0046] Therefore, the deployable sensor modules and the 
self-adaptive networks formed thereby greatly facilitate 
establishing surveillance within and around a secure area 
without time-consuming and expensive requirements of 
hard-wiring of modules to a central computer. In addition, 
data signals generated by, or received from other adjacent 
modules and re-transmitted among adjacent modules pro 
motes self-adaptive formation of distributed sensing net 
works that can self con?gure around blocked or inoperative 
modules to preserve integrity of the surveillance established 
by the interactive sensing modules. 
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What is claimed is: 
1. A communication module comprising: 
a transceiver of electromagnetic energy disposed to trans 

mit and receive data signals; 
a plurality of proximity sensors disposed to sense proxim 

ity of an object Within substantial contiguous sensing 
?eld of vieW about the module; and 

a processor coupled to the transceiver and to the sensors for 
forming data signals indicative of sensed proximity of an 
object Within a sensing ?eld of vieW for transmission by 
the transceiver. 

2. A communication module according to claim 1 compris 
ing: 

a video camera connected to the processor for forming 
image data signals of objects Within a sensing ?eld of 
vieW in response to sensing of proximity of an object 
therein for transmission by the transceiver. 

3. A communication module according to claim 2 compris 
ing a housing including a peripheral boundary and supporting 
the proximity sensors therein about the peripheral boundary 
for forming the sensor ?elds of vieW substantially entirely 
around the peripheral boundary. 

4. The communication module according to claim 3 includ 
ing the video camera mounted Within the housing for forming 
image data signals of an object Within a sensor ?eld of vieW. 

5. Communication module according to claim 3 in Which 
the housing includes an upper surface Within the peripheral 
boundary supporting photovoltaic cells thereon, and includ 
ing a battery Within the housing connected to the cells and to 
the processor and transceiver and sensors and video camera 
for poWering operations thereof. 

6. A netWork of a plurality of modules according to claim 
1 disposed at spaced locations in range of electromagnetic 
energy communications among at least tWo such modules, 
With the processors and associated transceivers in said at least 
tWo modules in communication for transmitting and receiv 
ing data signals therebetWeen indicative of at least sensor data 
signals to cooperationally analyZe sensor data signals for 
determining presence of an object Within sensor ?elds of vieW 
of the at least tWo modules. 

7. The netWork of a plurality of modules according to claim 
6 in Which a processor in one of the at least tWo modules 
activates a video camera in response to determination of 
presence of an object for forming video image data signals of 
the object to transmit via the associated transceiver. 

8. The netWork of a plurality of modules according to claim 
7 including a central computer communicating With at least 
one module in the network, and disposed to receive data 
signals transmitted from one of the at least tWo modules for 
analyZing the data signals to verify the presence of an object. 

9. The netWork according to claim 8, in Which the central 
computer includes a database of image data representative of 
background image in the absence of an object Within a ?eld of 
vieW from a location of one of the at least tWo modules for 
comparison thereof With data signals transmitted to the cen 
tral computer for analyses to verify the presence of an object. 

10. The communication module according to claim 2 in 
Which the processor is operable in one mode of loW poWer 
consuming operation and is responsive to a proximity sensor 
sensing an object for sWitching to another fully operational 
mode to control sensors and transceiver and video camera 
connected thereto. 
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11. A method for computer-implementing a netWork of a 
plurality of modules that each include a proximity sensor and 
that each transmit and receive electromagnetic signals, the 
method of comprising: 

transmitting betWeen at least one of the plurality of mod 
ules and another of the plurality of modules electromag 
netic signals indicative of proximity of an object to said 
one and said another modules for cooperational analyses 
of the electromagnetic signals to verify the presence of 
an object. 

12. The method according to claim 11 in Which one of the 
at least one and another modules includes a video camera for 
forming image data signals of objects Within a ?eld of vieW 
thereof, the method including: 

activating the video camera to produce video image data 
signals in response to veri?ed analysis of presence of an 
object; and 

transmitting the video image data signals to the netWork of 
modules. 

13. The method according to claim 12 in Which the netWork 
includes a central computer, and the method comprises: 

communicating to the central computer via the netWork the 
video image data signals for analyses thereof to verify 
presence of an object. 

14. The method according to claim 13 in Which the central 
computer includes a database of stored video image data 
representative of background images vieWed by a video cam 
era in the absence of an object, the method in Which the 
analyses include comparing video image data signals com 
municated to the central computer With stored video image 
data for verifying presence of an object. 

15. The method according to claim 14 in Which the central 
computer transmits a command to the netWork in the absence 
of an object for activating video cameras in a plurality of 
modules of the netWork to produce video image data signals 
for transmission to the central computer for storage thereof in 
the database as representative of background images vieWed 
by each video camera. 

16. The method according to claim 14 including transmit 
ting to the netWork in response to verifying presence of an 
object command signals for controlling ?elds of vieW of 
video cameras in modules in the vicinity of the objects; and 

receiving video image data signals from modules represen 
tative of the object in the vicinity thereof for storage in 
the database of the central computer. 

17. A method of operating a netWork of a plurality of 
individual modules, each including a processor and a prox 
imity sensor and a transceiver connected thereto and disposed 
at spaced locations in communication via electromagnetic 
signals therebetWeen, the method comprising: 

communicating electromagnetic signals indicative of 
sensed proximity of an object betWeen a set of modules 
of the netWork in the vicinity of an object for coopera 
tionally analyZing Within the associated processors the 
signals communicated therebetWeen for determining 
presence of an object and the positional coordinates 
thereof. 

18. The method according to claim 17 in Which each of a 
plurality of the modules includes a video camera for gener 
ating video image data signals of objects Within a ?eld of 
vieW, the method comprising: 

in response to determining presence of an object, activating 
the video camera in at least one of the set of modules to 
produce video image data signals of the ?eld of vieW 
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including said positional coordinates Within the vicinity video means associated With individual modules for selec 
Ofthe at least one Of the Set OfmOdu1eS_ tively producing data signals representative of a video 

. . . . image; and 

_ 19f The method a°°9rd1_ng to Clalm 17 ln_cludmg Comm? controller means communicating With modules and video 
n1cat1ng electromagnetic signals to modules in the netWork1n means for actuating the Video means to produce Video 
the absence of sensed proximity of an object for establishing image data signals in response to proximity sensing of 
reference time in each such module for comparison thereof an object. 
with occurrence of sensed proximity of an object, 21. The surveillance netWork of claim 20 including means 

20' A Surv e111 an C e network Comprising: for establishing electromagnetic commun1cat1ons among 
sensor means in response to controller means for transmitting 

a plurality of individual modules including proximity sen- Video image data Signals among modules_ 
sors disposed at spaced locations and adapted for elec 
tromagnetic communications therebetWeen; * * * * * 
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