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SURVEILLANCE AND WARNING SYSTEM 

STATEMENT REGARDING FEDERALLY 
SPONSORED RESEARCH OR DEVELOPMENT 

[0001] The US. Government has a paid-up license in this 
invention and the right in limited circumstances to require the 
patent oWner to license others on reasonable terms as pro 
vided for by the terms of Prime Contract No. DTFA03-99-D 
00017/001 8, awarded by the Federal Aviation Administration 
(FAA) to The Titan Corporation, and as provided for by the 
terms of Subcontract No. 04-526 betWeen The Titan Corpo 
ration and Patriot Technologies, LLC. 

CROSS-REFERENCE TO RELATED 
APPLICATIONS 

[0002] None 

REFERENCE TO SEQUENCE LISTING, A 
TABLE, OR A COMPUTER PROGRAM LISTING 

COMPACT DISK APPENDIX 

[0003] None 

BACKGROUND OF THE INVENTION 

[0004] 1. Field of the Invention 
[0005] The present invention relates generally to a system 
and method for providing perimeter security and, more spe 
ci?cally to a system and method for providing entry-point, 
boundary-line, and presence intrusion detection by means of 
an intelligent controller process capable of driving both ?eld 
alert/alarm systems and security station monitoring devices. 
The system and method of the present invention is particu 
larly applicable to use at airports but can also can be applied 
to perimeter security and presence-detecting security gener 
ally, including critical infrastructures such as chemical manu 
facturing plants, nuclear and non-nuclear poWer generation 
facilities, Water puri?cation plants, fuel storage installations, 
food processing plants, dams, and ports. 
[0006] The present invention more speci?cally relates to a 
runWay occupancy Warning system (ROWSTM) providing 
critical runWay status alerts to both ?ight creW approaching 
an air?eld and air traf?c controllers managing ground traf?c. 
The preferred components of a runWay occupancy Warning 
system include: a detection system consisting of one or more 
D-hubs, air?eld output devices (including all FAROS, 
GAROS and CTAF RunWay Occupancy Radio Signal 
(RORS)), an air?eld communications network, and a runWay 
operations processing electronics unit (“ROPE”). 
[0007] 2. Description of the Related Art 
[0008] Among the sensor technologies in use today for 
detecting target position information on airport runWays is a 
radar-based surveillance system that is being used to help 
controllers monitor movement of aircraft and ground vehicles 
on the airport surface during loW or no visibility conditions. 
The ASDE-equipped airports represent the busiest airports 
With predominantly commercial air traf?c and the most com 
plex runWay con?gurations. 
[0009] AMASS is a softWare/hardWare enhancement for 
the ASDE-3 radar system designed to assist air traf?c con 
trollers in the safe movement of aircraft by providing safety 
Warnings and alerts of potential runWay collisions. AMASS 
builds on the ASDE-3 radar information by providing visual 
data (identity) information and audible Warning systems to 
alert air tra?ic controllers that a runWay incursion is pending. 

Aug. 13, 2009 

[0010] To meet surveillance needs at small to medium 
siZed airports, a neW system, ASDE-X, Was developed and 
has been contracted to be deployed at 25 additional airports. 
ASDE-X consists of a radar, a processor, non-radar sensors, 
and a display. It is designed to more precisely identify aircraft 
and vehicles on the ground than radar alone. ASDE-X Was 
intended to provide a loW-cost, scaled doWn feature set alter 
native to the ASDE-3/AMASS full surveillance system. 
[0011] As part of the FAA’s strategy to improve safety and 
US. airports, the agency initiated a collaborative movement 
With other members of the aviation industry to implement 
improvements in capacity and e?iciency to meet future air 
traf?c demand over the next decade. In the plan, the FAA 
identi?ed 35 airports that best represent the goals of the 
Operational Evaluation Program (OEP) plan as the primary 
drivers of NAS performance in terms of system capacity. It is 
these OEP-35 airports that are being targeted for capacity 
improvements as implemented by the FAA for hi gh-capacity 
commercial airports. Each of the OEP-35 airports already has 
installed, or is scheduled to have installed, an ASDE-3/ 
AMASS or ASDE-X system. 
[0012] The objective of the Airport Surface Detection Pro 
gram is to design and deploy the ASDE-X surface surveil 
lance system. The ASDE-X is a modular surface surveillance 
system that can process radar, multilateration and Automatic 
Dependent Surveillance-Broadcast (ADS-B) sensor data, 
Which provides seamless airport surveillance to air tra?ic 
controllers. The ASDE-X system is targeted for second-tier 
airports and a Product Improvement/Upgrade for ASDE-3 
Airport Movement Area Safety System airports. The FAA 
announced in June 2000 that the ASDE-X program Would 
deploy 25 operational systems and 4 support systems. Addi 
tionally the ASDE-X Product Improvement/Upgrade for 
ASDE-3 sites Will be deployed at 9 operational ASDE-3 sites, 
for a total of 34 operational systems and 4 support systems. 
[0013] The goal of ASDE-X is to increase airport safety 
through enhanced air tra?ic control situational aWareness. 
TheASDE-X con?ict-detection equipment (With multilatera 
tion) provides detailed coverage of runWays and taXiWays, 
and alerts air tra?ic controller (visually and audibly) to poten 
tial collision alerts. The system depicts aircraft and vehicle 
positions using identi?cation overlays on a color map shoW 
ing the surface movement area and arrival corridors. 
[0014] ASDE-X is an all-Weather airport management sys 
tem that provides aircraft location and identi?cation to air 
traf?c controllers. The system uses a combination of surface 
movement radar and transponder multilateration sensors to 
display aircraft position labeled With ?ight call-signs on an 
ATC toWer display. 
[0015] The ASDE-X system provides fusion of multiple 
surveillance sources to support: 

[0016] Positive correlation of ?ight plan information 
With aircraft position on controller displays 

[0017] Continuous surveillance coverage of the airport 
from arrival through departure 

ASDE-X Architecture 

[0018] The ASDE-X architecture consists of ?ve core com 
ponents: surface movement radar, multilateration, ADS-B, 
multi-sensor data processing and toWer displays. The surface 
movement radar is the primary surveillance sensor that 
detects aircraft and vehicles on the airport surface. Multilat 
eration is a secondary surveillance component that interacts 
With Mode S, ATCRBS or ASC-B-equipped aircraft and 
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vehicles for identi?cation and location information. ADS-B 
equipped aircraft and vehicles automatically broadcast lati 
tude and longitude, velocity, altitude, heading and identi?ca 
tion using the Global Navigation Satellite System and 
aviation data links. The fusion of the radar, multilateration 
and ADS-B data enables the estimate of target location using 
multiple data sources. The ASDE-X system provides control 
lers with aircraft position, system status monitoring and deci 
sion support tools on a color tower display. Multi-Sensor Data 
Processor (MSDP) 
[0019] The ASDE-X multi-sensor data processor (MSDP) 
provides terminal and surface traf?c picture by fusing data 
from one or more surface movement radars, a multilateration 

system with integral ADS-B sensors, ?ight plan data and one 
or more aircraft surveillance radars. 

[0020] The MSDP is available in a dual, redundant con?gu 
ration that features auto fail over and synchroniZed track 
identi?ers. MSDP software runs on a Sun Microsystems 

workstation under the Unix-based Sun Solaris operating sys 
tem. 

ADS-B Transceiver 

[0021] The ADS-B transceiver serves as the avionics link 
with the existing air tra?ic control infrastructure. The unit 
supports the 1090 MHZ Extended Squitter (1090ES) or Uni 
versal Access Transceiver (UAT) standards to receive latitude 
and longitude, velocity, altitude, heading and identi?cation as 
determined by aircraft avionics and the Global Navigation 
Satellite System (GNSS). 

TABLE I 

ASDE-X Speci?cations 

AS DE-X System Speci?cations 
Coverage: 

Entire Movement Area (taxiway and runway) 
up to 200 feet above ground level 
Approach corridor for each runway from 5 
miles out to the runway threshold up to 5,000 
feet above ground level 
System Update Rate: 

One update per second 
Track continuity of 99.5% over all tracks 
System Target Capacity: 

200 real targets 
Mean Time Between Critical Failure: 

2190 hours with a Mean Time to Repair of30 min 
Operating Temperature (outdoor equipment): 

—35 to +66 degrees Celsius 
Multilateration Speci?cations 
Probability ofDetection: 

0.93 for all targets with transponders 
Target Report Accuracy: 

20 feet one sigma throughout surface 
coverage area 

Surface Movement Radar Speci?cations 
Probability ofDetection: 

0.90 for all targets >3m2 RCS with a 10’6 
probability of false alarm in all conditions up to 16 
mm/hr rain 
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TABLE I-continued 

AS DE-X Speci?cations 

Target Report Accuracy: 

Range accuracy of 6.6 feet root mean square (RMS) 
Azimuth accuracy 0.05 degrees RMS 
ATC Tower Display Speci?cations 
Hardware: 

21 inch color monitor 
Contrast ratio: >1.7:1 at 6,000 ft 
Viewing angle: :80 degrees 
Luminance: 1000 cd - m2 at display surface 
Software: 

Con?gurable color and icons 
Data recording and playback feature 

[0022] The runway safety lights concept was ?rst tried in 
the RWSL program at Boston Logan Airport in mid-1990. 
ATC was part of the RWSL team and was responsible for 
implementing the light control algorithms. That project used 
ASDE radar with AMASS as a surveillance source. A dem 
onstration project at Boston-Logan Airport showed the 
viability of using runway safety lights at runway/taxiway 
intersections to raise a pilot’s situational awareness. It was 
shown that safety lights driven by loop-based surveillance 
technology is possible. Light control timing was seen to be 
adequate for the proof-of-concept demonstration, but suf 
fered minor de?ciencies that would not be acceptable in an 
operational system. The primary solution to these timing 
issues would be provided by an improved communication 
system4either through better wireless modems or hardwired 
communication links. Light logic parameter tuning was also 
considered an issue, and a greaterperiod of tuning would have 
been appropriate. 
[0023] Among the perimeter detection technologies avail 
able today, the more popular, available, and consequently 
lower-cost sensor technologies include fence vibration, taut 
wire, and optical ?ber technology. Also available are the more 
complex and expensive technologies, including electronic 
?eld and capacitance-discharge sensor technologies. How 
ever, none of the conventional detection technologies pro 
vides a ?exible and scalable system or method for collecting 
data from a variety of sensor components and communicating 
that information to an intelligent (i.e., rules-based) commu 
nications network, such as a central security processor, or that 
has the capability to drive a variety of lighting output devices 
as well as graphical interfaces, such as security monitors or 
mobile hand-held devices. Further, none of the conventional 
perimeter detection technologies can easily incorporate the 
use of a combination of sensor technologies or can easily fuse 
data from motion or ground sensors or can easily, when 
placed within a perimeter boundary, reinforce fence-line 
detection and expand perimeter detection. None of the con 
ventional perimeter detection technologies acquires the data 
from multiple types of sensors, converts the data into a com 
mon format, and then processes the commonly formatted data 
according to prede?ned rules that drive outputs. 

SUMMARY OF THE INVENTION 

[0024] The present invention relates generally to a sensor 
system and, more speci?cally to a system and method for 
providing entry-point, boundary-line, and presence intrusion 
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detection by means of an intelligent controller process 
capable of driving both ?eld alert/ alarm systems and security 
station monitoring devices. The system provides a stable data 
acquisition platform covering geographically distributed 
areas, With central “rules-based” processing and decision 
making capabilities. The system utiliZes a single or multiple 
generic data acquisition hub(s) supporting a diverse array of 
facility-selectable sensor options and interfaces. The base 
hub con?guration supports bipolar and linear analog voltage 
(:IOVDC), analog current (4-20 ma), analog outputs 
(:IOVDC), (digital I/O (programmable transition detection, 
state/ level change, current source, and current sink), and sup 
ports common I/ O module rack (analog/ digital) compatibility 
(i.e., OPTO-22, CRYDOM, GORDOS, and others.). 
[0025] A central processor provides a common communi 
cations and data gathering system With “rules based” analysis 
of the gathered data to generate local and remote action com 
mands, and a system status output, Which is logged/recorded 
to provide system operation records. This output is also pro 
vided to the local area netWork to provide for attachment of 
the optional GUI. The commands may be global or local and 
the result(s) discrete or public as con?gured by the user. 
[0026] Communications betWeen the hubs and the central 
processor preferably takes place over an Ethernet Wide area 
network, operated on ?ber optic cable, Wireless bridge, or 
CAT5 copper, depending on the user’s installation needs and 
security requirements. 
[0027] An optional GUI completes the system and may be 
installed co-resident With the central processor or at a remote, 
convenient to the user, location. The GUI is installed using a 
local area netWork, Which may be constructed on ?ber optic 
or copper cable or a secure Wireless link. Like the central 
processor, the GUI is built on a common platform, Which 
provides the underlying communication protocols, data-pars 
ing interpreter, and data logging/recording softWare. The 
selected GUI image, soft sWitches and indicators are con 
structed to use the “rules-based” processing and data output 
from the central processor. 
[0028] Perimeter Security Embodiment 
[0029] In one embodiment of the system, according to the 
present invention, a series of detectors, either all of the same 
type or including a variety of different types, are preferably 
grouped to form perimeter security areas (“PSAs”) that over 
lap to provide overlapping adjacent security areas to provide 
system redundancy of preferably 50%. Each detector is con 
nected, preferably by hard Wiring, to a local area security hub 
(“LASH”) to form desired overlapping patterns. 
[0030] Each LASH provides DC poWer and receives analog 
real-time data from the connected detectors. The LASH con 
verts the analog detector data to digital and passes the data to 
a central security processor (“CSP”) over a ?eld netWork. 
Each LASH also processes its detector data to determine the 
status of the associated PSA integrity and the detector status. 
Each LASH also preferably has a poWer-on LED and has 
relay outputs to control local area lighting, such as rotating 
beacons, audio alarms, or illumination lighting controls. 
[0031] Preferably, the CSP is built around a high reliability 
single board computer (SBC) that executes softWare under an 
embedded operating system, preferably LINUX, Which con 
tinually processes all detection and surveillance data to derive 
and catalog perimeter data patterns, thereby building a 
dynamic model of the ambient environment. Through this 
continuous re?nement, the system according to the invention 
Will reduce the number of false alerts and alarms. 
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[0032] The CSP may also be connected to a primary graphi 
cal user interface (“GUI”). When this interface is used to 
provide connectivity to an optional administrative netWork, 
the primary GUI is installed on the administrative netWork. 
The CSP provides a number of relay outputs for lighting 
controls, rotating beacons, and audio alerts/alarms. An 
RS-232 serial COM port can be included for Wire line or 
Wireless noti?cation to applicable security personnel of 
alerts/alarms. 

[0033] The CSP also preferably contains a media converter 
to translate the “copper-based” Ethernet to ?ber optics. The 
CSP may also interface With existing gate access systems, 
directly or via the administrative netWork, to provide access 
control and status for remote gates via the LASH and a ?eld 
netWork. The system also supports the addition of video, 
voice and text communications. 

[0034] The perimeter access security system according to 
the present invention also comprises a ?eld netWork, Which 
functions as the central artery of the system. The local area 
security hub preferably operates a commercial off-the-shelf 
(COTS), high reliability CSP SBC, and the same LINUX 
based softWare as the CSP to gather and process data from its 
PSA. The LASH also contains a media controller to translate 
its Ethernet interface to the ?eld netWork ?ber. In addition to 
installed detection and surveillance equipment, the LASH 
provides I/O for existing gate access authorization hardWare 
and issues gate commands When authoriZed. If desired, video 
cameras, voice communications and text messaging panels 
may be installed and are supported by the CSP and LASH. 
[0035] For installations covering extensive territory, an 
optional GUI can be used to provide con?guration and man 
agement of the security system. A Wireless netWork could be 
used to provide the link betWeen the CSP and the primary 
GUI or the administrative netWork. Depending on the loca 
tion of the CSP, superior Wireless links may be available. 

[0036] 
[0037] In another embodiment of the system according to 
the present invention, a runWay occupancy warning system 
(“ROWSTM”), provides critical runWay and status alerts to 
both ?ight creW approaching an air?eld and air tra?ic con 
trollers managing ground tra?ic. The primary components of 
such a runWay occupancy Warning system include: a detec 
tion system consisting of one or more detection hubs, air?eld 
output devices (including all FAROS, GAROS, and CTAF 
RORS signals), an air?eld communications netWork, and a 
central processor, called, in this embodiment, a runWay 
operations processing electronics unit (“ROPE”). 
[0038] The runWay occupancy warning system according 
to the present invention includes a centraliZed data processing 
unit that contains all of the algorithms to drive light control, 
logging, and an optional administrative netWork layer that 
hosts the GUI. The air?eld alert system can stand alone to 
operate Without an air tra?ic control toWer, or can be used in 
combination With an air traf?c controller surveillance system, 
such as a GUI, to provide full toWer and air?eld detection 
capabilities. 
[0039] The ROWSTM detection system interfaces With mul 
tiple COTS sensing technologies, including but not limited to: 
inductive loops, ground pressure detectors, infrared scanning 
and ?xed beams, ranging radars targeted along the center line 
of the runWay, and position radars to cover de?ned air?eld 
Zones. The system achieves ?exibility through the design of 
the detection hubs and through the processing algorithms of 

RunWay Occupancy Warning System Embodiment 
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the centralized logic controller and data processing unit, also 
referred to as runWay operations processing electronics 
(“ROPE”). 
[0040] The detection hubs (“D-hubs”) contain the system 
electronics and Will be deployed at each end of a runWay to be 
monitored along the length of the runway, as required, to 
achieve coverage of the runWay crossings. The total number 
of D-hubs required depends upon the selected runWay con 
?guration. Each D-hub may be con?gured to interface With 
up to 128 sensors, including 16 inductive loops, pressure or 
beam sensors, and one or more radar inputs, depending upon 
the radar interface design. 
[0041] The D-hub also provides relays for control of up to 
8 runWay status output devices. Each D-hub, deployed for a 
ROPE runWay, communicates the status of each connected 
sensor device and the 8 control relays to, and receives relay 
controls from, the ROPE approximately every 100 millisec 
onds, via a TCP/IP or UDP or other suitable protocol. 

[0042] The RunWay Status Output Devices (RSOD) 
encompass all desired lighting, radio, or graphical user output 
devices that are driven by the central processor from the data 
collected from the air?eld sensors. There are three classi?ca 
tions of air?eld RSODs including FAROS, GAROS, and 
CTAF-RORS output devices. 
[0043] FAROS signals address enhanced surveillance 
needs for pilots and ?ight creW on ?nal approach to an air?eld 
by providing either a visual or audible air?eld signal When the 
runWay is occupied and conditions are not safe for landing. 
FAROS include but are not limited to: modi?ed Precision 
Approach Path Indicators (PAPI) andV1sual Alert Slope Indi 
cator (VASI) lighting signals. 
[0044] GAROS signals address enhanced surveillance 
needs for ground traf?c preparing to enter a runWay by pro 
viding a visual air?eld signal to targets holding short or pre 
paring to takeoff that the runWay is occupied and not safe to 
enter. GAROS include Hold Short Alert Lights (HALs), and 
Takeoff Alert Lights (TALs). 
[0045] The Common Tra?ic Advisory Frequency (CTAF) 
is a community local radio frequency used by pilots When 
approaching an air?eld to relay approach and takeoff infor 
mation to other air?eld and ?ight creW personnel. In the 
ROWSTM embodiment, the air?eld system Would transmit 
digital voice recordings (RunWay Occupancy Radio Signals, 
RORS) over the CTAF to provide runWay status information 
such as When an airplane or vehicle had entered a runWay. A 
typical CTAF voice recording could include the airport iden 
ti?cation, runWay identi?cation, and occupancy status. 
[0046] In a full toWer and air?eld surveillance system, 
RSODs also Will include an air tra?ic control GUI output 
device that resides on the administrative netWork layer and 
that displays target position on a monitor for the air tra?ic 
controller. Data for the GUI is generated in the ROWSTM 
system central processing component, ROPE, and is 
“pushed” to the GUI to provide state updates for the toWer 
alert system. 
[0047] Air?eld system and related output devices shall 
have the capability to be manually disabled either temporarily 
on a timer process, or permanently through a manual sWitch 
located on each end of the air?eld. Personnel Who may be on 
the movement areas for longer than normal by a manual 
sWitch located on each end of the air?eld may manually turn 
on air?eld output devices by a manual sWitch located on each 
end of the air?eld. 
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[0048] Air?eld communications are achieved using either a 
?ber link or a Wireless link. Due to the length of the physical 
communications links and the necessary data reliability 
requirements, the ROWSTM system architecture is designed 
around a ?ber optic communication link. When ?ber is 
installed, each D-hub is ?tted With a COTS media converter to 
translate the D-hub Ethernet to the ?ber. D-hub(s) using TCP/ 
IP or UDP or other type communications protocols are ?tted 
With a COTS media converter. The ROPE retranslates the 
D-hub communications using media converters and a COTS 
router. 

[0049] To facilitate rapid deployment for system evaluation 
or temporary operations, or to coordinate installation con 
struction schedules, the ROWSTM system design also accom 
modates the use of COTS spread-spectrum RF communica 
tions links. While it is believed the spread spectrum solution 
provides similar reliability and availability to the recom 
mended ?ber, the potential for missed data and communica 
tions delays requires that extensive testing be done to deter 
mine the potential for interference to or from routine air?eld 
and aircraft operations and communications. 

[0050] The ROPE is the “brain” or central processing com 
ponent of the ROWSTM system. A ROPE is deployed for each 
runWay, receiving raW detection and status data from each 
D-hub deployed to monitor part of the runWay, intersecting 
runWays, taXiWays, airport roads, or designated hot spots. The 
ROPE is con?gured on installation With detection Zones 
de?ned by a series of sensors. Thus, one sensor may be used 
in the de?nition of multiple Zones, including Zones located on 
adjacent runWays. 
[0051] For multi-runWay installations, a ROPE is installed 
for each runWay. All ROPES communicate using the air?eld 
netWork, providing a logical path for co-runWay sensor data 
and Where necessary, indicator coordination. The ROPE pro 
cesses the sensor status data to derive Zone status, including 
number and direction of targets, outputs the indicator com 
mands to the connected D-hub, and provides updated Zone 
status to the optional GUI, if installed. 
[0052] The administrative communications netWork is the 
communications path for the optional GUI. The link may be 
directly connected betWeen the ROPE and the optional GUI 
or include a router to provide for remote, vieW only, GUI(s) 
and remote collection of ROPE history data. Depending upon 
the selected installation location of the ROPE, the adminis 
trative communications netWork may be Ethernet, copper, 
?ber or the optional Wireless. 

[0053] Features of the optional graphical user interface 
preferably include a touch screen and three operational levels: 

[0054] The ?rst level Will represent the default level at 
system star‘tup, and Will be the operational environment 
that is used in good visibility conditions. The ?rst level 
of alert includes: con?ict alert (visual and audible alert 
initiated any time a con?ict occurs; rules for con?ict 
alert can be modi?ed to adapt to operational needs); 
forgotten target alert [visual and audible alert initiated 
for any target on runWay in position for more than X 
minute(s)]; and hot spot (visual and audible alert initi 
ated any time a target moves into a prede?ned hot/blind 

spot Zone). 
[0055] The second level represents the operational envi 
ronment used during loW-visibility conditions. Under 
level 2, all equipped Zones become active. One-time 
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