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SCHEMAS FORA NOTIFICATION 
PLATFORM AND RELATED INFORMATION 

SERVICES 

CROSS REFERENCE TO RELATED 
APPLICATIONS 

The present application is a divisional of US. patent appli 
cation Ser. No. 10/099,467 ?led Mar. 14, 2002, Which is a 
continuation-in-part of co-pending US. patent application 
Ser. No. 10/017,680, ?led Oct. 22, 2001, Which claims prior 
ity to US. provisional application Ser. No. 60/275,809, ?led 
Mar. 14, 2001. 

COPYRIGHT DISCLAIMER 

A portion of the disclosure of this patent document con 
tains material that is subject to copyright protection. The 
copyright oWner has no objection to the facsimile reproduc 
tion by anyone of the patent document or the patent disclosure 
as it appears in the Patent and Trademark Of?ce patent ?le or 
records, but otherWise reserves all copyright rights Whatso 
ever. 

FIELD OF THE INVENTION 

The invention relates generally to computer netWork data 
access, and more particularly to systems, methods and data 
structures for accessing data and data-related services over a 
netWork. 

BACKGROUND OF THE INVENTION 

There are many types of data that users need to manage and 
otherWise access. For example, users keep Word processing 
documents, spreadsheet documents, calendars and schedules, 
telephone numbers and addresses, e-mail and voice mes 
sages, ?nancial information and so on. Users also Want to 
regularly receive information from various sources, such as 
telephone calls, email and other readable messages, pages, 
alarms and so forth. Users may access this data on demand by 
requesting it from storage, or the data may be sent in real time 
to the user, e.g., as a text message on a pager, or as graphics or 
voicemail on a portable computing device. 

In general, users receive and maintain such varied infor 
mation on various devices, including personal computers, 
hand-held computers, pocket-siZed computers, personal digi 
tal assistants, mobile phones and other electronic devices. At 
the same time, each typical user’s situation is regularly 
changing. In most cases, the various sources of information 
have no idea of What the user is doing at a given time, What 
device is accessible to the user and/or What the user Would 
prefer. For example, a user may prefer not to receive a cellular 
telephone call at a restaurant unless the call is an emergency, 
but can either leave the phone on and risk receiving other 
calls, or turn the phone off and risk missing the emergency 
call. Vibrate modes and the like can reduce the distraction, but 
can be missed because of inadequate alerting, and/or can still 
lead to regular interruptions from non-emergency calls. 
What is needed is a platform that provides information to 

users from possibly many disparate information sources, in a 
manner that takes into account each user’s current situation 
and Which recipient device or devices is currently accessible 
to the user, and/or determined to be best for the user’ s current 
situation. The platform needs to be scalable, extensible and 
alloW for considerable control or personaliZation by each 
user. Further, the various data that are exchanged should be 
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2 
Well de?ned, so that for example, a user’s current situation 
can be described in a Way that is consistent, or a noti?cation 
from an information source is received and handled the same 
normaliZed Way, regardless of the source. 

SUMMARY OF THE INVENTION 

Brie?y, the present invention provides a method and sys 
tem for using various data formats and/or schemas and ser 
vices to provide regulariZed noti?cation handling, and pro 
vide an opportunity for user control and normalization of the 
operation of policies across different information types and 
contexts. The information-service schemas and services are 
combined to build a valuable, general purpose content-sensi 
tive and context-sensitive information service that provides a 
noti?cation platform. In general, via the noti?cation plat 
form, information services communicate information to 
recipient devices of users that subscribe to those services by 
formatting the information according to de?ned schemas. An 
information agent service collects the information, and based 
on various criteria, such as one of more of the content at hand, 
context of the user, and a user’s stored preferences about 
noti?cations, determines if, When and hoW to send the infor 
mation, and to Which subscribing client device or devices. 
The set of schemas include a noti?cation schema that rep 

resents metadata about the subscription of a service to a 
source of information, as Well as representing details about 
that information, including the nature, importance, time criti 
cality or urgency of information, disposition over time of 
information provided by a message, and message handling 
preferences. A device schema describes metadata that repre 
sents information about one or more devices (e.g., user 
devices) that are enlisted or provisioned by a service. The 
device schema represents the data directed to various device 
properties, including information used by the information 
agent service about the connection, the rendering abilities, 
and interactive abilities of devices. 
The information agent service accesses criteria including 

user preferences, arranged according to a schema that pro 
vides a standardiZed format for encoding preference informa 
tion With respect to information handling and alerting. For 
example, the information preferences schema contains set 
tings on subscriptions, associated preferences and tradeoffs 
With. A user’s default routing information and explicit set 
tings via rules, assignments, or learned preferences are stored 
here. 
The user’s current situation is described by metadata and 

formats for contextual information. To this end, presence 
information, location information, and schedule information 
describe a user’s situation, or context. 
A user-context schema comprises a standard form for rep 

resenting, storing, updating, and accessing information about 
a user’s situation, including schedule, presence, location, and 
time-centric pro?les or other time-sensitive situation infor 
mation. This includes information received from a presence 
schema, Which comprises a regulariZed data format that con 
tains attributes about the presence of a user at or near a 

particular device, and a location schema, Which refers to a 
regularized form for storing data about a user’s current and/or 
predicted location, for encoding and sharing location infor 
mation among components. 
The user-context schema also includes information 

received according to a schedule schema, Which provides a 
standard representation of information about different types 
of appointments, and for encoding recurrent periods of time 
and abstractions about the location, situation, and overall 
informational context associated different named periods of 
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time. A client computing context schema captures registered 
contextual events that characterize a user’s computing activi 
ties, such as interactions With the operating system and appli 
cations and various states of the computing devices resources. 
A people and groups schema captures information about a 
user’s abstractions regarding other people, With a focus on 
different groupings of people and their properties, for 
example, direct reports, or people Who Will be meeting With 
the user on a given day. An extended-context schema is 
de?ned to capture information about the nature, states, and 
semantics associated With neW sources of contextual infor 
mation that a user Wishes to integrate into an information 

service, e. g., a user may Wish to add data from a conversation 
detector to the user-context schema so that the platform 
knoWs When (and possibly Where) the user is in, or has last 
been in, a conversation. 

With the user preference data and context data, noti?ca 
tions directed to the user are received by the information 
service and routed to an appropriate user device based on the 
noti?cation metadata (e.g., its importance) versus the user’s 
preferences and context. Alternatively, the noti?cation may 
be saved for later routing, or discarded, again depending on 
the noti?cation data relative to the user preference data and 
the user’s context. The device may be selected based on the 
preference and context data, and the noti?cation data may be 
formatted to match the device properties, including its display 
capabilities, current netWork transport capabilities, and so 
forth. 

Other bene?ts and advantages Will become apparent from 
the following detailed description When taken in conjunction 
With the draWings, in Which: 

BRIEF DESCRIPTION OF THE DRAWINGS 

FIG. 1 is a block diagram generally representing an exem 
plary computer system into Which the present invention may 
be incorporated; 

FIG. 2 is a block diagram generally representing a generic 
data access model in accordance With one aspect of the 

present invention; 
FIG. 3 is a representation of services for identity-based 

data access in accordance With one aspect of the present 

invention; 
FIG. 4 is a block diagram generally representing a schema 

based service for accessing data arranged in a logical content 
document based on a de?ned schema for that service in accor 

dance With one aspect of the present invention; 

FIG. 5 is a block diagram generally representing a noti? 
cation platform that handles data regulariZed according to 
schemas to provide criteria-controlled noti?cations in accor 
dance With one aspect of the present invention; 

FIG. 6 is a block diagram generally representing a sub 
scription process in a noti?cation platform for providing user 
preference data to information sources, in accordance With 
one aspect of the present invention; 

FIG. 7 is a block diagram generally representing the noti 
?cationplatforrn of FIG. 5, shoWing components in a selected 
information source and client device to provide criteria-con 
trolled noti?cations in accordance With one aspect of the 
present invention; and 

FIG. 8 is a block diagram generally representing compo 
nents in the client device interacting With external compo 
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4 
nents to provide criteria-controlled noti?cations in accor 
dance With one aspect of the present invention. 

DETAILED DESCRIPTION 

Exemplary Operating Environment 
FIG. 1 illustrates an example of a suitable computing sys 

tem environment 100 on Which the invention may be imple 
mented. The computing system environment 100 is only one 
example of a suitable computing environment and is not 
intended to suggest any limitation as to the scope of use or 
functionality of the invention. Neither should the computing 
environment 100 be interpreted as having any dependency or 
requirement relating to any one or combination of compo 
nents illustrated in the exemplary operating environment 100. 
The invention is operational With numerous other general 

purpose or special purpose computing system environments 
or con?gurations. Examples of Well knoWn computing sys 
tems, environments, and/or con?gurations that may be suit 
able for use With the invention include, but are not limited to: 
personal computers, server computers, hand-held or laptop 
devices, tablet devices, multiprocessor systems, micropro 
cessor-based systems, set top boxes, programmable con 
sumer electronics, netWork PCs, minicomputers, mainframe 
computers, distributed computing environments that include 
any of the above systems or devices, and the like. 
The invention may be described in the general context of 

computer-executable instructions, such as program modules, 
being executed by a computer. Generally, program modules 
include routines, programs, objects, components, data struc 
tures, and so forth, that perform particular tasks or implement 
particular abstract data types. The invention may also be 
practiced in distributed computing environments Where tasks 
are performed by remote processing devices that are linked 
through a communications netWork. In a distributed comput 
ing environment, program modules may be located in local 
and/or remote computer storage media including memory 
storage devices. 
With reference to FIG. 1, an exemplary system for imple 

menting the invention includes a general purpose computing 
device in the form of a computer 110. Components of the 
computer 110 may include, but are not limited to, a process 
ing unit 120, a system memory 130, and a system bus 121 that 
couples various system components including the system 
memory to the processing unit 120. The system bus 121 may 
be any of several types of bus structures including a memory 
bus or memory controller, a peripheral bus, and a local bus 
using any of a variety of bus architectures. By Way of 
example, and not limitation, such architectures include Indus 
try Standard Architecture (ISA) bus, Micro Channel Archi 
tecture (MCA) bus, Enhanced ISA (EISA) bus, Video Elec 
tronics Standards Association (VESA) local bus, and 
Peripheral Component Interconnect (PCI) bus also knoWn as 
MeZZanine bus. 
The computer 1 1 0 typically includes a variety of computer 

readable media. Computer-readable media can be any avail 
able media that can be accessed by the computer 110 and 
includes both volatile and nonvolatile media, and removable 
and non-removable media. By Way of example, and not limi 
tation, computer-readable media may comprise computer 
storage media and communication media. Computer storage 
media includes both volatile and nonvolatile, removable and 
non-removable media implemented in any method or tech 
nology for storage of information such as computer-readable 
instructions, data structures, program modules or other data. 
Computer storage media includes, but is not limited to, RAM, 
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ROM, EEPROM, ?ash memory or other memory technology, 
CD-ROM, digital versatile disks (DVD) or other optical disk 
storage, magnetic cassettes, magnetic tape, magnetic disk 
storage or other magnetic storage devices, or any other 
medium Which can be used to store the desired information 
and Which can accessed by the computer 110. Communica 
tion media typically embodies computer-readable instruc 
tions, data structures, program modules or other data in a 
modulated data signal such as a carrier Wave or other transport 
mechanism and includes any information delivery media. The 
term “modulated data signal” means a signal that has one or 
more of its characteristics set or changed in such a manner as 
to encode information in the signal. By Way of example, and 
not limitation, communication media includes Wired media 
such as a Wired netWork or direct-Wired connection, and 
Wireless media such as acoustic, RF, infrared and other Wire 
less media. Combinations of the any of the above should also 
be included Within the scope of computer-readable media. 

The system memory 130 includes computer storage media 
in the form of volatile and/or nonvolatile memory such as read 
only memory (ROM) 131 and random access memory 
(RAM) 132. A basic input/output system 133 (BIOS), con 
taining the basic routines that help to transfer information 
betWeen elements Within computer 110, such as during start 
up, is typically stored in ROM 131. RAM 132 typically con 
tains data and/ or program modules that are immediately 
accessible to and/ or presently being operated on by process 
ing unit 120. By Way of example, and not limitation, FIG. 1 
illustrates operating system 134, application programs 135, 
other program modules 136 and program data 137. 

The computer 110 may also include other removable/non 
removable, volatile/nonvolatile computer storage media. By 
Way of example only, FIG. 1 illustrates a hard disk drive 141 
that reads from or Writes to non-removable, nonvolatile mag 
netic media, a magnetic disk drive 151 that reads from or 
Writes to a removable, nonvolatile magnetic disk 152, and an 
optical disk drive 155 that reads from or Writes to a remov 
able, nonvolatile optical disk 156 such as a CD ROM or other 
optical media. Other removable/non-removable, volatile/ 
nonvolatile computer storage media that can be used in the 
exemplary operating environment include, but are not limited 
to, magnetic tape cassettes, ?ash memory cards, digital ver 
satile disks, digital video tape, solid state RAM, solid state 
ROM, and the like. The hard disk drive 141 is typically 
connected to the system bus 121 through a non-removable 
memory interface such as interface 140, and magnetic disk 
drive 151 and optical disk drive 155 are typically connected to 
the system bus 121 by a removable memory interface, such as 
interface 150. 

The drives and their associated computer storage media, 
discussed above and illustrated in FIG. 1, provide storage of 
computer-readable instructions, data structures, program 
modules and other data for the computer 110. In FIG. 1, for 
example, hard disk drive 141 is illustrated as storing operating 
system 144, application programs 145, other program mod 
ules 146 and program data 147. Note that these components 
can either be the same as or different from operating system 
134, application programs 135, other program modules 136, 
and program data 137. Operating system 144, application 
programs 145, other program modules 146, and program data 
147 are given different numbers herein to illustrate that, at a 
minimum, they are different copies. A user may enter com 
mands and information into the computer 20 through input 
devices such as a tablet, or electronic digitiZer, 164, a micro 
phone 163, a keyboard 162 and pointing device 161, com 
monly referred to as mouse, trackball or touch pad. Other 
input devices not shoWn in FIG. 1 may include a joystick, 
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6 
game pad, satellite dish, scanner, or the like. These and other 
input devices are often connected to the processing unit 120 
through a user input interface 160 that is coupled to the 
system bus, but may be connected by other interface and bus 
structures, such as a parallel port, game port or a universal 
serial bus (USB). A monitor 191 or other type of display 
device is also connected to the system bus 121 via an inter 
face, such as a video interface 190. The monitor 191 may also 
be integrated With a touch-screen panel or the like. Note that 
the monitor and/or touch screen panel can be physically 
coupled to a housing in Which the computing device 110 is 
incorporated, such as in a tablet-type personal computer. In 
addition, computers such as the computing device 110 may 
also include other peripheral output devices such as speakers 
195 and printer 196, Which may be connected through an 
output peripheral interface 194 or the like. 
The computer 110 may operate in a netWorked environ 

ment using logical connections to one or more remote com 
puters, such as a remote computer 180. The remote computer 
180 may be a personal computer, a server, a router, a netWork 
PC, a peer device or other common netWork node, and typi 
cally includes many or all of the elements described above 
relative to the computer 110, although only a memory storage 
device 181 has been illustrated in FIG. 1. The logical connec 
tions depicted in FIG. 1 include a local area netWork (LAN) 
171 and a Wide area netWork (WAN) 173, but may also 
include other netWorks. Such netWorking environments are 
commonplace in o?ices, enterprise-Wide computer netWorks, 
intranets and the Internet. For example, in the present inven 
tion, the computer system 110 may comprise source machine 
from Which data is being migrated, and the remote computer 
180 may comprise the destination machine. Note hoWever 
that source and destination machines need not be connected 
by a netWork or any other means, but instead, data may be 
migrated via any media capable of being Written by the source 
platform and read by the destination platform or platforms. 
When used in a LAN netWorking environment, the com 

puter 110 is connected to the LAN 171 through a netWork 
interface or adapter 170. When used in a WAN netWorking 
environment, the computer 110 typically includes a modem 
172 or other means for establishing communications over the 
WAN 173, such as the Internet. The modem 172, Which may 
be internal or external, may be connected to the system bus 
121 via the user input interface 160 or other appropriate 
mechanism. In a netWorked environment, program modules 
depicted relative to the computer 110, or portions thereof, 
may be stored in the remote memory storage device. By Way 
of example, and not limitation, FIG. 1 illustrates remote 
application programs 185 as residing on memory device 181. 
It Will be appreciated that the netWork connections shoWn are 
exemplary and other means of establishing a communications 
link betWeen the computers may be used. 

Data Access Model 

The present invention generally operates in an architecture/ 
platform that connects netWork-based (e.g., Intemet-based) 
applications, devices and services, and transforms them into a 
user’s personal netWork Which Works on the user’s behalf, 
and With permissions granted by the user. To this end, the 
present invention is generally directed to schema-based ser 
vices that maintain user, group, corporate or other entity data 
in a commonly accessible virtual location, such as the Inter 
net. The present invention is intended to scale to millions of 
users, and be stored reliably, and thus it is likely that a user’ s 
data Will be distributed among and/ or replicated to numerous 
storage devices, such as controlled via a server federation. As 
such, While the present invention Will be generally described 
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With respect to an identity-centric model that enables a user 
With an appropriate identity and credentials to access data by 
communicating With various core or other services, it is 
understood that the schema-based services described herein 
are arranged for handling the data of millions of users, sorted 
on a per-user-identity basis. Note that While “user” is gener 
ally employed herein for simplicity, as used herein the term 
“user” is really a substitute for any identity, Which may be a 
user, a group, another entity, an automated agent, an event, a 
project, and so on. 
As generally represented in FIG. 2, a data access model 200 

includes a generic navigation module 202 through Which 
applications 204 and the like may access a Wide variety of 
identity-based data, such as maintained in an addressable 
store 206. To access the data, a common set of command 
methods may be used to perform operations on various data 
structures that are constructed from the data in the address 
able store 206, even though each of those data structures may 
represent different data and be organiZed quite differently. 
Such command methods may describe generic operations 
that may be desired on a Wide variety of data structures, and 
include, for example, insert, delete, replace, update, query or 
changequery methods. 

In accordance With one aspect of the present invention and 
as described in detail beloW, the data is accessed according to 
various schemas, With the schemas corresponding to identity 
based services through Which users access their data. As used 
herein, a “schema” generally comprises a set of rules and 
structure that de?ne hoW a data structure may be organiZed, 
e.g., What elements are supported, in What order they appear, 
hoW many times they appear, and so on. In addition, a schema 
may de?ne, via color-coding or other identi?cation mecha 
nisms, What portions of a document (e.g., an XML document 
that corresponds to the data structure) may be operated on. 
Examples of such documents are described beloW as XML 
based examples. The schema may also de?ne hoW the struc 
ture of the XML document may be extended to include ele 
ments not expressly mentioned in the schema. 
As Will be understood beloW, the schemas vary depending 

on the type of data they are intended to organiZe, e.g., an 
email-inbox-related schema organiZes data differently from a 
schema that organiZes a user’ s favorite Websites. Further, the 
services that employ schemas may vary. As such, the generic 
navigation module 202 has associated thereWith a navigation 
assistance module 208 that includes or is otherWise associ 
ated With one or more schemas 210. As Will be understood, a 
navigation assistance module 208 as represented in FIG. 2 
corresponds to one or more services, and possesses the infor 
mation that de?nes hoW to navigate through the various data 
structures, and may also indicate Which command methods 
may be executed on What portions of the data structure. 
Although in FIG. 2 only one navigation assistance module 
208 is shoWn coupled to the generic navigation module 202, 
there may be multiple navigation assistance modules that may 
each specialiZe as desired. For example, each navigation 
assistance module may correspond to one service. Moreover, 
although the navigation assistance module 208 is illustrated 
as a separate module, some or all of the operations of the 
navigation assistance module 208 may be incorporated into 
the generic navigation module 202, and vice versa. In one 
embodiment, the various data structures constructed from the 
schema and addressable store data may comprise XML docu 
ments of various XML classes. In that case, the navigation 
assistance module 208 may contain a schema associated With 
each of the classes of XML documents. 

The present invention provides a number of schema-based 
services that facilitate data access based on the identity of a 
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8 
user. Preferably, the user need not obtain a separate identity 
for each service, but rather obtains a single identity via a 
single set of credentials, such as With the Microsoft® Pass 
port online service. With such an identity, a user can access 
data via these services from virtually any netWork connect 
able device capable of running an application that can call the 
methods of a service. 

Services and Schemas 
“.NET My Services” comprises identity-centric services 

Which may be generally implemented in XML (eXtensible 
Markup Language) Message Interfaces @(MIs). While the 
present invention Will be described With respect to XML and 
XMI, it can readily be appreciated that the present invention 
is not limited to any particular language or set of interfaces. 
For example, the encoding for the various schema metadata 
(such as the noti?cation schema metadata) can be in different 
formats, e.g., the metadata may be encoded in MIME for 
SMTP (email), in XML for SOAP messages, or SIP, depend 
ing on the protocol and application. The .NET My Services 
model essentially corresponds to one implementation of the 
generic data access model 200 of FIG. 2. 
As generally represented in FIG. 3, .NET My Services 300 

is implemented as a set of Web services 301-316, each bound 
to a .NET Identity (PUID, such as a Passport® unique iden 
ti?er similar to a globally unique identi?er When Passport® is 
the authentication service). The services 301-316 can com 
municate With one another via a service-to-service commu 

nications protocol (SSCP), as described in US. Patent Appli 
cation Ser. No. 60/275,809, assigned to the assignee of the 
present invention. As also described beloW, each service pre 
sents itself as a set of XML documents that can be manipu 
lated from an application program 202 (FIG. 2) or the like 
using a set of standard methods and domain-speci?c methods. 
To this end, a user device 320 (endpoint) running such appli 
cation programs connects a user’s applications to the ser 
vices, and to the data controlled by those services, such as 
over the Internet or an Intranet. Note that endpoints can be 
client devices, applications or services. In keeping With the 
present invention, virtually any device capable of executing 
softWare and connecting to a netWork in any means may thus 
give a user access to data that the user is alloWed to access, 
such as the user’s oWn data, or data that a friend, colleague or 
other information source has speci?ed as being accessible to 
that particular user. 

In general, a .NET Identity is an identi?er assigned to an 
individual, a group of individuals, or some form of organiza 
tion or project. Using this identi?er, services bound to that 
identity can be located and manipulated. A general effect is 
that each identity (e.g., of a user, group or organization) has 
tied to it a set of services that are partitioned along schema 
boundaries and across different identities. As Will be under 
stood, the XML-document-centric architecture of .NET My 
Services provides a model for manipulating and communi 
cating service state that is very different from prior data 
access models. The XML-document-centric approach, in 
conjunction With loose binding to the data exposed by the 
services, enables neW classes of application programs.As Will 
also be understood, the .NET My Services model 300 pre 
sents the various services 301-316 using a uniform and con 
sistent service and method model, a uniform and consistent 
data access and manipulation model, and a uniform and con 
sistent security authorization model. 

In a preferred implementation, the .NET My Services 
model 300 is based upon open Internet standards. Services are 
accessed by means of SOAP (Simple Obj ectAccess Protocol) 
messages containing an XML payload. Service input and 
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output is expressed as XML document outlines, and each of 
these document outlines conform to an XML schema docu 
ment. The content is available to a user interacting With the 
.NET My Services service endpoint 320. It is understood, 
hoWever, that the present invention is not limited to the .NET 
architecture and/or services, SOAP, and/or XML, but rather 
contemplates other architectures, services, protocols and 
document formats/markup languages. 
A Web service is essentially described by a schema. More 

particularly, a service author begins to Write a Web service by 
de?ning a schema (e.g., in XML) that de?nes What the data 
model looks like, e.g., the supported elements, their relative 
ordering, hoW many times they appear, and other similar 
de?nitions, as Will become apparent beloW. This service de? 
nition also applies to an author determining What roles and 
methods are supported, e.g., Which operations are supported, 
and the extent of the data that can be returned for each 
method. Another Way of stating this concept is that the author 
starts by building a complete de?nition of a service, such as in 
XML, and speci?es the verbs (methods) that an application 
Will use to talk to it. 

At this point, the service author has an XML de?nition that 
has been declared, and this declarative de?nition may be run 
through a compilation process, resulting in a fully operational 
service. It should be noted that a general purpose interpreter 
like mechanism may be fed one of these declarative XML 
de?nitions, and result in a service that is capable of operating. 
In a simple service (e.g., With no domain-speci?c methods or 
complex logic), no neW code needs to be Written to provide 
such an operational service. As Will be understood, such 
authoring of a service Without coding is possible due to the 
data driven model of the present architecture. As Will be 
understood, hoWever, code can also be Written to in?uence 
and/ or Work With the service generation process to add value 
to a service, and/or provide speci?c, runtime business logic 
that is not expressible in a declarative Way. 

Turning to FIG. 4, in the .NET My Services model, an 
application 400 requests performance of a method that oper 
ates on data structures. The application may make a request 
that is generic With respect to the type of data structure being 
operated upon and Without requiring dedicated executable 
code for manipulating data structures of any particular data 
type. To this end, the application ?rst contacts a .NET Ser 
vices service 314 (Which may be referred to as .NET Service) 
to obtain the information needed to communicate With a 
particular service 404, through a set of methods 406 of that 
service 404. For example, the needed information received 
from the .NET Services service 314 includes a URI of that 
service 404. Note that the service 404 may correspond to 
essentially any of the services represented in FIG. 3. 

The service 404 includes or is otherWise associated With a 
set of methods 406 including standard methods 408, such as 
to handle requests directed to insert, delete, replace, update, 
query or changequery operations on the data. The set of 
methods of a particular service may also include service 
speci?c methods 410. In general, the only Way in Which an 
application can communicate With a service are via that ser 
vice’s methods. 

Each service includes service logic 412 for handling 
requests and providing suitable responses. To this end, the 
service logic performs various functions such as authoriza 
tion, authentication, and signature validation, and further lim 
its valid users to only the data that they are permitted to 
access. The security aspect of a service is not discussed 
herein, except to note that in general, for otherWise valid 
users, the user’s identity determines Whether a user can access 
data in a requested manner. To this end, a roleMap 414 com 
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10 
prising service-Wide roleList document templates 415 and 
scopes (e.g., part of the overall service’s schema 416), in 
conjunction With user-based data maintained in an address 
able store 418, determines Whether a particular requested 
method is alloWed, e.g., by forming an identity-based roleList 
document 420. If a method is alloWed, the scope information 
in the roleMap 414 determines a shape of data to return, e. g., 
hoW much content is alloWed to be accessed for this particular 
user for this particular request. The content is obtained in 
accordance With a content document 422 in the service’s 
schema 416 and the actual user data corresponding to that 
content document in the addressable store 418. In this man 
ner, a per-identity shaped content document 424 is essentially 
constructed for returning to the user, or for updating the 
addressable store, as appropriate for the method. Note that 
FIG. 4 includes a number of ID-based roleList documents and 
ID-based content documents, to emphasiZe that the service 
406 is arranged to serve multiple users. Also, in FIG. 4, a 
system document 426 is present as part of the schema 416, as 
described beloW. 

Returning to FIG. 3, in one implementation, access to 
.NET My Services 300 is accomplished using SOAP mes 
sages formatted With .NET My Services-speci?c header and 
body content. Each of the services Will accept these messages 
by means of an HTTP POST operation, and generate a 
response by “piggy-backing” on the HTTP Response, or by 
issuing an HTTP POST to a .NET MyServices response 
processing endpoint 320. In addition to HTTP as the message 
transfer protocol, .NET My Services Will support raW SOAP 
over TCP, a transfer protocol knoWn as Direct Internet Mes 
sage Encapsulation (or DIME). Other protocols for transfer 
ring messages are feasible. 

Because each of the .NET My Services services are 
accessed by protocol, no particular client-side binding code, 
object models, API layers, or equivalents are required, and are 
thus optional. The .NET My Services model Will support Web 
Services Description Language (WSDL). It is not mandatory 
that applications Wishing to interact With .NET My Services 
services make use of any particular bindings, and such bind 
ings are not described herein. Instead, the communication 
Will be generally described in terms of messages that How 
betWeen requesters of a particular service and the service 
endpoints. In order to interact With .NET My Services, a 
service needs to format a .NET My Services message and 
deliver that message to a .NET My Services endpoint. In 
order to format a message, a client needs to manipulate XML 
document outlines, and typically perform some simple, 
knoWn (public-domain) cryptographic operations on portions 
of the message. 

In accordance With one aspect of the present invention, and 
as described in FIG. 4 and beloW, in one preferred implemen 
tation, each .NET My Services service presents three logical 
XML documents, a content document 422, roleList document 
415 (of the roleMap 414), and a system document 426. These 
documents are addressable using .NET My Services message 
headers, and are manipulated using standard .NET My Ser 
vices methods. In addition to these common methods, each 
service may include additional domain-speci?c methods. For 
example, the .NET Schedule service 303 might choose to 
expose a “getFreeBusy” method rather than expose free/busy 
as Writeable fragments in the content document. 

Each .NET My Services service thus logically includes a 
content document 422, Which in general is the main, service 
speci?c document. The schema for this document 422 is a 
function of the class of service, as Will become apparent from 
the description of each service’ s schema beloW. For example, 
in the case of the .NET Schedule service 303, the content 



US 7,613,702 B2 
11 

document presents data in the shape dictated by the .NET 
Schedule schema, Whereas in the case of the .NET Favor 
iteWebSites service 308, the content document presents data 
in the shape dictated by a .NET FavoriteWebSites schema. 

Each service also includes a roleList document 415 that 
contains roleList information, comprising information that 
governs access to the data and methods exported by the ser 
vice 404. The roleList document is manipulated using the 
.NET standard data manipulation mechanisms. The shape of 
this document is governed by the .NET core schema’s roleL 
istType XML data type. 

Each service also includes a system document 426, Which 
contains service-speci?c system data such as the roleMap, 
schemaMap, messageMap, version information, and service 
speci?c global data. The document is manipulated using the 
standard .NET My Services data manipulation mechanism, 
although modi?cations are limited in a Way that alloWs only 
the service itself to modify the document. The shape of this 
system document 426 may be governed by the system docu 
ment schema for the particular service, in that each service 
may extend a base system document type With service spe 
ci?c information. Each service typically includes at least the 
base system portion in its system document. 
As Will be understood, the present invention employs sche 

mas for normalizing data exchange, Which in general com 
prise a set of rules or standards that de?ne hoW a particular 
type of data can be structured. Note that although the schemas 
are de?ned into regulariZed/ standardized properties, they are 
not necessarily ?xed, as extensibility is built into each of the 
schemas. Via the schemas, the meaning of data, rather than 
just the data itself, may be communicated betWeen computer 
systems. For example, a computer device may recogniZe that 
a data structure that folloWs a particular address schema rep 
resents an address, enabling the computer to “understand” the 
component part of an address. The computer device may then 
perform intelligent actions based on the understanding that 
the data structure represents an address. Such actions may 
include, for example, the presentation of an action menu to 
the user that represents things to do With addresses. Schemas 
may be stored locally on a device and/or globally in a federa 
tion’s “mega-store.” A device can keep a locally-stored 
schema updated by subscribing to an event noti?cation ser 
vice (in this case, a schema update service) that automatically 
passes messages to the device When the schema is updated. 
Access to globally stored schemas is controlled by the secu 
rity infrastructure. 
A number of the services 301-315 (FIG. 2) are referred to 

as core services, Which employ schemas to manage access to 
the data that most users Will likely need. Other services, 
referred to as extended services 216, Will also employ sche 
mas in the same manner, but are more likely to be desirable to 
certain users and not others. Examples of extended schemas 
include services such as .NET Portfolio, .NET Photos, .NET 
Travel, .NET Music, .NET Movies, .NET TV, .NET Wishlist, 
.NET School, .NET Groceries, .NET NeWs, .NET Sports, 
.NET TopScores and so on. Note that FIG. 3 shoWs only one 
exemplary set of core services, and that other core services 
implementations may include different services, a different 
combination of these services (i.e. a subset), and/ or additional 
services Which may be considered as “core” services. For 
example, the schemas represented in FIG. 5 are each associ 
ated With a service that may be considered a “core service,” 
such as the context service. 

.NET Noti?cations 
The .NET Noti?cation (myNoti?cation) service is 

designed to deliver noti?cations to an identity. This service 
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can be used by any application or service to send and/or 
receive noti?cations rooted from an identity. The service rep 
resents itself as queue of noti?cations, that can be pushed via 
a SOAP message using SMXP routing or polled via the query 
method. 

Logically, the myNoti?cations service is broken up into 
distinct sections as represented by the content XML docu 
ment, including noti?cations, the section that contains the 
queue of noti?cations. Each noti?cation is de?ned by a stan 
dardiZed schema, With attributes that assist consumers of 
these noti?cations in scoping Which noti?cations are interest 
ing or not. The body of the noti?cation can be customiZed by 
each noti?cation provider. Noti?cations may be handled in 
different Ways depending on the con?guration of the service 
and the nature of the noti?cation. For example, noti?cations 
may reside in this queue until their “Time to live” parameter 
expires, regardless Whether they have been read or not. 

Another section is the noti?cation streams section, Which 
contains the list of noti?cation streams currently active 
against the myNoti?cation service for a given identity. A 
noti?cation contains tWo elements, namely an SMXP mes 
sage path used to route (i.e. push) noti?cations to their ?nal 
destination, and a scoping expression (i.e. XPATH) used to 
?lter What noti?cations are sent doWn the message path. A 
noti?cation stream is registered With myNoti?cations for a 
given identity, by adding/updating noti?cationStream ele 
ment(s) to the noti?cationStreams section of the document 
using the common add, update methods. 

Another section is the noti?cation preferences section, 
Which contains various noti?cation preferences, including a 
doFirst SMXP message path element, Which users can set 
such that the myNoti?cations service automatically routes 
incoming noti?cations to the speci?ed path. This is accom 
plished by simply chaining this path into the path speci?ed in 
a noti?cation stream. The doFirst path is important for use 
With decision making noti?cation routers that obtain the noti 
?cation ?rst in order to do some processing prior to it being 
routed to its ?nal destination. 
When a neW noti?cation is added into the myNoti?cations 

queue for an identity, (via the addNoti?cation method), the 
folloWing logic occurs Within the myNoti?cations service, as 
shoWn beloW: 

foreach noti?cationStream in noti?cationStreams 

if (noti?cationStrealnlocation MATCHES noti?cation) 

if (noti?cationPreferences.doFirstPath) 

pushPath = noti?cationPreferences.doFirstPath + 

noti?cationStreaInpath; 
status = push(noti?cation, pushPath); 
registerErrorStatus(status, pushPath, noti?cationStream); 

else 

{ 
status = push(noti?cation, noti?cationStrearnpath); 
registerErrorStatus(status, noti?cationStreaInpath, 
noti?cationStream); 

} 
} 

To summarize, When a neW noti?cation enters the myNo 
ti?cations queue, the service iterates through each noti?ca 
tionStream registered in the noti?cationStreams section and 
attempts to match the noti?cationStream’s location expres 
sion against the neW noti?cation. If a successful match 
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occurs, myNoti?cations Will attempt to push the noti?cation 
to the noti?cationStream’ s path unless a global doFirstPath is 
registered in noti?cationPreferences. Note that the service 
does not stop because a match occurred on a stream. Instead, 
the service inspects each registered noti?cation stream to see 
if the noti?cation satis?es other streams as Well. In this Way, 
multiple readers of the noti?cation stream are supported. If 
signi?cant sequential errors are detected While pushing noti 
?cations doWn in at message path, the message path is 
deleted. 

Noti?cations may be read by using the standard query 
method, hoWever the preferred method is for myNoti?cations 
to push the noti?cation via a SOAP message using SMXP 
routing mechanisms. In order to accomplish this push mecha 
nism, clients need to have an SMXP aWare connection to the 
myNoti?cations service, Which, for example, may be accom 
plished by calling the getChannelAddress method, Which 
yields an smxp://mynoti?cations.microsoftnet:1280 type of 
response. Given this URI, the client can connect and bind to 
this address. 

Once a successful connection is established, the myNoti 
?cations service names this message Path (e.g., ‘vid:“cid: 
l2385345@mynoti?cations.microsoftnet’”). The naming of 
this message Path is accomplished by sending a getChannel 
Name message on the just established channel. Once the 
message path is successfully named, both clients and the 
myNoti?cation service may use this name to describe a sec 
tion in a message path Which details hoW messages are routed 
to their ?nal destination. These message paths can be set With 
optional ?lters in the noti?cationStreams section of the ser 
vice. 

Each noti?cation contains a Time to Live ?eld <noti?ca 
tionTTL>. Once the speci?ed time expires, the noti?cation 
may be deleted or logged from the queue (depending on the 
setting). Noti?cation providers that generate the noti?cation 
set this Time to Live value based on internal defaults or other 
user preferences. 

Each noti?cation is standardized by the .NET schemas, but 
applications can use the body element to add additional infor 
mation that is not described in the noti?cation schema. Addi 
tion of free form data is alloWed Within the body, but use of the 
schematiZed extensions Within the body element is encour 
aged to alloW shredding of the XML data as Well as queries 
Within. 

.NET Noti?cations/Roles 
The .NET Noti?cations service controls access by using 

the roleTemplates, rt0, rtl, rt2, rt3, and rt99, using the folloW 
ing scopes: 

scope allElements 
<hs:scope id=72 l5df55-e4af-449f-a8e4-72al f7c6a987> 

<hs:shape base=t> 
</hs:shape> 

</hs:scope> 
scope onlySelfElements 
<hs:scope id=al 59c93d-40l 0-4460-bc34-5094c49cl 633 > 

<hs:shape base=nil> 
<hs:include select=//*[@creator=‘$callerId’]/> 

</hs:shape> 
</hs:scope> 
scope onlySelfSubscriptionElements 
<hs:scope id=b7fO5a6d-75cd—4958-9dfb-f532ebbl7743> 

<hs:shape base=nil> 
<hs:include select=//subscription[@creator=‘$callerId’]/> 

</hs:shape> 
</hs:scope> 
scope onlyPublicElements 
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-continued 

The .NET Noti?cations roleTemplate rt0 role gives give 
complete read/Write access to the information Within the con 
tent document of the service being protected through this 
roleTemplate. The folloWing table illustrates the available 
methods and the scope in effect When accessing the .NET 
Noti?cations service through that method While mapped to 
this roleTemplate. 

TABLE 

.NET Noti?cations roleTemplate rt0 

method scope/name 

query allElements 
insert allElements 
replace allElements 
delete allElements 
update allElements 

The .NET Noti?cations roleTemplate rt1 role gives com 
plete read access to all information Within the content docu 
ment of the service being protected through this roleTem 
plate. Applications mapping to this role also have a limited 
ability to Write to information in the content document. Appli 
cations may create nodes in any location, but may only 
change/replace, or delete nodes that they created. The folloW 
ing table illustrates the available methods and the scope in 
effect When accessing the .NET Noti?cations service through 
that method While mapped to this roleTemplate: 

TABLE 

.NET Noti?cations roleTemplate rtl 

method scope/name 

Query allElements 
Insert onlyS elfElements 
Replace onlyS elfElements 
Delete onlyS elfElements 

The .NET Noti?cations roleTemplate rt2 gives complete 
read access to all information Within the content document of 
the service being protected through this roleTemplate. Appli 
cations mapping to this role have very limited Write access 
and are only able to create and manipulate their oWn subscrip 
tion nodes. The folloWing table illustrates the available meth 
ods and the scope in effect When accessing the .NET Noti? 
cations service through that method While mapped to this 
roleTemplate. 

TABLE 

.NET Noti?cations roleTemplate rt2 

method scope/name 

query allElements 
insert onlySelfSubscriptionElements 
replace onlySelfSubscriptionElements 
delete onlySelfSubscriptionElements 
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The .NET Noti?cations roleTemplate rt3 gives limited read 
access to information Within the content document that is 
categorized as “public.” The following table illustrates the 
available methods and the scope in effect When accessing the 
.NET Noti?cations service through that method While 
mapped to this roleTemplate: 

TABLE 

.NET Noti?cations roleTemplate rt3 

method scope/name 

query onlyPublicElements 

The .NET Noti?cations roleTemplate rt99 blocks access to 
the content document. Note that lack of a role in the roleList 
has the same effect as assigning someone to rt99. The folloW 
ing table illustrates that there are no available methods and the 
scope in effect When accessing the .NET Noti?cations service 
through that method While mapped to this roleTemplate (note 
that in other services described herein, such an empty table 
Will not be repeated): 

TABLE 

.NET Noti?cations roleTemplate rt99 

method scope/name 

.NET Noti?cation (myNoti?cations)4Content 
The Noti?cation content document based on the noti?ca 

tion schema is an identity-centered document. Its content and 
meaning are a function of the Passport Unique ID (PUID) 
used to address the service. Access to the document is con 
trolled by the associated roleList document. This schema 
outline illustrates the layout and meaning of the information 
found in the content document for the myNoti?cations ser 
vice. The format is similar to those presented in the afore 
mentioned U.S. patent application Ser. No. 10/017,680. 

<m:myN0ti?cati0ns changeNumbe =“...” instanceId=“...” 
Xmlns :m=“http ://schemas.microsoftcom/hs/Z0O2/04/myNoti?cations” 
Xmlns:hs=“http://schemas.microsoft.corn/hs/20O2/O4/core”>1 "1 

umber> 
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-continued 

</m:endP0intDelivered> 

“ as 

The meaning of the attributes and elements shoWn in the 
preceding sample document fragment are listed in the folloW 
ing section. The /myNoti?cations (minOccurs:1 maxOc 
curs:1)/myNoti?cations/@changeNumber (minOccurs:1 
maxOccurs:1) /myNoti?cations/@instanceId (minOc 
curs:0 maXOccurs:1)/myNoti?cations/noti?cation (minOc 
curs:0 maXOccursqmbounded)/myNoti?cations/noti?ca 
tion/@changeNumber (minOccurs:1 maxOccurs:1) 
elements identify the noti?cation document and provide ver 
sion data. The /myNoti?cations/noti?cation/@uuid (minOc 
curs:0 maXOccurs:1) attribute contains the uuid chosen by 
the application during subscribe time. Its primary use is to 
support multiple readers of noti?cations from the same class 
of service. 
The /myNoti?cations/noti?cation/@replace (minOc 

curs:0 maXOccurs:1) describes Whether a later noti?cation 
can replace this noti?cation. Possible values include “same 
Uuid”, “sameClass”, and “sameThreadId.” The /myNoti?ca 
tions/noti?cation/@threadId (minOccurs:0 maxOccurs:1) 
?eld provides the noti?cation thread id; noti?cations With the 
same thread id can be collapsed. The /myNoti?cations/noti 
?cation/@class (minOccurs:0 maxOccurs:1) attribute con 
tains a URI that speci?es What class of noti?cationProvider 
created this noti?cation. The class de?nes What the body of 
the noti?cation Will contain. 
The /myNoti?cations/noti?cation/@id (minOccurs:1 

maXOccurs:1) /myNoti?cations/noti?cation/noti?cationId 
(minOccurs:0 maxOccurs:1) /myNoti?cations/noti?cation/ 
noti?cationId/timeStamp (minOccurs:1 maxOccurs:1) 
timeStamp details When the noti?cation Was received by the 
noti?cation service and inserted into an identities queue. This 
is referred to as Time Zero for a noti?cation. 

The /myNoti?cations/noti?cation/noti?cationId/tracking 
Number (minOccurs:1 maxOccurs:1) element contains a 
unique Id generated by the myNoti?ations service for track 
ing purposes. It is used to uniquely identify every distinct 
noti?cation that passes through the system. This value is not 
assigned by user, application, or noti?cation provider. 
The /myNoti?cations/noti?cation/identityHeader (mi 

nOccurs:1 maxOccurs:1) /myNoti?cations/noti?cation/ 
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identityHeader/@type (minOccurs:0 maxOccurs:l) type 
attribute presently has only tWo possible values: User or 
Automated. If the value is User, the noti?cation Was gener 
ated by a real user identity. If the value is Automated, this 
noti?cation Was generated from an automated agent. 

The /myNoti?cations/noti?cation/identityHeader/onBe 
halfOfUser (minOccurs:l maxOccurs:l) element contains 
the identity header element describing the user Who inserted 
this noti?cation into the queue. 

The /myNoti?cations/noti?cation/identityHeader/license 
Holder (minOccurs:l maxOccurs:l) element contains the 
identity header element describing the application Who 
inserted this noti?cation into the queue. The /myNoti?ca 
tions/noti?cation/identityHeader/platformId (minOccurs:l 
maxOccurs:l) element contains the identity header element 
describing the platformId Who inserted this noti?cation into 
the queue. 

The /myNoti?cations/noti?cation/title (minOccurs:0 
maxOccurs:l) optional element contains the title of the noti 
?cation from a speci?c class. Its primary use is to help group 
the same type of noti?cation from the same class. For 
example, class:“http://schemas.microsoft.con1/moneycen 
tral” and title:“MSFT stock quote”. 

The /myNoti?cations/noti?cation/title/@xml:lang (mi 
nOccurs:l maxOccurs:l) required attribute is used to 
specify a language code compliant With RFC 3066 as 
described in RFC 3066 (more information is available from 
the W3C). If the language code is unknown, a value of “und” 
should be used, as per RFC 3066. Applications are expected 
to undertake reasonable effort to determine the input lan 
guage and store it With the data. Applications should preserve 
a previously set xml:lang attribute in cases in Which the string 
itself in not changed by the application. The /myNoti?ca 
tions/noti?cation/title/@dir (minOccurs:0 maxOccurs:l) 
optional attribute speci?es the default layout direction for the 
localiZed string. Valid values are rtl (right to left) and ltr (left 
to right). 

The /myNoti?cations/noti?cation/noti?cationTTL (mi 
nOccurs:0 maxOccurs:l) /myNoti?cations/noti?cation/no 
ti?cationTTL/@action (minOccurs:0 maxOccurs:l) action 
attribute details What is done With the noti?cation after the 
Time to Live expires. There are presently tWo possible values, 
delete or log. Delete Will delete the noti?cation once the time 
has expired, While log Will log it to user storage (logPath 
Within noti?cationPreferences points Where it Will be 
logged). The /myNoti?cations/noti?cation/noti?cationTTL/ 
TTL (minOccurs:l maxOccurs:l) element speci?es When 
(in UTC) the noti?cation should be expired. 
The /myNoti?cations/noti?cation/informationValue (mi 

nOccurs:0 maxOccurs:l) /myNoti?cations/noti?cation/in 
formationValue/@type (minOccurs:0 maxOccurs:l) /my 
Noti?cations/noti?cation/informationValue/value 
(minOccurs:0 maxOccurs:l) /myNoti?cations/noti?cation/ 
informationValue/function (minOccurs:0 maxOccurs:) 
/myNoti?cations/noti?cation/informationValue/function/ 
@type (minOccurs:0 maxOccurs:l) /myNoti?cations/noti 
?cation/informationValue/function/parameters (minOc 
curs:0 maxOccurs:l )/myNoti?cations/noti?cation/ 
informationValue/conditional (minOccurs:l 
maxOccurs:l)/myNoti?cations/noti?cation/informationVa 
lue/ conditional/ context (minOccurs:0 maxOccurs:) /myNo 
ti?cations/noti?cation/informationValue/conditional/value 
(minOccurs:0 maxOccurs:l)/myNoti?cations/noti?cation/ 
informationValue/conditional/function (minOccurs:0 
maxOccurs:l) /myNoti?cations/noti?cation/information 
Value/conditional/function/@type (minOccurs:0 maxOc 
curs:l) /myNoti?cations/noti?cation/informationValue/ 
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conditional/ function/ parameters (minOccurs:0 
maxOccurs:l) ?elds contain the noti?cation data. 
The /myNoti?cations/noti?cation/siteUrl (minOccurs:0 

maxOccurs:l) optional element encapsulates the base URL 
to Which the noti?cation can be traced. The other Url types are 
rooted from here. The /myNoti?cations/noti?cation/action 
Path (minOccurs:0 maxOccurs:l) optional element encap 
sulates the path from the base URL used to perform any action 
requested by this noti?cation. The /myNoti?cations/noti?ca 
tion/ackPath (minOccurs:0 maxOccurs:l) optional element 
encapsulates the path from the base URL used to perform any 
acknowledgment requested by this noti?cation. The /myNo 
ti?cations/noti?cation/ sub scriptionPath (minOccurs:0 
maxOccurs:l) optional element encapsulates the path from 
the base URL used to perform any subscription adjustments 
that generated this noti?cation. The /myNoti?cations/noti? 
cation/bodyImageUrl (minOccurs:0 maxOccurs:l) 
optional element encapsulates an URL to an Image (icon/ 
branding) used to identify this noti?cation. This can also be a 
local URL. 

The /myNoti?cations/noti?cation/body (minOccurs:0 
maxOccurs:l) /myNoti?cations/noti?cation/body/ {any} 
(minOccurs:0 maxOccursqlnbounded) alloWs for extended 
noti?cation data. 
The /myNoti?cations/noti?cation/endPointDelivered (mi 

nOccurs:0 maxOccursqlnbounded) element speci?es end 
Points this noti?cation has been delivered to. The /myNoti? 
cations/noti?cationEndPoint (minOccurs:0 
maxOccursqlnbounded) /myNoti?cations/noti?cationEnd 
Point/@changeNumber (minOccurs:l maxOccurs:l) /my 
Noti?cations/noti?cationEndPoint/@type (minOccurs:0 
maxOccurs:) details What kind of end point, for example, 
“SOAP-RP”, “SMTP”, “SMS”, “UDP”, “HTTP”, “TCP” and 
so forth. The /myNoti?cations/noti?cationEndPoint/@id 
(minOccurs:l maxOccurs:l) /myNoti?cations/noti?cation 
EndPoint/name (minOccurs:l maxOccurs:l) optional ele 
ment provides a descriptive name for this end point. The 
/myNoti?cations/noti?cationEndPoint/deviceUuid 
(minOccurs:maxOccurs:l) optional element provides a 
place to store the device UUID for this noti?cation end point. 
It can be used to retrieve presence info from myPresence for 
intelligent routing. The /myNoti?cations/noti?cationEnd 
Point/path (minOccurs:l maxOccurs:l) element contains 
the path expression that de?nes the message path for the end 
point. The syntax of this element is determined by the end 
point type. For example, if it is SMTP, the path is in the format 
of “userl @microsoft.net”. 
The /myNoti?cations/noti?cationEndPoint/xpLocation 

(minOccurs:0 maxOccurs:l) location element is used to 
help scope the noti?cation matching. The /myNoti?cations/ 
noti?cationEndPoint/sequentialErrorCount (minOccurs:0 
maxOccurs:l) location contains the number of serious 
sequential errors detected While pushing noti?cations along 
this path. Once this reaches a predetermined count, the ser 
vice determines that the path is unreachable, and this noti? 
cationEndPoint is removed. 

The /myNoti?cations/noti?cationPreference (minOc 
curs:0 maxOccurs:l) /myNoti?cations/noti?cationPrefer 
ence/@changeNumber (minOccurs:l maxOccurs:l) /my 
Noti?cations/noti?cationPreference/@id (minOccurs:l 
maxOccurs:l) detail preference data. 
The /myNoti?cations/noti?cationPreference/doFirstPath 

(minOccurs:0 maxOccurs:l) optional element expresses the 
global SOAP-RP message path to route SOAP messages ?rst. 
The /myNoti?cations/noti?cationPreference/logPath (mi 
nOccurs:0 maxOccurs:l) optional element is a URI that 
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points to user supplied storage used to log noti?cations When 
they expire (as speci?ed in noti?cationTTL). 

The /myNoti?cations/noti?cationPreference/sequential 
ErrorCount (minOccurs:0 maxOccurs:l) location contains 
the number of serious sequential errors detected While push 
ing noti?cations along this path. Once this reaches a prede 
termined count, the service determines that the path is 
unreachable, and the doFirstPath is deleted. 

.NET Noti?cations (myNoti?cations)iSystem 
The system document is a global document for the service. 

Its content and meaning are independent of the Passport 
Unique ID (PUID) used to address the service, and the docu 
ment is read only to all users. The system document contains 
a set of base items common to all .NET My Services, and is 
optionally extended by each service to include service-spe 
ci?c global information. 

This schema outline illustrates the layout and meaning of 
the information found in the system document for the myNo 
ti?cations service: 

20 
sion (minOccurs:l maxOccurs:l), /system/systemVersion/ 
version/@minorVersion (minOccurs:l maxOccurs:l) 
attributes identify the system and version information of the 
.NET service. 

The /system/systemVersion/version/@majorVersion (mi 
nOccurs:l maxOccurs:l) attribute speci?es the major ver 
sion number of the .NET service, While the /system/system 
Version/version/@qfe (minOccurs:l maxOccurs:l) 
attribute speci?es the quick-?x engineering (QFE) version 
number of the .NET service. The /system/systemVersion/ 
version/@buildNumber (minOccurs:maxOccurs:l) 
attribute speci?es the build number of the .NET service. The 
/system/systemVersion/version/productReleaseName (mi 
nOccurs:l maxOccurs:l) element de?nes the major product 
release string (for example, “.NET My Services Beta 1”.) 
The /system/systemVersion/version/productlmplementa 

tionName (minOccurs:l maxOccurs:l) element de?nes the 
class of the service to differentiate betWeen different imple 
mentations. The /system/systemVersion/buildDate (minOc 

<sys:system changeNumbe =“...” instanceld=“...” 
xmlns:hs=“http://schemas.microsoft.com/hs/2002/04/core” 
xmlns:sys=“http ://schemas.microso?.com/hs/2002/04/myNoti?cations/system”> lnl 

<hs:version minorVersion= .. 

<hs:productReleaseNaIne>l"1</hs:productReleaseNaIne> 
<hs:productlmplementationName>1“ 1</hs :productlmplementationNaIne> 

<hs.schema nalnespace- schemaLocation ahas >O__Mbounded 

</sys:system> 

The meaning of the attributes and elements shoWn in the 
preceding sample document fragment are listed beloW. The 
/ system (minOccurs:l maxOccurs:l) element encapsulates 
the system document for the Microsoft® .NET Noti?cations 
service. The /system/@changeNumber (minOccurs:l 
maxOccurs:l)/system/@instanceld (minOccurs:0 maxOc 
curs:l)/system/systemVersion (minOccurs:l maxOc 
cursIl) /system/systemVersion/@changeNumber (minOc 
curs:l maxOccurs:l) /system/systemVersion/@id 
(minOccurs:l maxOccurs:l )/system/systemVersion/ver 
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curs:l maxOccurs:l) element de?nes the date and time that 
the .NET My Services system Was built, in UTC (Z-relative) 
form. The /system/systemVersion/buildDetails (minOc 
curs:l maxOccurs:l) /system/systemVersion/buildDetails/ 
@machine (minOccurs:l maxOccurs:l) attribute speci?es 
the machine that generated the build. The /system/systemVer 
sion/buildDetails/@type (minOccurs:l maxOccurs:l) 
attribute speci?es the type of build. A value of chk indicates 
that this is a checked or debug build. A value of fre indicates 
that this is a retail build. 














































