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TUNED RADIO FREQUENCY 
IDENTIFICATION (RFID) CIRCUIT USED AS 
A SECURITY DEVICE FOR WRISTBANDS 

AND PACKAGE SECURITY 

BACKGROUND OF INVENTION 

Apassive RFID circuit (transponder) generally consists of 
a tuned circuit, Which often takes the form of a external 
antenna Which receives both poWer and an information 
signal from the electromagnetic ?eld emanated by a second 
system component (RFID reader), and a integrated circuit, 
Which contains the microprocessor and memory components 
by Which the transponder decodes and respond to an inter 
rogation signal. 

BRIEF DESCRIPTION OF THE DRAWINGS 

FIG. 1 is a diagram of an RFID circuit of one embodi 
ment. 

DETAILED DESCRIPTION OF EMBODIMENTS 

The design of the tuned circuit, herein referred to as the 
“antenna”, can be carefully designed in order to facilitate 
satisfactory response to the ?eld emanated by the RFID 
reader. Con?guring the antenna such that disruption of the 
antenna by breaking one of the conductive traces of the 
antenna may be used to produce a tamper evident RFID 
device. Such RFID circuits can be used for Wristbands and 
security locking devices, such as package security. The 
proper con?guration and stability of passive components of 
the antenna (such as resistors and capacitors) can be required 
to maintain suitable performance of the antenna. A security 
device may be con?gured such that tampering With these 
passive components Will cause either impaired or Wholly 
di?ferent function of the device. Thus it is possible to 
con?gure a tamper evident RFID Whose function is altered 
by con?guring the passive components of the antenna. 
Further the device may be con?gured such that tampering 
With the components Will likely disrupt several components 
simultaneously thus rendering the tamper evident nature of 
the device more robust than one in Which tampering disrupts 
only one component. 

FIG. 1 shoWs an example of a tamper resistant RFID 
circuit. An RFID circuit of one embodiment can have a 
substrate 102, antenna portion 104 on the substrate 102 and 
a fold section 106 on the substrate 102. The fold section 106 
can contain an adhesive layer (shaded region). When the 
fold section 106 is folded together With the adhesive layer, 
at least one capacitor is created Which sets the RF response 
characteristics of the RFID circuit. 

In the RFID circuit 100 of FIG. 1, the elements A0 and B0 
With their corresponding elements Al and B 1 can form a pair 
of parallel plate capacitors in series or parallel (dependent on 
the absence/presence of conductive link M) With the induc 
tor coil 108 (part of the antenna pattern 104) and integrated 
circuit, IC. The capacitors can be formed by folding the 
?exible substrate 102 along the dotted line 1, Which is 
secured by an adhesive, such as a pressure sensitive adhe 
s1ve. 

An RFID Wristband With a robust tamper evident closure 
may be formed by the insertion of the strap 108 of the 
Wristband through the hole 106a and effecting the fastening 
of the Wristband by folding the circuit along line 1. Any 
attempt to cut the Wristband is likely to sever the circuit that 
extends through the band if the band is cut in any position. 
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Any attempt separate the adhesively joined sections is likely 
to disrupt the tuning of the circuit, such as by damaging the 
capacitors, and render the antenna non-functional. The 
antenna portion and/or capacitor(s) can be made of a con 
ductive ink material that is susceptible to damage. 
The substrate can have printed indicia, such as the line 1, 

along a centerline of the fold section. A strap 108 can ?t 
through the center hole 10611. The RFID antenna portion 104 
can extend through the strap portion 108. A connection 
region can be used to connect the antenna portion 104 to an 
RFID IC 110. When the strap 108 is adhered to the Wristband 
the RFID antenna portion 104 can extend completely around 
the Wristband such that the Wristband cannot be cut oif 
Without modifying the RF response of the RFID circuit. 
One embodiment of the present invention is an RFID 

Wristband comprising a substrate 102, an antenna portion 
104 on the substrate 102; a strap 108 on the substrate 102; 
and a fold section 106 on the substrate 102. The fold section 
106 can contain an adhesive layer (shaded region) and 
Wherein When the fold section 100 is folded together With 
the adhesive layer at least one capacitor is created Which set 
the RF response of the RFID circuit. The fold section can 
have hole 10611 that the strap 108 ?ts into such that adhesive 
layer of the fold section 106 can hold the strap 108 in place. 
When the strap 108 is held in place With the adhesive. The 
strap 108 can be positioned apart from any capacitor. 
The foregoing description of preferred embodiments of 

the present invention has been provided for the purposes of 
illustration and description. It is not intended to be exhaus 
tive or to limit the invention to the precise forms disclosed. 
Many modi?cations and variations Will be apparent to one of 
the ordinary skill in the relevant arts. The embodiments Were 
chosen and described in order to best explain the principles 
of the invention and its partial application, thereby enabling 
others skilled in the art to understand the invention for 
various embodiments and With various modi?cations that 
are suited to the particular use contemplated. It is intended 
that the scope of the invention is de?ned by the claims and 
their equivalents. 
What is claimed is: 
1. An RFID circuit comprising: 
an antenna portion on substrate, 
a fold section; 
Wherein the fold section contains an adhesive layer and 

Wherein When the fold section is folded together With 
the adhesive layer at least one capacitor is created 
Which set the RF 

response characteristics of the RFID circuit; 
Wherein the fold section has a center hole and the sub 

strate has a strap that ?ts through the center hole, the 
strap having an RFID antenna portion that extends 
through the center hole When the strap is placed 
through the center hole and the fold section is folded 
doWn. 

2. The RFID circuit of claim 1, Wherein at least one 
capacitor Would be damaged if the fold section is ripped 
apart after the fold section is folded doWn. 

3. The RFID circuit of claim 1, Wherein the substrate has 
printed indicia shoWing a center line of the fold section. 

4. The RFID circuit of claim 1, Wherein the strap is 
adhered With the adhesive layer With the fold section is 
folded doWn. 

5. The RFID circuit of claim 4, Wherein When the strap is 
adhered to the fold section the RFID circuit forms a Wrist 
band. 

6. The RFID circuit of claim 5, Wherein When the strap is 
adhered to the fold section the RFID antenna portion extends 
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completely around the Wristband such that the Wri stband can 
not be cut off Without modifying the RF response of the 
RFID circuit. 

7. The RFID circuit of claim 1, further comprises an RFID 
IC attached to a connector region. 

8. The RFID circuit of claim 1, Wherein the RFID circuit 
is an RFID Wristband. 

9. The RFID circuit of claim 1, Wherein the RFID circuit 
is a security locking device. 

10. An RFID Wristband comprising; 

a substrate; 
an antenna portion of the substrate; 
a strap on the substrate; and 
a fold section on the substrate; Wherein the fold section 

contains an adhesive layer and Wherein When the fold 
section is folded together With the adhesive layer at 
least one capacitor is created Which sets the RF 
response of the RFID circuit, Wherein the fold section 
has a hole that the strap portion ?ts into such that 
adhesive layer of the fold section can hold the strap in 
place; 
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Wherein the strap has an RFID antenna portion that 

extends that through the center hole When the strap is 
placed through the center hole and the fold section is 
folded doWn. 

11. The RFID Wristband of claim 10, Wherein When the 
strap is held in place With the adhesive, the strap is not under 
the any of the capacitors. 

12. The RFID Wristband of claim 10, Wherein at least one 
capacitor can be damaged When the fold is ripped apart after 
the fold section is folded doWn. 

13. The RFID Wristband of claim 10, Wherein the sub 
strate has printed indicia shoWing a center line of the fold 
section. 

14. The RFID Wristband of claim 10, Wherein When the 
strap is adhered to the Wristband the RFID antenna portion 
extends completely around the Wristband such that the 
Wristband can not be cut off Without modifying the RF 
response of the RFID circuit. 

15. The RFID Wristband of claim 10, further comprises an 
RFID IC attached to a connector region. 

* * * * * 


