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RADIO FREQUENCY IDENTIFICATION 
INTERROGATION SYSTEMS AND METHODS OF 

OPERATING THE SAME 

[0001] This application claims the bene?t of US. Provi 
sional Application No. 60/706,822, entitled “System and 
Method for AutoID Related to Tubular Structures,” ?led on 
Aug. 9, 2005, Which is incorporated herein by reference. 

TECHNICAL FIELD 

[0002] The present invention is directed, in general, to 
communication systems and, more speci?cally, to radio 
frequency identi?cation (RFID) interrogation systems and 
methods of operating the same. 

BACKGROUND 

[0003] Asset tracking for the purposes of inventory control 
or the like is employed in a multitude of industry sectors 
such as in the food industry, apparel markets and any 
number of manufacturing sectors, to name a feW. In many 
instances, a bar coded tag or radio frequency identi?cation 
(RFID) tag is af?xed to the asset and a reader interrogates the 
item to read the tag and ultimately to account for the asset 
being tracked. Although not readily adopted, RFID systems 
may be employed on a more granular level to track RFID 
objects (items With an RFID tag) at the unit level as opposed 
at the pallet level. Additionally, RFID systems may be 
employed in security and military applications to track RFID 
objects including people With RFID tags af?xed thereto. 

[0004] As mentioned above, there is a Widespread practice 
in other ?elds for counting, tracking and accounting for 
items, and tWo of the more prevalent and loWest cost 
approaches involve various types of bar coding and RFID 
techniques. As With bar coding, the RFID techniques are 
primarily used for automatic data capture and, to date, the 
technologies are generally not compatible With the counting 
of RFID objects at the unit level. A reason for the incom 
patibility in the supply chain ?eld for the bar coding and 
RFID techniques is a prerequisite to identify items in noisy 
environments. 

[0005] Even in vieW of the foregoing limitations for the 
application of RFID techniques in less than ideal conditions, 
RFID tags have been compatible With a number of arduous 
environments. In the pharmaceutical industry, for instance, 
RFID tags have survived manufacturing processes that 
require products to be sterilized for a period of time at over 
120 degrees Celsius. Products are autoclaved While mounted 
on steel racks tagged With an RFID tag such that a rack 
identi?cation (ID) number and time/date stamp can be 
automatically collected at the beginning and end of the 
process as the rack travels through the autoclave on a 
conveyor. The RFID tags can be speci?ed to Withstand more 
than 1000 hours at temperatures above 120 degrees Celsius. 

[0006] While identi?cation tags or labels may be able to 
survive the dif?cult conditions associated With medical 
applications, there is yet another challenge directed to 
attaching an identi?cation element to any small device. The 
RFID tags are frequently attached to devices by employing 
mechanical techniques or may be af?xed With seWing tech 
niques. A more common form of attachment of an RFID tag 
to a device is by bonding techniques including encapsulation 
or adhesion. 
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[0007] While manufacturers have multiple options for 
bonding, critical disparities betWeen materials may exist in 
areas such as biocompatibility, bond strength, curing char 
acteristics, ?exibility and gap-?lling capabilities. A number 
of bonding materials are used in the assembly and fabrica 
tion of both disposable and reusable medical devices, many 
of Which are certi?ed to United States Pharmacopoeia Class 
VI requirements. These products include epoxies, silicones, 
ultraviolet curables, cyanoacrylates, and special acrylic 
polymer formulations. 

[0008] As previously mentioned, familiar applications for 
RFID techniques include “smart labels” in airline baggage 
tracking and in many stores for inventory control and for 
theft deterrence. In some cases, the smart labels may com 
bine both RFID and bar coding techniques. The tags may 
include batteries and typically only function as read only 
devices or as read/Write devices. Less familiar applications 
for RFID techniques include the inclusion of RFID tags in 
automobile key fobs as anti-theft devices, identi?cation 
badges for employees, and RFID tags incorporated into a 
Wrist band as an accurate and secure method of identifying 
and tracking prison inmates and patrons at entertainment and 
recreation facilities. Within the medical ?eld, RFID tags 
have been proposed for tracking patients and patient ?les, 
employee identi?cation badges, identi?cation of blood bags, 
and process management Within the factories of manufac 
turers making products for medical practice. 

[0009] Typically, RFID tags Without batteries (i.e., passive 
devices) are smaller, lighter and less expensive than those 
that are active devices. The passive RFID tags are typically 
maintenance free and can last for long periods of time. The 
passive RFID tags are relatively inexpensive, often as small 
as an inch in length, and about an eighth of an inch in 
diameter When encapsulated in hermetic glass cylinders. 
Recent developments indicate that they Will soon be even 
smaller. Considering only a single RFID standard as an 
example, the EPC UHF RFID tags can be encoded With 64 
or more bits of data that represent a large number of unique 
ID numbers (e.g., about l8,446,744,073,709,55l,6l6 unique 
ID numbers). Obviously, this number of encoded data pro 
vides more than enough unique codes to identify every item 
used in a surgical procedure or in other environments that 
may bene?t from asset tracking. 

[0010] An important attribute of RFID interrogation sys 
tems is that a number of RFID tags should be interrogated 
simultaneously stemming from the signal processing asso 
ciated With the techniques of impressing the identi?cation 
information on the carrier signal. A related and desirable 
attribute is that there is not typically a minimum separation 
required betWeen the RFID tags. Using an anti-collision 
algorithm, multiple RFID tags may be readily identi?able 
and, even at an extreme reading range, only minimal sepa 
ration (e.g., ?ve centimeters or less) to prevent mutual 
de-tuning is generally necessary. Most other identi?cation 
systems, such as systems employing bar codes, usually 
impose that each device be interrogated separately. The 
ability to interrogate a plurality of closely spaced RFID tags 
simultaneously is desirable for applications requiring rapid 
interrogation of a large number of items. 

[0011] In general, the sector of radio frequency identi? 
cation is one of the fastest groWing areas Within the ?eld of 
automatic identi?cation and data collection. A reason for the 
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proliferation of RFID systems is that RFID tags may be 
af?xed to a variety of diverse objects (also referred to as 
“RFID objects”) and a presence of the RFID tags may be 
detected Without actually physically vieWing or contacting 
the RFID tag. As a result, multiple applications have been 
developed for the RFID systems and more are being devel 
oped every day. 

[0012] The parameters for the applications of the RFID 
systems vary Widely, but can generally be divided into three 
signi?cant categories. First, an ability to read the RFID tags 
rapidly. Another category revolves around an ability to read 
a signi?cant number of the RFID tags simultaneously (or 
nearly simultaneously). A third category stems from an 
ability to read the RFID tags reliably at increased ranges or 
under conditions Wherein the radio frequency signals have 
been substantially attenuated. While signi?cant progress has 
been made in the area of reading multiple RFID tags almost 
simultaneously (see, for instance, US. Pat. No. 6,265,962 
entitled “Method for Resolving Signal Collisions BetWeen 
Multiple RFID Transponders in a Field,” to Black, et al., 
issued Jul. 24, 2001, Which is incorporated herein by refer 
ence), there is still room for signi?cant improvement in the 
area of reading the RFID tags reliably at increased ranges or 
under conditions When the radio frequency signals have 
been substantially attenuated. 

[0013] Accordingly, What is needed in the art is radio 
frequency identi?cation interrogation systems and related 
methods to identify and account for all types of items 
regardless of the environment or application that overcomes 
the de?ciencies of the prior art. Additionally, What is needed 
in the art is a radio frequency identi?cation interrogation 
system that provides a location of a radio frequency iden 
ti?cation object. Also, What is needed in the art is radio 
frequency identi?cation tags that facilitate higher sensitivity 
reading and exhibit characteristics that protect the integrity 
of the information associated thereWith. 

SUMMARY OF THE INVENTION 

[0014] These and other problems are generally solved or 
circumvented, and technical advantages are generally 
achieved, by advantageous embodiments of the present 
invention Which includes an interrogation system and 
method of operating the same. In one embodiment, the 
interrogation system includes a structure having a plurality 
of modules and a Washer located Within one of the plurality 
of modules including a radio frequency identi?cation 
(RFID) tag With a code. The interrogation system also 
includes an interrogator con?gured to read the RFID tag and 
discern a type of structure based on information about the 
plurality of modules from the code. 

[0015] In another aspect, the present invention provides an 
interrogation system including a structure including a plu 
rality of sections, Wherein each of the sections includes an 
RFID tag. The interrogation system also includes an inter 
rogator Within the structure con?gured to read the RFID tags 
and discern a location of the interrogator Within the struc 
ture. 

[0016] The foregoing has outlined rather broadly the fea 
tures and technical advantages of the present invention in 
order that the detailed description of the invention that 
folloWs may be better understood. Additional features and 
advantages of the invention Will be described hereinafter 
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Which form the subject of the claims of the invention. It 
should be appreciated by those skilled in the art that the 
conception and speci?c embodiment disclosed may be 
readily utiliZed as a basis for modifying or designing other 
structures or processes for carrying out the same purposes of 
the present invention. It should also be realiZed by those 
skilled in the art that such equivalent constructions do not 
depart from the spirit and scope of the invention as set forth 
in the appended claims. 

BRIEF DESCRIPTION OF THE DRAWINGS 

[0017] For a more complete understanding of the present 
invention, reference is noW made to the folloWing descrip 
tions taken in conjunction With the accompanying draWings, 
in Which: 

[0018] FIG. 1 illustrates a diagram of an embodiment of an 
RFID interrogation system constructed in accordance With 
the principles of the present invention, 

[0019] FIG. 2 illustrates a block diagram of an embodi 
ment of a reply code from an RFID tag in response to a query 
by an interrogator constructed in accordance With the prin 
ciples of the present invention, 

[0020] FIG. 3 illustrates a Waveform diagram of an exem 
plary one-bit cell of a response from an RFID tag to an 
interrogator in accordance With the principles of the present 
invention, 
[0021] FIG. 4 illustrates a block diagram of an embodi 
ment of a reply code from an RFID tag in response to a query 
by an interrogator constructed in accordance With the prin 
ciples of the present invention, 

[0022] FIGS. 5 to 7 illustrate block diagrams of alternative 
embodiments of RFID tags constructed in accordance With 
the principles of the present invention, 

[0023] FIGS. 8A and 8B illustrate diagrams of embodi 
ments of a Washer employable With a structure in accordance 
With the principles of the present invention, 

[0024] FIG. 9 illustrates a side vieW of an embodiment of 
a section of a module of a structure in accordance With the 

principles of the present invention, 

[0025] FIG. 10 illustrates a diagram of an embodiment of 
a Washer employable With a structure in accordance With the 
principles of the present invention, 

[0026] FIGS. 11A and 11B illustrate side vieWs ofembodi 
ments of Washers employable With a structure in accordance 
With the principles of the present invention, 

[0027] FIGS. 12A to 12C illustrate diagrams of an 
embodiment of a structure in accordance With the principles 
of the present invention, 

[0028] FIG. 13 illustrates a diagram of an embodiment of 
an interrogation system in accordance With the principles of 
the present invention, and 

[0029] FIG. 14 illustrates a diagram of an embodiment of 
an interrogation system in accordance With the principles of 
the present invention. 

DETAILED DESCRIPTION OF ILLUSTRATIVE 
EMBODIMENTS 

[0030] The making and using of the presently preferred 
embodiments are discussed in detail beloW. It should be 
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appreciated, however, that the present invention provides 
many applicable inventive concepts that can be embodied in 
a Wide variety of speci?c contexts. The speci?c embodi 
ments discussed are merely illustrative of speci?c Ways to 
make and use the invention, and do not limit the scope of the 
invention. The present invention Will be described With 
respect to exemplary embodiments in a speci?c context, 
namely, interrogation systems and methods of operating the 
same. 

[0031] Referring initially to FIG. 1, illustrated is a diagram 
of an embodiment of an RFID interrogation system con 
structed in accordance With the principles of the present 
invention. The RFID interrogation system includes an inter 
rogator 110 With a transmitter 120, a receiver 130, and a 
controller 140. The interrogator 110 energiZes an RFID tag 
150 located on an RFID object 160 and then receives the 
encoded radio frequency (RF) energy (re?ected or transmit 
ted) from the RFID tag 150, Which is detected and decoded 
by the receiver 130. The controller 140 provides overall 
control of the interrogator as Well as providing reporting 
functions. Additionally, the interrogator typically includes a 
data input/ output port, keyboard, display, poWer conditioner, 
poWer source, battery, antennas, and a housing. An example 
of an interrogator is provided in US. Pat. No. 7,019,650, 
entitled “Interrogator and Interrogation System Employing 
the Same,” to Volpi, et al., issued Mar. 28, 2006, and US. 
Publication No. 2005/0201450, entitled “Interrogator and 
Interrogation System Employing the Same,” to Volpi, et al., 
?led Mar. 3, 2005, Which are incorporated herein by refer 
ence. For examples of related RFID systems, see US. Patent 
Publication No. 2006/0017545, entitled “Radio Frequency 
Identi?cation Interrogation Systems and Methods of Oper 
ating The Same,” to Volpi, et al., ?led Mar. 25, 2005, and 
US. Patent Publication No. 2006/0077036, entitled “Inter 
rogation System Employing Prior Knowledge About an 
Object to Discern an Identity Thereof,” to Roemerman, et 
al., ?led Sep. 29, 2005, Which are incorporated herein by 
reference. 

[0032] Additionally, the RFID interrogation system may 
be employed With multiple RFID objects and With different 
types of RFID tags. For example, the RFID tags may be 
passive, passive With active response, and fully active. For 
a passive RFID tag, the transmitted energy provides a source 
to charge an energy storage device Within the RFID tag. The 
stored energy is used to poWer a response from the RFID tag 
Wherein a matching impedance and thereby a re?ectivity of 
the RFID tag is altered in a coded fashion of ones (“1”) and 
Zeros (“0”). At times, the RFID tag Will also contain a 
battery to facilitate a response therefrom. The battery can 
simply be used to provide poWer for the impedance match 
ing/mismatching operation described above, or the RFID tag 
may even possess an active transmitting function and may 
even respond at a frequency different from a frequency of 
the interrogator. Any type of tag (e.g., RFID tag) Whether 
presently available or developed in the future may be 
employed in conjunction With the RFID interrogation sys 
tem. Additionally, the RFID objects (i.e., an object With an 
RFID tag) may include more than one RFID tag, each 
carrying different information (e.g., object speci?c or sen 
sors reporting on the status of the object) about the RFID 
object. The RFID tags may also include more than one 
integrated circuit, each circuit including different coded 
information for a bene?t of the interrogation system. For an 
example ofa passive RFID tag, see US. Pat. No. 6,859,190 
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entitled “RFID Tag With a Quadrupler or N-Tupler Circuit 
for E?icient RF to DC Conversion,” to Pillai, et al., issued 
on Feb. 22, 2005, and US. Pat. No. 6,618,024 entitled 
“Holographic Label With a Radio Frequency Transponder,” 
by Adair, et al., issued Sep. 9, 2003, Which are incorporated 
herein by reference. Of course, other types of RFID tags 
including surface acoustic Wave identi?cation tags such as 
disclosed in US. Patent Application Publication No. 2003/ 
0111540 entitled “Surface Acoustic Wave Identi?cation Tag 
having Enhanced Data Content and Methods of Operation 
and Manufacture Thereof,” to Hartmann, ?led Dec. 18, 
2001, Which is incorporated herein by reference, may be 
employed in conjunction With the principles of the present 
invention. 

[0033] Turning noW to FIG. 2, illustrated is a block 
diagram of an embodiment of a reply code from an RFID tag 
in response to a query by an interrogator constructed accord 
ing to the principles of the present invention. In the present 
embodiment, the reply code (also referred to as “code”) 
includes three sections, namely, a preamble 210, a cyclic 
redundancy check (CRC) ?eld 220 to check for bit errors, 
and a tag identi?cation (ID) code 230 that uniquely speci?es 
an RFID tag. In this example, the preamble 210 is a ?xed 
length having eight bits, the CRC ?eld 220 is 16 bits and the 
tag ID code 230 is either 64 or 96 bits. Of course, the length 
of the respective sections of the reply code and the sections 
that form the reply code may be modi?ed including the 
addition of additional or different sections and still fall 
Within the broad scope of the present invention. The bits of 
the reply code are generated sequentially or serially at a rate 
determined by an oscillator acting like a clock Within the 
RFID tag. The frequency of the oscillator is synchroniZed to 
a clock of an interrogator during the initial interrogation by 
the interrogator. 

[0034] The interrogator may employ the tag ID code 230 
to more de?nitively detect and identify a speci?c RFID tag 
and a digital signature associated With the RFID tag. More 
speci?cally, it is possible to detect an RFID tag employing 
portions of or the entirety of the reply code. As an example, 
the interrogator may employ the tag ID code 230 only to 
detect a presence of an RFID tag or employ the additional 
bits available from the CRC ?eld 220 as Well as the 
preamble 210 or other sections of the reply code to create a 
longer and more sensitive data stream for processing and 
identifying an RFID tag. Also, in a conventional reader 
mode, the RFID tags may be detected via incoming RF 
energy and Without apriori knoWledge of any information 
about the RFID tag. In this instance, a relatively strong 
signal incident on the interrogator is preferable to generate 
a suf?ciently positive signal to noise ratio (SNR) to reliably 
detect the incoming signal and, ultimately, the presence of 
the RFID tag. 

[0035] Turning noW to FIG. 3, illustrated is a Waveform 
diagram of an exemplary one-bit cell of a response from an 
RFID tag to an interrogator in accordance With the principles 
of the present invention. With a logical “1” response, Zero 
encoding is in a frequency shift keying (FSK) modulation 
format to distinguish logical “1” from logical “0,” but an 
on/ off nature of the backscatter return signal of the RFID tag 
is also actually an amplitude shift keying (ASK) signal. The 
shift in amplitude is detected by the interrogator and the 
frequency of operation determines Whether the detection 
represents a logical “1” or logical “0.” For a better under 
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standing of RFID tags, see “Technical Report 860 MHZ-930 
MHZ Class I Radio Frequency Identi?cation Tag Radio 
Frequency & Logical Communication Interface Speci?ca 
tion Candidate Recommendation,” Version 1.0.1, November 
2002, promulgated by the Auto-ID Center, Massachusetts 
Institute of Technology, 77 Massachusetts Avenue, Bldg 
3-449, Cambridge Mass. 02139-4307, and “EPC Radio 
Frequency Identity Protocols Class-1 Generation2-2 UHF 
RFID Protocol for Communications at 860-960 MHZ,” 
Version 1.09, January 2005, promulgated by EPCglobal Inc., 
Princeton Pike Corporate Center, 1009 Lenox Drive, Suite 
202, LaWrenceville N]. 08648,” Which are incorporated 
herein by reference. 

[0036] The backscatter return signal is embodied in the 
response from an RFID tag. A loW backscatter return signal 
is generated When the RFID tag provides a matched load so 
that any energy incident on the antenna of the RFID tag is 
dissipated Within the RFID tag and therefore not returned to 
the interrogator. Alternatively, a high backscatter return 
signal is generated When the RFID tag provides a mis 
matched load so that any energy incident on the antenna of 
the RFID tag is re?ected from the RFID tag and therefore 
returned to the interrogator. For more information, see 
“RFID Handbook,” by Klaus FinkenZeller, published by 
John Wiley & Sons, Ltd., 2”“1 edition (2003), Which is 
incorporated herein by reference. 

[0037] Turning noW to FIG. 4, illustrated is a block 
diagram of an embodiment of a reply code from an RFID tag 
in response to a query by an interrogator constructed accord 
ing to the principles of the present invention. The reply code 
(also referred to as a “code”) includes a preamble 410 
located at a fore end of the reply code, a CRC ?eld 420, a 
?rst tag ID code section 430, an aftamble (e.g., a midamble) 
440, a second tag ID code section 450 and another aftamble 
(e.g., a postamble) 460. For the purposes herein, the term 
“aftamble” refers to being located later in the bit stream after 
the preamble. The additional sections of the reply code such 
as the midamble 440 and the postamble 460 assist in 
establishing signal synchronization as Well as signal identi 
?cation or identi?cation type. The tag ID code is divided into 
at least tWo sections With the midamble 440 located in a 
middle section of the reply code inserted therebetWeen. The 
tag ID code includes information that more de?nitively 
alloWs for the detection and identi?cation of a speci?c RFID 
tag and a digital signature associated With the RFID tag. 
Finally, the postamble 460 is aft of the midamble 440 and 
forms the tail end of the reply code. 

[0038] With their location Within the reply code, as 
opposed to only a preamble at the beginning, the midamble 
440 and the postamble 460 are able to resynchroniZe the 
reply code or provide additional information as to the health 
or stability of the communication channel (e.g., fading) 
accommodating the reply code. The midamble 440 and 
postamble 460 also alloW for longer codes to be reliably read 
and detected or tolerate poorer oscillator performance With 
respect to, for instance, synchronization and drift. The 
preamble 410, midamble 440 and postamble 460 can be used 
to derive information about a quality of a clock associated 
With the RFID tag. The midamble 440 and postamble 460 
cooperating With the preamble 410 provides information to 
derive clock bias and drift rate more accurately than a 
preamble 410 by itself, especially With longer reply codes. 
The midamble 440 and postamble 460 cooperate With the 
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preamble 410 to alloW the interrogator to correct for clock 
bias and drift to improve the bit error rate of the reply code 
and the sensitivity of the interrogator. 

[0039] An interrogator may employ a correlating receiver 
to initially correlate on portions of the reply code such as the 
midamble 440, thereby using that information to gain addi 
tional timing integrity With regard to the incoming bit stream 
including the reply code over a communication channel. The 
additional timing integrity may then be used to practically 
alloW longer integration times for the correlating receiver. 
As a result, e?fective longer integration times Will directly 
contribute to better signal to noise ratios Without increasing 
false alarm rates and augment the detection properties of the 
interrogator. The aforementioned reply code Will be advan 
tageous as longer tag ID codes and, generally, reply codes 
are adopted, reading ranges are extended, and reading rates 
under less than ideal conditions are increased. 

[0040] The role of the midamble 440 and postamble 460 
may be extended beyond providing single ?xed codes for the 
RFID tags. For instance, the midamble 440 and postamble 
460 may also convey information as to identifying classes or 
subclasses of RFID tags and therefore the objects to Which 
they are attached. In this manner, the RFID tags may then be 
commanded to a quiet mode Wherein such RFID tags Will 
not contribute to responses or the response from the RFID 
tags may be included or rejected outright in the integration 
function of the correlating receiver of the interrogator. 

[0041] As mentioned above, the midamble 440 or post 
amble 460 provide enhanced timing information associated 
With reply code to better enable coherent integration in 
addition to or instead of non-coherent integration. Coherent 
integration is performed prior to correlation and has the 
advantage of increasing the received signal to noise ratio 
directly as ‘N’ Where N is the number of samples integrated. 
This is in contrast to non-coherent integration Which 
increases the received signal to noise ratio as the square root 
of N. Coherent integration, When possible, is preferable but 
is often dif?cult to implement due to a lack of timing 
information to be effectively implemented. The use of the 
midamble 440 or the postamble 460 facilitates coherent 
integration due to the better timing information provided 
With the reply code. 

[0042] It is also possible to look for speci?c code seg 
ments or fragments at knoWn locations Within the tag ID 
code(s). For example, if it is knoWn that the ?rst K bits of 
a tag ID code are dedicated to a speci?c manufacturer, then 
out of a group of RFID tags, only those RFID tags corre 
sponding to that speci?c manufacturer could be quickly 
identi?ed. Alternatively, there are many other speci?c code 
segments or fragments corresponding to, but not limited to, 
elements such as product type, date of manufacture, country 
of origin or any other useful information. The correlating 
receiver can correlate on speci?c segments of the reply code 
and quickly provide useful information to any query so 
directed. 

[0043] Alternatively, the interrogator may speci?cally 
look for segments or fragments as discussed above, but then 
use that information to reject such RFID tags. An example 
might be to look for items of a speci?c product that Were 
NOT made by a particular manufacturer. Other similar 
examples include, but are not limited to, elements such as: 
product type, date of manufacture, country of origin or any 
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other useful item of information. Those skilled in the art Will 
readily see from these examples that a number of population 
sorting methods can be achieved to achieve a Wide range of 
desired outcomes. A number of problems related to poor 
signal to noise ratios, large populations of RFID tags to be 
read, sorting of the RFID tags, and other similar problems 
can be addressed by these methods. 

[0044] The correlation of reply codes in the context of 
RFID interrogation systems as disclosed in Us. Publication 
No. 2005/0201450, entitled “Interrogator and Interrogation 
System Employing the Same,” to Volpi, et al., ?led Mar. 3, 
2005, Which is incorporated herein by reference, teaches 
about substantially improving receiver sensitivity When 
employing correlation techniques and spread spectrum tech 
niques to detect RFID tags. Those techniques are principally 
directed to increasing the sensitivity of the interrogator and 
do not speci?cally address improving the sensitivity of the 
RFID tag’s ability to detect a command therefrom. 

[0045] For instance, consider an RFID tag that includes a 
system for receiving a command enhanced by correlation 
and spread spectrum techniques. In one embodiment, the 
RFID tag includes a correlation subsystem dedicated to each 
relevant command from an interro gator. Whenever the inter 
rogator sent that command, that RFID tag’s ability to detect 
and thereby respond Would be signi?cantly enhanced. The 
number of commands detected in this manner varies With the 
application and type of RFID tag. This feature does not 
change any of the standard commands used for querying an 
RFID tag and comprehends using and detecting commands 
as de?ned by the speci?cations for that class of RFID tag. 

[0046] Alternatively, a series of neW commands may serve 
as queries from the interrogator. The commands or queries 
may have the unique properties of being from a set of 
orthogonal codes such as, Without limitation, families or 
sequences of codes from Walsh-Hadamard, Gold, ML and 
Kasami codes. Each code has speci?c properties, but all 
share the same property of orthogonality so that the cross 
correlation function betWeen any tWo codes Within a family 
is very loW. This greatly reduces the likelihood that a speci?c 
command detected by the correlating RFID tag Will be 
erroneously interpreted as being a different command. 
Another embodiment is to consider a speci?c interrogator 
command as a key. This is useful for high value or security 
applications. As an example, responses to subsequent que 
ries are only responded to by the interrogator and the RFID 
tag once an initial key is used and acknoWledged. 

[0047] Additionally, enhanced security can be achieved by 
con?guring the RFID tags to respond When at least tWo 
different interrogators each present a unique query Within a 
speci?ed time or order With respect to each other. In another 
embodiment, the interrogators may both provide a simulta 
neous query. The aforementioned RFID interrogation sys 
tems are valid for standard RFID tag decoding as Well as for 
correlating RFID tag decoding. They may also be used With 
active RFID tags Wherein the RFID tag’s responses can be 
at different bands and of more complex response types. 
These embodiments are particularly useful for high value 
objects or for security applications such as, Without limita 
tion, shipping high value cargo and for unique identi?cation 
in counter-terrorism applications. 

[0048] As mentioned above, for a correlating receiver, the 
RFID reply code can be generated using sequences from 
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orthogonal codes such as, Without limitation, Walsh-Had 
amard, ML, Gold, and Kasami codes. The tag ID codes 
generated using these sequences Will in general have good 
cross correlation characteristics. 

[0049] Of course, “o?f-the-shelf” codes from standard 
RFID tags may be employed to advantage as Well. The 
“standard RFID tags” might include the data represented in 
a standard bit pattern of an electronic product code (EPC) 
RFID tag, or any other data load Which complies With a 
pre-determined set of rules. In conjunction thereWith, all of 
the data bits loaded in an RFID tag, or only a portion, such 
as the manufacturer’s code, may be employed to advantage. 
The cross correlation characteristics may not be as good, but 
the correlating receiver Will still provide better results than 
a conventional receiver When employed to detect standard, 
non-orthogonal codes. 

[0050] The use of standard tags alloWs signi?cant 
improvements in many useful processes such as for the so 
called “x-ray reading” processes in Which RFID objects 
(e.g., pallets loaded With several tagged cartons) are to be 
interrogated to detect the RFID tags thereon including the 
RFID tags embedded deep inside the stack of cartons. This 
process is also useful in medical and veterinarian applica 
tions, Where RFID tags may be so deeply embedded in 
tissue, organic ?uids, or other materials, that the link margin 
betWeen the RFID tag and the interrogator is degraded. 
Those skilled in the art Will readily see that the use of a 
correlating receiver With data content based on some apriori 
standard, but not necessarily a pseudo noise (PN) code 
chosen for optimal signal processing considerations, has a 
very large number of useful applications, and represents a 
technique to improve a large number of processes in a 
number of ?elds such as, Without limitation, logistics, mate 
rial handling, process control, medical, veterinary, and mili 
tary applications. 

[0051] Turning noW to FIGS. 5 to 7, illustrated are block 
diagrams of alternative embodiments of RFID tags con 
structed in accordance With the principles of the present 
invention. RFID tags can, in some circumstances, become 
unWanted, or even a haZard. In these situations, it is desir 
able to have a technique to ensure that the RFID tag cannot 
function. For instance, the electronic product code (EPC) 
standards provide a “kill” function in Which an RFID tag can 
be instructed to never respond again to any inquiries. To 
invoke this “kill” function, an interrogator may instruct the 
RFID tag to not respond. 

[0052] There are many cases, hoWever, When the kill 
function is not adequate, or is impractical. For example, in 
the case of the RFID tagging of ordnance, With one purpose 
being to ?nd unexploded ordnance (UXO), there is no Way 
to knoW apriori Which RFID objects Will operate properly, 
and Which Will be “duds” and thereby become UXO. It is 
desirable in this sort of circumstance to knoW that most or 
all of the RFID tags Which are no longer of interest (such as 
those Which had been attached to munitions that did func 
tion), do not function or respond to interrogation. Inasmuch 
as the RFID tags are very small, and are mechanically very 
strong, there is a possibility that the RFID tags Will continue 
to function, even after the explosion of a bomb. So, it is of 
interest to devise a technique to disable the RFID tags that 
is simple, reliable, inexpensive, and Which does not rely on 
a interrogator or the like to instruct the RFID tag to invoke 
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