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EVENT COMMUNICATION SYSTEM FOR
PROVIDING USER ALERTS

FIELD OF THE INVENTION

[0001] The present invention relates to electronic commu-
nication systems, and more particularly to an electronic
events notification system.

BACKGROUND OF THE INVENTION

[0002] In an emergency situation such as a fire, severe
weather, a school shooting, or an act of terrorism, parents of
children enrolled in a school affected by the emergency need
to be notified of the situation and of what course of action
to take. The most common emergency notification system
for schools, however, is the phone tree. It can take hours to
complete a phone tree, and the messages that find their way
to parents are often inconsistent or incomplete. Furthermore,
the situation may change before parents get the original
message.

[0003] For non-emergency situations, such as school
scheduled event or school sport scheduling changes, noti-
fying parents of the changes in activities or scheduling is
generally done through paper notices sent home with chil-
dren. Parents may miss the paper notification for any number
of reasons resulting in missed activities or the inconvenience
of arriving for an activity that is scheduled for a later time.

[0004] Some electronic notification systems enable par-
ents to become apprised of both emergency situations and
school scheduling changes. However, the notification sys-
tems have drawbacks. For example, registration on an alert
system may be time consuming and complicated if several
registration steps and website visits are required to complete
registration. Another problem may arise when electronic
devices are used to notify parents. Device address entry
processes may be problematic because a parent may not
know if the contact device address is entered correctly or if
the notification system is accurate until after an alert situa-
tion arises. This prevents a parent from responding to a
situation in the same manner if the alert had been sent
correctly. Even if the correct contact information is entered
into a notification system, notification groups may be incom-
plete or inaccurate. Parents may not have a way to verify that
they are members of desired notification groups and thus
may not receive alerts from groups they thought they would.
Another potential drawback to a notification system is that
devices entered into a notification system may be unavail-
able to parents, and thus parents may be unable to check
whether alerts have been sent.

[0005] Accordingly, there is a need for a method and
apparatus that provides an improved notification system.
The present invention fulfills these and other needs, and
offers other advantages over the prior art.

SUMMARY OF THE INVENTION

[0006] To overcome limitations in the prior art described
above, and to overcome other limitations that will become
apparent upon reading and understanding the present speci-
fication, the present invention discloses a system, apparatus
and method for providing alerts using an event communi-
cation system. In one embodiment, a method for testing an
event communication system involves facilitating entry by a
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user of one or more device addresses via a network acces-
sible user interface of the event communication system. The
device addresses are associated with alerts provided by the
event communication system. Test alert messages are sent
via the user interface targeted for the device addresses. The
test alert messages are confirmed to have been received at
one or more devices corresponding to the device addresses,
and thereafter alerts are sent to one or more user devices
corresponding to the one or more tested device addresses in
response to predetermined events occurring at a school.

[0007] In more particular embodiments, associating the
one or more device addresses with alerts involves associat-
ing the one or more device addresses with a plurality of alert
classifications. The alert classifications may include a plu-
rality of alert levels and/or a plurality of subject matter
classifications. Associating the one or more device addresses
with the plurality of alert classifications may involve select-
ing spaces in a grid presented via the network accessible user
interface. Each selection of a space in a grid creates an
association between a selected alert classification of the
plurality of classifications and a selected device address of
the one or more device addresses. In other, more particular
embodiments, the method further involves sending a con-
firmation message from the one or more user devices in
response to receiving the test messages at the one or more
user devices and/or indicating successful reception of the
confirmation message via the user interface.

[0008] In another embodiment of the invention, a system
includes one or more data communications networks. A user
manager module is configured to, for each student at one or
more schools, store a device address that can be used to
access a communications device of a person responsible for
each student via the data communications networks. An
alerts module is capable of communicating with the user
manager module and configured to receive an event notifi-
cation via an authority associated with the one or more
schools, and send an alert to selected device addresses in
response to the event notification. A user interface module is
capable of processing user inputs and outputs via one of the
data communications networks. The user interface module is
capable of communicating with the user manager module
and alerts module. The user interface module is configured
to, for a selected person responsible for at least one of the
students, enable the sending of a test message by the selected
responsible person via the alerts module to the device
address that can be used to access the communication device
of the selected responsible person.

[0009] In another embodiment of the invention, a method
involves storing on a database personal identity information
associated with a student at a school. Entry of registration
information via a network user interface is facilitated for a
person responsible for the student who has personal knowl-
edge of the personal identity information. A specified por-
tion of the personal identity information and the registration
information is compared. The responsible person is regis-
tered with the system based on a successtul comparison of
the specified portion of the personal identity information and
the registration information. Alerts are provided via a data
communications network to one or more communications
devices accessible by the responsible person based on the
registration.

[0010] In more particular embodiments, the method
involves facilitating entry of personal identity data associ-
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ated with the responsible person secure via the network user
interface in response to the registration for purposes of
storing the personal identity data associated with the respon-
sible person on the database. Storing on the database the
personal identity information associated with the student at
the school may include importing the personal identity
information from a legacy data source and/or setting a
default alert configuration used for providing alerts via the
data communications network to the one or more commu-
nications devices accessible by the responsible person. The
responsible person may be provided secure access to the
database for purposes of modifying the default alert con-
figuration.

[0011] In other, more particular embodiments, storing on
the database the personal identity information associated
with the student comprises storing a question and answer,
wherein the person responsible for the student has personal
knowledge of the answer. Storing on the database the
personal identity information associated with the student
may involve storing at least one of a school name, a state
name, a home phone number, and a birth date of the student.

[0012] In another embodiment of the invention, a method
involves providing a user interface of an event communi-
cation system that is accessible by an administrator of one or
more schools. The definition of groups associated with the
one or more schools is facilitated for the administrator via
the user interface. The adding of members to the groups is
facilitated for the administrator via the user interface. At
least one of the groups is selected for reception of alerts via
the user interface. Alerts are sent from the event communi-
cations systems to devices of the members of the at least one
selected group.

[0013] In more particular embodiments, facilitating the
definition of groups involves defining groups associated
with school activities. Facilitating the adding of members to
the groups may involve selecting a school from a list of the
one or more schools. A list of members associated with the
selected school may be selectable for addition to the group
based on the selection of the selected school. In addition, a
list of existing groups associated with the selected school
may be selectable for addition to the group based on the
selection of the selected school. In the latter case, adding
members to the groups may involve selecting an existing
group from the list of existing groups, wherein a list of
members associated with the selected existing group are
selectable for addition to the group based on the selection of
the selected existing group.

[0014] In other, more particular embodiments, facilitating
the definition of groups comprises forming an alert hierarchy
having a plurality of groups within each of the one or more
schools. Sending the alert may involve sending the alert to
a selected school, so that the alert is sent to the plurality of
groups within the selected school. Forming the alert hierar-
chy may further involve forming one or more districts, so
that each of the one or more schools is within selected ones
of the one or more districts. In this case, sending the alerts
may involve sending the alert targeted for a selected district
of the one or more districts, and then sending the alert to
each group within each school within the selected district.

[0015] In another embodiment of the invention, a method
involves facilitating network registration by a person having
responsibility for a student to receive electronic alerts relat-
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ing to the student. Alerts are electronically sent to a device
of the responsible person via one or more data communi-
cations networks in response to an event affecting the
student. Historical copies of data relating to the alerts are
stored in a persistent storage. Access to the historical copies
is provided to the responsible person via a network acces-
sible user interface.

[0016] In more particular embodiments, providing access
to the historical copy of the data involves providing the
capability to search through the historical data via the
network accessible user interface. The method may further
involve detecting that the responsible person viewed the
historical copies of the data relating to the alerts, and storing
in the database records of whether the responsible person
viewed the historical copies of the data relating to the alerts.

[0017] In other, more particular embodiments, storing the
historical copies of data relating to the alerts in the persistent
storage involves storing text messages contained in the alerts
and/or storing at least one of dates, times, alert categories,
and senders of the alerts. The method may also involve
checking an age of the historical copies, and preventing
automatic deletion of historical copies that satisfy a prede-
termined age.

[0018] These and various other advantages and features of
novelty which characterize the invention are pointed out
with particularity in the claims annexed hereto and form a
part hereof. However, for a better understanding of the
invention, its advantages, and the objects obtained by its use,
reference should be made to the drawings which form a
further part hereof, and to accompanying descriptive matter,
in which there are illustrated and described specific
examples of a system, apparatus, and method in accordance
with the invention.

BRIEF DESCRIPTION OF THE DRAWINGS

[0019] The invention is described in connection with the
embodiments illustrated in the following diagrams.

[0020] FIG. 1 is a block diagram illustrating a use case
scenario according to an embodiment of the invention;

[0021] FIG. 2 is a block diagram illustrating a system level
arrangement according to an embodiment of the invention;

[0022] FIG. 3 is a block diagram illustrating a software
architecture according to an embodiment of the invention;

[0023] FIGS. 4A and 4B are block diagrams illustrating
network configurations according to embodiments of the
invention;

[0024] FIG. 5 is a block diagram illustrating a registration
process according to an embodiment of the invention;

[0025] FIGS. 6 is a flowchart illustrating registration pro-
cedures according to embodiments of the invention;

[0026] FIGS. 7A, 7B, 7C, and 7D are user interface
diagrams illustrating registration interfaces according to
embodiments of the invention;

[0027] FIG. 8 is a block diagram illustrating a test message
process according to an embodiment of the invention;

[0028] FIG. 9 is a flowchart illustrating a test message
procedure according to an embodiment of the invention;
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[0029] FIGS. 10A, 10B, and 10C are user interface dia-
grams illustrating a test message interface according to
embodiments of the invention;

[0030] FIG. 11 is a block diagram illustrating user mem-
bership verification and modification processes according to
an embodiment of the invention;

[0031] FIG. 12 is a flowchart illustrating a group mem-
bership procedure according to an embodiment of the inven-
tion;

[0032] FIGS. 13A and 13B are user interface diagrams

illustrating a group management interface according to
embodiments of the invention;

[0033] FIG. 14 is a block diagram illustrating user access
to alerts via a user’s online profile according to an embodi-
ment of the invention;

[0034] FIG. 15 is a flowchart illustrating a procedure for
accessing alerts via an online profile history according to an
embodiment of the invention; and

[0035] FIGS. 16A and 16B are user interface diagrams
illustrating an alert history interface according to an embodi-
ment of the invention.

DETAILED DESCRIPTION

[0036] In the following description, reference is made to
the accompanying drawings which form a part hereof, and
in which is shown by way of illustration particular embodi-
ments in which the invention may be practiced. It is to be
understood that other embodiments may be utilized, as
structural and operational changes may be made without
departing from the scope of the present invention.

[0037] School alert systems (SASs) enable parents and
guardians to be immediately notified of any situation and
given appropriate action to take. In an emergency situation
such as a fire, severe weather, a school shooting, an act of
terrorism, or an accident, a SAS may alert parents via
parental message centers that a situation has occurred and
inform them as to what action needs to be taken. Parental
message centers that receive SAS notifications may include
email, PDAs, fax machines, phones, or cellular phones.
Parents may be regularly updated by receiving subsequent
alerts via the SAS which may indicate that an emergency
situation has been resolved, for example.

[0038] FIG. 1 illustrates the operation of a SAS in an
emergency response example. In the case of a fire 102, the
school principal 104 may send instant alerts 108 from the
SAS 106 to parents 110 communicating how the emergency
is being handled. These alerts 108 can be sent to any type of
communication device, as represented by message centers
112. For example, one alert 1084 sent to all parental recipi-
ents 110 at their designated message centers 112 may
indicate that at 1:30 pm a school emergency occurred and
that the children are being evacuated. A second alert 1085
sent to all parental recipients 110 at 1:45 pm could indicate
that all the students were safely evacuated to a community
center. A third alert 108¢ sent to the parental recipients 110
at 2:00 pm may indicate that the children are to be picked up
at 3:00 pm. The instant alert SAS may also trigger an alert
113 to be sent to a school administrator 114 containing
information as to how to release the children from school
and to which parents the children are to be released. This
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allows an orderly and safe release 116 of the children to the
appropriate parents or guardians. In order to enable mes-
sages to be sent to desired message centers 112, parents 110
may update 118 their personal settings on the SAS in to
receive messages at additional or different message centers
112.

[0039] School alert systems are useful for additional non-
emergency situations such as changes in day-to day activi-
ties. For example, school sporting events may be cancelled
or event locations may be changed. Other example uses for
the SAS may include alerts for a bus breakdown or for an
unplanned late school start or early dismissal. These situa-
tions may also be sent to parental message centers for quick
notification and response. SAS can provide fast and effective
communication to parents, allows rapid notification enabling
fast response, and in emergency situations, enables compli-
ance with U.S. DOE emergency response and crisis man-
agement guidelines.

[0040] School alert systems may be applicable for school
districts having several schools or may be applicable for a
single school. Accordingly, the alerts may be applicable
district-wide, or may be applicable for a particular school,
grade, class, activity, or any other subject matter classifica-
tion.

[0041] SASs are flexible and applicable for a variety of
recipients, e.g. from district-wide recipients to small group
recipients, because alerts sent to parental message centers
are easily customizable. Alerts may be configured by a
system administrator for any given situation and may be
stored in the system for use in the appropriate situation.
Customized alerts may specify the information to be pro-
vided, which receivers or group of receivers are alerted, and
for what reasons. This allows the alerts to be configured
before an emergency situation arises. Alerts may also be
created for daily communication purposes. Alternatively,
alerts may be pre-configured. Alerts may remain in the
system until deletion. Furthermore, alerts may be created,
edited, and deleted at any time. Search capabilities may also
be used by an administrator on the alerts page to find details
of a specific alert, for example.

[0042] Customizable alerts in the SAS may be created
with alert levels. For example, the following five alert levels
may be available: school closing (red), high importance
(orange), transportation (yellow), activities (blue) and gen-
eral (green). The schools define for themselves what each of
the alert levels means for their respective school, and they
may re-name the alert level name descriptions and actions
associated with each alert level. For example, the SAS
system may be configured so that the school closing (red)
alert is the only alert level sent to telephones, while all other
alert levels are sent via text only.

[0043] In addition, the customizable alerts may include
text fields. For example, an alert description field similar to
a subject line for e-mail or a SMS field for text messaging
devices may be included. The subject line normally contains
up to 100 characters, and the SMS field normally contains up
to 140 characters. A complete message field allows for a
longer message in an e-mail, for example, and may also be
included in an alert. In the case of a school closing (red)
alert, this longer message may be converted to an electronic
voice and sent to telephones. The complete message may
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contain up to 2,500 characters, for example. Alerts may also
be created in a variety of languages such as English, French,
and Spanish.

[0044] Another reason SASs are flexible is because par-
ents and other alert recipients can easily configure their
personal profile in order to receive SAS alerts at preferred
message centers. A variety of choices and combinations for
alert delivery are available to alert recipients. For example,
phones, cell phones, e-mail, PDAs, and pagers are all
considered message centers and may all receive the SAS
alerts. Contact information for each message center is
entered into the profile of the parent, stored, and used by the
SAS to send alerts.

[0045] Alerts of a certain level may be delivered to all
message centers on the parent’s personal profile, while alerts
of another level may be delivered to one selected message
center on the personal profile. For example, in an emergency
(red level), a message will be sent to every channel on a
parent’s contact list, but for a transportation problem (yel-
low level) a message will only be sent to the home phone on
a parent’s contact list. Contact preferences and important
contact information may be updated on a parent’s personal
profile at any time. This gives families personal control over
critical communications.

[0046] Personal profiles may also contain temporary infor-
mation for time periods when parents are unavailable. For
example, when grandparents or other guardians are watch-
ing the children, such as when parents are traveling, the
family can instantly change the primary emergency contact
information online. Information may also be entered indi-
cating which adults on the contact list have pick-up rights.
Allowing parental control over the parent’s personal profile
improves system accuracy because the parent-updatable
SAS alert system offers greater assurance that a message will
get through in a timely manner. In addition, the administra-
tive burden of updating contact lists is removed.

[0047] SASs are also flexible because of such system’s
network-based nature. For the purposes of this disclosure,
the network-based system will be referred to as a web-based
system. The web-based SAS has two main interfaces. One
main interface is for school administrators who send mes-
sages, and the second main interface is for parents and staff
to set personal profiles. Both main interfaces are web-based
and communicate with the SAS using a web connection.
However, although the SAS is web-based, an alert may be
sent using both a web-based interface and a toll-free tech-
nical support line, for example.

[0048] The administration interface includes a variety of
administrative levels, and requires only basic computer
proficiency so that any designee can perform administrative
functions. Generally, each school has one primary system
administrator who can assign system designees.

[0049] FIG. 2 illustrates a system level block diagram
according to an embodiment of the invention. FIG. 2 depicts
the administrative and user levels that communicate over a
web-based connection with the school alert system 200. In
the illustrated arrangement, the system administrator 202,
considered the top-level administrator, controls an adminis-
trator interface profiles section of the SAS that contains
records of those people who are involved with the school
such as students, parents, and staff. Initially, a school alert
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system database 204 is pre-loaded at the system adminis-
trator level 202 with the schools’ existing databases. In
addition, the system administrator 202 has the ability to add,
edit and delete schools, staff, parents and students from the
SAS 200 as necessary. Other functions of the system admin-
istrator 202 include creating accounts for district, school,
and group administrators 206, 208, 210, setting clearance
levels for the administrators 206, 208, 210, and performing
management tasks. The system administrator 202 may also
control a billing interface for each school district or private
school implementing the SAS.

[0050] The SAS 200 includes interfaces configured by the
system administrator 202 that are accessible by next-level
district, school, and group administrators 206, 208, 210. If
the SAS instant alert is implemented at an entire school
district, the application 200 has an interface for the district
administrator 206. As with an individual school, an all staff,
all parents and all students group are pre-created for the
district. The district administrator 206 has a clearance level
to send district-wide alerts to all of the district’s parents
and/or staff members. When the district administrator 206
sends a message to one of these groups, the system auto-
matically sends the message to these groups at each of the
schools. The district administrator 206 may also view a
district-wide alert history.

[0051] The school administrator 208 is given broad
authority over the configuration of the SAS 200. The school
administrator 208 configures and sends alerts of any alert
level to any group. The school administrator 208 configures
profiles of students, parents, and staff members. In addition,
the school administrator 208 can create groups and associate
group administrators 210 having assigned alert authority,
and may add members to the group. The school adminis-
trator 208 may also view reports regarding alerts sent such
as child pickup reports, emergency contact reports, and
registration reports.

[0052] Groups are placed under the direction of a group
administrator 210 and are also assigned an alert authority.
The group administrator 210 can send alerts to groups for the
group they are the administrating, but may only be allowed
to send alerts of a priority up to and including the alert
authority to which the group was assigned. Although the
group administrator 210 may primarily originate group
alerts, it will be appreciated that alerts targeted for particular
groups may originate at the district administrator 206 and
school administrator 208 levels. For example, if a district-
wide storm warning is received by the district administrator
206, the district administrator 206 may send a district-wide
alert to all groups related to outdoor sports in order to cancel
outdoor activities.

[0053] School administrators 208 can edit the group
administrators and their group’s alert authority. The groups
section of the SAS 200 allows the school administrator to
place students, parents and staff into an unlimited number of
communication groups. A group may contain any amount of
message recipients 212. Once a group is created, people can
be added and deleted as necessary. Groups may be built by
such classifications as grade level, classroom, sport team,
bus route, extracurricular group, and teacher or parent
organization, and may be built using a variety of methods.
In a first method, the group is populated with students. When
an alert is sent to a student group, parents and the parents’
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top four designated contacts will receive the alert. Using a
second method, the school administrator populates the group
with adults—either parents or staff. Only the parents or staff
will receive alerts sent to this type of group. When a new
profile is created, that person is automatically inserted into
the applicable group(s). This allows alerts to be sent to only
those people who are affected by the information. In addi-
tion, search capability may be used on the group’s page to
find details of a specific group.

[0054] The second main interface of the SAS is provided
for the benefit of users 214. Generally, the user interface is
used by parents 216 to register on the SAS. Other types of
users 214 besides parents may also utilize a user interface,
such as staff members, bus companies, school security, fire
and police departments, etc. For security purposes, web-
based SAS registration may require authentication proce-
dures involving several visits to a registration site. For
example a user 214 may authenticate their own identity, and
the SAS 200 validates and sends a confirmation email that
includes a link enabling completion of registration. Some
systems may require a user 214 to complete registration
within a certain time period or the authentication process
may need to be repeated.

[0055] The SAS user interface allows users 214 to access
and maintain a user profile 220. The user 214 may add,
modify, and delete contacts, prioritize alert contacts, and
configure which contact receives alerts on what type of
device. The user profile 220 may contain contact informa-
tion about parents 214 and children 218 and allow the
interface and alerts to be written/spoken in a particular
language (e.g., English, Spanish). In addition, the parents
216 may be able to set an “out-of-town” feature. The
out-of-town feature allows parents 216 to select someone
else as the main contact for their children 218 in case they
are out of town and have left their children 218 in the care
of another person.

[0056] An “other contacts” area of the user profile 220
allows a parent 216 to add other people who may be
responsible for the student at a given time, such as a nanny,
neighbor, grandparent, or friend. These contacts may be
assigned by child 218 and also be designated with child pick
up rights. Those designated with pick up rights will appear
on the school’s child pick up report. Parents 216 are also
able to allow a number of people to additionally receive
alerts from the school. The additional contacts associated
with each student 218 will also appear on the school’s
emergency contact report. Each contact can be designated
with a preferred alert language.

[0057] As illustrated, alerts may be sent to message recipi-
ents 212 using many forms of communication, including
email 222, Short Message Service (SMS) 224, phone 226,
pager 228, and any other communications means known in
the art, as represented by other device 230. The users 214
and other message recipients 212 may wish to specify
certain alerts for certain devices. An “alerts section”220a of
a user profile allows the users 214 to select which alerts 232
they would like to receive on which contact device 234.
Users 214 are able to check spaces on a grid 236 that indicate
on which device 234 they would like to receive which alert
type 232. They are also able to add additional contact
devices 234. In some implementations, devices 234 such as
phones may only receive school closing alerts, while e-mails

May 3, 2007

and text messaging devices may receive all alert types. In
some implementations, all users 214 in the system whose
home phone numbers are pre-loaded in the system will
receive school closing alerts regardless of registration status.
Once users 214 are registered, they will be able to add other
contact devices 234 as well as modify other aspects of their
user profile 220.

[0058] It should be noted that a personal profile 220 is not
limited to the sections described above, and is not limited to
parents 216. For example, The SAS user interface may also
be utilized by a school staff member or other responsible
person in order to receive pertinent alerts.

[0059] An SAS software architecture diagram according
to an embodiment of the invention is shown in FIG. 3. The
subsystem generally includes three functional layers, a user
interface layer 302, an application layer 304, and a data layer
306. The user interface layer 308 contains a login interface
308 that provides user access via a network. Here the term
“user” is applied generically to all people that might need to
access the system, including administrators and end users.

[0060] A login interface 308 provides initial access to the
users for performing SAS operations. Because only authen-
ticated and authorized users can perform certain operations,
the login interface 308 must determine the identity of each
user using authentication methods known in the art. Based
on the authorization/authentication (e.g., admin or user), the
login interface 308 can invoke the appropriate user interface
for performing operations. The login interface 308 can
invoke at least two different interfaces, an administration
interface 310 and a user/parent interface 312. Generally the
administration interface 310 is accessible by those people
who can affect system-wide changes, generate alerts, and
perform other command and control tasks needed for system
operation. The user/parent interface 312 is used to view and
modify user-level settings, as well as view alerts and other
forms of communications.

[0061] The user interface layer 302 may be implemented
using any local or distributed text or graphical user interface
technologies. For example, the interface layer 302 may be
made accessible via networks such as the Internet through
use of a Web server. Web server interfaces are commonly
implemented using documents (e.g., HTML, XML) pro-
vided by applications such as Apache™ Web Server and
Microsoftm Internet Information Services (IIS). The user
interface layer 302 is typically limited to handling the
receipt of user inputs 314 and processing of output data 316
to the user. The underlying business logic is primarily
handled by the application layer 304.

[0062] The application layer 304 may contain an admin-
istrator module 318 and user/parent module 320 for man-
aging tasks associated with respective interfaces 310, 312.
The administrator module 318 is responsible for activities
covered by administrators such as system administrators
202, district administrators 206, school administrators 208,
and group administrators 210 as described in relation to FIG.
2. The user/parent module 320 handles activities associated
with user 214 and parent 216 roles as described in relation
to FIG. 2.

[0063] A user manager 322 may control common tasks
associated with user access, such as authentication, session
management, logging, etc. The user manager 322 may
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initially authenticate the user name and password, and
identify a role and set of associated privileges for the user
who logged in. Depending upon privileges, appropriate
permissions will be displayed dynamically to the user. It will
be appreciated that additional roles besides administrator
and parent/user may be similarly implemented by providing
an interface module via the login interface 308 for access
and an associated manager module via the user manager 322
for the underlying logic.

[0064] A report generator 324 may interface with the user
modules 318 to gather, format, and publish reports related to
alerts statistics, usage, performance, debugging, etc. These
reports may be saved to permanent storage via a general
database manager 326. The report generator 324 may be
configured to display the report using standard document
formats such as XML and XSLT, and may also provide
printing capability.

[0065] The general database manager 326 provides a
common interface for managing persistent storage via the
data layer 306. This data can be saved/read via the user and
admin modules 318, 320 as well as any other non-alert
related component. The general database manager 326 pro-
vides functions for executing queries, stored procedures to
retrieve data from the database. The manager may also
provide functions for addition/modification/deletion of data
and audit fields into the database. Data storage and retrieval
is critical to overall functioning of the system, therefore the
general database manager 326 is implemented with both
performance and reliability in mind.

[0066] Generally, the alert data may be maintained by a
specialized alert database manager 328. Generally, alerts
need to be sent as quickly as possible, therefore the separate
alerts database manager 328 can be implemented with
performance as the major criteria. The alert database man-
ager 328 provides functions for executing queries, stored
procedures to retrieve data from the database. The alert
database manager 328 provides data to an alert handler 330
that deals with near-real time generation and disbursement
of alerts and other important message traffic.

[0067] The alert handler 330 deals with the real-time or
near-real-time dispatching of alerts to message recipients.
The alert handler 330 generally classifies alerts according to
such factors as subject, priority, destination devices, etc. The
alert handler 330 is configured to send alerts to message
recipients via any number of communication channels 332,
including the respective output devices such as email 332a,
SMS 33256, MMS 332¢, pager 332d, voice 332e, proximity
communications 332f (e.g., Bluetooth or infrared), or any
other communications medium and protocol 332g. The alert
handler 330 may be multithreaded to more efficiently dis-
patch alerts in parallel. For example, a thread could be
associated with each communication channel, and/or threads
could be associated with different alert priority levels.

[0068] The datalayer 306 provides efficient persistent data
storage and fast lookup for the application layer logic 304.
The central repository takes the form of one or more
databases 334. Generally, the database 334 is a specialized
data storage and retrieval element optimized for efficient
storage and lookups, reliable transaction processing, and
ensuring data integrity. Examples of databases include rela-
tional databases such as Microsoft™ SQL. Server, Oracle™,
Sybase™, MySQL™, etc. A data import module 336 allows
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easy import of data into the database from other (e.g.,
legacy) data sources, including text documents, spread-
sheets, other databases, XML documents, etc. A database
sweeper module 338 polls the database 334 for maintenance
purposes such as deletion of alert history that is beyond a
predetermined age.

[0069] The various layers 302, 304, 306 may be imple-
mented using any manner of data processing hardware
known in the art. More particular architectures for imple-
menting the logical layers are shown in FIGS. 4A and 4B. In
FIG. 4A, a plurality of Web clients 402 are configured to
access the SAS system 404A via network connections 406.
The network connections 406 may be instantiated over any
combination of public and private networks, and may use
secure protocols such as HTTPS or SSH. A load balancer
408 allow two Web servers 410, 412 to equally share the
load of incoming data traffic. Normally, both the Web servers
410, 412 may share the load via the load balancer 408.
However, if one of the Web servers 410, 412 goes down, the
other Web server 412, 410 will handle the complete load.

[0070] The Web servers 410, 412 may provide user inter-
face elements to the clients 402 via Web documents, and
may also handle various aspects of the business layer, which
may include the administrator SDK 318, report generator
324 and alert handler 330 as shown in FIG. 3. In an alternate
arrangement, an application server 416 may handle the
business layer logic, so that the Web servers 410, 412 only
handle pure user interface functions such as the presentation
of Web pages and/or other graphical/textual elements.

[0071] In the architecture of FIG. 4A, a single database
server 414 is utilized. The database server 414 may host the
database jobs (e.g., the database sweeper 338 in FIG. 3) as
well as other data related applications (e.g., data import 336
in FIG. 3). An alternate arrangement is shown in FIG. 4B,
where a two database servers 420, 422 are used to provide
fault tolerance. The databases 420, 422 utilize fail-over
clustering, where the first database server 420 is active and
the other database server 422 is passive. The active database
server 420 would serve the clients at any point of time. If the
active database server 420 fails, then the passive database
server 422 would become active thereafter to serve the
clients. The two database servers 420, 422 can communicate
via a shared disk array 424. As in FIG. 4A, the database
servers 420, 422 can host the database jobs as well as other
data related applications. The architecture shown in FIG. 4B
may also utilize an application server (not shown) similar to
application server 416 in FIG. 4A in order to offload
business functionality from the Web servers 410, 412.

[0072] The SAS provides both administrative and parental
benefits. Even so, it will be appreciated that parental authen-
tication and registration may be time consuming and com-
plicated when several registration steps and website visits
are required to complete registration. Another problematic
aspect is determining whether the electronic devices set to
receive alerts are configured correctly. If the electronic
device is defective, or a setting on the SAS system is
inaccurate, a parent may not be sure that alerts will be
received until after an alert situation arises. If the alert is sent
incorrectly and not received, a parent may not be able to
respond in the same way they could have if the alert had
been sent correctly. Even if a parent enters the correct
contact information, the groups they are members of may
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not be accurate. Parents may not have a way to verify that
they are members of all desired groups and thus may not
receive alerts from groups they thought they would. Another
potential drawback to an SAS system is that the devices
entered into a parent’s personal account may not be avail-
able, and thus parents may be unable to check whether alerts
have been sent. In order to effectively deal with these
situations, various registration improvements are describe
hereinbelow.

Registration

[0073] A streamlined registration process may allow a
more user-friendly SAS registration procedure. FIG. 5 illus-
trates a block diagram of a school alert system 500 allowing
for streamlined user registration according to an embodi-
ment of the invention. Alert system 500 includes alert
system database 530 communicatively coupled to user inter-
face 520 and administrative interface 540. Pre-determined
user pool data 535 is loaded into alert system database 530.
The user pool data 535 may be received directly from the
administrative interface 540, or may be entered through
other data entry paths. For example, the user pool data 535
may be imported or otherwise accessed from a legacy
database.

[0074] User 510 registers with the school alert system by
entering personal information on user interface 520 at new
user/data matching screen 521. At least a portion of the
information entered is preferably information that is user-
specific and personal to the user. User-entered data is
compared at alert system database with pre-determined user
pool data. If the information entered by the user matches the
pre-loaded user pool data, the user 510 is automatically
registered and is sent to a screen 522 that allows the user to
enter a user ID and password. Submitting the user ID and
password completes the user registration process and user
510 may access a secure portion of the alert systems
database.

[0075] For example, user 510 may submit their unique
user ID and password to school alert system and then
proceed to a user profile screen 523 which is in a secure area
of the alert system database 530. The user profile screen 523
facilitates user entry of personal information and may
include device registration fields, or may be linked to a
device registration screen 524. Device registration screen
524 is where user 510 may enter contact information for
devices such as a user’s phone 511, PDA 512, or fax 513.
While streamlining the school alert system registration pro-
cess allows easy registration for users, requiring user 510 to
register in order access to their user profile and device
registration screens allows the school alert system and the
user profile information to be secure.

[0076] FIG. 6 illustrates a method 600 for registering for
access to a system according to an embodiment of the
invention. Method 600 involves storing 602 on a database
personal identity information associated with a student at a
school. Entry of registration information is facilitated 620
via a network user interface by a person responsible for the
student who has personal knowledge of the personal identity
information. A specified portion of the personal identity
information and the registration information is compared
630. The responsible person is then registered 640 with the
system based on a successful comparison of the specified
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portion of the personal identity information and the regis-
tration information. Thereafter, alerts are provided 650 via a
data communications network to one or more communica-
tions devices accessible by the responsible person based on
the registration.

[0077] FIGS. 7A-7D illustrate screens 700, 701, 702, and
703, respectively, depicting steps for registering on a school
alert system. Screen 700 in FIG. 7A includes a new user link
705, a login user 1D field 720, and a password field 725.
When a registered user visits the alert system site, the user
enters a user ID and password in the appropriate fields. If a
new user visits the site, the new user link 705 is selected
which enables the user to enter personal information at
screen 701 at FIG. 7B.

[0078] In FIG. 7B, a parent (or any other person respon-
sible for a child) attempting to register with the school alert
system is prompted to enter a child’s personal information in
the authentication section 710 of screen 701. Fields related
to a child’s personal information may include a state field
711 indicating the state the child’s school is in, a school
name field 712 indicating the school the child is enrolled in,
name fields 713 and 714, and a date of birth field 715. Child
information entered at the above-described fields are sent to
an alert system database once the submit button 716 is
selected. If information stored at the alert system database
and the user-entered information match, screen 702 found at
FIG. 7C may appear at a user interface for allowing comple-
tion of parent registration on the school alert system.

[0079] FIG. 7C illustrates screen 702 having parent infor-
mation section 730 that may include fields for parent iden-
tification including name fields, 731, 732, and 733, a home
phone field 734, and an email address field 735. Some parent
personal identification information may be optionally
entered, such as a parent’s email address. This enables a
parent without email access to register on the alert system.
The parent information section 730 further includes user ID
and password fields 736, 737, 738, and a secret question 739
and answer field 740. Once a user has entered the parent
information and unique user ID and password information
required at screen 702, the information may be entered by
selecting the submit button 741. By selecting the submit
button 741 the user completes a one-time registration pro-
cess and is given confirmation of user registration at screen
703, FI1G. 7D.

[0080] In FIG. 7D, confirmation screen 703 further
includes links for logging out 751, or for proceeding to a
user’s personal profile 752 for personalization and updates.
Once a user has logged out of the alert system, the user may
gain access to the system by entering user ID and password
information as screen 700 in FIG. 7A.

[0081] When parents or users are logged on to the alerts
database website, parents are able to change their own
passwords. If a password is forgotten, a parent is prompted
with their secret question and answer in order to have a new
password assigned. For alert system users that forget their
username, the user may have to contact the alert system
manager or help desk in order to have a new user ID and
password assigned. In the case of a two-parent household,
both parents may share one joint profile, or in the case of a
divorce situation, a student may belong to more than one
family and each of the families may maintain a profile.
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Test Message

[0082] Parent registration of electronic devices used for
receiving alert messages must be entered into the school
alert system correctly in order to receive alerts. In order to
verify that information is entered correctly, a parent may
enter electronic device address information into their user
profile and select a test message option which signals the
school alert system to send a test message to some or all of
the devices entered into the system.

[0083] Referring to FIG. 8, block diagram depicts school
alert system 800 having test message capabilities according
to an embodiment of the invention. According to FIG. 8,
school alert system 800 includes a user interface 820 and an
administrative interface 840, which are both communica-
tively coupled to alert system database 830. Registered user
810 enters data at user interface 820 which provides screens,
821 and 822, for facilitating entry of user information. User
profile screen 821 allows user 810 to enter personal infor-
mation, for example. An alerts contact screen 822, which
may be linked to the user profile screen 821, provides fields
823 for user 810 to enter contact addresses for receiving
alerts. User 810 may enter several addresses for a variety of
communication devices in the fields 823 provided in the
alerts contact screen 822, and each device with its associated
address may be sent a test message 835 according to an
embodiment of the invention.

[0084] For example, user 810 may enter contact addresses
into alert system database 830 for a fax machine 811, a PDA
812, and a phone 813. Each device address entered may be
used by alert system database 830 to send alerts, and in
accordance with the invention, each device address entered
may be used by alert system database 830 to send test
messages 835. Test messages received at user provide veri-
fication for the user 810 that the alert addresses were entered
correctly.

[0085] Test messages may be sent to the devices in a
variety of ways, including upon user 810 selecting a test
message request button 824. Similarly, alert system database
830 may automatically deploy a pop-up screen at user
interface 820 allowing user 810 to accept or reject the option
of receiving a test message at any or all of the devices
entered. In another example, alert system database 830 may
automatically send a test message to some or all devices
addresses entered by user 810.

[0086] In further embodiments of the invention, the alert
system database 830 may receive confirmation signals, such
as a message, from the devices that received test messages.
The test message received at the user device may include a
response option that requires the user 810 to dial a number
to confirm the number is correct, or to dial a different
number if the message was received in error. This allows for
database verification that the information stored on the alert
system database 830 is accurate. The successful reception of
the confirmation may also be indicated to the user 810 via
the user interface 820.

[0087] Additionally, alert system database 830 may peri-
odically send test messages to and request a response from
destination devices to ensure the device addresses entered in
the alert system database 830 are operational. For example,
a cellular phone number may have been entered into alert
system database 830 that was operational, but is no longer
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used by user 810. The phone number may not be operational,
or it may have been assigned to a non-user. Sending a test
message to the number would result in receiving no
response, or possibly a negative response. Alert system may
conclude that the cellular phone number previously regis-
tered should not receive alerts, and the alert system database
830 may delete the cellular phone number and flush the
system of outdated or inaccurate contact information.

[0088] FIG. 9 is a flowchart of an exemplary method 900
for providing a SAS having test messaging capabilities
according to the present invention. According to FIG. 9, the
school alert system facilitates 910 user entry of one or more
device addresses corresponding to devices used for receiv-
ing alerts. The entered device addresses associated 920 with
alerts at the SAS, and a test message is sent 930 to some or
all of the stored device addresses each having their corre-
sponding user device. Receipt of the test alert messages is
confirmed 940, and alert messages are thereafter sent 950 to
the user devices having the corresponding tested device
addresses.

[0089] FIGS. 10A-10C illustrate exemplary screens 1009,
1011, and 1011 that may be presented at user interface 820
to facilitate user 810 entry of and system testing of alert data
according to the present invention. Screen 1009 of FIG. 10A
illustrates an alert configurations 1015 section of a user
profile. The alert configurations 1015 section includes an
alerts list 1020 with both a phone section 1021 and an e-mail
section 1022. At the alerts configurations 1015 section
shown, the email 1030 device option allows the user to enter
their email addresses at the device details field 1031. Once
e-mail addresses are entered and stored in the alerts data-
base, the e-mail addresses, 1033 and 1034, are listed in the
e-mail section 1022 of the alerts configurations 1015 sec-
tion. Screen 1009 further includes a send a test message link
1050 that may be selected by a user.

[0090] Screen 1010 in FIG. 10B is a variant of screen
1009, and includes an exemplary pop-up window 1052
according to the present invention. The screen 1009 having
the “send test message button”1051 may be the result of the
user selecting the send a test message link 1050 from FIG.
10A, for example. Once the “send test message” button 1051
is selected, pop-up window 1052 is sent to the user interface.
The pop-up window 1052 includes e-mail addresses 1053,
1054, and 1055 that correspond to the e-mail addresses
1033, 1034, and 1035 entered in the e-email section 1022 of
alerts list 1020. A user may choose to select some or all of
the e-mail addresses 1053, 1054, and 1055, and then press
the “send test message” button 1059 within pop-up window
1052.

[0091] Screen 1011 in FIG. 10C is a variant of screen
1010, and illustrates a test message confirmation pop-up
screen 1056, according to the present invention. When user
selects the “send test message” button 1059 from FIG. 10B,
a confirmation pop-up screen 1056 is sent to a user interface
and lists 1057 the e-mail addresses the test message was sent
to. If the user has problems receiving the test message, then
a link 1058 found in pop-up screen 1056 can be used to
contact an administrator to report the problem. Additionally
or alternatively, if the user encounters problems, the user
may double-check the addresses the e-mail test messages
were sent and verify that the addresses were entered cor-
rectly.
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[0092] Although the examples in FIGS. 10A-10C illus-
trate screens for facilitating sending test messages to user
e-mail addresses, test messages may be sent to any or all
devices entered into a user’s profile. Furthermore, the test
messages sent to user devices may be standard messages, or
may be customized according to device, user group, and/or
an alert level assigned to the device, for example.

Membership

[0093] Individuals registered on the school alert system
may be members of a variety of school alert groups. In
particular, it may be convenient for both administrators and
users to have certain alerts limited to certain groups. Use of
groups allows administrators and school officials to easily
notify large numbers of people of important events, while
reducing message traffic by not sending messages to unin-
terested or unaffected individuals.

[0094] FIG. 11 illustrates a block diagram of an alert
system 1100 that includes group creation and modification
capabilities according to an embodiment of the invention.
Alert systems database 1130 houses membership informa-
tion for a variety of school groups, and sends alerts to group
members. Group memberships may be pre-defined and
entered into the alert systems database 1130. Alternatively,
groups and users having group membership status may be
defined and modified by group administrator 1141 using
administrative interface 1140. Information entered at admin-
istrative interface 1140 is then stored at alert systems data-
base 1130. However, groups having pre-defined group mem-
bers or administrator-defined members may be incomplete.
Administrators may forget to enter parent and staff infor-
mation into communication groups, or group members may
change after a database has been pre-loaded.

[0095] According to an embodiment of the invention, the
group’s registered user 1110 may have memberships that
may be reviewed at group membership screen 1121 via user
interface 1120. If user 1110 has an undesired group mem-
bership and does not want to receive group alerts from the
school alert system database 1130, user 1110 may request
removal from the group by entering the information using
“remove from group fields”1122. Additionally or alterna-
tively, if user 1110 is interested in reviewing other groups
available on alert system database 1130, user 1110 may
review groups at the “group search screen”1123. User 1110
may request to join additional groups using group request
fields 1124 found on group search screen.

[0096] Inoneexample, user 1110 is a member of four alert
groups, each corresponding with the user’s association with
the baseball 1111, grade 11 girls 1112, swimming 1113, and
choir 1114 organizations. If user 1110 does not want to
receive alerts from the choir group, user may request
removal from the choir group at the “remove from group
fields”1122.

[0097] In another example, user 1110 may review avail-
able groups at “group search screen”1123 and may decide
they want to join a bus route group. User 1110 may enter the
bus route group membership request in the “group request
field”1124. The group membership request is sent 1135 by
alert system database 1130 to a group administrator 1141 for
administrative review. If group administrator 1141 deter-
mines that user 1110 is associated with the bus organization
1115 for which the group membership is requested, then
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group administrator 1141 enters a signal at administrative
interface 1140 indicating to alert system database 1130 that
user 1110 is to be added to the group membership list and is
to receive group alerts at the alert devices of the user’s
choosing. If group administrator 1141 determines that user
1110 should not be given membership status to the desired
group, then group administrator 1141 may signal alert sys-
tem database 1130 to not change the group membership and
to send a membership rejection message to user 1110 at user
interface 1120, for example.

[0098] FIG. 12 is a flowchart of a method 1200 for
providing a school alert system having group membership
capabilities in accordance with an embodiment of the inven-
tion. A user interface of an event communication system is
provided 1210 that is accessible by an administrator of one
or more schools. The definition of groups associated with the
one or more schools by the administrator is facilitated 1220
via the user interface. The adding of members to the groups
by the administrator is also facilitated 1230 via the user
interface. At least one of the groups is selected 1240 for
reception of alerts via the user interface, and alerts are sent
1250 from the event communications systems to devices of
the members of the at least one selected group.

[0099] Inreference now to FIGS. 13A-B, example screens
1302, 1320 illustrate user interfaces that allows a school
administrator to create and manage groups according to
embodiments of the invention. The group creation screen
1302 in FIG. 13A may be presented when a district admin-
istrator (or other person having group creation authority)
logs in and navigates to the Groups screen. The screen 1302
appears when the administrator selects a “Create Group”
button. The screen 1302 allow the administrator to select
various mandatory and optional parameters of the group,
including a group type, a group name/description, alert
authority, administrator name, and an individualized list of
members.

[0100] A school name selection list 1304 and group mem-
ber list 1306 provide the administrator with controls needed
to populate the group with individual members. A school is
selected from the school list 1304, and in response, the group
members list 1306 is populated with the groups that already
exist in that school (e.g., staff, parents, 3rd grade, etc).
Selection of a group from the group members list 1306
causes an available member list 1308 to be populated with
individuals from the selected group. Individuals in the
available member list 1308 can be moved to and from a
selected member list 1312 via arrow buttons 1310. The
selected members list 1312 contains a cumulative collection
of individuals for the targeted group. After the members
from a particular group and school are added to the list 1312,
additional groups and schools can be selected via the school
and group lists 1304, 1306, and the process repeated.

[0101] Once the selected members list 1312 is complete,
the members of the selected members list 1312 are associ-
ated with the group by selecting a save button 1314. The
association between groups and associated members are
stored in a database or other persistent storage. Thereafter,
the created group is visible in the group management screen
1320 (FIG. 13B) and messages can be directed to the group.

[0102] After groups are created using screen 1302 (or by
other means), the group management screen 1320 allows
existing groups to be viewed and modified. Generally, the
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groups can be edited by selecting a hyperlink (e.g., link
1322), and can be selected for deletion via checkboxes (e.g.,
checkbox 1324) and a delete link 1326. The creation of
groups as shown in FIGS. 13A and 13B allows communi-
cation to district-wide groups. For example, groups may
include a group of all principals in the district, bus route
groups that cross schools, sports teams that draw kids from
multiple schools, all kids in a particular grade throughout the
district, etc.

User Profile Alerts Section

[0103] The user profile area of the school alert system is
accessed by a parent to configure their personal settings. In
accordance with the invention, the user profile area may
additionally be used as an alerts repository for storing
received alerts. This allows a user who does not have access
to other communication devices to view alerts via their user
profile at any computer having Internet capabilities. The
school alert system database itself provides a parent with an
alert resource.

[0104] FIG. 14 illustrates alert system 1400 that facilitates
user access to alerts via a user’s online profile according to
an embodiment of the invention. Alert system 1400 includes
alert system database 1410 that houses alert generator 1420
for sending alerts, and a user profiles section 1430. Alert
generator 1420 sends alerts to user profiles 1431, 1433, and
1435 and the alerts are stored in the user profiles in alert
storage areas 1432, 1434, and 1436, respectively.

[0105] In addition, alert generator 1420 sends alerts to
user devices that are associated with user profiles. For
example, user-1 device 1441 is a phone that is associated
with the user-1 profile. If an alert is sent to the user-1 profile,
the alert may also be sent to the user-1 device 1441 if
settings on the profile indicate that the phone is designated
as a device that receives the type of alert sent. Similarly,
when user-N profile 1435 receives an alert, user-N device
1445, a PDA, may receive the same alert. Any alert sent to
a user will be sent to the user’s profile and be stored until the
user deletes the alert. The user’s personal profile determines
whether or not other user devices will receive the messages.
The user profile may be configured so that some devices may
receive alerts of a particular type, and not alerts of another

type.

[0106] Although the school alert system allows users to
enter alert device information for receiving alerts, school
alert system users are not required to enter alert device
information in order to use the system. Instead, a user may
choose to view alerts by accessing their user profile via user
interface 1450. For example, user-2 profile 1433 does not
have additional communication devices associated with it.
Because all alerts sent to the user, and the alerts received are
stored in the alert storage area 1434, user may view their
alert history at user interface 1450.

[0107] FIG. 15 is a flowchart of a method 1500 for
providing a school alert system having a user profile alert
history according to an embodiment of the invention. Net-
work registration by a person having responsibility for the
student is facilitated 1510 so that the responsible person will
receive electronic alerts relating to the student. Alerts are
electronically sent 1520 to a device of the responsible person
via one or more data communications networks in response
to an event affecting the student. Historical copies of data
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relating to the alerts are stored 1530 in a persistent storage.
Access to the historical copies is provided 1540 to the
responsible person via a network accessible user interface.

[0108] FIGS. 16A-16B illustrate exemplary screens 1610,
1611 enabling alert history viewing according to an embodi-
ment of the invention. FIG. 16A illustrates the history of
alerts 1630 section of alerts screen 1620. The history of
alerts screen 1630 includes a filter 1631 allowing a user to
enter a date range in to the date range fields 1632. The date
range fields 1632 may be used to search for alerts within a
certain date range, for example. In addition, alerts may be
viewed by alert type by selecting an alert type in field 1633.
Alert types may include all, mandatory, official, school
sponsored, and general, for example. If “all” is selected as
the alert type in field 1633, all alerts sent to a user’s account
are listed on screen 1610. Alternatively, if the “school
sponsored” alert is set in field 1633, then only school
sponsored events will be listed on screen 1610 once the
“view alerts” button 1634 is selected. In FIG. 16 A, the alert
history listing includes a school closing (red) alert 1635. The
alert 1635 may be viewed in further detail by clicking link
1636, or the alert 1635 may be deleted by checking box 1637
and selecting the “delete checked” link 1638. Alerts remain
stored in the parent’s personal profile until the alerts are
selected for deletion. This prevents a parent from missing an
alert, no matter how old the alert or how many alerts have
been received, or if the original alert was deleted in an email
or voicemail system.

[0109] If user selects link 1636 to show alert detail, user
may be brought to screen 1611 depicted in FIG. 16B. The
history of alerts screen 1630 includes an alert history section
1639 for viewing alerts in detail 1645 that may include alert
description, date, sender, type, time, and school name. The
alert history detail 1645 may further include the text of alert
sent to text messaging devices, and the complete text of the
alert. The history of alerts screen may be navigated to by
selecting the “back to alert history list” link 1650.

[0110] Embodiments of the invention transform educa-
tional professionals’ efforts and dedication into a useful
product for parents and students. The school alert system
shifts the burden of communicating important information to
the right people in a timely manner from teachers and staff
to the school alert system. Furthermore, the school alert
system may be integrated into a broader portfolio of safety
and security solutions to provide a protective framework for
schools.

[0111] The foregoing description of various embodiments
of the invention has been presented for the purposes of
illustration and description. It is not intended to be exhaus-
tive or to limit the invention to the precise form disclosed.
Many modifications and variations are possible in light of
the above teaching. It is intended that the scope of the
invention be limited not with this detailed description, but
rather by the claims appended hereto.

What is claimed is:
1. A method for testing an event communication system
comprising:

facilitating entry by a user of one or more device
addresses via a network accessible user interface of the
event communication system;
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associating the one or more device addresses with alerts
provided by the event communication system;

sending via the user interface test alert messages targeted
for the one or more device addresses;

confirming the test alert messages were received at one or
more devices corresponding to the one or more device
addresses; and

sending the alerts to the one or more devices correspond-
ing to the one or more tested device addresses in
response to predetermined events occurring at a school.

2. The method of claim 1, wherein associating the one or
more device addresses with alerts comprises associating
each of the one or more device addresses with one or more
alert classifications.

3. The method of claim 2, wherein associating each of the
one or more device addresses with one or more alert
classifications comprises associating each of the one or more
device addresses with one or more alert levels.

4. The method of claim 2, wherein associating each of the
one or more device addresses with the one or more alert
classifications comprises associating each of the one or more
device addresses with one or more subject matter classifi-
cations.

5. The method of claim 2, wherein associating each of the
one or more device addresses with one or more alert
classifications comprises selecting spaces in a grid presented
via the network accessible user interface, wherein each
selection of a space in a grid creates an association between
a selected alert classification of the one or more alert
classifications and a selected device address of the one or
more device addresses.

6. The method of claim 1, further comprising sending a
confirmation message from the one or more devices in
response to receiving the test messages at the one or more
devices.

7. The method of claim 6, further comprising indicating
successful reception of the confirmation message via the
user interface.

8. A system comprising:
one or more data communications networks;

a user manager module configured to, for each student at
one or more schools, store a device address that can be
used to access a communications device of a person
responsible for each student via the data communica-
tions networks;

an alerts module capable of communicating with the user
manager module and configured to,

receive an event notification via an authority associated
with the one or more schools;

send an alert to selected device addresses in response to
the event notification; and

a user interface module capable of processing user inputs
and outputs via one of the data communications net-
works, the user interface module capable of commu-
nicating with the user manager module and alerts
module and configured to, for a selected person respon-
sible for at least one of the students, enable sending of
a test message by the selected responsible person via
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the alerts module to the device address that can be used
to access the communication device of the selected
responsible person.
9. The system of claim 8, wherein the user manager is
further configured to,

associate the device address of each responsible person
with one or more alert classifications.
10. The system of claim 9, wherein the alerts module is
further configured to,

receive an event notification corresponding to a selected
alert classification via an authority associated with the
one or more schools;

in response to the event notification, select device
addresses associated with the selected alert classifica-
tion and send an alert to the selected device addresses.
11. A method comprising:

storing on a database personal identity information asso-
ciated with a student;

facilitating entry of registration information via a network
accessible user interface by a person responsible for the
student who has personal knowledge of the personal
identity information;

comparing a specified portion of the personal identity
information and the registration information;

registering the responsible person for reception of alerts at
one or more communications devices accessible by the
responsible person based on a successful comparison of
the specified portion of the personal identity informa-
tion and the registration information; and

providing the alerts via a data communications network to
the one or more communications devices based on the
registration.

12. The method of claim 11, further comprising facilitat-
ing entry of personal identity data associated with the
responsible person via the network accessible user interface
in response to the registration for purposes of storing the
personal identity data associated with the responsible person
on the database.

13. The method of claim 11, wherein storing on the
database the personal identity information associated with
the student at the school comprises importing the personal
identity information from a legacy data source.

14. The method of claim 11, wherein storing on the
database the personal identity information associated with
the student at the school comprises setting a default alert
configuration used for providing alerts via the data commu-
nications network to the one or more communications
devices accessible by the responsible person.

15. The method of claim 14, further comprising providing
the responsible person secure access to the database via the
network accessible user interface for purposes of modifying
the default alert configuration.

16. The method of claim 11, wherein storing on the
database the personal identity information associated with
the student comprises storing a question and answer,
wherein the person responsible for the student has personal
knowledge of the answer.

17. The method of claim 11, wherein storing on the
database the personal identity information associated with
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the student comprises storing at least one of a school name,
a state name, a home phone number, and a birth date of the
student.

18. The method of claim 11, wherein registering the
responsible person with the system comprises associating
each address of the one or more communications devices
with one or more alert classifications.

19. The method of claim 18, wherein associating each
address with the one or more alert classifications comprises
associating each address with one or more alert levels.

20. The method of claim 18, wherein associating each
address with the one or more alert classifications comprises
associating each address with one or more subject matter
classifications.

21. The method of claim 18, wherein associating each
address with the one or more alert classifications comprises
selecting spaces in a grid presented via the network acces-
sible user interface, wherein each selection of a space in a
grid creates an association between a selected alert classi-
fication of the one or more alert classifications and a selected
device address of the one or more communications devices.

22. A system comprising:

one or more data communications networks;

a user manager module configured to store personal
identity data associated with each student at one or
more schools;

a user interface capable of processing user inputs and
outputs via one of the data communications networks,
the user interface capable of communicating with the
user manager module and configured to,

receive via the network registration data from respon-
sible persons each of whom has personal knowledge
associated with at least one of the students;

determine, via the manager module, that registration
data matches a selected portion of the personal
identity data associated with the at least one student;
and

provide access to alerts configuration data associated
with the at least one student in response to deter-
mining the registration data matches the selected
portion of the personal identity data associated with
the at least one student; and an alerts module con-
figured to,

receive an event notification via an authority of the one
or more schools;

send an alert via the one or more data communications
networks to devices of the responsible persons in
response to the event notification based on the alerts
configuration data.
23. A method comprising:

providing a user interface of an event communication
system that is accessible by an administrator of one or
more schools;

facilitating the definition of groups associated with the
one or more schools by the administrator via the user
interface;

facilitating the adding of members to the groups by the
administrator via the user interface;
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selecting at least one of the groups for reception of alerts
via the user interface; and

sending alerts from the event communications systems to
devices of the members of the at least one selected
group.

24. The method of claim 23, wherein facilitating the
definition of groups comprises defining groups associated
with school activities.

25. The method of claim 23, wherein facilitating the
adding of members to the groups comprises selecting a
school from a list of the one or more schools, wherein
potential members associated with the selected school are
selectable for addition to the groups based on the selection
of the selected school.

26. The method of claim 23, wherein facilitating the
adding of members to the groups comprises selecting a
school from a list of the one or more schools, wherein a
plurality of existing groups associated with the selected
school are selectable for addition to the groups based on the
selection of the selected school.

27. The method of claim 26, wherein facilitating the
adding of members to the groups comprises selecting an
existing group from the plurality of existing groups, wherein
members associated with the selected existing group are
selectable for addition to the group based on the selection of
the selected existing group.

28. The method of claim 23, wherein facilitating the
definition of groups comprises forming an alert hierarchy
having a plurality of groups within each of the one or more
schools.

29. The method of claim 28, wherein sending the alert
comprises sending the alert to a selected school, and wherein
the alert is sent to the plurality of groups within the selected
school.

30. The method of claim 28, wherein forming the alert
hierarchy further comprises forming one or more districts,
wherein each of the one or more schools is within selected
ones of the one or more districts.

31. The method of claim 30, wherein sending the alerts
comprises:

sending the alert targeted for a selected district of the one
or more districts;

sending the alert to each group within each school within
the selected district.
32. A system comprising:

one or more data communications networks;

a user interface capable of processing user inputs and
outputs via one of the data communications networks,
the user interface configured to,

allow a school administrator to define groups associ-
ated with one or more schools; and

allow the administrator to add members to the groups;
and

an alerts module coupled to the user interface and the one
or more data communications networks, the alerts
module configured to,

detect selection of at least one of the groups via the user
interface for purposes of sending messages to the at
least one group; and
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sending alerts to devices of the members of the selected
group via the one or more data communications
networks.
33. A method comprising:

facilitating network registration by a person having
responsibility for a student to receive electronic alerts
relating to the student;

electronically sending alerts to a device of the responsible
person via one or more data communications networks
in response to an event affecting the student;

storing historical copies of data relating to the alerts in a
persistent storage; and

providing access to the historical copies to the responsible

person via a network accessible user interface.

34. The method of claim 33, wherein providing access to
the historical copies of the data comprises providing the
capability to search through the historical copies of the data
via the network accessible user interface.

35. The method of claim 33, further comprising detecting
that the responsible person viewed the historical copies of
the data relating to the alerts.

36. The method of claim 35, further comprising storing in
the database records of whether the responsible person
viewed the historical copies of the data relating to the alerts.

37. The method of claim 33, wherein storing the historical
copies of data relating to the alerts in the persistent storage
comprises storing text messages contained in the alerts.

38. The method of claim 33, wherein storing the historical
copies of data relating to the alerts in the persistent storage
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comprises storing at least one of alert dates, alert times, alert
categories, and senders of the alerts.
39. The method of claim 33, further comprising:

checking an age of the historical copies; and

preventing automatic deletion of historical copies that
satisfy a predetermined age.
40. A system comprising:

one or more data communications networks;
a persistent storage capable of storing data; and

an alerts module capable of processing user inputs and
outputs via a selected one of the data communications
networks, the alerts module capable of communicating
with the database and configured to,

allow to a person having responsibility for a student to
register to receive electronic alerts relating to the
student;

electronically send alerts to a device of the responsible
person via the data communications networks in
response to an event affecting the student;

store historical copies of data relating to the alerts in the
persistent storage;

provide access to the historical copies to the respon-
sible person via the selected one of the data com-
munications networks.
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