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APPARATUS AND METHOD FOR 
LOCATION BASED WIRELESS CLIENT 

AUTHENTICATION 

FIELD 

The invention relates generally to the ?eld of Wireless 
device security. More particularly, one or more of the 
embodiments of the invention relate to a method and appa 
ratus for location based Wireless client authentication. 

BACKGROUND 

Wireless technology provides a mechanism for either 
replacing or extending traditional Wired netWorks including, 
but not limited to, local area netWorks (LAN s), personal area 

netWorks (PAN) and metropolitan area netWorks Using radio frequency (RF) or non-RF technology, Wireless 

netWorks transmit and receive data over the air, through 
Walls, ceilings and even cement structures Without Wired 
cabling. For example, a Wireless-LAN (WLAN) is a ?exible 
data communication system. A WLAN provides all the 
features and bene?ts of traditional LAN technology, such as 
Ethernet and Token Ring, but Without the limitations of 
being tethered together by a cable. This provides greater 
freedom and increased ?exibility. 

In other Words, a WLAN is a netWork in Which a mobile 
user can connect to a local area netWork (LAN) through a 
Wireless (radio) connection according to a Wireless protocol. 
Wireless protocols include, but are not limited to, IEEE 
802.11a, 802.11b, 802.11c, 802.11g, HiperLan 2, or any 
other protocol for any point-to-point Wireless link or net 
Work. These Wireless protocols are designed to provide high 
bandWidth allocation, technologies for WLANs, as Well as 
other Wireless netWorks. As a result, WLANs Will enable, at 
a relatively loW cost, Wiring of various buildings, such as 
businesses, classrooms, homes or the like, While providing 
high bandWidth allocation. 

One technique for high bandWidth allocation in either a 
WLAN or a Wireless-PAN (WPAN) is provided via ultra 
Wide bandWidth (UWB) radio systems. UWB radio systems 
are also used to provide Wireless-PANS (WPAN) UWB 
radio systems employ the transmission of very short pulses 
of radio energy. These characteristic spectrum signatures 
extend across a Wide range of radio frequencies. In addition, 
since UWB signals have high bandWidth and frequency 
diversity, UWB signals are particularly suited for high speed 
data communications in environments, such as indoors 
Where multipath fading is likely. Consequently, UWB radio 
systems are generally Well suited for implementing a 
WLAN. 

Unfortunately, Wireless netWorks, such as WLAN s rely on 
a communications medium (RF Waves) Which represent a 
shared medium. As a result, everything that is transmitted or 
received over a Wireless netWork can be intercepted. Gen 
erally, encryption and authentication are considered When 
developing a Wireless netWork system. The goal of these 
security features is to make Wireless traf?c as secure as 
Wired traf?c. To promote this goal, Wireless protocols 
require a mechanism for encrypting traffic and authenticat 
ing nodes such as, for example, the Wired equivalence 
privacy (WEP) protocol. 

The WEP protocol is used to protect link layer commu 
nications from eavesdropping and other attacks. Unfortu 
nately, various individuals have discovered serious security 
?aWs in the protocol stemming from misapplication of 
cryptographic primitives. As a result, a number of practical 
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2 
attacks have been discovered that cause the WEP protocol to 
fail to achieve its security goals. Therefore, there remains a 
need to overcome one or more of the limitations in the 

above-described, existing art. 

SUMMARY 

One embodiment of the present invention provides a 
method and apparatus for location based Wireless client 
authentication. The method includes the receipt of an 
authentication/access request from a Wireless client desiring 
access to a Wireless netWork. Once the request is received, 
a spatial location of the client is identi?ed. Once the spatial 
location of the client is identi?ed, compliance With the 
authentication/access request is performed according to the 
identi?ed spatial location of the client. 

For example, in one embodiment, When the physical 
location of the client falls Within prede?ned Wireless net 
Work boundaries, the client is generally granted netWork 
access. The granted access may include a possible key 
exchange for unidenti?ed clients, or challenge and response 
authentication for identi?ed clients. In other Words, Wireless 
clients that have gained access to a certain location are 
assumed to have passed through some other form of physical 
authentication and, hence, are deemed trustable. Accord 
ingly, the location based authentication described herein 
may be used to supplement conventional Wireless client 
authentication, such as the Wired equivalent privacy (WEP) 
protocol. 

BRIEF DESCRIPTION OF THE DRAWINGS 

The present invention is illustrated by Way of example, 
and not by Way of limitation, in the ?gures of the accom 
panying draWings and in Which: 

FIG. 1 is a block diagram illustrating a peer-to-peer 
Wireless netWork con?guration, in accordance With one 
embodiment of the present invention. 

FIG. 2 is a block diagram illustrating a Wireless local area 
netWork (WLAN) con?guration, in accordance With one 
embodiment of the present invention. 

FIG. 3 is a block diagram illustrating prevention of attack 
on a Wireless local area netWork using location based 
authentication, in accordance With one embodiment of the 
present invention. 

FIG. 4 is a block diagram illustrating a Wireless client 
con?gured to implement location based authentication, in 
accordance With one embodiment of the present invention. 

FIG. 5 is a block diagram illustrating a Wireless netWork 
Which uses location based authentication to supplement 
conventional Wireless authentication, in accordance With 
one embodiment of the present invention. 

FIG. 6 is a How chart illustrating a method for location 
based authentication of Wireless clients, in accordance With 
one embodiment of the present invention. 

FIG. 7 is a How chart illustrating a method for establishing 
an internal representation of Wireless netWork boundaries, in 
accordance With one embodiment of the present invention. 

FIG. 8 is a How chart illustrating a method for identifying 
the approximate spatial location of a Wireless client, in 
accordance With one embodiment of the present invention. 

FIG. 9 is a How chart illustrating a method for authenti 
cating a Wireless client according to its spatial location, in 
accordance With one embodiment of the present invention. 

FIG. 10 is a How chart illustrating a method for authen 
ticating a Wireless client based on its spatial location, in 
accordance With the further embodiment of the present 
invention. 
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FIG. 11 is How chart illustrating a method for performing 
authentication of a Wireless client according to its spatial 
location, in accordance With one embodiment of the present 
invention. 

FIG. 12 is a How chart illustrating a method for termi 
nating communication With the Wireless client once the 
Wireless client is outside netWork boundaries, in accordance 
With one embodiment of the present invention. 

DETAILED DESCRIPTION 

In the folloWing description, for the purposes of expla 
nation, numerous speci?c details are set forth in order to 
provide a thorough understanding of the present invention. 
It Will be apparent, hoWever, to one skilled in the art that 
present invention may be practiced Without some of these 
speci?c details. In addition, the folloWing description pro 
vides examples, and the accompanying draWings shoW 
various examples for the purposes of illustration. HoWever, 
these examples should not be construed in a limiting sense 
as they are merely intended to provide examples of embodi 
ments of the invention rather than to provide an exhaustive 
list of all possible implementations. In other instances, 
Well-knoWn structures and devices are shoWn in block 
diagram form in order to avoid obscuring the details of the 
present invention. 

In the folloWing description, certain terminology is used 
to describe features of the invention. For example, the term 
“logic” is representative of hardWare and/or softWare con 
?gured to perform one or more functions. For instance, 
examples of “hardWare” include, but are not limited or 
restricted to an integrated circuit, a ?nite state machine or 
even combinatorial logic. The integrated circuit may take the 
form of a processor such as a microprocessor, application 
speci?c integrated circuit, a digital signal processor, a micro 
controller, or the like. 
An example of “softWare” includes executable code in the 

form of an application, an applet, a routine or even a series 
of instructions. The softWare may be stored in any type of 
computer or machine readable medium such as a program 
mable electronic circuit, a semiconductor memory device 
inclusive of volatile memory (e.g., random access memory, 
etc.) and/or non-volatile memory (e.g., any type of read-only 
memory “ROM”, ?ash memory), a ?oppy diskette, an 
optical disk (e.g., compact disk or digital video disc 
“DVD”), a hard drive disk, tape, or the like. 
A further example of softWare includes a “softWare mod 

ule.” A “softWare module” or “module” is a series of code 
instructions that, When executed, performs a certain func 
tion. Examples of such code include an operating system, an 
application, an applet, a program or even a subroutine. 

SoftWare module(s) may be stored in a machine-readable 
medium, including, but not limited to, an electronic circuit, 
a semiconductor memory device, a read only memory 
(ROM), a ?ash memory, an erasable ROM (EROM), a 
?oppy diskette, a computer disk, an optical disk, a hard disk, 
a ?ber optic medium, a radio frequency (RF) link and the 
like. 

System Architecture 
FIG. 1 is a block diagram illustrating a peer-to-peer 

con?guration for a Wireless netWork 100, in accordance With 
one embodiment of the invention. In embodiments depicted 
in FIGS. 1—3 and 5, the Wireless netWorks may be con?gured 
according to a “Wireless protocol” including, but not limited 
to, IEEE 802.11a, 802.11b, 802.11c, 802.11g, HiperLan 2, or 
any other protocol for any point-to-point Wireless link or 
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4 
netWork. For example, as de?ned by the IEEE 802.11 
standard, netWork 100 is con?gured according to an ad hoc 
mode as independent basic service set (IBSS). As illustrated, 
tWo or more Wireless clients 102 (102-1, . . . , 102-N) 

equipped With, for example, Wireless adapter cards to com 
municate With, form the Wireless netWork 100. 
As described herein, the term “Wireless client” or “client” 

is used to refer to Wireless devices including, but not limited 
to, personal computers including laptop computers, 
equipped With Wireless adapter cards, as Well as personal 
digital assistants (PDAs), appliances, and the like devices 
con?gured to communicate via a Wireless communications 
medium such as, for example, radio frequency (RF) Waves. 
Furthermore, as described herein, the term “Wireless station” 
or “station” is used to refer to devices including, but not 
limited to, Wireless base stations, Wireless access points 
(AP), computers such as server computers, personal com 
puters, laptops, PDAs, or like devices con?gured to restrict 
access to stored information contained therein or to an 

attached Wired netWork. 
For example, as de?ned by the IEEE 802.11 standard, 

netWork 100 is con?gured according to an ad hoc mode as 
independent basic service set (IBSS). Within the ad hoc 
mode (peer-to-peer Wireless con?guration) only the Wireless 
clients Within the transmission range (Within the same cell) 
can communicate With each other. Generally, the peer-to 
peer netWork con?guration 100 is principally used to 
quickly and easily setup a Wireless netWork Where no 
infrastructure is available, such as a convention center or 
offsite meeting location. 

HoWever, in contrast to conventional Wireless netWorks, 
station 110 of Wireless network 100 is con?gured to perform 
location based authentication of Wireless clients requesting 
netWork access. As described herein, the term “request for 
netWork access” includes, but is not limited to netWork 
access requests, authentication requests or any other like 
requests for access to a Wireless netWork or WLAN. Accord 
ingly, as described in further detail beloW, peer-to-peer 
con?guration netWork 100 is designed to limit access to 
Wireless devices Which fall Within prede?ned netWork 
boundaries, as described in further detail beloW. 

FIG. 2 illustrates a WLAN netWork con?guration 150, in 
accordance With one embodiment of the present invention. 
For example, according to the IEEE 802.11 standard, the 
netWork 150 is also referred to as infrastructure mode or 
basic service set (BSS). As illustrated, in the infrastructure 
mode, each client 102 sends all communications to a Wire 
less local area netWork (WLAN) access point (station) 160. 
As such, the clients 102 communicate With station 160, 
Which acts as a bridge to resources of a Wired netWork 180. 
Wired netWork 110 may implement an Ethernet protocol, 
Home Plug protocol, or the like. Conventional WLAN 
netWorks may be governed by the Wire equivalency protocol 
(WEP). HoWever, WLAN netWork 150 utiliZes location 
based authentication as described in further detail beloW. 

Conventionally, prior to communicating data, Wireless 
clients and station 160 establish a relationship or an asso 
ciation. After an association is established, Wireless clients 
and stations exchange data. In the infrastructure mode, the 
clients associate With an access point (station). The associa 
tion process is a tWo step process involving three states: (1) 
unauthenticated and associated; (2) authenticated and unas 
sociated; and (3) authenticated and associated. To transition 
betWeen the states, the communicating parties exchange 
messages called management frames. In operation, all sta 
tions transmit a beacon management frame at a ?xed inter 
val. 
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To associate With a station and join a Wireless network, a 
Wireless client listens for beacon messages to identify sta 
tions Within range. After identifying a station, the client and 
the station may perform a mutual authentication by exchang 
ing several management frames as part of the process. After 
successful authentication, the client moves into the second 
state authenticated and unassociated. Moving from the sec 
ond state to the third and ?nal state, authenticated and 
associated involves the client sending an association request 
frame and the station responding With an association 
response frame. 

Unfortunately, current techniques for providing secure 
Wireless netWorks are susceptible to various attacks. For 
example, as illustrated in FIG. 3, WLAN 200 may come 
under attack from a client 220 (220-1, . . . , 220-N), Which 

desires access to the WLAN 200 via an access point (station) 
210 (210-1, . . . , 210-N). Once granted access, an attacker 

computer 220-1 is able to freely access corporate LAN 230, 
as Well as internal host 240. In other Words, as illustrated 
With reference to FIG. 3, an attacker client 220-1 is able to 
circumvent corporate ?reWall 250 Which traditionally 
secures corporate LAN 230 from various attacks via the 
Internet 260. 

To avoid this problem, the WEP protocol provides tWo 
mechanisms for authentication, open system authentication 
and shared key authentication. The open system authentica 
tion is a default authentication protocol for, for example, 
802.11B. Generally, open system authentication provides 
access to anyone that requests authentication by providing a 
null authentication process. For example, as illustrated in 
FIG. 3, attacker client 220 may detect a beacon management 
frame from station 210-1. Once detected, if WLAN 200 is 
con?gured according to open system authentication, attacker 
client 210 may freely access corporate LAN 230, as Well as 
internal host 240 by simply requesting access. 

Shared key authentication uses a standard challenge and 
response scheme based on knoWledge of secret keys to 
provide authentication. The client 220 requesting authenti 
cation (initiator) sends an authentication request manage 
ment frame to station 210 indicating a desire to use shared 
key authentication. In response, station 210 (responder) 
responds by sending an authentication management frame 
containing 128-octets of challenge text to the initiator. The 
frame is generated using a WEP pseudo-random number 
generator (PRNG) With the “shared secret” and random 
initialiZation vector (IV). 

Once the management frame is received from the initiator 
220, contents of the challenge text are copied into a neW 
management frame body, Which is then encrypted using the 
shared secret key along With a neW IV selected by the 
initiator 220. The encrypted frame is then sent to the 
responder 210. The responder decrypts the received frame 
and veri?es the 32-bit integrity check value (ICV) as valid 
and that the challenge text matches that sent in the ?rst 
message. When matches are detected, authentication of the 
initiator is successful. If authentication is successful then the 
initiator and the responder sWitch rolls and repeat the 
process to ensure mutual authentication. 

Unfortunately, since Wireless netWorks communicate via 
a shared medium, shared key authentication is easily 
exploited through a passive attack by the eavesdropping of 
one leg of a mutual authentication. The attack Works because 
of the ?xed structure of the WEP protocol. Accordingly, one 
embodiment of the invention describes a method and appa 
ratus for location based authentication Which may be used to 
supplement conventional Wireless security mechanisms and 
ensure a secure Wireless network. 
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As a result, in one embodiment, station 160 is con?gured 

to perform location based authentication in order to supple 
ment, or possibly replace, shared key authentication as 
described above. Accordingly, as illustrated With reference 
to FIG. 3, WLAN 200 could be con?gured to prohibit 
granting of access/authentication requests to clients outside 
physical security perimeter 202. In one embodiment, con 
?guration of stations to perform location based authentica 
tion is depicted With reference to FIG. 4. 
As illustrated in FIG. 4, a station 300 includes a micro 

processor 302 Which uses chipset 310 to access memory 
312, as Well as communications interface 320. The commu 
nications interface may include one or more incoming 
antennas 330, as Well as one or more outgoing antennas 340. 

In one embodiment, station 300 may include adaptive 
antenna arrays and Work in conjunction With additional 
stations to identify spatial location of Wireless clients. In 
contrast to conventional stations, station 300 includes client 
authentication logic 400. The client authentication logic 400 
includes location based authentication logic 410. The loca 
tion based authentication logic uses netWork boundary iden 
ti?cation logic 430. 

In one embodiment, netWork boundary identi?cation 
logic 430 requires inputting of one or more values to de?ne 
boundaries of a netWork. For example, as illustrated With 
reference to FIG. 5, a Wireless netWork 500 is con?gured 
Within home 520. Within the embodiment, a user Would be 
required to provide, for example, geographic coordinates 
identifying the boundaries of the user’s home 520. In one 
embodiment, providing of the boundaries can simply be 
performed by providing a remote control device (not shoWn) 
for station 300 Which a user can carry along the boundaries 
of their home Which are recorded by the remote control. 

In one embodiment, the coordinates may either be Wire 
lessly transmitted to netWork boundary identi?cation logic 
430 or, for example, doWnloaded into identi?cation logic 
430 from the remote control once docked onto station 300. 
In an alternative embodiment, a geographic positioning 
system could be used to identify the boundaries of home 520 
and provide the boundaries to identi?cation logic 430. Based 
on this information, identi?cation logic 430 generates an 
internal representation of the home or structure. The param 
eters used to form the internal representation of the Wireless 
netWork may vary depending on the desired implementation 
Which may include, for example, geographic coordinate 
systems, latitude and longitude readings, and the like. 

In addition to the internal representation of the Wireless 
netWork, in one embodiment, identi?cation logic 430 stores 
data based on characteristics from a sample Wireless device 
signal such as, for example, the estimated direction of arrival 
(DOA), signal strengths, and characteristics (space-time 
features) of multipath signals received from the Wireless 
client. In such an embodiment, data is transmitted to the 
station 300 from a Wireless client located at a feW locations 
Within the geographic boundaries of the Wireless netWork 
and from a feW locations outside the geographic boundaries 
of the Wireless netWork. This information may be used to 
assist the client location detection logic 420 to convert 
detected signal characteristics from a Wireless client request 
ing netWork access into netWork boundary identi?cation 
parameters to determine Whether the client is located Within 
the Wireless netWork boundaries. 

In a further embodiment, this information can be used to 
perform multipath ?ngerprinting of Wireless clients. In one 
embodiment, the multipath ?ngerprints may be stored 
Within, for example, a database (not shoWn) Which may be 
con?gured to adapt over time as multipath ?ngerprints 
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changes over time. In a further embodiment, multiple sta 
tions may be utilized Within the Wireless network, Which 
may each perform the various techniques described above 
for enabling analysis of the RF signal received from a 
Wireless client and convert characteristics of the received 
signal into, for example, geographic coordinates, the geo 
graphic coordinates are then compared With the internal 
representation of the Wireless netWork boundaries. 

Accordingly, once the Wireless netWork boundaries are 
provided to identi?cation logic 430, location based authen 
tication logic 410 functions as folloWs, in accordance With 
one embodiment. Initially, the station 300 Will transmit, for 
example, a beacon management frame. In response, a Wire 
less client responds to the beacon management frame With 
an authentication request management frame (network 
access request). Once received, location based authentica 
tion logic 410 uses the client location detection logic 420 to 
identify a spatial (relative/absolute) location of the Wireless 
client. 

In one embodiment, identifying of the Wireless client’s 
location may be performed utiliZing a trusted global posi 
tioning system (GPS). In an alternative embodiment, char 
acteristics of the radio frequency Waves used to transmit the 
authentication request from the Wireless client to the station 
300 may be analyZed. For example, in one embodiment, 
device location detect logic 720 may generate a model of the 
multipath propagation effect, as Well as the RF propagation 
effect according to the radio frequency Waves used to 
provide the authentication request to the station 300. 
According to the multipath and RF propagation estimates, 
location detection logic 420 can determine an approximate 
location of the Wireless client. 

As Will be recogniZed by those skilled in the art, the 
mechanism used to identify the location of a Wireless client 
Will depend on the model used to supplement the internal 
representation of the Wireless netWork boundaries. For 
example, as described above, in one embodiment, multipath 
?ngerprinting can be used to estimate the location of 
devices. For example, When an access request is received 
from a Wireless client, pattern matching may be used to 
estimate the location of the client based on multipath char 
acteristics of the received signal. Accordingly, in one 
embodiment, if the exact location of matching multipath 
characteristics is stored in a database, the location of the 
Wireless client may be estimated With nearly one hundred 
percent accuracy. 

In a further embodiment, a direction arrival, signal 
strength, and characteristics of spatio-temporal features of 
multipath signals received from the Wireless client may be 
compared against previously stored values in order to 
approximate the spatial location of the Wireless client. In a 
further embodiment, a Wireless netWork may utiliZe multiple 
stations. When using multiple stations, in one embodiment, 
the location of a Wireless client may be performed using 
triangulation. In a further embodiment, a probabilistic 
approach can be used to help increase the accuracy of 
location estimation. 

For example, as described above, estimates from Wireless 
clients located Within and outside the Wireless netWork 
boundaries may be analyZed using Euclidean Distance Esti 
mation or Neural Network Estimation methods. For Euclid 
ean Distance, the distance betWeen the neWly measured 
vector and stored vectors is minimiZed to yield the best 
estimation of the Wireless client location. Furthermore, 
estimation location may be improved by determining a 
direct distance to a client. This may be estimated by signal 
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strengths, as Well as measuring round trip times of a packet 
sent from the station to the client. 

For example, a packet is sent to the client after response 
or acknoWledgement is received Within a certain period of 
time the client is assumed to be Within a certain distance of 
the station taking into account propagation times. Within 
UWB system, the round-trip time for communication of the 
packet can be used to provide distance estimation due to the 
decrease or absence of multipath fading in UWB systems. 

In a further embodiment, station 300 may be equipped 
With direction of arrival estimation logic, such as adaptive 
antenna arrays. For example, in one embodiment, beam 
forming adaptive antenna arrays may be used to determine 
the direction of arrival from the signal received from the 
Wireless client, and can also be used to estimate the distance 
of the Wireless client. Based on this information, an approxi 
mate location of the Wireless client is determined. In a 
further embodiment, information such as the direction of the 
client may be used to transmit directionally from the station 
300 to the Wireless clients, hence decreasing the possibility 
of interception from rogue clients. 
As such, once either a GPS provided location or an 

approximate location for the Wireless client is determined, 
the location is compared to the internal representation of the 
netWork boundaries contained Within boundary identi?ca 
tion logic 430. Consequently, When the identi?ed spatial 
location of the Wireless client falls Within the netWork 
boundaries, location based authentication logic 410 may 
comply With the authentication/access request received from 
the Wireless client. For example, in one embodiment, a 
Wireless client authenticated based on an identi?ed spatial 
location could then be provided With secret keys in order to 
implement future shared key authentication. 

Alternatively, When the Wireless client has previously 
communicated and successfully been granted access to the 
Wireless netWork, location based authentication logic 410 
uses key authentication logic 440 to engage in traditional 
challenge and response shared key authentication. Alterna 
tively, the Wireless client could simply be provided access 
once location based authentication is successful. In this 
embodiment, the location based authentication presupposes 
that the Wireless client has gained access to a certain location 
and is assumed to have passed through some other physical 
authentication and, hence, is deemed trustable. 

Accordingly, as depicted With reference to FIG. 5, based 
on the spatial location of the various Wireless clients, station 
502 Would grant access to Wireless client 512-A and Wireless 
client 510-B since both Wireless clients reside Within the 
netWork boundaries of home 520. Conversely, location 
based authentication Would be denied to Wireless client 
514-C and Wireless client 516-D, as Well as Wireless client 
518-E, since each of the aforementioned Wireless clients are 
currently located outside the netWork boundaries of home 
520. Furthermore, the station could monitor the Wireless 
clients and terminate communication once the Wireless 
clients are outside the netWork boundaries. 

Accordingly, as described in the embodiments, the spatial 
location of devices may be determined by the various 
methods described above, such as by GPS devices on the 
Wireless devices or other methods, such as 802.11, HiperLan 
or UWB based positioning. In one embodiment, location 
based authentication is implemented in the form of hardWare 
and softWare in the Wireless devices. Conversely, identifying 
the spatial location of a Wireless client may be based on 
characteristics of signals received from the Wireless client. 
Accordingly, location based authentication may be based on 
absolute or relative location of Wireless clients in accordance 
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With embodiments of the present invention. Procedural 
methods for implementing embodiments of the present 
invention are noW described. 

Operation 
FIG. 6 is a How chart illustrating a method 600 for 

performing location based authentication of Wireless clients 
in accordance With one embodiment of the invention. For 
example, the location based authentication may be per 
formed Within a network, for example, as depicted in FIG. 
5, utiliZing a station as described in FIG. 4, in accordance 
With one embodiment of the invention. At process block 
610, it is determined Whether or not an authentication 
(network access request) request is received. For example, 
as illustrated With reference to FIG. 5, station 502 Would 
determine Whether, for example, an authentication request is 
received from a Wireless device (client) that is requesting 
access to a Wireless netWork. 

For example, as illustrated With reference to FIG. 5, the 
various Wireless clients illustrated (A—E) are required to 
submit netWork access requests, such as, for example, 
authentication requests to gain access to Wireless netWork 
500. In response, at process block 630 the Wireless device is 
authenticated according to the identi?ed spatial location of 
the Wireless device. In one embodiment, the location based 
authentication denies netWork access and authentication 
requests from Wireless clients identi?ed outside the netWork 
boundaries. In contrast, Wireless clients identi?ed as located 
Within the netWork boundaries are presumed to have passed 
through some other method of physical authentication once 
they are located Within prede?ned netWork boundaries. As 
such, devices Within the netWork boundaries are identi?ed as 
having attained a minimum level of trust. 

FIG. 7 is a How chart illustrating a method 602 for 
establishing an internal representation of Wireless netWork 
boundaries, in accordance With one embodiment of the 
invention. At process block 604, it is determined Whether a 
netWork boundary setup request is received. Once received, 
at process block 606 one or more values de?ning physical 
boundaries of a Wireless netWork are received. Once the 
values are received, at process block 606 the received values 
are processed to establish an internal representation of the 
Wireless netWork boundaries. 

For example, in one embodiment, geographic coordinates, 
longitude and latitude readings, or the like are used to 
establish an internal representation of the netWork bound 
aries Within, for example, a station 300, as depicted in FIG. 
4. In one embodiment, the internal representation of the 
boundaries is used to compare identi?ed spatial locations of 
Wireless devices either relative to the netWork boundaries or 
as indicated by precise or approximate coordinate location. 

Referring noW to FIG. 8, a How chart illustrating a method 
614 for identifying the spatial location of a Wireless device 
is shoWn, in accordance With one embodiment of the inven 
tion. At process block 616 a signal strength of a signal 
received from a Wireless client is determined. Once the 
signal strength is determined, at process block 618, multi 
path and radio frequency (RF) propagation values are cal 
culated according to one or more predetermined character 
istics of the received signal. In one embodiment, the 
predetermined characteristics may include direction of 
arrival, spatial temporal properties, such as multipath delay 
in the scattering environment, and the like. 
At process block 620, an approximate spatial location of 

the Wireless client is identi?ed according to the signal 
strength and the calculated multipath and radio frequency 
(RF) propagation values. Alternatively, multipath ?nger 
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10 
printing, pattern matching, direction of arrival and distance 
estimation, triangulation, or the like, may be used to identify 
the spatial location. In one embodiment, the spatial location 
is provided relative to the boundaries of the Wireless net 
Work. In an alternate embodiment, an approximate coordi 
nate location of the Wireless client is identi?ed. In one 
embodiment, an exact coordinate location of the Wireless 
client may be provided using a geographic positioning 
system (GPS). 

FIG. 9 is a How chart illustrating a method 632 for 
authenticating a Wireless client according to an identi?ed 
spatial location of the Wireless client, in accordance With one 
embodiment of the invention. At process block 634, the 
identi?ed spatial location of the Wireless client is compared 
With predetermined Wireless netWork boundaries. At process 
block 636, it is determined Whether the Wireless client is 
physically located Within the predetermined Wireless net 
Work boundaries. When the Wireless client is physically 
located Within the netWork boundaries at process block 638, 
a response is provided to the netWork access/authentication 
request received from the Wireless device. OtherWise, at 
process block 640 the netWork access/authentication request 
received from the Wireless client is disregarded. 

FIG. 10 is a How chart illustrating a method 650 for 
authenticating a Wireless client according to an identi?ed 
spatial location, in accordance With one embodiment of the 
invention. At process block 650 an approximate spatial 
location of the Wireless device is converted into one or more 
coordinate values. At process block 654, the one or more 
coordinate values are compared to an internal representation 
of the Wireless netWork boundaries. Based on the compari 
son, at process block 656 it is determined Whether the 
coordinate values fall Within the internal representation of 
the Wireless netWork boundaries. When the values fall 
Within coordinates of the Wireless netWork boundaries, pro 
cess block 658 is performed. OtherWise, process block 660 
is performed. 
At process block 658 the Wireless client is authenticated 

based on its physical location Within the Wireless netWork 
boundaries. Conversely, at process block 660, a reply is sent 
to the Wireless client denying access to the Wireless netWork. 
For example, as illustrated With reference to Wireless net 
Work 500 of FIG. 5, Wireless clients A and B (512 and 510) 
are granted netWork access by station 502. Conversely, 
Wireless client C (514) Which is located in yard 530, Wireless 
client D (516) Which is located in street 540, and Wireless 
client E (518) Which is located Within neighbor’s home 530, 
are denied netWork access. 

FIG. 11 is a How chart illustrating a method 670 for 
authenticating the Wireless client according to an identi?ed 
spatial location of the device, in accordance With one 
embodiment of the invention. At process block 672 it is 
determined Whether the Wireless client is physically located 
Within predetermined netWork boundaries. When the Wire 
less client is physically located Within the netWork bound 
aries, process block 674 is performed. OtherWise, at process 
block 684 the Wireless device is denied Wireless netWork 
access. At process block 674, it is determined Whether the 
Wireless client, Within the netWork boundaries, has previ 
ously communicated With the netWork according to, for 
example, an identi?cation value of the Wireless client. 
At process block 676, When the Wireless client has pre 

viously established communication With the netWork, pro 
cess block 678 is performed. OtherWise, at process block 
680 a shared key exchange is performed With the Wireless 
client. Once the shared key exchange is performed, at 
process block 682 the Wireless client is granted Wireless 
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network access. Otherwise, for previously identi?ed Wire 
less clients, at process block 678 the Wireless client is 
granted Wireless netWork access. In one embodiment, the 
challenge and response authentication scheme is engaged 
With the previously identi?ed Wireless clients to provide 
authentication of the Wireless client, Which may be repeated 
to provide mutual authentication betWeen the Wireless client 
and, for example, a netWork access point, such as depicted 
in FIG. 4. 

FIG. 12 is a How chart illustrating a method 690 for 
performing location based authentication of Wireless clients, 
in accordance With one embodiment of the invention. At 
process block 692 a current spatial location of an authenti 
cated Wireless client is monitored. In other Words, in one 
embodiment, movement of a Wireless client Will cause 
monitoring of the current spatial location of the device. At 
process block 694, it is determined Whether the Wireless 
client is located outside the predetermined netWork bound 
aries. When such is the case, at process block 696 termina 
tion of communication Within the Wireless device is per 
formed, revoking previously granted netWork access. 
HoWever, in one embodiment, a station, having an adaptive 
antenna array transmits directionally to the Wireless clients 
to decrease the possibility of interception from rogue Wire 
less clients. 

Alternate Embodiments 
Several aspects of one implementation of the location 

based authentication for providing improved Wireless net 
Work security are described. HoWever, various implemen 
tations of the location based authentication provide numer 
ous features including, complementing, supplementing, and/ 
or replacing the features described above. Features can be 
implemented as part of the access point or as part of the 
Wireless devices in different embodiment implementations. 
In addition, the foregoing description, for purposes of expla 
nation, used speci?c nomenclature to provide a thorough 
understanding of the embodiments of the invention. HoW 
ever, it Will be apparent to one skilled in the art that the 
speci?c details are not required in order to practice the 
embodiments of the invention. 

It is to be understood that even though numerous char 
acteristics and advantages of various embodiments of the 
present invention have been set forth in the foregoing 
description, together With details of the structure and func 
tion of various embodiments of the invention, this disclosure 
is illustrative only. In some cases, certain subassemblies are 
only described in detail With one such embodiment. Never 
theless, it is recogniZed and intended that such subassem 
blies may be used in other embodiments of the invention. 
Changes may be made in detail, especially matters of 
structure and management of parts Within the principles of 
the embodiments of the present invention to the full extent 
indicated by the broad general meaning of the terms in 
Which the appended claims are expressed. 

Having disclosed exemplary embodiments and the best 
mode, modi?cations and variations may be made to the 
disclosed embodiments While remaining Within the scope of 
the embodiments of the invention as de?ned by the folloW 
ing claims. 

What is claimed is: 
1. A method comprising: 
receiving, from a Wireless client, a request for access to a 

Wireless netWork; 
identifying, by a Wireless netWork access point, a spatial 

location of the Wireless client; and 
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authenticating, by the Wireless netWork access point, the 

Wireless client, according to the identi?ed spatial loca 
tion of the Wireless client. 

2. The method of claim 1, Wherein authenticating the 
Wireless client further comprises: 

comparing the identi?ed spatial location of the Wireless 
client With predetermined Wireless netWork boundaries; 

When the Wireless client is physically located Within the 
predetermined Wireless netWork boundaries, respond 
ing to an authentication request received from the 
Wireless client; and 

otherWise, disregarding the authentication request. 
3. The method of claim 2, responding to the authentication 

request comprises: 
engaging in a challenge and response authentication With 

the Wireless client based on commonly shared keys to 
authenticate the Wireless client; and 

granting the Wireless client access to the Wireless netWork 
if the Wireless client is authenticated according to the 
challenge and response authentication. 

4. The method of claim 1, Wherein the method, prior to 
receiving the request for access, further comprises: 

receiving one or more values identifying Wireless netWork 
boundaries; and 

processing the received values to establish an internal 
representation of the Wireless netWork boundaries. 

5. The method of claim 1, Wherein identifying the spatial 
location of the Wireless client further comprises: 

determining a signal strength of a received signal used to 
communicate the authentication request from the Wire 
less client; 

calculating multipath and radio frequency (RF) propaga 
tion values according to one or more predetermined 
characteristics of the received signal; and 

identifying an approximate spatial location of the Wireless 
client according to the signal strength and the calcu 
lated multipath and RF propagation values. 

6. The method of claim 1, Wherein identifying the spatial 
location of the Wireless client further comprises: 

determining coordinates of the spatial location of the 
Wireless client using a geographic positioning system 
(GPS). 

7. The method of claim 1, Wherein authenticating the 
Wireless client further comprises: 

converting an approximate spatial location of the Wireless 
client into one or more coordinate values; 

comparing the one or more coordinate values to an 

internal representation of Wireless netWork boundaries; 
When the one or more coordinate values falls Within the 

internal representation of the Wireless netWork bound 
aries, authenticating the Wireless client; and 

otherWise, sending a reply to the Wireless client denying 
access to the Wireless netWork. 

8. The method of claim 1, Wherein authenticating the 
Wireless client further comprises: 

determining Whether the Wireless client has previously 
communicated With the netWork according to an iden 
ti?cation value of the Wireless client; 

When the Wireless client is identi?ed as having previously 
established communication With the Wireless netWork, 
granting Wireless netWork access to the Wireless client 
if the spatial location of the Wireless client is Within 
predetermined Wireless netWork boundaries; and 
otherWise, performing a shared key exchange With the 

Wireless client to enable shared key authentication 
during subsequent authentication requests from the 
Wireless client, and 
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granting the Wireless client access to the Wireless 
network, if the spatial location of the Wireless client 
is Within the predetermined Wireless netWork bound 
aries. 

9. The method of claim 1, Wherein authenticating the 
Wireless client further comprises: 

engaging in a challenge and response authentication of the 
Wireless client When the Wireless device is physically 
located Within predetermined Wireless netWork bound 
aries. 

10. The method of claim 1, further comprising: 
monitoring a current spatial location of the Wireless client 
When movement of the Wireless device is detected; and 

terminating communication With the Wireless device once 
the current spatial location of the Wireless device is 
outside predetermined netWork boundaries. 

11. A machine readable medium including softWare 
executed by at least one processor, Within an electronic 
device, the softWare comprising: 

an identi?cation module to identify a spatial location of a 
Wireless client if a request for access to a Wireless 
netWork is received from the Wireless client; and 

an authentication module to authenticate the Wireless 
client, according to the identi?ed spatial location of the 
Wireless client, Wherein the identi?cation module deter 
mines a signal strength of a received signal used to 
communicate the request from the Wireless client, cal 
culates multipath and radio frequency (RF) propagation 
values according to one or more predetermined char 
acteristics of the received signal, and identi?es an 
approximate spatial location of the Wireless client 
according to the signal strength and the calculated 
multipath and RE propagation values. 

12. The machine readable storage medium of claim 11, 
Wherein the authentication module responds to an authenti 
cation request received from the Wireless client if the Wire 
less client is physically located Within predetermined Wire 
less netWork boundaries, and otherWise, disregards the 
received authentication request. 

13. The machine readable medium of claim 12, Wherein 
the authentication module 

engages in a challenge and response authentication With 
the Wireless client based on commonly shared keys to 
authenticate the Wireless client. 

14. The machine readable medium of claim 11, Wherein 
the softWare further comprises: 

a netWork boundary module to process one or more 
received values identifying Wireless netWork bound 
aries to establish an internal representation of the 
Wireless netWork boundaries prior to receiving access 
requests. 

15. The machine readable medium of claim 11, Wherein 
the identi?cation module determines coordinates of the 
spatial location of the Wireless client using a geographic 
positioning system (GPS). 

16. The machine readable storage medium of claim 11, 
Wherein the authentication module converts an approximate 
spatial location of the Wireless client into one or more 
coordinate values, compares the one or more coordinate 
values to an internal representation of Wireless netWork 
boundaries, authenticates the Wireless client if the one or 
more coordinate values falls Within the internal representa 
tion of the Wireless netWork boundaries, and otherWise, 
sends a reply to the Wireless client denying access to the 
Wireless netWork. 

17. The machine readable storage medium of claim 11, 
Wherein the authentication module grants Wireless network 
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access to the Wireless client if the spatial location of the 
Wireless client is Within predetermined Wireless netWork 
boundaries and if the Wireless client is identi?ed as not 
having previously established communication With the Wire 
less netWork, performs a shared key exchange With the 
Wireless device to enable shared key authentication during 
subsequent authentication requests from the Wireless client. 

18. The machine readable storage medium of claim 11, 
Wherein the authentication module engages in a challenge 
and response authentication of the Wireless client if the 
Wireless client is physically located Within predetermined 
Wireless netWork boundaries. 

19. The machine readable storage medium of claim 11, 
Wherein softWare further comprises: 

a motion detection module to monitor a current spatial 
location of the Wireless client if movement of the 
Wireless client is detected, and terminate communica 
tion With the Wireless client once the current spatial 
location of the Wireless client is outside predetermined 
netWork boundaries. 

20. A base station comprising: 
a communication interface to receive an authentication 

request being a request from a Wireless client request 
ing netWork access; and 

circuitry coupled to the communications interface, the 
circuitry comprising authentication logic to respond to 
the authentication request When an identi?ed spatial 
location of the Wireless client falls Within predeter 
mined netWork boundaries. 

21. The apparatus of claim 20, Wherein the authentication 
logic of the circuitry further comprises: 

device location detection logic to identify a relative/ 
spatial location of Wireless clients requesting netWork 
access. 

22. The apparatus of claim 20, Wherein the authentication 
logic of the circuitry further comprises: 

netWork boundary identi?cation logic to generate an 
internal representation of the netWork boundaries 
according to received coordinate values. 

23. The apparatus of claim 20, further comprising: 
a remote control device to capture coordinate values of 

netWork boundaries and provide the coordinate values 
to boundary identi?cation logic of the authentication 
logic. 

24. The apparatus of claim 21, Wherein the device location 
detection logic of the circuitry includes a geographic posi 
tioning system to identify the spatial location of Wireless 
devices requesting netWork access. 

25. A system comprising: 
a Wireless local area netWork (WLAN) having predeter 

mined Wireless netWork boundaries; and 
a station located Within the predetermined Wireless net 
Work boundaries, the station including authentication 
logic circuitry to respond to an authentication request 
being a netWork access request from a Wireless client 
When an identi?ed spatial location of the Wireless client 
falls Within the predetermined Wireless netWork bound 
aries. 

26. The system of claim 25, Wherein the authentication 
logic circuitry further comprises: 

device location detection logic to identify a relative/ 
spatial location of Wireless devices requesting netWork 
access. 

27. The system of claim 25, Wherein the authentication 
logic further comprises: 
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network boundary identi?cation logic to generate an 
internal representation of the netWork boundaries 
according to received coordinate values. 

28. The system of claim 25, further comprising: 
a remote control device to capture coordinate values of 

the netWork boundaries and provide the coordinate 
values to boundary identi?cation logic of the authen 
tication logic. 

29. The system of claim 25, Wherein the station further 
comprises: 

a communications interface including an adaptive antenna 
array to enable directional communication With authen 
ticated Wireless clients to reduce communication inter 
ception by unauthenticated Wireless clients. 

30. A method comprising: 
receiving, from a Wireless client, a request for access to a 

Wireless netWork; 
identifying, by a Wireless netWork access point, a spatial 

location of the Wireless client; 
authenticating, by the Wireless netWork access point, the 

Wireless client according to the identi?ed spatial loca 
tion of the Wireless client; and 

granting, by the Wireless netWork access point, the Wire 
less client according to the Wireless client access to the 
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Wireless netWork if the Wireless client is authenticated 
according to the identi?ed spatial location of the Wire 
less client. 

31. The method of claim 30, Wherein authenticating the 
Wireless further comprises: 

engaging in a challenge and response authentication With 
the Wireless client based on commonly shared keys to 
authenticate the Wireless client, if the identi?ed spatial 
location of the Wireless client indicates that the Wireless 
client is located Within predetermined Wireless netWork 
boundaries. 

32. The method of claim 30 Wherein authenticating the 
Wireless client further comprises: 

establishing authentication of the Wireless client to grant 
the request for access to the Wireless netWork if the 
identi?ed spatial location of the Wireless client indi 
cates that the Wireless client is physically located 
Within predetermined Wireless netWork boundaries. 

33. The method of claim 30 Wherein the Wireless netWork 
is a Wireless local area netWork. 

34. The system of claim 25, Wherein the station comprises 
an access point of the WLAN. 

* * * * * 


