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(76) Inventor; Ynjiun P_ Wang, cuper?no, CA (Us) The invention enables a registered PEAD user to exchange 
a secure message With another registered PEAD user by 

Correspondence Address; using the user ID and the user public key information in the 
MOSER, PATTERSON & SHERIDAN, LLP server. The sender can retrieve the public key information 
Suite B from the server 1201 using the receiver’s user ID as an 
4149 E] Camilla Way index; then the sender can derive the shared secret using the 
Palo Alto, CA 94306-4036 (US) receiver’s public key. The sender then can encrypt the 

message With the shared secret and send it over to a server 

(21) Appl. No.: 10/026,848 With the other PEAD user’s (receiver’s) ID appended With 
the sender’s user ID over the Wireless netWork and/or 

(22) Filedi DBC- 21, 2001 Internet. The server then stores the message and forwards 
the message to the receiver once the receiver’s PEAD is 

Related US Application Data polling for messages. (It is understood in the art that the 
_ _ _ _ _ server can push the messages to the receiver’s PEAD). 

(63) Continuation-m-part of application No. 09/067,176, 
?led on Apr' 27, 1998, HOW Pat' No_ 6,282,656 The receiving PEAD user can use the sender’s PEAD user 

ID and sender’s public key information to derive the shared 
Publication Classi?cation secret to decrypt a received secure message. Once a shared 

secret is computed or established by protocol betWeen tWo 
(51) Int. Cl.7 ................................................... .. G06F 17/60 users, that shared secret can be saved in the PEAD for future 
(52) US. Cl. ............................................... .. 705/51; 705/64 communication encryption/decryption usage. 
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METHODS OF EXCHANGING SECURE 
MESSAGES 

CROSS-REFERENCE TO RELATED 
APPLICATIONS 

[0001] This application is a continuation-in-part of a 
patent application entitled “Electronic Transaction Systems 
and Methods Therefor,” ?led Apr. 27, 1998 by inventor 
Ynjiun P. Wang, Ser. No. 09/067,176; this application is also 
a continuation-in-part of an application entitled “Portable 
Electronic Charge and Authorization Devices and Methods 
Therefor”. 

BACKGROUND OF THE INVENTION 

Field of the Invention 

[0002] The present invention generally relates to methods 
and apparatus for conducting electronic transactions. More 
particularly, the present invention relates to portable elec 
tronic authoriZation devices (PEADs) Which advantageously 
and substantially eliminate the security risks associated With 
prior art techniques of approving transactions betWeen a user 
and an electronic transaction system. 

[0003] Electronic transaction systems are knoWn. An elec 
tronic transaction system typically permits a user to conduct 
designated transactions electronically, Which substantially 
improves ef?ciency and convenience to the user. EXamples 
of electronic transactions include transactions conducted via 
computer networks, automated teller machines (AT M’s), 
automated point-of-sale systems, automated library systems, 
and the like. Transactions conducted via computer netWorks 
may encompass a Wide range of transactions, including 
exchanging information and data via a computer netWork 
popularly knoWn as the Internet, e.g., to make a purchase 
from a vendor on the netWork. ATM’s typically permit users 
to conduct ?nancial transactions (such as WithdraWals, trans 
fers, deposits, and the like) vis-a-vis a ?nancial institution in 
an electronic manner. Automated point-of-sale systems may 
be employed by merchants to permit users to purchase 
products or services using the users’ electronic account, and 
automated library systems may be employed to permit 
library users to check out and return library materials. Other 
eXamples of electronic transaction systems are readily avail 
able in popular literature and are not enumerated herein for 
brevity sake. 

[0004] To enhance security to the user’s account, elec 
tronic transaction systems typically request the user to 
provide identi?cation data to authenticate himself as the user 
authoriZed to approve the proposed transaction or transac 
tions. If the user fails to provide the requested identi?cation 
data, the proposed transaction or transactions are not autho 
riZed and Will not be processed. The identi?cation data may 
be required With each transaction. By Way of eXample, an 
automated point-of-sale system may require the user to 
approve a purchase transaction and Will accept an approval 
message only if it is satis?ed that the person approving the 
transaction has furnished adequate identifying data authen 
ticating himself as the person authoriZed to perform the 
approval. Alternatively, the identi?cation data may be 
entered by the user at the start of a session to authenticate 
himself and enable that user subsequently perform any 
number of transactions Without further authentication. 
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[0005] In the prior art, users are typically required to 
manually enter the identi?cation data into the electronic 
transaction system for authentication. Typically, the entry of 
identi?cation data involves typing in a passWord on a 
numeric keypad or on a keyboard. The identi?cation data is 
then compared With data previously stored Within the elec 
tronic transaction system, and authentication is satis?ed 
When there is a match. As mentioned previously, the trans 
action or transactions proposed Will not be alloWed to 
proceed if there is no match. 

[0006] Although prior art electronic transaction systems 
provide some protection from unauthoriZed access and use 
of the user’s account, there are disadvantages. To illustrate 
certain disadvantages associated With prior art electronic 
transaction systems, reference may be made to FIG. 1 
herein. FIG. 1 shoWs an automated teller machine (ATM) 
100, representing the requesting device of an electronic 
transaction system 102. Electronic transaction system 102 
may include, for eXample, a central database 104 Which 
contains previously-stored identi?cation data and account 
data of user 106. 

[0007] To initiate a typical transaction With ATM 100, user 
106 ?rst inserts a data card 107, such as a bank card or a 
credit card, into a card reader 109. Data card 107 typically 
includes a magnetic stripe that contains the account number 
and other information related to the user, Which may then be 
read by card reader 109. The data stored in data card 107 
enables electronic transaction system 102 to ascertain Which 
account in database 104 user 106 Wishes to transact busi 
ness. 

[0008] Via a keypad 108 on ATM 100, user 106 may then 
be able to enter his identi?cation data, e.g., his personal 
identi?cation number (PIN), to authenticate himself. If the 
entered identi?cation data matches the identi?cation data 
stored With the account in database 104 that is identi?ed by 
data card 107, the user is authenticated and granted access 
to his account. If there is no match, authentication fails. 
After authentication, user 106 may be able to, for eXample, 
employ a combination of keypad 108 and a screen 110 to 
WithdraW cash from his account, Which results in cash being 
dispensed from ATM 100 and the balance in his account 
Within database 104 correspondingly reduced. 

[0009] Theoretically, the identi?cation data entered into 
ATM 100 should be secure. In reality, there are many 
potential security risks to me identi?cation data in prior art 
authentication techniques. Since the identi?cation data is not 
encrypted before being entered into ATM 100, the non 
encrypted identi?cation data is vulnerable to unauthoriZed 
access and procurement. Encryption of the identi?cation 
data is not practical in the prior art since it Would have been 
too complicated and/or inconvenient for the user to perform 
encryption or memoriZe the encrypted identi?cation data. 
UnauthoriZed procurement of the identi?cation data in the 
prior art may occur, for eXample, upon entry if it is inad 
vertently seen by another party, e.g., by another person 
behind user 106, either on screen 110 or more likely at 
keypad 108. 

[0010] Even if encryption is employed on the identi?ca 
tion data in the prior art, e.g., prior to transmission from 
ATM 100 to database 104, the encryption typically occurs 
Within ATM 100 and still requires the entry of non-encrypted 
identi?cation data from user 106 and the existence of the 
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identi?cation data for some duration of time in ATM 100. 
Unauthorized access to the identi?cation data may then 
occur if an unauthoriZed party is able to gain entry into ATM 
100 and intercepts, e.g., via softWare or hardWare imple 
mented in ATM 100, the non-encrypted identi?cation data 
therein. 

[0011] Furthermore, if public key cryptography is 
employed Within ATM 100, the storage of the user’s private 
key Within ATM 100 renders this private key vulnerable to 
theft, further exposing the user’s account to risk. The stolen 
passWord and/or private key may then be employed to alloW 
unauthoriZed persons to access the user’s account to the 
user’s detriment. 

[0012] In vieW of the foregoing, there are desired appa 
ratus and methods for conducting transactions With the 
electronic transaction system While substantially eliminate 
the risk of unauthoriZed access to the user’s account and 
unauthoriZed procurement of the user identi?cation data. 
Preferably, such an apparatus should be easily portable to 
permit the user to conveniently and comfortably perform 
transaction authentication anyWhere. 

SUMMARY OF THE INVENTION 

[0013] The invention enables a registered PEAD user to 
exchange a secure message With another registered PEAD 
user by using the user ID and the user public key information 
in the server. The sender can retrieve the public key infor 
mation from the server 1201 using the receiver’s user ID as 
an index; then the sender can derive the shared secret using 
the receiver’s public key. The sender then can encrypt the 
message With the shared secret and send it over to a server 
With the other PEAD user’s (receiver’s) ID appended With 
the sender’s user ID over the Wireless netWork and/or 
Internet. The server then stores the message and forWards 
the message to the receiver once the receiver’s PEAD is 
polling for messages. (It is understood in the art that the 
server can push the messages to the receiver’s PEAD). 

[0014] The receiving PEAD user can use the sender’s 
PEAD user ID and sender’s public key information to derive 
the shared secret to decrypt a received secure message. Once 
a shared secret is computed or established by protocol 
betWeen tWo users, that shared secret can be saved in the 
PEAD for future communication encryption/decryption 
usage. 

BRIEF DESCRIPTION OF THE DRAWINGS 

[0015] To facilitate discussion, FIG. 1 shoWs a prior art 
electronic transaction system, including an automated teller 
machine (ATM). 

[0016] FIG. 2 illustrates, in accordance With one embodi 
ment of the present invention, a portable electronic autho 
riZation device (PEAD), representing the apparatus for 
securely approving transactions conducted vis-a-vis an elec 
tronic transaction system. 

[0017] FIG. 3A shoWs, in one embodiment of the present 
invention, a simpli?ed schematic of the PEAD of FIG. 2. 

[0018] FIG. 3B shoWs, in one embodiment, the format of 
representative transaction approval data. 

[0019] FIG. 4 illustrates, in accordance With one embodi 
ment of the present invention, a logic block schematic of the 
PEAD. 
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[0020] FIG. 5A represents, in accordance With one 
embodiment of the present invention, a high-level hardWare 
implementation of the PEAD. 

[0021] FIG. 5B illustrates one implementation of a PEAD 
Wherein the PEAD circuitries are implemented on an IC. 

[0022] FIG. 5C represents an external vieW of the PEAD 
of FIG. 5B after being embedded in a card-like package. 

[0023] FIG. 6A illustrates an external vieW of the PEAD 
in accordance With a preferred embodiment of the present 
invention. 

[0024] FIG. 6B illustrates, in a simpli?ed manner and in 
accordance With one aspect of the present invention, the 
hardWare for implementing the PEAD of FIG. 6A. 

[0025] FIG. 7 is a ?oWchart illustrating, in accordance 
With one aspect of the present invention, the approval 
technique employing the inventive PEAD. 

[0026] FIG. 8 is a ?oWchart illustrating, in accordance 
With one aspect of the present invention, steps involved in 
encrypting transaction approval data using a public key 
cryptography technique. 

[0027] FIG. 9 illustrates, in accordance With one aspect of 
the present invention, a simpli?ed block diagram of a 
portable electronic charge and authoriZation device 
(PECAD). 
[0028] FIG. 10 is a simpli?ed vieW of a PECAD, includ 
ing an emulation card disposed therein, in accordance With 
one embodiment of the present invention. 

[0029] FIG. 11 is a simpli?ed ?oWchart, illustrating in 
accordance With one embodiment, hoW a transaction number 
may be employed in conjunction With a PECAD system to 
improve transaction security. 

[0030] FIG. 12A is a simpli?ed ?oW chart Which is useful 
to explain methods of exchanging secure messages betWeen 
tWo PEAD users. 

[0031] FIG. 12B is a How chart of one of the methods of 
the present invention. 

DETAILED DESCRIPTION OF THE 
PREFERRED EMBODIMENT 

[0032] FIG. 2 illustrates, in accordance With one embodi 
ment of the present invention, a portable electronic autho 
riZation device (PEAD) 200, representing the apparatus for 
securely approving transactions conducted vis-a-vis an elec 
tronic transaction system. With reference to FIG. 2, request 
ing device 202 may initiate a transaction approval process 
With PEAD 200 by transmitting to PEAD 200, via commu 
nication port 204, a transaction request pertaining to a 
proposed transaction. Requesting device 202 may represent, 
for example, an ATM machine, a computer terminal in a 
netWork, an automated library check-out terminal, or similar 
devices for permitting the user to transact business With the 
electronic transaction system. The proposed transaction may 
be, for example, a sale transaction of a particular item for a 
certain amount of money. The transaction request itself may 
include, for example, the transaction ID, the merchant’s 
name, the merchant’s ID, the time of the proposed purchase, 
and the like. In one embodiment, the transaction request 
from requesting device 202 may be encrypted for enhanced 
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security but this is not required. Data pertaining to the 
proposed transaction reaches PEAD 200 via path 206 in 
FIG. 2. 

[0033] Port 204 may represent an infrared port to facilitate 
infrared communication With PEAD 200. Alternatively, port 
204 may represent a Wireless port for facilitating Wireless 
communication. Port 204 may represent a Wireless port for 
facilitating Wireless communication. Port 204 may even 
represent a contact-type connection port, such as a magnetic 
read/Write mechanism or a plug having electrical contacts 
for directly plugging PEAD 200 into port 204 to facilitate 
communication. Other techniques to facilitate communica 
tion betWeen requesting device 202 and PEAD 200 are 
readily appreciable to those skilled. 

[0034] The data pertaining to proposed transaction(s) may 
then be revieWed by the user, either on a screen 208 of 
requesting device 202 or optionally on a display screen 
provided With PEAD 200 (not shoWn in FIG. 2). If the user 
approves the transaction, e.g., a purchase of an item for a 
given amount of money, the user may then signify this 
approval by activating a sWitch 210 on PEAD 200, Which 
causes an approval message to be created With the user’s 
identi?cation data, encrypted and transmitted back to 
requesting device 202 via path 212. If the transaction is not 
approved, the user may simply do nothing and let the 
transaction request times out after an elapsed time or may 
activate another sWitch on PEAD 200 (not shoWn in FIG. 1), 
Which causes a reject message, either encrypted or non 
encrypted, to be transmitted back to the requesting device 
202 via path 212. 

[0035] The present invention is different from the prior art 
technique of DIG. 1 in that the user is required in the prior 
art to enter his identi?cation data into the electronic trans 
action system, e.g., into ATM 100, to authenticate himself. 
In contrast, the present invention keeps the identi?cation 
data related to the user secure Within PEAD 200 at all times. 
Transaction approval occurs Within PEAD 200, and the data 
representing such approval is encrypted, again Within PEAD 
200, prior to being transmitted to the electronic transaction 
system, e.g., to requesting device 202 in FIG. 2. 

[0036] Accordingly, even if the approval data is inter 
cepted, its encryption Would prevent unauthoriZed users 
from employing the identi?cation data for illicit purposes. If 
public key cryptography is employed to encrypt the approval 
data, the user’s private key is also alWays kept Within PEAD 
200. Since the user’s private key is required for encryption 
and is unknoWn to others, even to the electronic transaction 
system in one embodiment, the encrypted approval data, if 
intercepted, Would be useless to unauthoriZed third parties 
even if the approval data can be deciphered using the user’s 
public key. Again, this is different from prior art authenti 
cation techniques Wherein encryption takes place Within the 
electronic transaction system and requires the entry of the 
identi?cation data and/or reading the user’s private key from 
the ID card such as an ATM card, a credit card, and the like. 
As mentioned earlier, the fact that the prior art electronic 
transaction system requires this identi?cation data and/or 
user’s private key eXposes these data to risks, e.g., if the 
requesting device is not secure or open to data interception 
via softWare or hardWare. 

[0037] As another difference, the present invention 
employs the circuitries Within the portable electronic autho 
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riZation device (PEAD) to perform the approval and encryp 
tion of the transaction approval data Within the PEAD itself. 
In contrast, prior art data cards are essentially passive 
devices. For eXample, prior art ATM cards or credit cards 
only has a magnetic stripe for storing account information 
and do not have any facility to perform approval and/or 
encryption of the transaction approval data. While smart 
cards or IC cards, Which are currently being developed, may 
contain electronic circuitries, current standards for their 
implementation still requires a reader associated With the 
requesting device to read out the identi?cation data and/or 
user’s private key in order for the requesting device to 
perform any approval and/or encryption. As mentioned 
earlier, the transmission of these data to the requesting 
device unnecessarily eXposes these data to risks of theft 
and/or unauthoriZed interception once transmitted. 

[0038] It should be borne in mind at this point that 
although public key cryptography is discussed throughout 
this disclosure to facilitate ease of understanding and to 
highlight a particular aspect of the invention, the overall 
invention is not limited to any particular cryptography 
algorithm and may be implemented using any conventional 
cryptography technique, including public key cryptography 
algorithms such as RSA, Diffie-Hellman, other discrete 
logarithm systems, elliptic curve systems, or the like. For 
additional information on some of the different public key 
cryptography techniques, reference may be made to, for 
eXample, the IEEE P1363/D8 Standard Speci?cations for 
Public Key Cryptography dated Oct. 5, 1998, available from 
IEEE Standards Dept. 345 East 7th Street, NeW York, NY. 
10017-2349. 

[0039] As mentioned, transaction approval in the prior art 
occurs Within the electronic transaction system. In contrast, 
the present invention alloWs transaction approvals to occur 
Within PEAD 200. The fact that transaction approvals occur 
entirely Within PEAD 200 provides many advantages. By 
Way of eXample, this feature eliminates the need to have, in 
one embodiment, the identi?cation data and/or the user’s 
private key in the requesting device. The fact that transaction 
approvals occur entirely Within PEAD 200 (using the user 
identi?cation data and/or the user’s private encryption key 
that are alWays kept secure Within PEAD 200) substantially 
enhances the con?dentiality of the user identi?cation data 
and the user’s private key, as Well as the integrity of the 
transaction approval process. 

[0040] Since approval occurs entirely Within PEAD 200, 
the user identi?cation data that is employed to authenticate 
transactions may be more complicated and elaborate to 
ensure greater security. By Way of eXample, the user iden 
ti?cation data may be more elaborate than a simple pass 
Word and may include any of the user’s name, his birth date, 
his social security number, or other unique biometrics or 
unique identifying data such as ?ngerprint, DNA coding 
sequence, voice print, or the like. In contrast, prior art 
authentication techniques limit the user identi?cation data to 
simple patterns, e.g., simple passWord of feW characters, that 
are easily memoriZed by the user since more elaborate 
identi?cation data may be too difficult to remember or too 
cumbersome to manually enter. Furthermore, even if the 
complicated ID data may be stored in the prior art data card, 
it is still required to be read into the requesting device of the 
electronic transaction system, again exposing this data to 
interception or theft once read. 
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