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(57) ABSTRACT 

An apparatus and method are provided for performing veri 
?cation tests for a design of a data processing system. The 
apparatus comprises a system under veri?cation representing 
at least part of the design of the data processing system, and a 
transactor for connecting to an interface of the system under 
veri?cation, and for generating signals for input to the system 
under veri?cation via the interface during performance of the 
veri?cation tests. Pro?le storage stores a pro?le providing a 
statistical representation of desired traf?c ?oW at the inter 
face, the statistical representation providing statistical infor 
mation for a plurality of tra?ic attributes and also identifying 
at least one dependency between such tra?ic attributes. The 
transactor then references the pro?le in order to determine the 
signals to be generated, such that the signals generated take 
account of the speci?ed dependencies identi?ed in the pro?le. 
Such a mechanism enables the transactor to more realistically 
replicate the tra?ic ?oW that Will be observed in the real 
system. Another aspect to the present invention provides a 
mechanism for generating such pro?les. 
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USE OF STATISTICAL REPRESENTATIONS 
OF TRAFFIC FLOW IN A DATA PROCESSING 

SYSTEM 

BACKGROUND OF THE INVENTION 

[0001] 1. Field of the Invention 
[0002] The present invention relates to the use of statistical 
representations of tra?ic How in a data processing system, 
such as during the performance of veri?cation tests for a 
design of the data processing system. 
[0003] 2. Description of the PriorArt 
[0004] The ability to effectively and ef?ciently test and/or 
validate designs is becoming increasingly important. Typical 
data processing system designs are rapidly increasing in com 
plexity and furthermore are including circuit blocks designed 
by a variety of different sources or companies. So called 
System-on-Chip (SoC) designs that integrate a large number 
of components on a single integrated circuit have strong 
advantages in terms of cost and performance, but require 
signi?cant amounts of validation and testing before the 
designs can be reliably released for manufacture. Such vali 
dation and testing may be performed in respect of the entire 
design of the data processing system, or in relation to one or 
more particular components intended for use Within the data 
processing system, for example particular master devices, 
particular slave devices, interconnect components, etc. 
[0005] This validation and testing requirement is becoming 
a bottleneck in getting neW systems into the market place. 
Consequently, measures that can improve the ef?ciency and 
effectiveness of such validation and testing of designs are 
strongly advantageous. 
[0006] One knoWn approach that can be used to seek to 
validate the design of a data processing system is to construct 
a system under veri?cation (SUV) representing at least a part 
of the design of the data processing system that is to be tested. 
The SUV can take a variety forms dependent on the veri?ca 
tion execution environment in Which that SUV is formed. For 
example the veri?cation execution environment may be 
implemented using a simulator tool, in Which event the one or 
more components included Within the SUV Will typically 
take the form of softWare models. Alternatively, the veri?ca 
tion execution environment may be provided by an emulator, 
Which may for example provide synthesiZable hardWare on a 
FPGA (?eld programmable gate array) platform. In this 
embodiment, the various components can be vieWed as hard 
Ware models of the ?nal intended components, but are not the 
?nal hardWare implementation themselves. In yet another 
alternative embodiment, the veri?cation execution environ 
ment may be provided as an ASIC implementation, in effect 
providing the system under veri?cation as a full silicon imple 
mentation (this latter approach may for example be useful 
When seeking to perform veri?cation tests on the softWare 
running on the hardWare platform). 
[0007] HoWever the SUV is formed, sequences of veri?ca 
tion tests can then be performed upon the SUV to cause 
various transactions to take place betWeen different portions 
of the system in order to test correct operation (either at the 
hardWare or the softWare level), each transaction de?ning one 
or more transfers betWeen speci?ed portions of the system. 
Ideally, the behaviour of the SUV should folloW as closely as 
possible the behaviour of the part of the data processing 
system represented by that SUV. HoWever, this can prove 
costly both in the time taken to develop the various compo 
nents to be included in the SUV, and in developing the veri 
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?cation tests to be performed. For example, detailed func 
tional models canbe developed for the various components of 
the SUV Which seek to replicate What the real components 
Would do in a real system, and indeed in some SUVs the real 
components themselves may be used. HoWever, signi?cant 
development effort is required to produce such functional 
models, and further, depending on the stage of development 
during Which the veri?cation tests are performed, the actual 
real components may not be available. 
[0008] Considering the veri?cation tests themselves, 
another factor that contributes signi?cantly to the complexity 
and cost of performing veri?cation tests is the development of 
suitable transaction sequences to be executed during the veri 
?cation tests. Detailed test vectors can be Written seeking to 
de?ne speci?c lists of transactions seeking to replicate the 
activities that Would be observed in the real system, but such 
detailed lists of vectors take a long time to prepare, and indeed 
take a long time to execute Within the SUV. Further, such text 
vectors can be dif?cult to deploy in emulation or ASIC envi 
ronments due to their large storage requirements. 
[0009] Accordingly, With the aim of reducing such com 
plexities, another testing approach Which has been developed 
involves the use of transactors to represent one or more com 

ponents in the SUV, a transactor being a simpli?ed model 
Which can be vieWed externally as modelling the same hard 
Ware elements as the component(s) Which it is substituted for, 
but Which internally is signi?cantly simpli?ed. As an 
example, Whereas a functional model might be developed to 
represent a particular type of CPU, this can be replaced by a 
transactor representing a generic master device. Such a trans 
actor can then be arranged to generate random patterns of 
transfers constrained by a user con?guration ?le, such an 
approach often being referred to as constrained random test 
ing. One example of a transactor is an eXtensible Veri?cation 
Component (XVC), and often a number of XVCs may be 
substituted into the design, With the test actions for separate 
XVCs being coordinated by a test manager. 
[0010] Typically, the Way in Which transfers constituting 
different transactions are created and handled Within the sys 
tem Will be controlled by a transaction protocol. A user con 
?guration ?le can be used to constrain the random testing so 
that any transfers issued by the transactor conform to the 
transaction protocol. Accordingly, the constrained random 
testing approach can be used to generate a large number of 
random transfers conforming to the transaction protocol. Fur 
ther, the transactor can be arranged to execute one or more 
directed format vectors in order to ef?ciently verify comer 
cases (i.e. problems or situations that occur only outside 
normal operating parameters) in a system design. 
[0011] By using transactors in the manner described above, 
this can enable thorough testing of interfaces Within the SUV 
With signi?cantly less complexity and cost than the earlier 
mentioned prior techniques employing functional models or 
detailed test vectors. HoWever, such transactors do not seek to 
behave in an equivalent Way to the components Which they 
have replaced in the design, and accordingly the use of such 
transactors suffers from a number of draWbacks. 

[0012] The tra?ic ?oW that occurs as a result of constrained 
random testing using a transactor is not representative of that 
Which Will occur betWeen the component(s) represented by 
the transactor and the SUV in the real system, and accord 
ingly optimisation or performance measuring is not possible. 
Further, it can be dif?cult to reach speci?cally desired cover 
age points based solely on constrained random testing, due in 
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part to the large protocol space associated With modern trans 
action protocols such as AXI. Furthermore constraining the 
random testing in some meaningful Way is dif?cult to achieve 
in a readily visible manner, and constraints are usually hard 
coded into the transactor, thus increasing complexity and cost 
of the testing procedure. 
[0013] A number of papers have been Written that describe 
tra?ic generation driven by a stochastic model (i.e. a model 
that approximates the behaviour of a real component using 
random parameters). For example, the article “Traf?c Con 
?guration for Evaluating Networks on Chips”, by Z Lu et al, 
iWsoc, pages 535 to 540, Fifth International Workshop on 
System-on-Chip for Real-Time Applications (IWSOC’05, 
2005), describes a traf?c con?guration tree used to capture 
the spatial distribution, temporal characteristics and message 
siZe speci?cations of a single communication channel, such a 
channel being a logical path from a source node to a destina 
tion node. These properties are captured as statistical aggre 
gations. This representation is then used to generate synthetic 
netWork tra?ic based on estimates of a hoW a processing 
element may perform. 
[0014] The article “Analysis and Synthesis of Cycle-Accu 
rate On-Chip Tra?ic With Long-Range Dependence”, by A. 
Scherrer et al, Technical Report 2005-53, LIP, ENS-Lyon, 
December 2005, describes a methodology for extracting sta 
tistical attributes on-chip tra?ic from a VCD (Value Change 
Dump) Waveform (a VCD being a form of activity reference 
list) in order to drive a synthetic trace generator. 
[0015] The Veri?cation Methodology Manual for System 
Verilog (VMM) describes random scenario generation, 
Where each scenario has a hard coded set of Weights to use for 
generation. Different distributions can be maintained for each 
attribute. 
[0016] Whilst the various techniques described above pro 
vide various approaches for synthetic tra?ic generation, a 
problem still exists that When a transactor is used to interface 
With a system under veri?cation in order to cause such syn 
thetic tra?ic to be generated, that traf?c is still not closely 
representative of the tra?ic that Would actually occur in the 
real system and so is not useful for performance evaluation 
and optimisation. 

SUMMARY OF THE INVENTION 

[0017] VieWed from a ?rst aspect, the present invention 
provides an apparatus for performing veri?cation tests for a 
design of a data processing system, the apparatus comprising: 
a system under veri?cation representing at least part of the 
design of the data processing system; a transactor for con 
necting to an interface of the system under veri?cation, and 
for generating signals for input to the system under veri?ca 
tion via said interface during performance of said veri?cation 
tests; pro?le storage for storing a pro?le providing a statistical 
representation of desired tra?ic ?oW at said interface, the 
statistical representation providing statistical information for 
a plurality of tra?ic attributes and identifying at least one 
dependency betWeen tra?ic attributes in said plurality; and 
the transactor referencing said pro?le in order to determine 
the signals to be generated, such that the signals generated 
take account of said at least one dependency identi?ed in the 
pro?le. 
[0018] The inventors of the present invention ob served that 
in practice there are dependencies betWeen various tra?ic 
attributes resulting from the transaction protocol used to 
de?ne alloWable transactions. For example, there Will often 
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be various transaction protocol attributes de?ned by the trans 
action protocol, and these transaction protocol attributes can 
be considered to be examples of traf?c attributes. Dependen 
cies may be de?ned betWeen these transaction protocol 
attributes dependent on the transaction protocol used. For 
example, considering AXI, one speci?c example of a depen 
dency that may exist is that read transactions With a burst type 
attribute of “WRAP4” Which originate from a cache line?ll 
request Will also have a cacheability/bufferability attribute of 
“cacheable”. Another example of tra?ic attributes Where 
dependencies may occur are timing attributes identifying tim 
ing betWeen particular traf?c signals produced in accordance 
With the transaction protocol. 
[0019] Further, the inventors of the present invention rea 
lised that all of the knoWn techniques for providing statistical 
representations of tra?ic ?oW capture no dependencies 
betWeen the traf?c attributes in those statistical representa 
tions. As a result, if such knoWn statistical representations are 
used to control the signals produced by a transactor When 
coupled to a system under veri?cation, this can lead to gross 
inaccuracies in the generated signals When compared With the 
signals that Will actually be produced in a real system. Fur 
ther, based purely on the statistical representations provided, 
the transactor Would be able to generate signals Which are 
actually illegal having regards to the transaction protocol, and 
accordingly it Would be necessary to explicitly de?ne illegal 
protocol combinations (typically via constraints that are hard 
coded into the transactor) in order to avoid such illegal trans 
fers being generated. Further, When using such ?at statistical 
representations of tra?ic ?oW Within a large protocol space, it 
is dif?cult to constrain transactor behaviour suf?ciently to 
direct the testing toWards interesting coverage points. 
[0020] Based on these observations, the inventors of the 
present invention decided to develop a pro?le Which could be 
referenced by the transactor When determining signals to be 
generated, With that pro?le providing a statistical representa 
tion of desired traf?c ?oW at the interface betWeen the trans 
actor and the SUV, and With the statistical representation in 
the pro?le providing not only statistical information for a 
plurality of tra?ic attributes but also identifying at least one 
dependency betWeen traf?c attributes. As a result, When the 
transactor references the pro?le, the signals generated take 
account of the speci?ed at least one dependency identi?ed in 
the pro?le. Thus, the transactor can be used to produce con 
strained random traf?c that is much closer in nature to that 
Which Would be observed in the real system. 
[0021] Further, since at least one dependency betWeen traf 
?c attributes is captured in the pro?le, there is less likelihood 
of the transactor generating illegal transactions, and hence 
there is less Work needed to explicitly de?ne illegal protocol 
combinations that the transactor needs to avoid. Further, 
rather than producing veri?cation tests Which seek to cover 
the entirety of the protocol state space, by taking account of 
the at least one dependency identi?ed in the pro?le, the activi 
ties of the transactor can be focused on that portion of the 
protocol’s state space that is actually likely to be exercised by 
the real system. 
[0022] Through use of this invention, the applicability of 
transactors in test procedures can be broadened. Whereas 
previously transactors provided a relatively cheap mecha 
nism for performing certain veri?cation tests, but Were never 
intended to mimic the functionality of real components, and 
instead functional models Were used for any testing Where 
such functionality Was required, transactors can noW be used 
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as a much cheaper alternative to functional models in certain 
situations, even Where there is a need for certain functionality 
of the real system to be replicated. In particular, since the 
pro?le captures not only statistical information for a plurality 
of tra?ic attributes, but also at least one dependency betWeen 
tra?ic attributes, the transactor can produce a much more 
realistic sequence of signals replicating more closely the traf 
?c ?oW that Would arise in a real system. 

[0023] It should also be noted that such an approach pro 
vides a much improved level of security for those parties 
involved in shipping functional models of components to 
third parties to enable those third parties to perform testing. In 
particular, instead of shipping a functional model, it Will be 
possible to ship a transactor, optionally With one or more 
pro?les to be run by that transactor, to enable that third party 
to perform similar tests, but Without exposing any of the 
internal functionality of the component Which might other 
Wise be exposed via shipping of a functional model. In par 
ticular, through use of a transactor and a pro?le that takes 
account of dependencies betWeen tra?ic attributes, only the 
behaviour of the component at the interface is exposed to the 
third party, and nothing can be deduced about the internal 
structure and behaviour of the component. 

[0024] The pro?le can be arranged in a variety of Ways. 
HoWever, in one embodiment the pro?le employs a hierarchi 
cal structure to identify said at least one dependency Within 
said statistical representation of desired traf?c How. The hier 
archical structure can take a variety of forms, but in one 
embodiment the hierarchical structure is a hierarchical struc 
ture of histograms, each histogram providing statistical infor 
mation for one of said traf?c attributes. Hence, purely for the 
purposes of illustration, it can be seen that if the tra?ic 
attributes identi?ed in the pro?le include burst length, burst 
type and cacheability/bufferability attributes of each access 
request, then if burst type is de?ned as being dependent on 
burst length, and cacheability/bufferability is de?ned as being 
dependent on burst type, histograms can be developed for 
each of these tra?ic attributes taking account of the de?ned 
dependencies. Hence, different burst type histograms can be 
produced for each possible burst length, and similarly for 
each burst type histogram, different cacheability/bufferabil 
ity histograms can be generated for each burst type captured 
in that histogram. By such an approach, When access requests 
are generated by the transactor having regards to the pro?le, 
the burst length, burst type and cacheability/bufferability 
attributes of each such access request Will be generated taking 
account of the hierarchical structure so as to ensure the depen 
dencies betWeen those traf?c attributes are taken into account, 
thereby constraining the choices of those attributes as dic 
tated by the hierarchical structure. 

[0025] The desired traf?c ?oW at the interface that is rep 
resented by the statistical representation in the pro?le can take 
a variety of forms. HoWever, in one embodiment, the desired 
tra?ic How is representative of a traf?c ?oW that Would be 
expected to be observed at said interface if the transactor Were 
replaced With a functional model or an actual component of 
the data processing system. Functional models might take a 
variety of forms, for example a Register Transfer Level (RTL) 
model, a cycle approximate (CX) model, etc. The ability to 
use the transactor instead of such a functional model or the 
actual component, Whilst still being able to simulate such 
desired tra?ic ?oWs, signi?cantly reduces the complexity and 
cost of performing the veri?cation tests. 

Jun. 16, 2011 

[0026] There are a number of Ways in Which the statistical 
representation of desired traf?c How can be obtained. For 
example, the pro?le could be de?ned manually by a user 
based on knowledge of desired tra?ic ?oW. HoWever, in an 
alternative embodiment, the statistical representation of 
desired tra?ic How is obtained by monitoring traf?c ?oW 
occurring When said functional model or said actual compo 
nent is used. As discussed earlier, the functional model can 
take a variety of forms, but is intended to be a model that Will 
replicate the full transfer functions of the actual component 
being modelled. An RTL model or a CX model Would be 
suitable examples of functional models Whose tra?ic How 
could be monitored in order to produce the statistical repre 
sentation of desired tra?ic How. 

[0027] The tra?ic attributes for Which the pro?le provides 
the statistical information may take a variety of forms. In one 
embodiment, the tra?ic How is produced in accordance With 
a transaction protocol and said plurality of traf?c attributes 
comprise at least one transaction protocol attribute. Particular 
examples of such transaction protocol attributes Would be 
burst length, burst type, cacheability/bufferability attributes, 
etc as discussed earlier. 

[0028] HoWever, the tra?ic attributes that the pro?le can 
provide statistical information for are not restricted to trans 
action protocol attributes. Instead, in one embodiment the 
plurality of tra?ic attributes may instead, or additionally, 
comprise at least one timing attribute identifying timing 
betWeen particular traf?c signals produced in accordance 
With the transaction protocol. An example of such a timing 
attribute Would be a Wait state count identifying the number of 
cycles betWeen beats of data. By capturing both transaction 
protocol attributes and timing attributes Within the pro?le, 
along With one or more dependencies betWeen those 
attributes, the transactor is able to generate traf?c that pro 
vides a very realistic estimation of the tra?ic that might be 
observed in the real system or When using a detailed func 
tional model to model the relevant component in the system. 
Further, capturing inter-transaction timing gives an indication 
of the relative bandWidths of multiple ?oWs Within a pro?le. 
[0029] Whilst in accordance With the above ?rst aspect of 
the present invention, the invention concerns the use of a 
pro?le providing statistical information for a plurality of traf 
?c attributes and identifying at least one dependency betWeen 
those tra?ic attributes in order to drive a transactor, in accor 
dance With a second aspect of the present invention a tech 
nique is provided for generating such pro?les. In particular, in 
accordance With a second aspect of the present invention, 
there is provided an apparatus for generating a pro?le provid 
ing a statistical representation of tra?ic ?oW Within a data 
processing system, the apparatus comprising: a system under 
veri?cation representing at least part of the design of the data 
processing system; a monitor for connecting to an interface of 
the system under veri?cation, and for observing the traf?c 
?oW at that interface; the monitor being responsive to a con 
trol input specifying a plurality of traf?c attributes and at least 
one dependency betWeen tra?ic attributes in said plurality, to 
produce said pro?le based on the observed tra?ic How, the 
statistical representation of said pro?le providing statistical 
information for said plurality of tra?ic attributes and identi 
fying said at least one dependencies betWeen tra?ic attributes 
in said plurality. 
[0030] Accordingly, in the second aspect of the present 
invention, a monitor receives control inputs specifying a plu 
rality of tra?ic attributes and at least one dependency betWeen 
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those traf?c attributes, and is then arranged to monitor traf?c 
?oW at an interface Within a system under veri?cation in order 
to produce a pro?le of that observed traf?c ?oW. Due to the 
control inputs provided to the monitor, that pro?le provides 
statistical information for the identi?ed traf?c attributes and 
also captures the speci?ed dependencies betWeen the traf?c 
attributes. 
[0031] Such an approach provides a particularly ef?cient 
mechanism for producing pro?les in accordance With the 
present invention. The control input provided to the monitor 
can take a variety of forms. In one embodiment, the control 
input takes the form of a pro?le template setting out the 
plurality of traf?c attributes and said at least one dependency, 
and the monitor produces said pro?le by populating the pro 
?le template based on the observed traf?c How. 
[0032] Hence, such a template may for example specify a 
hierarchical structure of histograms, With those histograms 
initially being empty, and With the monitor then populating 
those histograms based on the observed traf?c How. 
[0033] In an alternative embodiment, the control input 
takes the form of an initial pro?le setting out the plurality of 
traf?c attributes and said at least one dependency, and at least 
partially populated With statistical information, and the moni 
tor produces said pro?le by supplementing the statistical 
information in the initial pro?le based on the observed traf?c 
How. 

[0034] Hence, in this embodiment a partially populated 
pro?le template is used as a starting point, and the monitor 
then supplements the statistical information based on the 
observed traf?c ?oW. Through the use of empty pro?le tem 
plates or partially populated initial pro?les, pro?les can be 
provided covering various useful hierarchical topologies, 
such as ID or address-driven dependencies. Further, consid 
ering the example of a company developing a component for 
a 80C, for example a processor, that company can provide to 
a third party a modelling component that can be used by the 
third party to model that processor, Where that modelling 
component takes the form of a transactor and one or more 
representative pro?les, With the company using its detailed 
knowledge of the processor to deliver representative and 
accurate pro?le templates or partially populated initial pro 
?les for the third party to then use in its veri?cation tests. 

[0035] Whilst one intended use of such pro?les is as an 
input to a transactor, the inventors of the present invention 
realised that such pro?les can also be used for other purposes. 
In particular, another problem that arises When verifying 
designs of a data processing system is When comparing the 
performance or behaviour of multiple vieWs of that design 
that are subtly different, for example an RTL model vieW 
verses a cycle approximate model vieW or an emulation vieW. 
The inventors of the present invention determined that 
through use of the pro?les of the present invention, and in 
particular the more accurate and robust statistical representa 
tion achieved by capturing dependencies betWeen traf?c 
attributes, a more accurate comparison can be made betWeen 
such multiple vieWs of the design. In particular, in one 
embodiment, comparison logic canbe used for comparing the 
pro?le produced by the monitor With an additional pro?le 
generated for an alternative representation of the data pro 
cessing system, the additional pro?le also providing statisti 
cal information for said plurality of traf?c attributes and iden 
tifying said at least one dependency betWeen traf?c attributes 
in said plurality. By comparing tWo pro?les that both capture 
dependencies betWeen traf?c attributes, subtle differences 
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betWeen the pro?les can be identi?ed that Would not be evi 
dent from a ?at statistical representation of traf?c attributes. 
Purely by Way of example, ?at statistical representations for 
an RTL model of a CPU and a cycle approximate model of a 
CPU may both identify burst length and burst type statistical 
information that looks similar. HoWever, if using the pro?les 
of the present invention, and for example identifying that 
burst type is dependent upon burst length, then subtle differ 
ences in burst type can be unearthed for different burst lengths 
Which Would be completely hidden if ?at statistical informa 
tion Were collected. 

[0036] The alternative representation of the data processing 
system With Which the pro?le produced by the monitor is 
compared may be produced in a variety of Ways. HoWever, in 
one embodiment the apparatus may further comprise: an 
alternative system under veri?cation representing at least part 
of the design of the data processing system, the alternative 
system under veri?cation being a different implementation of 
the data processing system to the system under veri?cation; 
the monitor connecting to an equivalent interface Within said 
alternative system under veri?cation, and observing the traf 
?c ?oW at that equivalent interface in order to produce an 
additional pro?le; and the comparison logic comparing the 
pro?le and said additional pro?le in order to determine dif 
ferences betWeen operation of the system under veri?cation 
and the alternative system under veri?cation. Hence, in this 
embodiment, the monitor is ?rst connected to the system 
under veri?cation in order to produce a ?rst pro?le, and is 
then connected to the alternative system under veri?cation in 
order to produce a second pro?le, and the comparison logic 
then compares the ?rst and second pro?les in order to deter 
mine differences betWeen operations of the tWo SUVs. The 
pro?les can also be used to visualise the performance of 
various aspects of a traf?c How. 

[0037] Another potential application for the pro?les of the 
present invention is in the area of error detection in a system 
under veri?cation. In particular, if a pro?le is produced in 
accordance With the present invention to capture the expected 
traf?c behaviour at an interface in a system, then error detec 
tion circuitry can be coupled to the equivalent interface in a 
system under veri?cation in order to ob serve the actual traf?c 
?oW that occurs in that system under veri?cation. The error 
detection circuitry can then be arranged to also have access to 
the pro?le generated in accordance With the present inven 
tion, and can be arranged to generate an error signal When the 
traf?c ?oW observed is unexpected having regards to the 
pro?le. 
[0038] Since the pro?les of the present invention capture 
not only desired traf?c attributes, but also dependencies 
betWeen the traf?c attributes, they can provide a very realistic 
vieW of the traf?c that should be expected in a correct system. 
If there is a miss match betWeen the traf?c ?oW expected 
having regards to the pro?le and the traf?c ?oW that actually 
occurs in a system under veri?cation, an error can be ?agged 
indicating that the system under veri?cation is behaving 
incorrectly. 
[0039] The system under veri?cation in such situations can 
take a variety of forms. Whilst it may be a model of a desired 
data processing system, it can also in some embodiments be 
the ?nal data processing system itself, With the error detection 
circuitry being used to detect any undesirable system behav 
iour from Whatever cause, Whether that be softWare bugs or 
hardWare failure. 
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[0040] Viewed from a third aspect, the present invention 
provides a method of performing veri?cation tests for a 
design of a data processing system, the method comprising 
the steps of: providing a system under veri?cation represent 
ing at least part of the design of the data processing system; 
connecting a transactor to an interface of the system under 
veri?cation; during performance of said veri?cation tests, 
inputting to the system under veri?cation, via said interface, 
signals generated by the transactor; storing Within pro?le 
storage a pro?le providing a statistical representation of 
desired tra?ic ?oW at said interface, the statistical represen 
tation providing statistical information for a plurality of traf 
?c attributes and identifying at least one dependency betWeen 
tra?ic attributes in saidplurality; and causing the transactor to 
reference said pro?le in order to determine the signals to be 
generated for input to the system under veri?cation, such that 
the signals generated take account of said at least one depen 
dency identi?ed in the pro?le. 
[0041] VieWed from a fourth aspect, the present invention 
provides a method of generating a pro?le providing a statis 
tical representation of traf?c ?oW Within a data processing 
system, the method comprising the steps of: providing a sys 
tem under veri?cation representing at least part of the design 
of the data processing system; connecting a monitor to an 
interface of the system under veri?cation; observing, via the 
monitor, the tra?ic ?oW at that interface; and responsive to a 
control input specifying a plurality of traf?c attributes and at 
least one dependency betWeen traf?c attributes in said plural 
ity, causing the monitor to produce said pro?le based on the 
observed tra?ic How, the statistical representation of said 
pro?le providing statistical information for said plurality of 
tra?ic attributes and identifying said at least one dependency 
betWeen tra?ic attributes in said plurality. 
[0042] VieWed from a ?fth aspect, the present invention 
provides a computer program product comprising a computer 
program Which When executed on a computer causes the 
computer to perform either the method of the third aspect of 
the present invention or the method of the fourth aspect of the 
present invention. 
[0043] The above, and other objects, features and advan 
tages of this invention Will be apparent from the folloWing 
detailed description of illustrative embodiments Which is to 
be read in connection With the accompanying draWings. 

BRIEF DESCRIPTION OF THE DRAWINGS 

[0044] FIG. 1 is a block diagram shoWing the components 
Within a veri?cation execution environment in accordance 
With one embodiment of the present invention; 
[0045] FIG. 2 is a block diagram illustrating the veri?cation 
execution environment in accordance With an alternative 
embodiment of the present invention; 
[0046] FIG. 3A illustrates a ?at statistical representation of 
tra?ic How of a prior art technique; 
[0047] FIGS. 3B and 3C illustrate a pro?le employing a 
hierarchical structure to identify dependencies Within a sta 
tistical representation of tra?ic How in accordance With one 
embodiment of the present invention; 
[0048] FIG. 4A illustrates a ?at statistical representation of 
tra?ic How of a prior art technique; 
[0049] FIG. 4B illustrates a pro?le employing a hierarchi 
cal structure to identify dependencies Within a statistical rep 
resentation of traf?c How in accordance With an alternative 
embodiment of the present invention; 
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[0050] FIG. 5 illustrates a pro?le employing a hierarchical 
structure of traf?c attributes in accordance With one embodi 
ment of the present invention, Where the traf?c attributes 
include both transaction protocol attributes and timing 
attributes; 
[0051] FIG. 6 is a block diagram illustrating the operation 
of a monitor in order to generate a pro?le in accordance With 
one embodiment of the present invention; 
[0052] FIG. 7 is a How diagram illustrating the steps per 
formed in order to produce a pro?le in accordance With one 
embodiment of the present invention; 
[0053] FIG. 8 is a diagram illustrating hoW the monitor 
illustrated in FIG. 6 can be used to generate an alternative 
pro?le from an alternative system under veri?cation in accor 
dance With one embodiment of the present invention; 
[0054] FIG. 9 schematically illustrates hoW the pro?les 
generated in FIGS. 6 and 8 can be used for comparison 
purposes; 
[0055] FIGS. 10A and 10B illustrate hoW through the com 
parison of pro?les generated in accordance With embodi 
ments of the present invention, discrepancies can be identi?ed 
that Would not be found from a comparison of ?at statistical 
representations obtained using prior art techniques; 
[0056] FIG. 11 is a diagram schematically illustrating a 
technique for using pro?les in order to detect errors in a 
system under veri?cation; and 
[0057] FIG. 12 is a diagram illustrating a data processing 
apparatus in Which the techniques of embodiments of the 
present invention may be employed. 

DESCRIPTION OF EMBODIMENTS 

[0058] FIG. 1 is a block diagram schematically illustrating 
the components provided Within a veri?cation execution 
environment 10 in accordance With one embodiment of the 
present invention. Within the veri?cation execution environ 
ment, a system under veri?cation (SUV) 20 is provided rep 
resenting at least part of the design of a data processing 
system that is to be tested. The veri?cation execution envi 
ronment and SUV can take a variety of forms. For example, 
the veri?cation execution environment may be implemented 
using a simulator tool, in Which event the one or more com 
ponents included Within the SUV Will typically take the form 
of softWare models. Alternatively, the veri?cation execution 
environment may be provided by an emulator, for example 
providing synthesiZable hardWare, and in this case the SUV 
components can be vieWed as hardWare models of the ?nal 
intended components, but are not the ?nal hardWare imple 
mentations themselves. In another alternative embodiment, 
the veri?cation execution environment may be provided as an 
ASIC implementation, in effect providing the SUV as a full 
silicon implementation. 
[0059] In the example illustrated in FIG. 1, the SUV 
includes a number of master components 25, 30 coupled via 
an interconnect component 70 With a number of slave com 
ponents 35, 40. Although there are a number of Ways in Which 
the interconnect 70 may be arranged to alloW communication 
betWeen the various connected components, in one embodi 
ment the interconnect 70 employs a point-to-point request/ 
response channel structure. 
[0060] In the folloWing description, a “connection” Will be 
used to describe the physical link Which enables tWo compo 
nents to communicate. For example, an AMBA connection 
comprises a master interface, a slave interface and an inter 
connect. A connection comprises one or more “channels” that 












	Page 1 - Bibliography/Abstract
	Page 2 - Drawings
	Page 3 - Drawings
	Page 4 - Drawings
	Page 5 - Drawings
	Page 6 - Drawings
	Page 7 - Drawings
	Page 8 - Drawings
	Page 9 - Drawings
	Page 10 - Drawings
	Page 11 - Drawings
	Page 12 - Drawings
	Page 13 - Drawings
	Page 14 - Drawings
	Page 15 - Drawings
	Page 16 - Description
	Page 17 - Description
	Page 18 - Description
	Page 19 - Description
	Page 20 - Description
	Page 21 - Description
	Page 22 - Description
	Page 23 - Description
	Page 24 - Description/Claims
	Page 25 - Claims

