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ARRANGEMENT IN A NETWORK 
REPEATER FOR MONITORING LINK 

INTEGRITY AND AUTOMATICALLY DOWN 
SHIFTING LINK SPEED 

CROSS REFERENCE TO RELATED 
APPLICATIONS 

This application claims priority from copending Provi 
sional Application No. 60/076,360, ?led Feb. 27, 1998. 

BACKGROUND OF THE INVENTION 

1. Field of the Invention 
The present invention relates to network repeaters, more 

speci?cally to units incorporating tWo or more IEEE 802.3 
compliant repeaters each operating at different data rates. The 
principle of monitoring link integrity and adjusting operating 
speed to minimize error rate may also be applied to other 
networking equipment, including (but not limited to): 
Bridges, Routers, NetWork interfaces and sWitches. 

2. Background Art 
NetWork repeaters are typically used to connect betWeen 

netWork nodes, for example netWork stations serving as data 
terminal equipment (DTE) on different netWork media. 
Repeaters provide the advantage of extending the physical 
distance betWeen netWork nodes by receiving a data packet 
from one netWork medium, reconditioning the physical sig 
nal, and outputting the data packet to a second netWork 
medium. The repeater may also forWard carrier sense and 
collision signals, effectively extending the collision domain 
of one medium onto the second medium. 

Repeaters interconnecting netWork nodes on different net 
Work media have conventionally been con?gured to connect 
only netWorks operating at the same transmission rate. One 
problem encountered in higher-speed netWorks, for example 
100 Mb/ s IEEE 802.3 netWorks, is the identi?cation of a link, 
betWeen the netWork repeater and a remote netWork node on 
one of the netWork repeater ports, having a poor level of 
integrity. In particular, there is a need to discover links 
betWeen a repeater port and a netWork node that are not 
performing up to speci?cations, for example due to a poor 
cable connection or condition, a faulty netWork interface 
device at the remote node, etc. 
One proposal for handling link failure is by using netWork 

management capabilities, for example, a remote management 
function (i.e., netWork manager) con?gured for monitoring 
and controlling operations of the repeater and the netWork 
nodes. For example, a remote management technique may 
use a management protocol to transmit management infor 
mation betWeen the repeater and the netWork manager. HoW 
ever, such an arrangement necessarily relies on a manage 
ment function, and hence is inapplicable in unmanaged 
netWork. Moreover, the monitoring of links by a centraliZed 
netWork manager requires that each unit to be managed incor 
porate a function to handle the management protocol (an 
agent) increasing the complexity and processing require 
ments of the managed unit, e. g. a repeater. 

SUMMARY OF THE INVENTION 

There is a need for an arrangement for interconnection of 
different speed netWork nodes using a repeaters, Where the 
link integrity betWeen a repeater and the netWork nodes can 
be reliably monitored Without the necessity of a netWork 
manager. 
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2 
There is also a need for an arrangement in a netWork having 

a repeater for monitoring the link status of high speed data 
links, and automatically changing a selected high speed data 
link to a sloWer data rate based on detection of a marginal or 
unacceptable link status on the selected high speed data link. 

These and other needs are attained by the present invention, 
Where a netWork repeater monitors each repeater port link in 
communication With a remote netWork node at a correspond 
ing data rate. The netWork repeater monitors each link by 
counting a detected number of symbol errors, and determin 
ing the integrity of the link based on the detected number of 
symbol errors relative to a prescribed threshold. The netWork 
repeater, upon detecting a link having a poor integrity as 
measured by the prescribed threshold, may selectively recon 
?gure the link by reducing the data rate on the netWork 
medium to provide a more reliable link having a reduced 
number of symbol errors. 

According to one aspect of the present invention, a method 
in a netWork repeater includes establishing a link With a 
remote netWork node at a prescribed data rate via a netWork 
medium, monitoring the link by counting a detected number 
of symbol errors, and determining an integrity of the link 
based on the detected number of symbol errors relative to a 
prescribed threshold. Monitoring the link by counting a 
detected number of symbol errors enables the netWork 
repeater to determine the link integrity of each netWork 
repeater port in a relatively simple manner Without the neces 
sity of an external management function such as a netWork 
manager. Moreover, monitoring of the link by counting the 
detected number of symbol errors enables the netWork 
repeater to determine the integrity of the link With minimal 
complexity, minimizing the processing burdens normally 
encountered during netWork monitoring. 
An additional feature of this aspect includes selectively 

reducing the data rate on the netWork medium to a reduced 
data rate in response to the number of symbol errors exceed 
ing prescribed threshold. Hence the netWork repeater, upon 
detecting that the number of symbol errors exceeds the pre 
scribed threshold, may reduce the data rate on the identi?ed 
link in an effort to provide a more reliable link that has a 
reduced number of symbol errors occurring relative to the 
link having the higher data rate. 

Another aspect of the present invention provides a netWork 
repeater having a plurality of repeater ports, con?gured for 
sending and receiving data packets betWeen remote netWork 
nodes via respective netWork media. The netWork repeater 
includes a ?rst repeater for sending and receiving data packets 
betWeen a ?rst group of the repeater ports according to a ?rst 
data rate. The netWork repeater also includes a second 
repeater core con?gured for sending and receiving data pack 
ets betWeen a second group of the repeater ports according to 
a second data rate sloWer than the ?rst data rate. An auto 
negotiation unit is con?gured for selecting one of the ?rst and 
second data rates for establishment of links betWeen the 
repeater ports and the respective remote netWork nodes via 
the respective netWork media. A symbol error detector is 
con?gured for detecting a number of symbol errors relative to 
a prescribed time interval on at least one of the links operating 
at the ?rst data rate. The repeater also includes a controller 
con?gured for selectively changing the at least one link from 
the ?rst data rate to the second data rate based on the number 
of symbol errors reaching a prescribed threshold. The symbol 
error detector can detect the number of symbol errors on at 
least one link, enabling monitoring of each link Without the 
necessity of an external management function. Moreover, the 
controller enables the link to be reduced to a loWer speed in 
the event that a higher number of symbol errors are detected, 
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eliminating the necessity of an external management function 
to monitor link integrity or execute more complex routines in 
an effort to overcome poor link integrity conditions. 

Additional advantages and novel features of the invention 
Will be set forth in part in the description Which folloWs, and 
in part Will become apparent to those skilled in the art upon 
examination of the folloWing or may be learned by practice of 
the invention. The advantages of the invention may be real 
iZed and attained by means of the instrumentalities and com 
binations particularly pointed out in the appended claims. 

BRIEF DESCRIPTION OF THE DRAWINGS 

Reference is made to the attached draWings, Wherein ele 
ments having the same reference number designations repre 
sent like elements throughout and Wherein: 

FIG. 1 is a block diagram of a netWork repeater according 
to an embodiment of the present invention. 

FIG. 2 is a How diagram illustrating the method in the 
netWork repeater of controlling transmissions according to an 
embodiment of the present invention. 

BEST MODE FOR CARRYING OUT THE 
INVENTION 

FIG. 1 is a block diagram of a netWork repeater 10 con?g 
ured for transmitting data packets betWeen remote netWork 
nodes 12 according to an embodiment of the present inven 
tion. The repeater 10 is a fully integrated multiple port 
repeater that can operate at both 10 Mb/s and 100 Mb/ s. In 
particular, the repeater 10 includes four repeater ports 14 that 
transmit and receive data packets With the respective remote 
netWork nodes 12 according to IEEE 802.3 protocol. Each 
repeater port 14 establishes a link With the corresponding 
netWork node 12 at a prescribed data rate (e. g., 10 Mb/ s or 100 
Mb/s) via a netWork medium 16, for example as category 3 
unshielded tWisted pair (UTP) or category 5 UTP cable. As 
described beloW, each repeater port 14 automatically con?g 
ures to the speed of the remote netWork nodes 12 using 
auto-negotiation protocols. As recogniZed in the art, the 
l0-BASE-T protocol speci?es transmitting Ethernet (IEEE 
802.3) data packets at 10 Mb/s over tWo tWisted pairs UTP 
Wiring, Where the maximum cable segment distance is 100 
meters from the node 12 to the repeater 10. The 100 BASE 
TX standard speci?es transmission of Ethernet (IEEE 802.3) 
data packets at 100 Mb/ s over tWo pairs of category 5 UTP 
Wiring, Where the maximum cable segment distance is 100 
meters from the node 12 to the repeater 10. 
As describedbeloW, the repeater 10 also includes a 10 Mb/ s 

back plane 18 and a 100 Mb/s back plane 20, enabling the 
repeater 10 to be connected to other similar repeaters, effec 
tively forming a large port-count repeater. 

The repeater 10 also includes a 10 Mb/s repeater core 22 
and a 100 Mb/ s repeater core 24. The repeater cores 22 and 24 
are con?gured for sending and receiving data packets 
betWeen selected repeater ports according to the respective 
data rates. In particular, the repeater 1 0 includes a port sWitch 
ing and steering interface 26 con?gured for selectively con 
necting each netWork port 14 to one of the repeater cores 22 
or 24 based on the corresponding link speed of the repeater 
port 14. For example, if the repeater port 1411 is con?gured for 
sending and receiving data packets via medium 1611 at the link 
speed of 10 Mb/ s, the port sWitching and steering interface 26 
connects the repeater port 1411 to the repeater core 22. Simi 
larly, if the repeater port 14b is con?gured for sending and 
receiving data packets on the medium 16b at the link speed of 
100 Mb/s, the port sWitching and steering interface 26 con 
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4 
nects the repeater port 14b to the 100 Mb/ s repeater core 24. 
The port sWitching and steering interface 26 may be imple 
mented as a plurality of multiplexers that selectively connect 
each port 14 to the appropriate repeater core 22 or 24 depend 
ing on the determined link speed for the corresponding 
repeater port 14. 
The repeater cores 22 and 24 are implemented as state 

machines con?gured for operation compliant With IEEE 
802.3 Section 9 and Section 27, respectively. In particular, the 
10 Mb/ s repeater state machine 22 is con?gured such that all 
repeater ports 14 operating in the 10 Mb/ s collision domain, 
Within the repeater 10 or via a 10 Mb/ s expansion bus coupled 
to the back plane 18, form a single repeater that is compliant 
With IEEE 802.3 Section 9. If any single port 14 connected to 
the 10 Mb/s repeater state machine 22 senses the start of a 
valid packet, the repeater core 22 Will retransmit the received 
packet on all the other ports connected to the core 22 unless a 
collision is detected. The repeater core 22 also supplies the 
packet to the 10 Mb/ s expansion bus coupled to the backplane 
18 to facilitate designs using multiple repeaters 10. When 
retransmiting a packet, the repeater core 22 ensures that the 
outgoing packets comply With IEEE 802.3 signal amplitude, 
symmetry, and jitter requirements based on a clock that is 
internal to the repeater 10. In addition, the repeater core 22 
Will ensure that the preamble Will have a minimum of 56 bits 
before the start of frame delimiter (SFD). 

The repeater core 22 also detects and responds to collision 
conditions on all ports connected to the repeater core 22 as 
speci?ed in IEEE 802.3, Section 9, including collision con 
ditions detected via the back plane 18. 

Other recogniZed functions are performed by the repeater 
core 22 to ensure reliable transfer of data in the 10 Mb/s 
collision domain for example fragment extension and auto 
partition/recognition. 
The 100 Mb/s repeater core 24 is implemented as a state 

machine con?gured such that all ports operating in the 100 
Mb/ s collision domain in the repeater 10, or via the 100 Mb/ s 
backplane 20, form a single repeater that is compliant to IEEE 
802.3u Section 27. In particular, if any port 14 connected to 
the 100 Mb/s core 24 senses the start of a valid packet, the 
repeater core 24 Will transmit the received packet on all the 
other connected ports unless a collision is detected. The 
repeated data is also supplied to the backplane 20 for trans 
mission to other repeaters connected to the backplane 20. As 
described above, the 100 Mb/ s repeater core 24 ensures that 
the outgoing packet on a transmit port complies With the IEEE 
802.3u (Sections 24, 25 and 27) signal amplitude, symmetry, 
and jitter requirements. The transmitted signal is also retimed 
by an internal clock. Other recogniZed functions are per 
formed by the repeater core 24 to ensure reliable transfer of 
data in the 100 Mb/s collision domain. The repeater 10 also 
includes an auto-negotiation unit 30, management control 
logic 32, and a link controller 34. The auto -negotiation unit 30 
performs auto-negotiation as de?ned in IEEE 802.3 Section 
28. The auto-negotiation unit 30 uses auto-negotiation proto 
col to establish a link betWeen each repeater port 14 in the 
corresponding node 12 according to a selected data rate based 
upon the capabilities of the corresponding node 12. For 
example, if the remote node 12a is capable of transmitting at 
100 Mb/s, the auto-negotiation unit 30 establishes the link 
betWeen the repeater port 1411 and the remote netWork node 
1211 at a 100 Mb/ s data rate (100 BASE-TX). HoWever, if the 
remote node 12a is not able to send and receive data packets 
at 100 Mb/ s, the auto-negotiation unit 30 establishes the link 
betWeen the repeater port 1411 and remote node 1211 via the 
netWork medium 1611 at 10 Mb/ s (10 BASE-T). In particular, 
the auto-negotiation unit 30 uses a burst of link pulses 
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referred to as fast link pulses (FLPs), that are spaced between 
55 microseconds and 100 140 microseconds so as to be 
ignored by a standard 10 BASE-T receiver. The FLP burst 
contains information about the capabilities of the transmitting 
device namely the repeater port 14. The remote netWork node 
12 capable of 100 Mb/s transmission and reception decodes 
the FLP burst to learn about the capabilities of the transmit 
ting device 14. 

The repeater 10 also includes management control logic 32 
that provides an interface to a processor 40 acting as a net 
Work management agent. The management control logic 32 
alloWs the netWork manager 40 to perform indirect access of 
the control registers Within the netWork repeater 10, con?g 
ured in accordance With IEEE 802.3u Section 22. 

The link controller 34 is con?gured for selectively chang 
ing the established links betWeen the repeaterports 14 and the 
remote netWork nodes 12 from the 100 Mb/ s data rate to the 
10 Mb/s data rate based on a detected reduction in the link 
integrity. Speci?cally, the link controller 34 is con?gured for 
detecting and correcting for excessive error rate in the 100 
Mb/s links, for example due to faulty cabling or equipment. 
The integrity of each 100 Mb/ s link is determined by perform 
ing a high-speed link integrity check on each 100 Mb/ s link. 
Speci?cally, each repeater port 14 includes a 10 Mb/ s physi 
cal layer transceiver 42, a 100 Mb/ s physical layer transceiver 
44, plus a symbol error detector 46, a counter 48 and a timer 
54. The symbol error detector 46 is con?gured for detecting a 
number of symbol errors on the corresponding link When the 
repeater port 14 uses the 100 Mb/ s transceiver 44 operating at 
the 100 Mb/ s data rate according to the symbol de?nitions of 
Table 1. 

TABLE 1 

Symbol De?nitions 

Symbol 
(HEX) NRZ 4b/5b Interpretation 

0 0000 11110 Data 0 
1 0001 01001 Datal 
2 0010 10100 Data2 
3 0011 10101 Data3 
4 0100 01010 Data4 
5 0101 01011 Data5 
6 0110 01110 Data6 
7 0111 01111 Data7 
8 1000 10010 Data 8 
9 1001 10011 Data9 
A 1010 10110 DataA 
B 1011 10111 DataB 
C 1100 11010 DataC 
D 1101 11011 DataD 
E 1110 11100 DataE 
F 1111 11101 DataF 

Idle Unde?ned 11111 Idle Symbol 
J 0101 11000 Start ofStreaIn 

Delimiter: 1 of 2 
K 0101 10001 Start ofStreaIn 

Delimiter: 2 of 2 
T Unde?ned 01101 End of Stream 

Delimiter: 1 of 2 
R Unde?ned 00111 End of Stream 

Delimiter: 2 of 2 
H Unde?ned 00100 Error Bit. 

The counter 48 may be con?gured for incrementing or 
decrementing (depending on the embodiment) a counter 
value in response to each of the detected symbol errors from 
the PHY 44. As described beloW, the link controller monitors 
the link by counting the detected number of symbol errors for 
each port 14, and determines the integrity of the link based on 
the detected number of symbol errors relative to a prescribed 
threshold. If the detected number of symbol errors reaches the 
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6 
prescribed threshold relative to a prescribed time interval, the 
link controller 34 selectively reduces the data rate on the 
corresponding netWork medium 16 to the reduced 10 Mb/ s 
data rate by breaking the link, and performing auto-negotia 
tion by advertising that the corresponding repeater port 14 is 
only capable of 10 Mb/ s operation. Hence, a second link is 
established at the 10 Mb/ s data rate, reducing the probabilities 
of symbol errors. 
As shoWn in FIG. 1, the link controller 34 includes a table 

50 and a selector circuit 52. The table 50 stores a plurality of 
available thresholds, and the selector circuit 52 selects one of 
the available thresholds as the prescribed threshold corre 
sponding to an unacceptable symbol error rate based on a 
selection signal from the management control logic 32 or by 
some other means alloWing a threshold to be selected in a 
system Without management. Hence, the repeater 10 may be 
initially programmed With a plurality of thresholds stored in 
table 50, and a con?guration register may also be pro 
grammed for selecting one of the thresholds, as Well as the 
selected enabling of the doWnshift operation on a per-port 
basis. 

FIG. 2 is a diagram illustrating a method for controlling 
transmission by monitoring link integrity and selectively 
reducing the data transmission rate on a repeater port 14 
having a link With a detected number of symbol errors reach 
ing a prescribed threshold. FIG. 2 only illustrates the process 
for one port. In any multiport repeater such as the one shoWn 
in FIG. 1 each port Will have its oWn set of processes, and all 
processes Will run simultaneously. 
The process for one port starts at step 59, When certain 

register bits are set to advertise that this port (e.g., 14a) is 
capable of 100 Mbps operation. 

In step 60 the error counter 48 is preset to a threshold value 
determined by the select circuit 52. The timer 54 is set to a 
value Which Will result in the desired sampling interval. Auto 
Negotiation is then started folloWing the rules of IEEE 
802.3u. 

In step 61 it is determined Whether a successful link has 
been established at 100 Mbps. If yes, processes 72 and 64 are 
both started simultaneously. If no, the link is set to 10 Mbps in 
step 62 and the port Will attempt to establish a link at that 
speed. If it is immediately successful in establishing link at 10 
Mbps it proceeds to step 63, in Which it continuously moni 
tors the link for any changing status. If no link is detected, it 
also proceeds to step 63 in Which it monitors for any sign of 
link being established. In either case any change of status 
(from good link at 10 Mbps to no link, or from no link to link 
established) Will cause a return to step 59. 

Steps 64, 72, 74 and 76 are attempts to illustrate the differ 
ent aspects of one process. The interval timer 54 counts doWn 
at a constant rate, until it reaches 0. At the same time, the error 
monitor 46 continuously monitors the input symbol stream, 
and decrements counter 48 once for each symbol error 
detected. Coincident With these processes the link status is 
tested as shoWn With step 74, folloWing the same rules as step 
63. 
When the timer 54 reaches 0 (step 76) the value of the error 

counter 48 is tested as shoWn in step 78. If the value of the 
counter is greater than Zero, the system (e.g., link controller 
34) considers that the error rate has been acceptable. It pro 
ceeds to step 80, Where the counter and timer are reset and the 
monitoring cycle is re-started by returning to steps 72 and 64. 

If the value of the error counter has fallen to 0 this shoWs 
that an unacceptable number of errors have occurred during 
the sampling interval. The system proceeds to step 82, When 
the register bits referred to in step 59 are reset to advertise that 
this port is only capable of 10 Mbps operation. 
The system then moves to step 62, and attempts to operate 

in 10 Mbps mode. 
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According to the disclosed embodiment, 100 Mb/ s data 
links can be easily monitored to determine Whether link integ 
rity is not performing to required speci?cations, for example, 
due to bad cable or poorly-performing hardWare circuitry, etc. 
The disclosed arrangement eliminates the requirements for a 
remote netWork manager 40 to continually monitor the link 
status for each of the netWork ports. Moreover, the link con 
troller, upon detecting the symbol error rate reaching a pre 
scribed threshold, effectively doWnshifts the corresponding 
repeater port by breaking the link and establishing a neW link 
at the reduced data rate. 

Although the disclosed arrangement describes a single link 
controller 34 serving each of the repeater ports 14, and link 
controller 34 may alternately be implemented in each of the 
repeater ports 14, such that each repeater port 14 is capable of 
independently monitoring and controlling its oWn link based 
on detected symbol error rates. Alternatively, the symbol 
error detectors, counters, and timers may be centrally located 
With the link controller 34 to provide a more centraliZed 
architecture. 

While this invention has been described in connection With 
What is presently considered to be the most practical and 
preferred embodiments, it is to be understood that the inven 
tion is not limited to the disclosed embodiments, but, on the 
contrary, is intended to cover various modi?cations and 
equivalent arrangements included Within the spirit and scope 
of the appended claims. 
What is claimed is: 
1. A method in a netWork repeater of controlling transmis 

sions, the method comprising: 
establishing a link With a remote netWork node at a pre 

scribed data rate via a netWork medium; 
monitoring the link by counting a detected number of sym 

bol errors and decrementing a counter in response to 
detecting one of the symbol errors; and 

determining an integrity of the link based on the detected 
number of symbol errors relative to a prescribed thresh 
old. 

2. The method of claim 1, Wherein the decrementing step 
includes halting the decrementing of the counter if the 
counter has a value of Zero. 

3. The method of claim 1, Wherein the determining step 
includes determining the integrity relative to a prescribed 
time interval equal to about one millisecond, the time interval 
being controlled by a timer counting doWn to Zero. 

4. A method in a netWork repeater of controlling transmis 
sions, the method comprising: 

establishing a link With a remote netWork node at a pre 
scribed data rate via a netWork medium; 

monitoring the link by counting a detected number of sym 
bol errors; 

determining an integrity of the link based on the detected 
number of symbol errors relative to a prescribed thresh 
old; and 

selecting the prescribed threshold from a plurality of 
thresholds. 

5. A method in a netWork repeater of controlling transmis 
sions, the method comprising: 

establishing a link With a remote netWork node at a pre 
scribed data rate via a netWork medium; 

monitoring the link by counting a detected number of sym 
bol errors; 

determining an integrity of the link based on the detected 
number of symbol errors relative to a prescribed thresh 
old; and 

supplying the prescribed threshold to the netWork repeater 
via a serial interface. 

6. A method in a netWork repeater of controlling transmis 
sions, the method comprising: 
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8 
establishing a link With a remote netWork node at a pre 

scribed data rate via a netWork medium; 
monitoring the link by counting a detected number of sym 

bol errors; 
determining an integrity of the link based on the detected 
number of symbol errors relative to a prescribed thresh 
old; and 

selectively reducing the data rate on the netWork medium 
to a reduced data rate in response to the detected number 
of symbol errors exceeding the prescribed threshold. 

7. The method of claim 6, Wherein the monitoring step 
includes decrementing an error counter in response to detec 
tion of each of said symbol errors, the method further com 
prising resetting the error counter to the threshold in response 
to the timer reaching Zero, after resetting the value of the 
counter. 

8. The method of claim 6, Wherein the selectively reducing 
step includes reducing the data rate in response to the detected 
number of symbol errors exceeding the prescribed threshold 
and based on an enable signal. 

9. A method in a netWork repeater of controlling transmis 
sions, the method comprising: 

establishing a link With a remote netWork node at a pre 
scribed data rate via a netWork medium; 

monitoring the link by counting a detected number of sym 
bol errors; and 

determining an integrity of the link based on the detected 
number of symbol errors relative to a prescribed thresh 
old, 

Wherein the determining step includes: 
decrementing a timer from a prescribed time interval; 
decrementing a ?rst counter initially set at a ?rst thresh 

old in response to a detected symbol error; and 
determining, in response to the timer reaching Zero, 

Whether the ?rst counter has a Zero value, the integrity 
determined based on the ?rst counter having the Zero 
value coincident With the timer reaching Zero. 

10. A netWork repeater having a plurality of repeater ports, 
con?gured for sending and receiving data packets betWeen 
remote netWork nodes via respective netWork media, the net 
Work repeater comprising: 

a ?rst repeater core con?gured for sending and receiving 
data packets betWeen a ?rst group of the repeater ports 
according to a ?rst data rate; 

a second repeater core con?gured for sending and receiv 
ing data packets betWeen a second group of the repeater 
ports according to a second data rate sloWer than the ?rst 
data rate; 

to negotiation unit respective netWork media; 
a symbol error detector for detecting a number of symbol 

errors relative to a prescribed time interval on at least one 
of the links operating at the ?rst data rate; and 

a controller for selectively changing the at least one link 
from the ?rst data rate to the second data rate based on 
the number of symbol errors reaching a prescribed 
threshold. 

11. The repeater of claim 10, Wherein the symbol error 
detector includes a counter con?gured for decrementing a 
counter value in response to each of the detected symbol 
errors. 

12. The repeater of claim 11, further comprising an 
optional interface to a netWork management agent for receiv 
ing the prescribed threshold from a netWork manager, the 
controller outputting a noti?cation signal to the netWork man 
ager in response to the number of symbol errors reaching the 
prescribed threshold. 


