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METHOD AND SYSTEMS FOR DETECTING 
AN UNAUTHORIZED USE OF A VEHICLE BY 

AN AUTHORIZED DRIVER 

BACKGROUND 

1. Technical Field 
Various embodiments include a method and system for 

detecting an unauthorized use of a vehicle. The unauthorized 
use may be by an authorized driver. 

2. Background Art 
Authorized drivers of a vehicle (i.e., drivers other than the 

vehicle oWner such as (Without limitation children and 
employees) may use a vehicle for purposes other than the 
vehicle’s intended purpose. For example, employees may use 
a company vehicle for personal needs While driving to a job 
site. As another example, children may take a detour With the 
vehicle to venues other than those knoWn and approved by a 
parent. While vehicle tracking systems exist for tracking an 
unauthorized use, existing tracking system are generally used 
for vehicle anti -theft deterrence. These tracking systems may 
use tracking technologies such as radio frequency (RF) trans 
mitter beacons, Global Positioning Systems (GPS) transceiv 
ers for reporting GPS location, or embedded cell phone trans 
ceivers that are triangulated. These tracking devices are 
generally placed in a vehicle in a location that makes it di?i 
cult for a thief to detect and locate the tracking box. Even With 
these approaches, automotive thieves have developed clever 
Ways of detecting and defeating these approaches so that a 
stolen vehicle cannot be tracked by authorities because 
thieves do not Want to draW attention and also Want to maxi 
mize the fencing value of the stolen vehicle, mo st of the defeat 
techniques used by thieves are non-destructive. 

Recently, vehicle oWners have been using similar devices 
in order to track the location of vehicles driven by authorized 
user (e. g., company employees, customers, and/ or children). 
Such tracking is generally a condition of use of the vehicle. 
These tracking systems may transmit information from a 
vehicle to the oWner or monitoring system to alert the oWner 
that the vehicle has been moved, is moving, or has exceeded 
some geographical boundary or other data point. Such infor 
mation may alloW the oWner to determine Whether the usage 
of the vehicle is acceptable and authorized by the oWner. It is 
knoWn that a segment of these authorized drivers object to and 
may not like the fact that they are being tracked but agree to 
such terms as a condition of employment or parental approval 
for use of the vehicle. Such an objection to the tracking may 
cause a motivation to disable the system. Some individuals 
may act on this motivation if it is knoWn that such a system 
may be easily defeated, dif?cult to trace, and/or provide 
?nancial and/or privacy incentives. Examples of a ?nancial 
incentive may include the avoidance of rental car company 
penalties for driving out of state, speeding, and off-road 
usage. One example of a privacy incentive may include a teen 
driver notifying his/ her parent that he/ she Will be at a friend’ s 
house for the evening When the teen intends to be at a party 
across toWn. 

Because conventional commercial tracking systems may 
not be concerned With tracking thieves, they may not consider 
concealing the tracking system hardWare and/ or Wiring 
Within the vehicle. In addition, the installation of such sys 
tems in the vehicle may be in the same general location and 
instruction manuals may be readily available on the internet 
or from the original equipment manufacturer (OEM), Which 
provides information as to the location of the device in the 
vehicle. 
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2 
Conventional tracking systems may draW a larger key-off 

load (KOL) that can tax the battery of the vehicle. Such a 
larger KOL may cause no-start conditions or give rise to 
premature Wear-out of the vehicle battery. In one example, a 
KOL target for a GPS tracking system may be 3 to 5 mA. 
Because the KOL may be large, aftermarket products and 
OEMs may disable GPS operation When the vehicle is shut 
off to reduce operating current and associated service costs. 
In this case, a call center or tracking provider may report the 
last knoWn poWered location When an oWner of the vehicle 
makes an inquiry on the location of the vehicle. This situation 
can be simulated When driving by removing poWer to the 
tracking system to cause the vehicle to look stationary. 

Using their gained knoWledge on hoW to disable a tracking 
system, authorized drivers may accordingly simulate a 
vehicle shutdoWn. Consequently, a call center or tracking 
provider may report the last knoWn poWered location When an 
inquiry is made by an oWner of the vehicle’s location. Such a 
simulation may appear “normal” to a call center or tracking 
provider because many aftermarket producers and OEMs 
may turn off the GPS system When the vehicle is shut-off in 
order to reduce operating current associated With a substantial 
key-off load (KOL) current draWn by these tracking systems 
and associated service cost. The KOL current may tax the 
battery of the vehicle Which may cause vehicles not to start or 
a vehicle battery to prematurely Wear out. 

Other aftermarket providers that are less concerned With 
KOL may use strategies to Wakeup and transmit GPS data at 
set intervals (e.g., an hourly location report that is collected 
every tWelve minutes). HoWever, the periodic update 
approval may not prevent a determined authorized user from 
temporarily jamming the GPS system during a period of 
unauthorized use. 

SUMMARY 

One aspect includes a tracking system for detecting an 
unauthorized use of a vehicle in the absence of GPS location 
information. The system may include at least one data pro 
cessor Which may be con?gured to receive vehicle compo 
nent condition data for one or more vehicle components. The 
at least one data processor may also be con?gured to receive 
historical vehicle component condition data for the one or 
more vehicle components. 
The at least one data processor may be con?gured to com 

pare the vehicle component condition data to the historical 
vehicle component condition data. Accordingly, it may deter 
mined if an inconsistency exists betWeen the vehicle compo 
nent condition data and the historical vehicle component 
condition data based on the comparison. An alert signal sig 
nifying an unauthorized use may be generated upon deter 
mining the inconsistency. The at least one data processor may 
be con?gured to transmit at least one of the alert signal and the 
vehicle component condition data to a remote terminal to alert 
a user of the unauthorized use. 

Another aspect may include a method for detecting an 
unauthorized use of a vehicle in the absence of GPS location 
information. The method may include receiving vehicle com 
ponent condition data for one or more vehicle components 
and receiving historical vehicle component condition data for 
the one or more vehicle components. 
The method may further include comparing the vehicle 

component condition data to the historical vehicle component 
condition data. The method may also include determining if 
an inconsistency exists betWeen the vehicle component con 
dition data and the historical vehicle component condition 
data based on the comparison. 
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Upon determining the inconsistency, an alert signal signi 
fying an unauthorized use may be generated. At least one of 
the alert signal and the vehicle component condition data may 
be transmitted to a remote terminal to alert a user of the 

unauthorized use. 

Another aspect may include a method Which includes 
receiving a signal de?ning a key on event, vehicle component 
condition data responsive to the key on event, and vehicle 
component condition data determined at a key off event. The 
method may also include comparing the key on event data to 
the key off event data. The method may additionally include 
identifying an inconsistency in the data based on the com 
parison. An unauthorized use alert signal based on the incon 
sistency may be generated. At least one of the alert signal and 
the vehicle component condition data may be transmitted to a 
remote terminal. 

These and other aspects of the present invention Will be 
better understood in vieW of the attached draWings and fol 
loWing detailed description of the invention. 

BRIEF DESCRIPTION OF THE DRAWINGS 

The ?gures identi?ed beloW are illustrative of some 
embodiments of the present invention. The ?gures are not 
intended to be limiting of the invention recited in the 
appended claims. Embodiments of the present invention, both 
as to their organization and manner of operation, together 
With further object and advantages thereof, may best be 
understood With reference to the folloWing description, taken 
in connection With the accompanying draWings, in Which: 

FIG. 1 shoWs one embodiment of the architecture of a 
system for determining an unauthorized use of a vehicle 
according to the various embodiments; 

FIGS. 2a-d shoW illustrative examples of vehicle-based 
communication modules that provide communication to a 
remote netWork; 

FIG. 3 shoWs an illustrative example of a tracking module 
in a vehicle for detecting an unauthorized use of the vehicle 
according to the various embodiments; and 

FIG. 4 shoWs the process for detecting an unauthorized use 
according to one of the various embodiments. 

DETAILED DESCRIPTION 

Detailed embodiments of the present invention are dis 
closed herein. HoWever, it is to be understood that the dis 
closed embodiments are merely exemplary of an invention 
that may be embodied in various and alternative forms. 
Therefore, speci?c functional details disclosed herein are not 
to be interpreted as limiting, but merely as a representative 
basis for the claims and/or as a representative basis for teach 
ing one skilled in the art to variously employ the present 
invention. 
When an authorized user temporarily disables a tracking 

system, the authorized user can engage in unauthorized 
movement or use of the vehicle undetected. For example, by 
disabling the vehicle’s tracking system, it may appear to a 
vehicle monitoring system (e.g., a call center or tracking 
provider) that the vehicle has not moved (e.g., from it last 
recorded location). HoWever, the authorized user may have in 
fact detoured to unauthorized locations during the period that 
the tracking system Was disabled and returned the vehicle 
back to its pick-up location. 

It may be possible to detect an unauthorized use by an 
authorized user by programming the tracking system to send 
a heartbeat signal to the poWertrain control module (PCM). If 
the tracking module is not fully active, the heartbeat Would be 
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4 
absent and the PCM Would not alloW the engine to run or 
Would limit speed (or some other engine parameters) until the 
tracking module became functional. HoWever, such detection 
methods may create intrusive failure modes and unpredict 
able operation because the system requires that both the 
tracking module and the PCM be functional for the vehicle to 
drive. Furthermore, distinguishing betWeen intentional 
blockage ofGPS signals and normal loss (e.g., in a garage or 
tunnel) may be dif?cult. As such, drivers may be left stranded 
unable to restart or drive the vehicle aWay. 

It is contemplated that the embodiments described herein 
may be utilized for purposes other than those described and 
that challenges or problems noted herein are not intended to 
be an exhaustive list of problems that may be overcome by the 
embodiments of the present invention. Such challenges or 
problems as described herein are noted for illustrative pur 
poses and that all of the challenges or problems that may be 
overcome by the various embodiments of the present inven 
tion are not described for purposes of brevity. Moreover, it is 
contemplated that the embodiments described herein may 
provide for a number of advantages (or bene?ts) and that 
those noted herein are not intended to be an exhaustive list 
that may be achieved. Such advantages disclosed herein are 
noted for illustrative purposes and that all of the advantages 
achieved by the embodiments of the present invention are not 
described herein for purposes of brevity as Well. Furthermore, 
the examples provided herein are disclosed for illustrative 
purposes and are not intended to limit the scope in any man 
ner. 

FIG. 1 shoWs a tracking system architecture for detecting 
an unauthorized use of one or more vehicles according to one 
of the various embodiments of the present invention. An 
unauthorized use may be made by an authorized user. Autho 
rized users may include, but are not limited to, company 
employees, independent contractors, and other individuals 
given permission to drive a vehicle from vehicle oWners (e. g., 
teenage children). For example, a 17 year old child may be 
given permission from a parent to drive the parent’ s vehicle to 
location A. If the vehicle is also driven to location B by the 
child, the parent may receive an alert signal and/or report of 
this unauthorized use to a nomadic device, personal com 
puter, or a vehicle computing system based on one or more 
vehicle conditions determined by the vehicle 101. The parent 
may also upload the report to a USB drive. 

In the non-limiting embodiment described With respect to 
FIG. 1, a tracking signal 103 may be transmitted from one or 
more vehicles 101 through a communication (e.g, cellular) 
netWork 105. It Will be appreciated that vehicle 101 may be 
one or more vehicles. The vehicle 101 may have installed a 

communication module or node 200 (described beloW With 
respect to FIGS. 2a-2d) for communicating data over com 
munication netWork 105. Vehicle 101 may also have installed 
a tracking controller 301 (described beloW With respect to 
FIG. 3). It should be understood that tracking signal 1 03 is not 
a GPS tracking signal. Rather, tracking signal 103 is a signal 
having vehicle component condition data for tracking the 
unauthorized use of a vehicle as described in further detail 
beloW. 
The tracking signal 103 may be transmitted at a key-on 

event. In one non-limiting embodiment, transmission of the 
tracking signal 103 may additionally or alternatively be based 
on a triggering event such as an inconsistency (i.e., interrup 
tion) in the transmission of Wireless data (e.g., and Without 
limitation, cellular, WiFi, or GPS). Thus, a time gap in Wire 
less data transmission may trigger transmission of the track 
ing signal 103. 
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A use of a vehicle may go undetected in various Ways. In 
one non-limiting example, the authorized user may deactivate 
or disengage the GPS tracking system to prevent reception of 
GPS signals. In another non-limiting example, the authorized 
user may remove the electrical poWer connection or fuse for 
the GPS receiver module, the RF/ satellite transmitter module, 
the cellular module, a WiFi module, or the motion sensing 
module. In yet another non-limiting example, the authorized 
user may unplug the GPS, cellular, or WiFi antenna cable and 
cap the RF connector or Wrap the module in foil (known as 
shielding). As yet another non-limiting example, the autho 
rized user may use a noise generator that jams Wireless fre 
quencies (e.g., and Without limitation, WiFi, cellular, and 
GPS). 

At the key-on event, tracking controller 301, Which may be 
in communication With a number of vehicle components, may 
receive a condition or state of the number of vehicle compo 
nents via a vehicle netWork (e.g., a CAN bus). Upon receiving 
the vehicle component condition information, the tracking 
signal 103, including the vehicle component condition infor 
mation, may be generated by the tracking controller 301 and 
transmitted via the communication node 200. At the key-off 
event, the condition of the vehicle components may be 
recorded and stored in database 303. 
A centralized system 107 may receive data transmitted via 

tracking signal 103 from vehicle 101 and compare the data 
With data in a tracking database 303 (FIG. 3). In one embodi 
ment, the centralized system 107 is a server system that 
includes processing capability for the incoming tracking sig 
nals 103 and the capability to output alert signal(s) 115 to a 
nomadic device 113. For example, the server(s) 107 may 
include an automated call server and/ or Web host. Data sent in 
this fashion may be sent using data-over-voice, a data-plan, or 
in any other suitable format. 

Data can also be sent from the remote vehicle 101 through 
the server(s) 107 to a personal computer 111. In this case, the 
data is likely, although not necessarily, sent over the intemet. 

Tracking database 303 may or may not be accessed via 
server 107. For example, as illustrated in one embodiment in 
FIG. 3, tracking database 303 may additionally or alterna 
tively be maintained locally (e. g., at the vehicle 101) and 
communicating With tracking controller 301. Thus, in this 
embodiment, data transmitted in tracking signal 103 to server 
107 may include one or more results from a lookup or com 
parison performed at the vehicle 101 With database 303. 
Alternatively, tracking signal 103 may be alert signal 114 
and/ or 115 transmitted directly to PC 111 and/ or ND 113 
from the vehicle 101. 

In yet another embodiment, a tracking signal/alert signal 
may be transmitted to a portable memory device (e.g., and 
Without limitation) USB drive 318, an on-board vehicle com 
puting system (V CS) 320, and/or nomadic device 113 via a 
BLUETOOTH connection. A user may then receive the alert 
signal(s) from the USB drive 318 (e.g., and Without limita 
tion, by plugging the USB drive into PC 111 and/or vehicle 
computing system 320), the vehicle computing system 320 or 
the nomadic device 113. In one embodiment, in order to 
receive the alert(s), the comparison data from tracking data 
base 303 in the vehicle 101 may also be transmitted via the 
communication node 305 for retrieval by a user (e.g., a parent 
or ?eet manager) from one or more of USB drive 318, VCS 
320 and/or nomadic device 113. In another embodiment, the 
vehicle condition data may be transmitted to the USB 3 18, the 
VCS 320 and/or the nomadic device 113. In some embodi 
ments, the vehicle component condition data may also 
include information useful for the user (e. g., the parent and/ or 
?eet manager) such as Why the unauthorized use Was unde 
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6 
tected. Some non-limiting Ways in Which an unauthorized use 
may go undetected are described above. 

Alternatively or additionally, Where the database 303 is 
implemented at server 1 07, data transmitted in tracking signal 
103 may include status or condition information gathered 
from one or more vehicle components by the tracking con 
troller 301. The data may then be compared With the tracking 
data in database 303 at server 107. 

Tracking data in database 303 may be historical status or 
condition data for the one or more vehicle components. Cur 

rent (e. g., the most recent) vehicle component condition 
information may be compared With the historical data to 
detect an unauthorized use of the vehicle. Historical data may 
include measured values of the one or more vehicle compo 

nents based on the a key-off event. In some embodiments, the 
measured historical values may be estimated values. In other 
embodiment, the measured values may be actual values. For 
example, and Without limitation, a current vehicle tempera 
ture may be compared With an estimated or actual vehicle 
temperature at a key-off event. Other measured values may 
include, but are not limited to, odometer reading values, 
engine temperatures, tire pressure monitor system (TPMS) 
rates, etc. 
As a non-limiting example, if at the last key-off event the 

engine temperature reading is 500 F. (as stored in database 
303) and, at the key-on event, the engine temperature reading 
is 2200 F., an unauthorized use may be detected, and an alert 
transmitted to the PC 111 and/or ND 113, based on the tem 
perature discrepancy. The discrepancy may be determined by 
the comparison of the vehicle component information at key 
on (transmitted by tracking signal 103) and the historical data 
in database 303. Based on this discrepancy, a monitoring 
agent (described beloW) may conclude that the user may have 
disabled the GPS tracking system and made an unauthorized 
use of the vehicle. The comparison process Will be described 
beloW in further detail With respect to FIG. 4. 
Once the server(s) 107 receive the incoming data from the 

vehicle 101, alert signal(s) 114 and/or 115 may be generated 
and transmitted to PC 111 and/or ND 113. Alternatively, as 
described above, the alert signal(s) 114, 115 may be gener 
ated at and transmitted from vehicle 101. The alert signal(s) 
114, 115 may indicate an unauthorized or unreported use of 
the vehicle 101. The signals(s) may be transmitted to PC 111 
and/or ND 113 through a communication netWork 109 (e.g., 
cellular, WiFi, WiMax, etc.). Non-limiting examples of alerts 
that may be received at PC 111 and/ or ND 113 may include an 
audible alert (e.g., and Without limitation, a beep, an alarm, a 
cellphone ring, etc.) and/or a visual alert (e.g., and Without 
limitation, a text message, an electronic mail message, etc). 
A monitoring agent may determine Whether the unautho 

rized use is an actual unauthorized use. A monitoring agent 
may be either a human agent (e. g, a parent or a ?eet manager) 
or softWare installed on server 107, PC 111 and/or ND 113. 
Since there may be reasonable explanations for the discrep 
ancy in data, a further assessment may be made by the moni 
toring agent Whether the discrepancy is indicative of an unau 
thorized use. Where the monitoring agent is softWare, an 
algorithm may be programmed to the softWare for making the 
assessment. For example, the algorithm may make a determi 
nation based on a balancing of the data associated With mul 
tiple vehicle conditions. Alternatively or additionally, the 
monitoring agent may identify an unauthorized use based on 
a threshold number of discrepancies. For instance, if a dis 
crepancy exists in more than a certain number of vehicle 
conditions (e.g., 3, 5, or 7), then the monitoring agent Will 
identify the use as unauthorized. Where the monitoring agent 
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is a human agent, a manual assessment can also be made 
using the alerts presented to the agent at PC 111 and/or ND 
113. 

FIGS. 2a-d shoW illustrative examples of vehicle-based 
communication nodes or modules 305 that provide commu 
nication to a remote netWork. 

FIG. 2a shoWs an illustrative example of a communication 
module combined With a GPS module, Wherein a GSM and 
GPS are on different boards. 

In this illustrative embodiment, a communications module 
can include a GSM antenna 201 that communicates With a 
remote server over a cellular network. The received cellular 
signal may be sent from the GSM Antenna 201 to a multi 
band GSM decoder 219, that processes the received signal to 
produce information usable by the microprocessor 217. 

In this illustrative embodiment, the multi-band GSM 219, 
including ?ash memory 207 and RAM 211, is installed in the 
module as part of a removable device 223 including a SIM 
card 221. The SIM card may contain user identifying infor 
mation that alloWs access to the cellular netWork under a 
particular user’s plan. 

Additionally, the module includes a GPS chip 203 that can 
process and decode a signal from the GPS antenna 205 and 
send this information to a microprocessor 217. 
The microprocessor is also in communication With a 

vehicle data bus that provides access to various vehicle mod 
ules, such as a radio frequency module 215. Other modules 
not shoWn include, but are not limited to, the vehicle cluster, 
a remote (off-board) GPS system, a radio module, etc. Non 
limiting examples of a vehicle data bus include an SAE 11850 
bus, a CAN bus, a GMLAN bus, and any other vehicle data 
buses known in the art. For illustration purposes only, FIGS. 
2a-2d are represented as using a CAN bus. 

FIG. 2b shoWs a second exemplary embodiment in Which a 
GSM and GPS are on the same board 223. In this illustrative 

embodiment, the removable board (this board may also be 
permanently attached to the module) 223 contains the SIM 
card 221, a GPS module including a GPS chip 203 and a GPS 
antenna 205a, and the Multi-band GSM 219 including ?ash 
memory 207 and RAM 211. 

In another embodiment, the GPS antenna 205!) may be 
attached to the module separately from this board 223. When 
a signal comes in from the GSM antenna and/or the GPS 
Antenna 205b, the signal may be sent to the corresponding 
GSM/GPS chip for processing, and then passed to the micro 
processor 217. The microprocessor interfaces With the CAN 
transceiver 213 to connect to a vehicle CAN netWork and 
vehicle modules such as a radio frequency module 215. 

FIG. 2c shows yet another exemplary embodiment in 
Which the GSM module is standalone. In this illustrative 
embodiment, the GPS module containing the GPS antenna 
205 and the GPS chip 203 connects to the microprocessor 217 
through the CAN transceiver 213. Other vehicle modules, 
such as an RF module 215 can also connect to the micropro 
ces sor through the CAN transceiver. 

In this illustrative embodiment, the removable board 223 
contains a SIM card 221 and a multi-band GSM 219, as Well 
as a ?ash memory 207 and RAM 211. Signals from the GSM 
antenna 201 are sent to the board 223 for processing by the 
multi-band GSM before being sent to the microprocessor 
217. 

FIG. 2d shoWs still another exemplary embodiment in 
Which a GSM module is combined With an RF transceiver 215 
in the communications module. The RF transceiver continues 
to talk to the microprocessor 217 through the CAN trans 
ceiver 213. In this illustrative embodiment, the GPS module, 
including the GPS antenna 203a, 2031) and GPS chip 20511, 
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8 
2051) can be located Within the communications module or 
located elseWhere in the vehicle, in Which case it may com 
municate With the microprocessor through the CAN trans 
ceiver. 

Again, in this embodiment, the GSM antenna 201 sends a 
signal to the multi-band GSM 219, including ?ash memory 
207 and RAM 211. The signal is processed and sent to the 
microprocessor. The multi band GSM is again located on a 
removable circuit board 223, Which also includes a SIM card 
221. 

FIG. 3 shoWs a tracking system 10 for detecting an unau 
thoriZed use of a vehicle according to one of the various 
embodiments of the present invention. As described above, a 
tracking controller 301 and a communication module or node 
305 may be installed in the vehicle 101. Furthermore, track 
ing database 303 may be maintained locally (e.g., at the 
vehicle), as illustrated in FIG. 3, and/ or implemented in serv 
er(s) 107. 
The tracking controller 301 may receive condition/status 

information from a number of vehicle components. Upon 
obtaining information from one or more vehicle components, 
the data may be transmitted as a tracking signal 103 and/ or an 
alert signal 115 as described above. 
The folloWing table describes each of these vehicle com 

ponents and the condition information that it transmits to the 
tracking controller 301. 

TABLE 

(FIG. 3) 

Vehicle Reference 
Component Number Condition Information 

PoWertrain 307 Odometer Readings/ Mileage Status 
Control Module 
PoWertrain 307 Engine Off Time. For example, 
Control Module ifthe engine offsoak time 

indicates that the engine has 
not been offas long as the last 
GPS time stamp (e.g., at key 
of‘f), the poWer may have been 
removed from the GPS unit and 
the vehicle started. 

Tire Pressure 309 TPMS Receiver Hit Rates. For 
Monitoring example, ifthe TPMS is 
System (TPMS) transmitting at a high rate, 

then the Wheels Were recently in 
motion. 

Tire Pressure 309 TPMS Tire Air Temperature. For 
Monitoring 
System (TPMS) 

example, if tire air temperature 
is signi?cantly higher than 
What Would be expected due to 
ambient and sun load effect, 
this may indicate that the 
vehicle Was recently driven at a 
high speed for an extended 
period. 

Fluid Level/ 311 Fuel Gauge. For example, the 
Component fuel level has reduced 
Temperature signi?cantly since the last 
Feedback received value. 
System 
Fluid Level/ 311 Engine Coolant Temperature 
Component Model. For example, if the 
Temperature temperature of the engine is 
Feedback signi?cantly Warmer since the 
System last received value, an 

unauthorized use may be 
detected. 

Fluid Level/ 311 Transmission Fluid Temperature 
Component Level/Status (e.g., temperature 
Temperature is signi?cantly Warmer since 
Feedback last received value). 
System 
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TABLE-continued TABLE-continued 

(FIG. 3) (FIG. 3) 

Vehicle Reference Vehicle Reference 
Component Number Condition Information 5 Component Number Condition Information 

Fluid Level/ 311 Exhaust System Temperatures last time the tracker module Was 
Component (e. g., temperature is booted. 
Temperature signi?cantly higher than last OBD II Monitor 325 OBD II Monitor Status. For 
Feedback received value). example, an unauthorized use may 
System 10 be detected if previously unseen 
Chassis System 313 Front Wheel or Steering Wheel engine diagnostic codes are 

Orientation. For example, if stored in the PCM memory, the 
the orientation is measured number of start events does not 
after the key is removed (i.e., coincide With the last number of 
ignition lock) and after valid starts With the GPS system 
release, a Wide angular change 15 active, and/or if state ofsome 
in Wheel position may indicate of the monitors that require the 
the car moved. engine to be running or vehicle 

Vehicle 314 Vehicle Orientation (i.e., movement have advanced. 
Compass System compass). For example, the 

vehicle is Within 3-6 meters of 
the original location (based on 20 FIG. 4 shows the operation for detecting an unauthorized 
.GPS Capability)’ blltFhe Vehlcle use of a vehicle. As illustrated in block 401, inputs (vehicle 
is 1800 from the original . . . . . 

position component condition information) are received at the track 
Vehicle 316 Vehicle Inclination. For ing controller 301 from one or multiple vehicle components. 

gnvmg, 6x31151613; ‘mi from the velélcled A comparison of the inputs to the historical data in tracking 
H3IH1CS 3.111- 6 S S 6TH or 3.11 On- O3I . . 

syystem accd?rom?ym Shows a 25 database 303 may be made as illustrated in block 403. The 
substantially neW inclination vehicle component condition information may or may not be 
Oriehthtion indicating that the transmitted to the server 107 for the comparison. The tracking 
l’déllcle W3: m°‘,’:d and not mum controller 301 or server 107 may include an algorithm or 
O 6 €X3C pOSl IOH. . . . . 

Vehicle Mass 317 Cargo or trailer mass. For lnstrucnons for peffonnlng compans_on' _ _ 
Measurement example, ifa ?eet owner has a 30 Based on any single condition or logical combination of 
System driver Cheek on a site but conditions, a determination may be made as to the existence 

mm“ an 31m that m of an unauthorized use as illustrated in block 405. The logical 
vehicle pulled 2 Tons for 30 . . . . 
minutes the driv?r may haVe combination of conditions may or may not be con?gured by 
also dropped offhis boat atthe a user. If the use is authorized, the inputs from the vehicle 

I local heaeh lhuheh rhIHP- 35 system may continue to be received, as illustrated in block 
Exterior 319 Vehicle 10091301367 6111016 401. In one embodiment, any further processing may be sus 
Camera Occupant activities. For d d .1 . . d k ff 

example, th? syst?m could pen e unti ' neW inputs are receive (e.g., at a ey-o event) 
periodically (e.g., every 5 or by the tracking controller 301. 
10 minutes) record images from If an unauthorized use is detected, an alert signal may be 
?xtemallvcalimaislljh as the 40 transmitted to the PC 111 and/or ND 113 as illustrated in 
I631‘ OI I011 31‘ 31 C3IH€I3S . . . 

or th? from If“ departure block 409.'As illustrated in block 411, the alert signal may 
Warning camera. in one then be validated by the momtoring agent. 
‘embodiment, the Camera can also While embodiments of the invention have been illustrated 

, mclude am“ and dam Stamp; and described, it is not intended that these embodiments 
Vehicle Sensor 321 Sensor History. For example, if . . . . . 
System them is no signal/h?mbeat 45 illustrate and describe all possible forms of the invention. 

froin the GPS, but the key is on, Rather, the Words used in the speci?cation are Words of 
the vehicle is in motion, the description rather than limitation, and it is understood that 
engine is nmnmg aim” or various changes may be made Without departing from the 
temperatures are high, the . . d f h . . 
tracking contron?r 301 may spirit an scope o t e invention. 
periodically (e.g., every 5 or 50 

tlejmrgiielfalf?fgsrihldntiri?zfhission What is Claimed: 
gut and/Or mmshuto? 6mm 1'. A tracking system for detecting' an unauthorized use of a 
In one embodiment, the vehicle in the absence of GPS location information, the sys 
infoimation may also include {em comprising: 
mm and dam Stamps‘ 55 at least one data processor operably con?gured to: 

Battery 323 State ofCharge. For example, . h. 1 t d.t. dat f 
ifthe bamnfs charge is receive ve ic e componen con 1 ion a or one or 

signi?cantly higher froin the more vehicle components at key-on; 
l?Stkey-OH event, then the I receive actual or estimated historical vehicle component 
V?hlcle may have 86mm “30mm condition data for the one or more vehicle compo 
for an extended period of time. . . _ 

Audio System 325 Internal Clock. If the vehicle 60 nents havlng_been Stored at a prevpgs key-Off’ 
clock is not GPS based, a GPS compare the vehicle component condition data to the 
tracker module 315 (Which tracks actual or estimated historical vehicle component condi 
time based on GPS signals from tion data; 
satellite 123), can periodically d . .f . . . b h h. 1 
qu?ry the Vehicle clock to eterminei an inconsistency exists etWeent e ve ic e 
damning ifthere is a 65 component condition data and the actual or estimated 
discrepancy in time since the historical vehicle component condition data based on 

the comparison; 
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generate an alert signal signifying an unauthorized use 
upon determining the inconsistency; and 

transmit at least one of the alert signal and the vehicle 
component condition data to a remote terminal to alert 
a user of the unauthorized use. 

2. The tracking system of claim 1 Wherein the at least one 
data processor is a server. 

3. The tracking system of claim 1 Wherein the at least one 
data processor is disposed in a vehicle computing system. 

4. The tracking system of claim 1 Wherein the at least one 
data processor is a server, the system further comprising a 
vehicle computing system operably con?gured to: 

receive vehicle component condition data from the one or 
more vehicle components; and 

transmit a signal including the vehicle component condi 
tion data to the server. 

5. The tracking system of claim 1 further comprising at 
least one validating module con?gured to validate the alert 
signal With respect to the use being unauthorized. 

6. The tracking system of claim 1 Wherein the vehicle 
further includes a GPS tracking system, the alert signal fur 
ther signifying a tampering of the GPS tracking system. 

7. The tracking system of claim 1 further comprising a 
historical vehicle condition component database for storing 
the historical vehicle component condition data. 

8. The tracking system of claim 1 Wherein the remote 
terminal is a nomadic device. 

9. The tracking system of claim 1 Wherein the remote 
terminal is a personal computer or an on-board vehicle com 
puting system. 

10. The tracking system of claim 1 Wherein the remote 
terminal is a portable memory device. 

11 . A method for detecting an unauthorized use of a vehicle 
in the absence of GPS location information, the method com 
prising: 

receiving vehicle component condition data for one or 
more vehicle components; 

receiving actual or estimated historical vehicle component 
condition data for the one or more vehicle components at 
a key-on; 

comparing the vehicle component condition data to the 
actual or estimated historical vehicle component condi 
tion data having been stored at a key-off; 

determining if an inconsistency exists betWeen the vehicle 
component condition data and the actual or estimated 
historical vehicle component condition data based on 
the comparison; 

upon determining the inconsistency, generating an alert 
signal signifying an unauthorized use; and 

transmitting at least one of the alert signal and the vehicle 
component condition data to a remote terminal to alert a 
user of the unauthorized use. 
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12 
12. The method of claim 11 further comprising validating 

the alert signal With respect to the use being unauthorized. 
13. The method of claim 12 Wherein validating further 

comprises balancing the inconsistencies of the vehicle com 
ponent condition data of tWo or more vehicle components. 

14. The method of claim 12 Wherein validating further 
comprises: 

determining a threshold number of inconsistencies for the 
vehicle component condition data of the one or more 
vehicle components; and 

determining if the number of inconsistencies exceeds the 
threshold. 

15. The method of claim 11 Wherein receiving vehicle 
component condition data further comprises receiving the 
vehicle component condition data over a Wireless communi 
cation channel from the vehicle. 

16. The method of claim 15 Wherein the Wireless commu 
nication channel is WiFi. 

17. The method of claim 11 Wherein the vehicle component 
condition data is received based on a triggering event. 

18. A method comprising: 
receiving at least one key-on and at least one key-off event 

signal; 
receiving key-on vehicle system state non-location data 

and actual/estimated key-off vehicle system state non 
location data upon receipt of the respective event sig 
nals; 

comparing the key-on and key-off system state non-loca 
tion data; 
identifying a data inconsistency based on the compari 

son; 
generating an alert signal based on the inconsistency; 

and 
transmitting the vehicle data or the alert signal to a 

remote terminal. 
19. The method of claim 18 Wherein the actual or estimated 

key-off vehicle system state non-location data is historical 
vehicle system state data. 

20. The method of claim 18 Wherein the identifying step 
includes identifying the inconsistencies of the vehicle system 
state non-location data for a plurality of vehicle components. 

21. The method of claim 18 Wherein the vehicle system 
state data is state data pertaining to at least one of Wheel 
orientation, vehicle inclination, vehicle direction, odometer 
reading, engine off time, vehicle sensor history, OBD ll moni 
tor status, a battery state of charge, vehicle mass, fuel gauge 
status, engine coolant status, transmission ?uid status, 
exhaust system temperatures, tire pressure monitor system 
(TPMS) receive hit rates, TPMS tire air temperature, internal 
vehicle clock status, and conditions detected from an external 
camera of the vehicle. 

* * * * * 


