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MULTIPLE RADIO FREQUENCY
IDENTIFICATION (RFID) TAG WIRELESS
WIDE AREA NETWORK (WWAN)
PROTOCOL

TECHNICAL FIELD

This invention relates in general to radio frequency identi-
fication (RFID) systems, and more particularly to a multiple
RFID tag wireless wide area network (WWAN) protocol.

BACKGROUND

The management and tracking of entities, such as person-
nel, assets, and other objects, is performed in a wide variety of
environments and is often cumbersome, labor intensive, and
expensive. Radio receivers and transmitters have been used to
identify personnel and objects in such environments. For
example, various systems are known for attaching radio fre-
quency identification (RFID) tags to entities, such as person-
nel, assets, and automobiles. When automobiles equipped
with radio tags enter a certain area, such as a toll booth area,
the automobiles are automatically identified. The appropriate
tolls are deducted from corresponding accounts, thereby
eliminating the need for drivers to stop and make payments at
toll booths. When radio tags are placed on personnel, they can
be automatically identified and checked for authorized entry
to a facility in a security application called access control.
Assets which are tagged can be identified and tracked as they
move throughout a facility for the purposes of automatically
locating them. They can also be automatically counted there-
fore providing inventory control. They can also be protected
as when an asset approaches an exit doorway the system can
automatically determine if the asset is authorized to be
removed from the facility. Tagged vehicles, assets, and per-
sonnel can be linked logically in the system to enable greater
visibility and control.

SUMMARY

According to the present invention, disadvantages and
problems associated with previous RFID tag systems and
methods may be reduced or eliminated.

In certain embodiments, an RFID tag includes a memory
module and one or more processing units. The memory mod-
ule stores a subscriber identification number shared by the tag
and one or more other tags for accessing a wireless wide area
network (WWAN). Each tag is operable to access the WWAN
using the subscriber identification number at a corresponding
unique timeslot, the corresponding unique timeslot for a tag
being distinct from the timeslots at which the other tags can
access the WWAN using the subscriber identification num-
ber. The one or more processing units access the WWAN
using the subscriber identification number to initiate a tag
session at the corresponding unique timeslot for the tag. The
corresponding unique timeslot for the tag is distinct from
timeslots at which the other tags may access the WWAN
using the subscriber identification number. The one or more
processing units are operable to communicate tag informa-
tion during the tag session at the corresponding unique
timeslot for the tag.

In certain embodiments, a method includes storing a sub-
scriber identification number shared by a particular tag and
one or more other tags for accessing a WWAN. Each tag is
operable to access the WWAN using the subscriber identifi-
cation number at a corresponding unique timeslot for the tag,
the corresponding unique timeslot for the particular tag being
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distinct from the timeslots at which the other tags can access
the WWAN using the subscriber identification number. The
method further includes accessing the WWAN using the sub-
scriber identification number to initiate a tag session, the tag
session being at the corresponding unique timeslot for the
particular tag. The corresponding unique timeslot for the
particular tag is distinct from timeslots at which the one or
more other tags may access the WWAN using the subscriber
identification number to initiate tag sessions. The method
further includes communicating tag information during the
tag session at the corresponding unique timeslot for the par-
ticular tag.

Particular embodiments of the present invention may pro-
vide one or more technical advantages. Conventional infor-
mation systems typically communicate with RFID tags via
relatively short-range wireless networks and local area net-
works (LANs), often installed indoors and/or across rela-
tively small areas. For example, an infrastructure that
includes RFID tag readers and/or activators may communi-
cate with RFID tags via relatively short-range wireless net-
works. However, these types of networks are not always avail-
able or conveniently deployable for certain classes of
applications. As just a few examples, it is highly unlikely that
a reliable LAN infrastructure will be readily available for
applications such as disaster response, emergency evacua-
tion, construction site monitoring, and roadway transport.

The present invention allows multiple RFID tags to com-
municate using a WWAN. Using certain potential techniques
for accessing a WWAN, WWAN access for RFID tags could
be relatively expensive and power-consumption intensive
when compared to LAN access. For example, registering
each RFID tag with a unique subscriber identification number
(e.g., cellular telephone number) may be cost prohibitive on a
subscription basis for most applications. Assigning unique
subscriber identification numbers (e.g., cellular telephone
numbers) to individual RFID tags may be difficult or impos-
sible, as the number of available subscriber identification
numbers may be depleted quickly if a large number of tags
use them. This may be particularly true in the case of cellular
telephone numbers, as cellular telephones and other devices
are also assigned at least one of the available set of cellular
telephone numbers for accessing WWANSs.

In certain embodiments, the present invention provides a
workable solution for RFID tags to communicate using a
WWAN. For example, certain embodiments of the present
invention enable cellular telephone numbers (or other sub-
scriber identification numbers) to be scaled foruse with RFID
tags (e.g., by sharing a single cellular telephone number
among a number of RFID tags rather than each individual tag
having its own cellular telephone number). Certain embodi-
ments of the present invention allow multiple RFID tags to
seamlessly share the same subscriber identification number
without violating WWAN network access standards. For
example, the present invention may provide a way for tags to
time-share the WWAN using a single subscriber identifica-
tion number without resulting in collisions or black-listing
(i.e., by attempting to use the same subscriber identification
number for simultaneous access to the WWAN). In certain
embodiments, the present invention allows multiple RFID
tags to share a common subscriber identity while enhancing
power management. Enabling RFID tags to communicate
using a WWAN may increase the potential range of RFID
tags, where desirable.

Certain embodiments of the present invention allow the
infrastructure for WWANSs to be leveraged for use with RFID
tags, which may be particularly useful in situations where
typical RFID infrastructures (e.g., readers, activators, etc.)
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may not be available (e.g., due to timing constraints) or may
not be otherwise cost-effective. For example, the present
invention may allow RFID capabilities to be provided on the
fly, such as at emergency triage centers.

Certain embodiments of the present invention may provide
some, all, or none of the above advantages. Certain embodi-
ments may provide one or more other technical advantages,
one or more of which may be readily apparent to those skilled
in the art from the figures, descriptions, and claims included
herein.

BRIEF DESCRIPTION OF THE DRAWINGS

For a more complete understanding of the present inven-
tion and its advantages, reference is made to the following
descriptions, taken in conjunction with the accompanying
drawings, in which:

FIG. 1 illustrates an example system in which a number of
RFID tags are operable to communicate over a WWAN,
according to certain embodiments of the present invention;

FIG. 2 illustrates an example of a tag session division
multiple access concept for WWAN systems, according to
certain embodiments of the present invention;

FIG. 3 illustrates an example RFID tag, according to cer-
tain embodiments of the present invention;

FIG. 4 illustrates an example method for a multiple RFID
tag WWAN protocol, according to certain embodiments of
the present invention;

FIG. 5 illustrates an example method for accessing a
WWAN according to a fixed-length session technique;

FIG. 6 illustrates an example method for accessing a
WWAN according to a variable-length session technique;

FIG. 7 illustrates an example architecture of an example
GSM network, which may comprise all or a portion of the
WWAN described above with reference to FIG. 1;

FIG. 8 illustrates an example channel architecture for a
GSM network;

FIG. 9 illustrates an example organization of 51 multi-
frames of a signaling super-frame;

FIG. 10 illustrates example approximate timing for chan-
nel access and transmission of data (e.g., tag information);

FIG. 11 illustrates an example GSM channel glossary,
according to certain embodiments of the present invention;

FIG. 12 illustrates an example encoding of the synchroni-
zation channel (SCH), according to certain embodiments of
the present invention;

FIG. 13 illustrates an example encoding of synchronization
bits into a TDMA synchronization channel (SCH) frame,
according to certain embodiments of the present invention;

FIG. 14 illustrates an example decoding of BCCH bits,
according to certain embodiments of the present invention;

FIG. 15 illustrates an example encoding of RACH data,
according to certain embodiments of the present invention;

FIG. 16 illustrates an example encoding of RACH bits into
TDMA frames, according to certain embodiments of the
present invention;

FIG. 17 illustrates an example process for registration of
mobile units (e.g., tags), according to certain embodiments of
the present invention;

FIG. 18 illustrates an example process for transmitting data
from mobile units (e.g., tags), according to certain embodi-
ments of the present invention;

FIG. 19 illustrates an example process for receiving data at
mobile units (e.g., tags), according to certain embodiments of
the present invention; and
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FIG. 20 illustrates an example of different TDMA frame
formats, according to certain embodiments of the present
invention.

DESCRIPTION OF EXAMPLE EMBODIMENTS

FIG. 1 illustrates an example system 10 in which a number
of radio frequency identification (RFID) tags are operable to
communicate over a wireless wide area network (WWAN),
according to certain embodiments of the present invention. In
the illustrated example, system 10 includes a number of RFID
tags 12, a WWAN 14, and one or more backend systems 16.
Although a particular embodiment of system 10 is illustrated
and primarily described, the present invention contemplates
any suitable embodiment of system 10. In general, system 10
implements a multiple RFID tag WWAN protocol that allows
a number of RFID tags 12 to share a single subscriber iden-
tification number (e.g., a cellular telephone number) to access
and communicate over WWAN 14.

System 10 includes one or more RFID tags 12. In general,
RFID tags 12 are portable tags that may be affixed to any
suitable type of entity. For example, tags 12 may be affixed to
and identify mobile entities such as any suitable combination
of'persons, vehicles, or pieces of inventory. RFID tags 12 may
serve any combination of a variety of purposes, such as track-
ing their associated entity (or entities), accounting for their
associated entity (or entities), reporting conditions related to
their associated entity (or entities), or any other suitable pur-
pose. Each tag 12 may have an associated unique ID.

WWAN 14 may include any suitable type of wireless net-
work that uses cellular network technology and is accessed
using a subscriber identification number. A portion or all of
WWAN 14 may be wireline network, as long as access to the
network is made wirelessly by tags 12 using a subscriber
identification number. A particular example implementation
of the present invention in which WWAN 14 comprises a
Global System for Mobile Communications (GSM) network
is described in more detail below. Tags 12 access WWAN 14
using a subscriber identification number and a corresponding
wireless link 18.

RFID tags 12 may access WWAN 14 to communicate tag
information to one or more appropriate destinations (e.g., to
one or more backend systems 16, described below). For pur-
poses of this description, tag 12 communicating tag informa-
tion may include tag 12 transmitting and/or receiving tag
information. Tag information may include any suitable data to
be transmitted or received by tag 12. For example, tag infor-
mation 314 may include the unique ID of tag 12, timing
information, sensor data collected by tag 12, or any other
suitable type of data, according to particular needs.

Mobile units, such as cellular telephones, typically access
a WWAN, such as WWAN 14, using a subscriber identifica-
tion number. For example, a mobile unit (e.g., a cellular
telephone) may access a WWAN by initiating a cellular tele-
phone call, and the mobile unit is identified to the WWAN
using the subscriber identification number. A subscriber iden-
tification number may include any suitable identifier for iden-
tifying a subscriber for use in accessing WWAN 14. For
example, the subscriber identification number may include a
cellular telephone number, an international mobile subscriber
identity (IMSI), or any other suitable identifier.

To access WWAN 14, a tag 12 may also use a subscriber
identification number. Certain embodiments of the present
invention provide techniques for sharing a single subscriber
identification number among a number of tags 12. Under
certain circumstances, multiple RFID tags 12 cannot share a
subscriber identification number because doing so will likely
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interfere with the standards or other protocols established for
WWAN systems. For example, most WWAN networks (e.g.,
GSM) will “black-list” subscriber identification numbers
(e.g., of phones) that appear to be simultaneously requesting
service. Certain embodiments of the present invention pro-
vide techniques for sharing a single subscriber identification
number among a number of tags 12. For purposes of this
description, a group of tags 12 that share a subscriber identi-
fication number for accessing WWAN 14 may be referred to
as a logical subscriber entity.

Although a subscriber identification number is primarily
described, the present invention contemplates tags 12 using
other information in addition to or in place of the subscriber
identification number for accessing WWAN 14. For example,
in addition to a subscriber identification number, tags 12 may
also use a separate authentication number when accessing
WWAN 14. If appropriate, this other information may be
shared among tags 12 in a substantially similar manner to the
way in which the subscriber identification number is shared
among tags 12.

A tag 12 typically accesses WWAN 14 using a subscriber
identification number by establishing a connection (e.g., link
18) to WWAN 14. For example, a tag 12 may establish a
connection (e.g., link 18) to WWAN 14 by initiating a wire-
less call. The wireless call placed by RFID tags 12 using the
single, shared subscriber identification number are to be dis-
tinguished from the traditional wireless signals communi-
cated by RFID tags over short-range wireless networks and
LANS.

According to certain embodiments of the present inven-
tion, tags 12 of a logical subscriber entity may each access
WWAN 14 using the subscriber identification at a corre-
sponding unique timeslot for the tag 12. The corresponding
unique timeslot for each tag 12 is distinct from the timeslots
at which the other tags 12 of the logical subscriber entity can
access WWAN 14 using the subscriber identification number.
In this way, each tag 12 of the logical subscriber entity can
access WWAN 14 using the single, shared subscriber identi-
fication number in a unique corresponding timeslot for the tag
12. This may reduce or eliminate the possibility that multiple
tags 12 simultaneously attempt to access WWAN 14 using the
same subscriber identification number and thereby violate
policies of WWAN 14. Tags 12 may be preprogrammed to
share a subscriber identification number according to the
present invention.

In operation of an example embodiment of system 10, a
particular tag 12 shares a subscriber identification number for
accessing WWAN 14 with one or more other tags 12, the
particular tag 12 and the one or more othertags 12 collectively
forming a logical subscriber entity. Each tag 12 in the logical
subscriber entity may be operable to access the WWAN 14
using the single, shared subscriber identification number at a
corresponding unique timeslot for the tag 12, the correspond-
ing unique timeslot for the tag being different than the corre-
sponding timeslots at which the other tags 12 can access
WWAN 14 using the subscriber identification number.

The particular tag 12 may access WWAN 14 using the
subscriber identification number to initiate a tag session, the
tag session being at the corresponding unique timeslot for the
particular tag 12. The corresponding unique timeslot for the
particular tag 12 is distinct from the corresponding timeslots
at which the one or more other tags 12 may access WWAN 14
using the subscriber identification number to initiate tag ses-
sions. To access WWAN 14, the particular tag 12 may estab-
lish a connection (e.g., link 18) with WWAN 14. For example,
at the corresponding unique timeslot for the particular tag 12,
the particular tag 12 is operable to access W WAN 14 using the
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subscriber identification number by initiating a wireless call
on WWAN 14 using the subscriber identification number.

In certain embodiments, the particular tag 12 may access
WWAN 14 according to a fixed-length session technique, as
described in more detail below. In certain embodiments, the
particular tag 12 may access WWAN 14 according to a vari-
able-length session technique, as will be described in more
detail below.

The particular tag 12 may communicate tag information
314 during the tag session at the corresponding unique
timeslot for the particular tag 12. In certain embodiments, the
particular tag 12 may communicate tag information to one or
more backend systems 16 (described below) via WWAN 14.
It should be understood that, for the purposes of this descrip-
tion, communicating tag information may include any suit-
able combination of transmitting and/or receiving tag infor-
mation.

The particular tag 12 may terminate its connection (e.g.,
link 18) to WWAN 14. For example, the particular tag 12 may
terminate the wireless call with WWAN 14, the connection
may time out (e.g., due to meeting some predefined condi-
tion), or the connection may be terminated in any other suit-
able manner.

The particular tag 12 may repeated these operations each
time a corresponding timeslot for the particular tag 12 occurs.
For example, tags 12 may repeatedly cycle through a fixed
time frame (e.g., one hour). Each tag 12 may divide its pay-
load (i.e., tag information 314) over a number of correspond-
ing timeslots (and tag sessions), if appropriate. For example,
if the corresponding timeslot for a tag 12 is insufficient for the
tag 12 to communicate its desired tag information, the tag 12
may transmit the remainder of the desired tag information
over one or more next corresponding timeslots in one or more
future fixed time frames. In other words, each logical sub-
scriber identity member tag 12 may segment its data payload
(e.g., of tag information) to fit across multiple tag sessions.

FIG. 2 illustrates an example of a tag session division
multiple access concept for WWAN systems (e.g., WWAN
14), according to certain embodiments of the present inven-
tion. As described above, two or more tags 12 may use a single
subscriber identification number for accessing WWAN 14
and communicating tag information over WWAN 14. In cer-
tain embodiments, the number of tags 12 that share the single
subscriber identification number may be predetermined.

As shown in FIG. 2, a fixed time frame 200 (e.g., one hour)
may be divided into a number of timeslots 202. Tags 12 may
use these timeslots 202 to access WWAN 14 using the sub-
scriber identification number to initiate tag sessions for com-
municating tag information. As described briefly above, each
tag 12 may access WWAN 14 using the subscriber identifi-
cation number at a corresponding unique timeslot 202 for the
tag 12. In this example, timeslot 2024 may correspond
uniquely to tag 1, timeslot 2025 may correspond uniquely to
tag 2, and timeslot 202z may correspond uniquely to tag N.

The connection of a tag 12 to WWAN 14 during the corre-
sponding timeslot 202 for the tag 12 may be referred to as a
tag session. During such a tag session at the corresponding
timeslot 202 for a tag 12, the tag 12 can communicate tag
information, if appropriate. Tag 1 may access WWAN 14 at
timeslot 202q to initiate a tag session (tag session 1) at the
corresponding unique timeslot (timeslot 202a) for tag 1. Tag
2 may access WWAN 14 at timeslot 2025 to initiate a tag
session (tag session 2) at the corresponding unique timeslot
(timeslot 2025) for tag 2. Tag N may access WWAN 14 at
timeslot 202 to initiate a tag session (tag session N) at the
corresponding unique timeslot (timeslot 202z) for tag 2. As
will be discussed in more detail below, the durations of all
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timeslots 202 may be the same, or the durations of timeslots
202 may vary, according to particular needs.

In certain embodiments, a timeslot 202 comprises suffi-
cient time to set up a connection (e.g., link 18), such as a
cellular call, to WWAN 14 and communicate data (e.g., tag
information. This may help ensure that only one tag 12 makes
a call at any given time and that call-time attempts do not
overlap. Factors in the timeslot 202 duration may include the
total amount of time to random access channel (RACH),
access grant channel (AGCH), shared control channel
(SCCH), send data, and end the call.

As indicated at reference numeral 204, during a tag session
at a corresponding unique timeslot 202 for a tag 12, the tag 12
may perform one or more of the following operations: (1)
request access to and gain access to WWAN 14 using the
shared subscriber identification number (and any other suit-
able information); (2) register/authenticate itself to WWAN
14 using the shared subscriber identification number (and any
other suitable information); (3) communicate tag informa-
tion; and (4) terminate the connection to WWAN 14. In cer-
tain embodiments, no transmissions are made to or from tags
12 during timeslots 202 that are not assigned to a tag 12. In
certain embodiments, the typical transmission duration may
be equal to the allotted size of timeslot 202.

In certain embodiments, for at least a portion of the time a
tag 12 is not engaged in a tag session, tag 12 may reside in a
sleep state. As just one example, a sleep state may include a
low power state in which tag 12 maintains sufficient power to
operate an internal clock (and any other suitable operations,
according to particular needs). As shown at reference numeral
206 with respect to tag N, tag 12 may be configured to wake
up from the sleep state a predetermined amount of time prior
to the corresponding unique timeslot for tag 12 in order to
locate a base station, synchronize clocks with the base station,
and synchronize clocks to Greenwich Mean Time (GMT).
For example, tag 12 may wake up a predetermined amount of
time prior to the corresponding unique timeslot 202 for the
tag. Tag 12 may use the internal clock running at low power to
determine when its corresponding unique timeslot 202 is
approaching and when the predetermined time ahead of the
corresponding unique timeslot 202 for the tag 12 has arrived
(and the tag 12 should wake up).

The number of bits communicated by a tag 12 during a tag
session may vary with the connection data rate and the type of
WWAN 14. Taking the Cellular Digital Packet Data (CDPD)
network as an example, a 28.8 kbps connection rate may
include twice as many bits per session as a 14.4 kbps connec-
tion rate. The number of unique tag sessions per fixed time
frame 200 may also be configurable. For this description, it
will be assumed that each one-hour fixed time frame 200 will
consist ofa certain number of tag sessions; however, this is for
example purposes only.

The actual duration of timeslot 202 may depend on the
WWAN 14 type. This description focuses on an example in
which WWAN 14 comprises the GSM network; however, this
is for example purposes only. Therefore, the duration of
timeslot 202 may be at least that the total time for finding a
base-station, registering a subscriber identity, establishing a
call, exchanging data, and terminating the call. For GSM
networks, it typically takes about 5 seconds to establish a call
and transmit a single packet of data consisting of 114 bits.
However, the timeslot 202 may be longer depending on the
network and data traffic conditions. For example, the duration
of timeslot 202 can be preconfigured for time-out after about
10 seconds. In certain embodiments, tags 12 typically only
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need a short time on WWAN 14 since tags 12 are usually just
sending very small packets (e.g., an identification or alert
message).

Returning to FIG. 1, timeslots 202 for tags 12 to engage in
tag sessions may be determined in a number of ways. Two
example techniques will be described herein, a first referred
to as a fixed-length session technique and a second referred to
as a variable-length session technique. As will be described in
more detail below, these techniques may be combined, if
appropriate.

Fixed-Length Session Technique

In certain embodiments, the duration of timeslots 202 (and
the durations of tag sessions) for tags 12 is pre-determined
(e.g., fixed) for each logical subscriber identity member tag
12. According to this technique, the corresponding timeslot
202 for a tag 12 may have a predetermined start time and a
fixed duration. In certain embodiments, the fixed durations of
the tag sessions for all of the tags 12 of a logical subscriber
entity may be equal, if appropriate. In other embodiments, the
fixed durations of timeslots 202 for each tag may vary, if
appropriate. For example, a first tag 12 in a logical subscriber
entity may have a corresponding unique timeslot 202 having
a first fixed duration, and a second tag 12 in the logical
subscriber entity may have a corresponding unique timeslot
202 having a second fixed duration that is different that the
first fixed duration. Each tag 12 of the logical subscriber
identity may be preprogrammed to communicate in the
uniquely assigned fixed timeslot 202 within fixed time frame
200 (e.g. 1-hour), referenced to GMT or another suitable
standard time. The duration of timeslots 202 can be fixed to a
time-out period, such that if the tag session for tag 12 exceeds
the fixed corresponding timeslot 202 for the tag 12, the tag
session (and connection to WWAN 14) times out.

In certain embodiments, the duration of a fixed-length
timeslot 202 is the maximum expected duration (or a time-out
equivalent) for finding a network (e.g., WWAN 14), register-
ing with the network, authenticating with the network, estab-
lish a connection with the network, communicating data (e.g.,
tag information) over the network, and terminating the net-
work connection. This duration may be rounded to the nearest
WWAN multi-frame, if appropriate. Currently, a GSM multi-
frame is approximately 235 milliseconds. The actual duration
of the tag session may be less than the time-out duration,
depending on availability of WWAN 14 and signal condi-
tions. In certain embodiments, if an attempt is made to assign
a shorter timeslot 202, then logical subscriber identity mem-
ber tags 12 may overlap and violate network access param-
eters of WWAN 14.

In certain embodiments, each logical subscriber identity
member tag 12 may be pre-assigned a timeslot number and
the predetermined timeslot duration at the time of deploy-
ment oftags 12. A member tag 12 may enter a sleep mode and
maintain a low-power timer in order to determine when it
must awaken to locate a base station of WWAN 14. A tag 12
may wake up a pre-determined amount of time before its
pre-assigned tag session in order to listen for the base station
broadcast (beacon) channels, synchronize the internal clock
of'the tag 12, and synchronize the real-time clock ofthe tag 12
with GMT (or another standard) time. In certain embodi-
ments, when listening for a network signal outside of the
assigned tag session, a transmitter of tag 12 may be disabled
so that tag 12 cannot access WWAN 14 using the shared
subscriber identification number.

If tag 12 implements a tag session duration that is shorter
than one hour, then the network time alone may suffice. This
may assume that all networks are synchronized to real-time
around the world. For any tag session duration greater than
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one hour, it may be appropriate for logical subscriber identity
member tags 12 to synchronize to GMT time. If the WWAN
14 implements world time in GMT format, then it may not be
necessary for the tag 12 to determine its time zone. [f WWAN
14 implements only local time format, then tag 12 may be
preprogrammed with its time zone, utilize a global position-
ing system (GPS) receiver to determine its time zone, imple-
ment an atomic-clock receiver to determine the present GMT
time, or otherwise determine a standard time. Accurate syn-
chronization with real time may allow tags 12 to be physically
separate and communicate without overlap from anywhere in
the world. In addition, each unique timeslot 202 may be
separated in time from each other by at least one WWAN
multi-frame. This separation may be wide enough (e.g., at
least one GSM 51 multi-frame) to possibly ensure that there
will be no overlap in timeslots even if base stations of WWAN
14 are slightly off from GMT time.

In certain embodiments, tags 12 enable their transmitters
after their internal real-time clocks are synchronized with
real-time. Once a tag 12 is synchronized to real-time and
communicating with a base station of WWAN 14, tag 12 may
remain awake and synchronized to WWAN 14 and begin a
count-down towards its unique timeslot 202. In certain
embodiments, if tag 12 loses connectivity to WWAN 14 dur-
ing this process, tag 12 may re-establish a connection to a
base-station of WWAN 14 and re-synchronize the real-time
clock of tag 12. Upon reaching its corresponding unique
timeslot 202, tag 12 may attempt to initiate a tag session by
establishing network access and data communication. If the
connection fails during a tag session, tag 12 may try again to
establish a connection until the corresponding unique
timeslot 202 expires. Once the corresponding unique timeslot
202 expires, tag 12 may return to a sleep state, maintain its
internal real-time clock, and retry at its next corresponding
unique timeslot 202. Tag 12 may maintain a pointer to its
internal data set (e.g., a first-in, first out queue) to determine
when tag 12 has completed communicating its data set (e.g.,
tag information).

In operation of an example embodiment of system 10 in
which the fixed-length session technique is used, tags 12 may
store timeslot information identifying the corresponding
timeslot 202 for the tag 12 to conduct a tag session. The
corresponding timeslot 202 for the tag 12 may have a prede-
termined start time and duration, and may be pre-assigned to
the tag 12 for the tag 12 to conduct the tag session. In this
embodiment, the duration of the corresponding timeslot 202
for the tag 12 is fixed, such that the tag session is fixed. In
certain embodiments, tags 12 may remain in a sleep state
between instances of their corresponding unique timeslots
202.

A vparticular tag 12 may determine whether it is time to
awaken from a sleep state. Each tag 12 may be configured to
wake up from the sleep state a predetermined amount of time
prior to the pre-assigned timeslot 202 for the tag 12. In certain
embodiments, the particular tag 12 may use an internal clock
to determine when its corresponding timeslot 202 is
approaching and when the predetermined time ahead of the
corresponding unique timeslot 202 for the particular tag 12
has arrived (and the particular tag 12 should wake up).

If the particular tag 12 determines that it is not time to
awaken from the sleep state, then the particular tag 12 may
remain in the sleep state until it is time for the particular tag 12
to wake up (or the particular tag 12’s inclusion in the logical
subscriber entity is otherwise terminated). If the particular tag
12 determines that it is time to wake up from the sleep state,
then the particular tag 12 may wake up from the sleep state a
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predetermined amount of time prior to the pre-assigned
timeslot 202 for the particular tag 12.

The particular tag 12 may, after waking up and prior to
accessing WWAN 14 using the shared subscriber identifica-
tion number, locate a base station of WWAN 14 and perform
clock synchronization with the base station. In certain
embodiments, an internal clock of the particular tag 12 may
be synchronized to the network time (e.g., of WWAN 14). The
particular tag 12 may listen to the base station signal of the
located base station of WWAN 14, and may perform synchro-
nization according to a located signal. In certain embodi-
ments, tags 12 are aware of their time zone and correct their
timeslot counters internally.

Once the corresponding timeslot 202 for the particular tag
12 has arrived, the particular tag 12 may access WWAN 14
using the shared subscriber identification number, as
described above, to initiate a tag session during the pre-
assigned timeslot 202. The particular tag 12 may communi-
cate tag information during the pre-assigned timeslot 202, as
described above. In certain embodiments, tag information
communicated during the tag session for the tag comprises
one or more fixed-length data packets. This may facilitate
keeping the sizes of timeslots 202 constant, if appropriate.
The particular tag 12 may terminate its connection (e.g., link
18) to WWAN 14 and may return to a sleep state. This cycle
may be repeated as often as is appropriate.

Variable-Length Session Technique

In certain embodiments, the present invention may be
implemented using a variable-length session technique in
which the durations of corresponding timeslots 202 for tags
12 may vary and may not be fixed for each particular tag. The
variable-length session technique may be implemented in any
suitable manner, according to particular needs. In certain
embodiments, the variable-length session technique may be
implemented through token sharing. For example, using the
token-sharing approach, the member tags 12 of a logical
subscriber entity may exchange an access token to determine
which tag has the right to access WWAN 14 using the sub-
scriber identification number. The access token may be tied to
a shared, unique logical subscriber identity number (e.g., the
subscriber identification number).

A tag 12 may communicate the access token to another tag
12 using a secondary and more direct data exchange mecha-
nism between tags 12. As just one example, this secondary
data exchange may be implemented using a wireless mesh
network. The present invention contemplates any other suit-
able technique for exchanging an access token between or
among tags 12. In certain embodiment, the wireless mesh
network may utilize the same transceiver as is used to com-
municate with WWAN 14 but in a different frequency band,
(e.g., the 868 MHz, 915 MHz, or 2.4 GHz ISM bands, which
is fairly close to the 900 MHz, 1800 MHz, or 1900 MHz GSM
bands).

In operation of an example embodiment of system 10 in
which the variable-length session technique is used, a par-
ticular tag 12 may receive an access token authorizing the
particular tag 12 to access WWAN 14 using the shared sub-
scriber identification number while the particular tag 12 is in
possession of access token. The access token may be received
from any suitable source. As a first example, the particular tag
12 may be preprogrammed to be the first tag 12 in a logical
subscriber entity to communicate, and thus may be initialized
as the first tag 12 in the logical subscriber entity to possess the
access token. As another example, the particular tag 12 may
receive the access token from another tag 12 in the logical
subscriber entity. In certain embodiments, the particular tag
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12 may be in a sleep state (e.g., to conserve power), and the
receipt of the access token may cause the particular tag 12 to
awaken from its sleep state.

The particular tag 12 may access WWAN 14 using the
shared subscriber identification number to initiate a tag ses-
sion while the particular tag 12 is in possession of the access
token. For example, the particular tag 12 may access the
WWAN 14 as described above. The corresponding timeslot
202 for the particular tag 12 in this case may be the time that
the particular tag 12 is in possession of the access token (and
the access token is valid for the particular tag 12) and is thus
authorized to access WWAN 14 using the subscriber identi-
fication number to initiate a tag session.

The particular tag 12 may communicate tag information
during the tag session, as described above for example. It
should be understood that, for the purposes of this descrip-
tion, communicating tag information may include any suit-
able combination of transmitting and/or receiving tag infor-
mation.

After termination of the tag session, the particular tag 12
may communicate the access token to another tag 12. A tag 12
may pass the token on to another tag 12 within mesh network
range. In certain embodiments, it may be desirable for tag 12
to pass the token as soon as (or as nearly as practicable) the tag
12 completes its transaction or when tag 12 has no pending
transactions. The token-passing algorithm may be any suit-
able token-passing algorithm, according to particular needs.

The present invention contemplates termination of the tag
session for any suitable reason. As a first example, the tag
session may last as long as the particular tag 12 has tag
information to communicate. As a second example, the
access token may authorize its possessor to communicate a
particular number of bits of data (or the tag 12 may otherwise
be preset to communicate only a certain number of bits).

In certain embodiments, the access token may be valid for
use by the particular tag 12 for a predetermined time period,
after which the particular tag 12 may no longer be authorized
to access WWAN 14 using the subscriber identification num-
ber (i.e., the access token is no longer valid for the particular
tag 12). In other words, the access token may have an expi-
ration time, which may prevent any one tag 12 in the logical
subscriber entity from monopolizing the access token. The
time limit for the access token may be implemented in any
suitable manner, according to particular needs. As just one
example, the access token may include an internal timer. After
the access token expires, the particular tag 12 may be forced
to terminate its connection to WWAN 14 and to communicate
the access token to another tag 12. In such embodiments, it is
possible that the particular tag 12 tag may not complete com-
munication of its appropriate tag information prior to termi-
nation of the tag session. In such a scenario, the particular tag
12 may resume communication of the tag information when
the particular tag 12 receives the access token again in the
future.

The determination of the tag 12 to which the particular tag
12 should pass the access token may be made in any suitable
manner, according to particular needs. In certain embodi-
ments, the particular tag 12 accesses a routing table to deter-
mine the tag 12 to which the access token should be transmit-
ted. In certain embodiments, tags 12 that are either out of
range (i.e., out of mesh network range with other logical
subscriber identity member tags 12) or not responding (e.g.,
because they are disabled, out of range, low battery, etc.) are
removed from the key-exchange and routing tables. Those
tags 12 may revert to a fixed session assignment, if appropri-
ate. If those tags 12 return to the mesh network, they may
request access to the access token.
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According to the variable-length session technique, it may
be possible for the durations of tag sessions to vary from tag
12 to tag 12. For example, a first tag 12 may communicate a
relatively small amount of tag information and may quickly
pass the access token to the next tag 12. However, the next tag
12 may have a relatively large amount of tag information to
communicate, which may result in the next tag 12 holding the
access token for a longer period of time and thereby have atag
session of a longer duration.

Although a single iteration has been described, it will be
understood that the particular tag 12 may wait to receive the
access token again to communicate tag information. Once the
particular tag 12 receives the access token again, it may repeat
at least a portion of the operations described above. In certain
embodiments, the particular tag 12 may enter a sleep state for
at least a portion of the time that it is waiting for the access
token.

The present invention contemplates tags 12 being operable
to share a subscriber identification number according to both
the fixed-length and variable techniques, and being able to
make such a determination in real time. For example, tags 12
may be preprogrammed to be capable of operating using
either of the fixed-length or variable-length session tech-
niques, and may determine which is more appropriate to use
in real time.

As a particular example, tags 12 of a logical subscriber
entity may determine whether the tags 12 can communicate
directly with one another, in a wireless mesh network for
instance. If it is determined that tags 12 can communicate
directly with one another, then tags 12 may initiate tag ses-
sions according to a variable-length session technique. If'it is
determined that tags 12 are not able to communicate directly
with one another, then tags 12 may initiate tag sessions
according to a fixed-length session technique.

Although the fixed-length session technique may be used
in any suitable situation without departing from the present
invention, the fixed-length session technique may be particu-
larly suitable for large tag sensor fields that monitor events
and communicate slowly over time. Additionally, although
the variable-length session technique may be used in any
suitable situation without departing from the present inven-
tion, the variable-length session technique may be particu-
larly suitable for real-time alerting applications, such as dis-
tress calling or access control for logical subscriber identity
tags 12 that will be within mesh network proximity of each
other. For example, token exchange algorithms can take into
account the type of sensors (e.g. alarms and hazardous mate-
rial sensors) and their priority for communications in a mesh
network. The variable-length approach may be particularly
suited for applications in which it is known, expected, or
possible that tags 12 will be in relatively close proximity to
one another (e.g., close enough to communicate with one
another, such as in a wireless mesh network). An example
application in which the variable length approach may be
useful is for emergency evacuation type applications where
the application area is local.

In certain embodiments, the fixed-length session technique
involves a trade-off in the number of tags 12 that can access
WWAN 14 within a given time frame 200. For example, with
10-second timeslots 202, 3600/10=360 individual tags 12 can
access WWAN 14 each hour. However, each tag 12 may wait
1 hour before regaining access to W WAN 14. If the cycle time
is decreased to allow for access to WWAN 14 once every 10
minutes, then the number of appropriate logical subscriber
identity member tags 12 in this example may be decreased
to 60.
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Regardless of which technique is used, it is possible that
when the corresponding timeslot 202 for a particular tag 12
arrives (e.g., either because the fixed start time arrives or
because the particular tag receives the access token), the
particular tag 12 may not have any tag information to com-
municate. The particular tag 12 may handle such a scenario in
any suitable manner, according to particular needs. In certain
embodiments, prior to accessing WWAN 14 at its corre-
sponding timeslot 202, each tag 12 may determine whether it
has any tag information to transmit. If the tag 12 has tag
information to transmit, then the tag 12 may access WWAN
14 at its corresponding timeslot 202 and transmit the tag
information. If the tag 12 does not have tag information to
transmit, then the tag 12 may forego accessing WWAN 14 at
its corresponding timeslot 202. In the token-sharing
approach, the tag 12 may simply pass on the access token to
the next appropriate tag 12. On the other hand, even if tag 12
does not have tag information to transmit, it may still be
appropriate for tag 12 to access WWAN 14 to possibly receive
tag information.

In certain embodiments, each tag 12 may store a packet
counter comprising an identification of a number of packets
(e.g., of tag information) that have been transmitted from the
tag 12. Tag 12 may update the packet counter each time a
packet is communicated from the tag. The packet counter may
be used to determine how many times the tag 12 should wake
up and communicate tag information in the corresponding
timeslot 202 for the tag 12.

As described briefly above, system 10 may include back-
end system 16. Backend systems 16 may include one or more
receivers, one or more servers, or any other suitable devices.
In certain embodiments, backend system 16 is operable to
receive data communicated from tags 12 over WWAN 14
(e.g., tag information communicated by tags 12). Although a
single backend system 16 is illustrated and primarily
described, the present invention contemplates system 10
including any suitable number and types of backend systems
16 according to particular needs. Backend system 16 may be
coupled to WWAN 14 via link 20. Link 20 may include one or
more wired or wireless connections in any suitable combina-
tion.

Backend system 16 may include one or more processing
modules and one or more memory modules. The one or more
processing modules (e.g., a microprocessor) may include one
or more processing units, which may include one or more
microprocessors, controllers, or any other suitable computing
devices or resources. Each memory module may take the
form of volatile or non-volatile memory including, without
limitation, magnetic media, optical media, random access
memory (RAM), read-only memory (ROM), removable
media, or any other suitable memory component. In certain
embodiments, amemory module comprises one or more data-
bases, such as one or more structure query language (SQL)
databases. Backend system 16 may store a portion or all of the
data received from tags 12 over WWAN 14. Backend system
16 may perform any suitable processing of the data received
from tags 12 over WWAN 14.

Particular embodiments of the present invention may pro-
vide one or more technical advantages. Conventional infor-
mation systems typically communicate with RFID tags via
relatively short-range wireless networks and local area net-
works (LANs), often installed indoors and/or across rela-
tively small areas. For example, an infrastructure that
includes RFID tag readers and/or activators may communi-
cate with RFID tags via relatively short-range wireless net-
works. However, these types of networks are not always avail-
able or conveniently deployable for certain classes of
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applications. As just a few examples, it is highly unlikely that
a reliable LAN infrastructure will be readily available for
applications such as disaster response, emergency evacua-
tion, construction site monitoring, and roadway transport.

The present invention allows multiple RFID tags 12 to
communicate using a WWAN 14. Using certain potential
techniques for accessing a WWAN 14, WWAN access for
RFID tags could be relatively expensive and power-consump-
tion intensive when compared to LAN access. For example,
registering each RFID tag with a unique subscriber identifi-
cation number (e.g., cellular telephone number) may be cost
prohibitive on a subscription basis for most applications.
Assigning unique subscriber identification numbers (e.g.,
cellular telephone numbers) to individual RFID tags may be
difficult or impossible, as the number of available subscriber
identification numbers may be depleted quickly if a large
number of tags use them. This may be particularly true in the
case of cellular telephone numbers, as cellular telephones and
other devices are also assigned at least one of the available set
of cellular telephone numbers for accessing WWANS.

In certain embodiments, the present invention provides a
workable solution for RFID tags 12 to communicate using
WWAN 14. For example, certain embodiments of the present
invention enable cellular telephone numbers (or other sub-
scriber identification numbers) to be scaled foruse with RFID
tags 12 (e.g., by sharing a single cellular telephone number
among a number of RFID tags 12 rather than each individual
tag having its own cellular telephone number). Certain
embodiments of the present invention allow multiple RFID
tags 12 to seamlessly share the same subscriber identification
number without violating WWAN network access standards.
For example, the present invention may provide a way fortags
to time-share WWAN 14 using a single subscriber identifica-
tion number without resulting in collisions or black-listing
(i.e., by attempting to use the same subscriber identification
number for simultaneous access to WWAN 14). In certain
embodiments, the present invention allows multiple RFID
tags 12 to share a common subscriber identity while enhanc-
ing power management. Enabling RFID tags 12 to commu-
nicate using WWAN 14 may increase the potential range of
RFID tags 12, where desirable.

Certain embodiments of the present invention allow the
infrastructure for WWANSs to be leveraged for use with RFID
tags 12, which may be particularly useful in situations where
typical RFID infrastructures (e.g., readers, activators, etc.)
may not be installable or available (e.g., due to timing con-
straints) or may not be otherwise cost-effective. For example,
the present invention may allow RFID capabilities to be pro-
vided on the fly, such as at emergency triage centers.

FIG. 3 illustrates an example RFID tag 12, according to
certain embodiments of the present invention. RFID tag 12
may be any suitable type of RFID tag, such as an active tag, a
semi-passive tag, a passive tag, or any other suitable type of
tag. RFID tag 12 may include any suitable combination of
hardware, software, and firmware. Although RFID tag 12 is
illustrated and described as having particular components, the
present invention contemplates tag 12 having any suitable
components, according to particular needs.

RFID tag 12 comprises one or more processing units 300
and one or more memory modules 302. The one or more
processing units 300 may include one or more microproces-
sors, controllers, or any other suitable computing devices or
resources. For example, these additional devices or resources
may include one or more sensors, one or more transmitters,
one or more receivers, one or more transponders, one or more
transceivers, and/or any other suitable components. These
components may comprise one or more of processing units
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300, or the one or more processing units 300 may interact
with these components to perform various operations of tag
12. For simplicity, one or more processing units 300 will be
referred to hereinafter in the singular.

The one or more memory modules 302 (referred to here-
inafter for simplicity in the singular) may take the form of any
suitable combination of volatile or non-volatile memory
including, without limitation, magnetic media, optical media,
random-access memory (RAM), read-only memory (ROM),
removable media, or any other suitable memory component.

Memory module 302 may store any suitable information.
Memory module 302 may store a copy of the single sub-
scriber identification number 304 shared among the tags in
the logical subscriber entity of tag 12. As described above,
subscriber identification number 304 may include any suit-
able identifier for identifying a subscriber for use in accessing
WWAN 14. For example, subscriber identification number
304 may include a cellular telephone number, an international
mobile subscriber identity (IMSI), or any other suitable iden-
tifier.

Memory module 302 may store authentication information
306, which may include additional information used by tag 12
to access or otherwise use WWAN 14. For example, authen-
tication information 306 may include one or more authoriza-
tion keys for use in authenticating tag 12 to WWAN 14 when
tag 12 attempts to access WWAN 14 using subscriber identi-
fication number 304. In certain embodiments, authentication
information 306 is also shared with othertags 12 in the logical
subscriber entity in substantially the same manner as sub-
scriber identification number 304 is shared.

In embodiments in which the token-sharing technique is
used for determining which tag 12 is authorized to access
WWAN 14, memory module 302 may store an access token
308 when tag 12 is in possession of such a token. Access token
308 may have any suitable format, according to particular
needs. Memory module 302 may also store a routing table
310 for determining another tag 12 to which tag 12 should
transmit access token 308 when tag 12 has completed its tag
session (or when the access token 308 has expired for pur-
poses of tag 12°s use). The order of tags 12 in routing table
310 may be determined in any suitable manner.

In embodiments in which a fixed-length session technique
is used for determining which tag 12 is authorized to access
WWAN 14, memory module 302 may store timeslot infor-
mation 312. Timeslot information 312 may include an indi-
cation of the start time of the corresponding timeslot 202
(e.g., within fixed time period 200) for tag 12, an indication of
the duration of the corresponding timeslot 202, and any other
suitable information.

Memory module 312 may store tag information 314. Tag
information 314 may include a tag ID of tag 12, timing
information, collected sensor data, or any other suitable type
of'data, according to particular needs. For example, tag infor-
mation 314 may include information to be transmitted by tag
12 when tag 12 is connected to WWAN 14. As another
example, tag information 314 may include information that
has been received by tag 12 when tag 12 was connected to
WWAN 14.

Tag 12 may include one or more antenna 316. Antenna 316
may include any suitable type(s) of antenna according to
particular needs. Furthermore, tag 12 may include a combi-
nation of different types of antenna 316, if appropriate.
Although described as an antenna, the present invention con-
templates tag 12 including any suitable component operable
to transmit and/or receive signals over WWAN 14.

Tag 12 may include one or more internal clocks 318 (re-
ferred to hereinafter for simplicity in the singular). Clock 318
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may be operable to run even in a low power state. In certain
embodiments, this may allow processing unit 300 oftag 12 to
determine if tag 12 should wake up a predetermined amount
of time prior to the corresponding unique timeslot for tag 12.
Clock 318 may be synchronized to a predetermined time
(e.g., GMT).

Ifappropriate, RFID tag 12 may include one or more power
supplies 320 (referred to hereinafter for simplicity in the
singular). The inclusion of power supply 320 may depend on
the type of RFID tag 12. For example, certain types of tags 12
(e.g., passive RFID tags) typically do not include an internal
power supply. As another example, certain types of tags 12
(e.g., semi-active or active RFID tags) may include a power
supply.

In operation of an example embodiment of tag 12 (which
will be referred to as a particular tag 12), a particular tag 12
shares subscriber identification number 304 for accessing
WWAN 14 with one or more other tags 12. Each tag 12 is
operable to access WWAN 14 using subscriber identification
number 304 at a corresponding unique timeslot 202 for the tag
12, the corresponding unique timeslot 202 for thetag 12 being
different than the timeslots 202 at which the other tags 12 can
access WWAN 14 using subscriber identification number
304.

Processing unit 300 of the particular tag 12 may cause the
particular tag 12 to access WWAN 14 using subscriber iden-
tification number 304 to initiate a tag session, the tag session
being at the corresponding unique timeslot 202 for the par-
ticular tag 12. The corresponding unique timeslot 202 for the
particular tag 12 is distinct from timeslots 202 at which the
one or more other tags 12 may access WWAN 14 using
subscriber identification number 304 to initiate tag sessions.
To access WWAN 14, processing unit 300 may cause the
particular tag 12 to establish a connection (e.g., link 18) with
WWAN 14 using subscriber identification number 304. For
example, at the corresponding unique timeslot 202 for the
particular tag 12, processing unit 300 is operable to access
WWAN 14 using subscriber identification number 304 by
initiating a wireless call on WWAN 14 using subscriber iden-
tification number 304.

In certain embodiments, processing unit 300 of the particu-
lar tag 12 accesses WWAN 14 according to a fixed-length
session technique. In certain embodiments, processing unit
300 of the particular tag 12 accesses WWAN 14 according to
a variable-length session technique.

Processing unit 300 of the particular tag 12 may commu-
nicate tag information 314 during the tag session at the cor-
responding unique timeslot 202 for the particular tag 12. In a
more particular example, processing unit 300 of the particular
tag 12 may access tag information 314 stored in memory
module 302 of the particular tag 12 and may communicate at
least a portion of tag information 314 to an appropriate des-
tination via WWAN 14.

Processing unit 300 of the particular tag 12 may terminate
the connection (e.g., link 18) of the particular tag 12 to
WWAN 14. For example, processing unit 300 may terminate
the wireless call with WWAN 14, the connection may time
out (e.g., due to meeting some predefined condition), or the
connection may be terminated in any other suitable manner.
Processing unit 300 of the particular tag 12 may repeated the
above-described operations each time a corresponding
timeslot 202 for the particular tag 12 occurs.

In operation of an example embodiment of a particular tag
12 in which a fixed-length session technique is used, the
particular tag 12 may store, in memory module 302 for
example, timeslot information 312 identifying the corre-
sponding timeslot 202 for the particular tag 12 to conduct a
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tag session. The duration of the corresponding timeslot 202
for the particular tag 12 is fixed, such that the tag session is
fixed. In certain embodiments, tags 12 may remain in a sleep
state between instances of their corresponding unique
timeslots 202.

Processing unit 300 of particular tag 12 may determine
whether it is time to awaken from a sleep state. In certain
embodiments, processing unit 300 of the particular tag 12 is
operable to wake up the particular tag 12 from the sleep state
a predetermined amount of time prior to the pre-assigned
timeslot 202 for the particular tag 12. In certain embodiments,
the particular tag 12 may use internal clock 318 to determine
when its corresponding timeslot 202 is approaching and the
predetermined time ahead of the corresponding unique
timeslot 202 for the particular tag 12 has arrived (and the
particular tag 12 should wake up). The determination of
whether it is time to awaken may be made in any suitable
manner, according to particular needs. For example, process-
ing unit 300 of the particular tag 12 may make this determi-
nation at any suitable interval. As another example, internal
clock 318 of the particular tag 12 may trigger an alert, alarm,
interrupt or other exception that causes tag 12 to wake up. In
this sense, the determination made may not be an explicit
determination made by tag 12.

If processing unit 300 determines that it is not time for the
particular tag 12 to awaken from the sleep state, then the
particular tag 12 may remain in the sleep state, and the method
may loop until it is time for the particular tag 12 to wake up (or
the particular tag 12’s inclusion in the logical subscriber
entity is otherwise terminated). If processing unit 300 deter-
mines that it is time for the particular tag 12 to wake up from
the sleep state, then processing unit 300 (and/or internal clock
318) may cause the particular tag 12 to wake up from the sleep
state a predetermined amount of time prior to the pre-as-
signed timeslot 202 for the particular tag 12.

Processing unit 300 of the particular tag 12 may, after
causing the particular tag 12 to wake up and prior to accessing
WWAN 14 using subscriber identification number 304, ini-
tiate locating of a base station of WWAN 14 and performance
of clock synchronization with the base station. In certain
embodiments, clock 318 of the particular tag 12 may be
synchronized to the network time (e.g., of WWAN 14). The
particular tag 12 may listen to the base station signal of the
located base station of WWAN 14, and may perform synchro-
nization according to a located signal. In certain embodi-
ments, tags 12 are aware of their time zone and correct their
timeslot counters internally.

Once the corresponding timeslot 202 for the particular tag
12 has arrived, the processing unit may cause the particular
tag 12 to access WWAN 14 using subscriber identification
number 304, as described above, to initiate a tag session
during the pre-assigned timeslot 202. Processing unit 300 of
the particular tag 12 may cause the particular tag 12 to com-
municate tag information 314 during the pre-assigned
timeslot 202, as described above. For example, processing
unit 300 may access a portion or all of tag information 314 in
memory module 302 and communicate a portion or all of tag
information 314. Processing module may cause the particular
tag 12 to terminate its connection (e.g., link 18) to WWAN 14
and cause the particular tag 12 to return to a sleep state.

In operation of an example embodiment of a particular tag
12 in which a variable-length session technique is used, pro-
cessing unit 300 of the particular tag 12 may receive an access
token 308 authorizing the particular tag 12 to access WWAN
14 using subscriber identification number 304 while the par-
ticular tag 12 is in possession of access token 308. In certain
embodiments, the particular tag 12 may be in a sleep state
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(e.g., to conserve power), and the receipt of access token 308
may cause the particular tag 12 to awaken from its sleep state.
Processing unit 300 of the particular tag 300 may store access
token 308 in memory module 302.

Processing unit 300 may cause the particular tag 12 to
access WWAN 14 using subscriber identification number 304
to initiate a tag session while the particular tag 12 is in pos-
session of access token 308. The corresponding timeslot 202
for the particular tag 12 in this case may be the time that the
particular tag 12 is in possession of access token 308 and is
thus authorized to access WWAN 14 using subscriber iden-
tification number 304 to initiate a tag session.

Processing unit 300 may cause the particular tag 12 to
communicate tag information 314 during the tag session. It
should be understood that, for the purposes of this descrip-
tion, communicating tag information 314 may include any
suitable combination of transmitting and/or receiving tag
information 314.

After termination of the tag session, processing unit 300
may cause the particular tag 12 to communicate access token
308 to another tag 12. The present invention contemplates
termination of the tag session for any suitable reason. The
determination of the tag 12 to which the particular tag 12
should pass access token 308 may be made in any suitable
manner, according to particular needs. In certain embodi-
ments, processing unit 300 accesses routing table 310 to
determine the tag 12 to which access token 308 should be
transmitted. For example, processing unit 300 of the particu-
lar tag 12 may access routing table 310 and determine another
tag 12 to which access token 308 should be passed based on
the information in routing table 310.

Although a single iteration has been described, it will be
understood that the particular tag 12 may wait to receive
access token 308 again to communicate tag information.
Once the particular tag 12 receives access token 308 again,
processing unit 300 may repeat at least a portion of the steps
described with reference to FIG. 6. In certain embodiments,
the particular tag 12 may enter a sleep state for at least a
portion of the time that it is waiting for access token 308.

As described above, the present invention contemplates
tags 12 being operable to share subscriber identification num-
ber 304 according to both the fixed-length and variable tech-
niques, and being able to make such a determination in real
time. For example, tags 12 may be preprogrammed to be
capable of operating using either of the fixed-length or vari-
able-length session techniques, and may determine which is
more appropriate to use in real time.

As a particular example, processing units 300 of tags 12 of
a logical subscriber entity may determine whether the tags 12
can communicate directly with one another, in a wireless
mesh network for instance. If processing units 300 of tags 12
determine that the tags 12 can communicate directly with one
another, then processing units 300 of tags 12 may initiate tag
sessions according to a variable-length session technique. If
processing units 300 of tags 12 determine that the tags 12 are
not able to communicate directly with one another, then pro-
cessing units 300 of tags 12 may initiate tag sessions accord-
ing to a fixed-length session technique.

FIG. 4 illustrates an example method for a multiple RFID
tag WWAN protocol, according to certain embodiments of
the present invention. For purposes of the example method
described with reference to FIG. 4, it will be assumed that a
particular tag 12 shares a subscriber identification number
304 for accessing WWAN 14 with one or more other tags 12.
Each tag 12 may be operable to access the WWAN 14 using
subscriber identification number 304 at a corresponding
unique timeslot 202 for the tag 12, the corresponding unique
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timeslot 202 for the tag 12 being different than the timeslots
202 at which the other tags 12 can access WWAN 14 using
subscriber identification number 304.

At step 400, the particular tag 12 may access WWAN 14
using subscriber identification number 304 to initiate a tag
session, the tag session being at the corresponding unique
timeslot 202 for the particular tag 12, the corresponding
unique timeslot 202 for the particular tag 12 being distinct
from timeslots 202 at which the one or more other tags 12 may
access WWAN 14 using subscriber identification number 304
to initiate tag sessions. For example, processing unit 300 of
the particular tag 12 may be operable to initiate or otherwise
perform the accessing of WWAN 14. To access WWAN 14,
the particular tag 12 may establish a connection (e.g., link 18)
with WWAN 14. In certain embodiments, at the correspond-
ing unique timeslot 202 for the particular tag 12, processing
unit 300 is operable to access WWAN 14 using subscriber
identification number 304 by initiating a wireless call on
WWAN 14 using subscriber identification number 304.

In certain embodiments, the particular tag 12 may access
WWAN 14 according to a fixed-length session technique.
FIG. 5, described below, illustrates an example method for
accessing WWAN 14 according to a fixed-length session
technique. In certain embodiments, the particular tag 12 may
access WWAN 14 according to a variable-length session
technique. FIG. 6, described below, illustrates an example
method for accessing WWAN 14 according to a variable-
length session technique.

At step 402, the particular tag 12 may communicate tag
information 314 during the tag session at the corresponding
unique timeslot 202 for the particular tag 12. For example,
processing unit 300 of the particular tag 12 may communicate
tag information 314. In a more particular example, processing
unit 300 of the particular tag 12 may access tag information
314 stored in memory module 302 of the particular tag 12 and
may communicate at least a portion of tag information 314 to
an appropriate destination via WWAN 14. In certain embodi-
ments, the particular tag 12 may communicate tag informa-
tion 314 to one or more backend systems 16 via WWAN 14.
It should be understood that, for the purposes of this descrip-
tion, communicating tag information may include any suit-
able combination of transmitting and/or receiving tag infor-
mation 314.

At step 404, the particular tag 12 may terminate its con-
nection (e.g., link 18) to WWAN 14. For example, processing
unit 300 of the particular tag 12 may terminate the wireless
call with WWAN 14, the connection may time out (e.g., due
to meeting some predefined condition), or the connection
may be terminated in any other suitable manner.

The method of FIG. 4 may be repeated each time a corre-
sponding timeslot 202 for the tag arises. For example, tags 12
may repeatedly cycle through fixed time frame 200. Each tag
12 may divide its payload (i.e., tag information 314) over a
number of corresponding timeslots 202 (and tag sessions), if
appropriate. For example, if the corresponding timeslot 202
for a tag 12 is insufficient for the tag 12 to communicate its
desired tag information 314, the tag 12 may transmit the
remainder of the desired tag information 314 over one or
more next corresponding timeslots 202 in one or more future
fixed time frames 200.

FIG. 5 illustrates an example method for accessing WWAN
14 according to a fixed-length session technique. As
described above, tags 12 may store, in memory module 302
for example, timeslot information 312 identifying the corre-
sponding timeslot 202 for the tag 12 to conduct a tag session.
The corresponding timeslot 202 for the tag 12 may have a
predetermined start time and duration, and may be pre-as-
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signed to the tag 12 for the tag 12 to conduct the tag session.
In certain embodiments, the duration of the corresponding
timeslot 202 for the tag 12 is fixed, such that the tag session is
fixed. The corresponding unique timeslot 202 for the tag 12
may be one of a plurality of timeslots 202 within a fixed time
period 200, each of the tag 12 and the one or more other tags
12 having a corresponding assigned timeslot 202. It should be
noted that while in this embodiment the durations of timeslots
202 are pre-assigned, the durations that are pre-assigned to
timeslots 202 may vary, if appropriate. For example, it may be
determined that certain tags 12 should be pre-assigned a
longer timeslot 202 than other tags 12. In certain embodi-
ments, tags 12 may remain in a sleep state between instances
of their corresponding unique timeslots 202.

At step 500, a particular tag 12 determines whether it is
time to awaken from a sleep state. For example, processing
unit 300 of a particular tag 12 may determine whether it is
time to awaken from the sleep state. In certain embodiments,
each tag 12 of system 10 may be configured to wake up from
the sleep state a predetermined amount of time prior to the
pre-assigned timeslot 202 for the tag 12. For example, pro-
cessing unit 300 of the particular tag 12 may wake up a
predetermined amount of time prior to the pre-assigned
timeslot 202 for the particular tag 12. In certain embodiments,
the particular tag 12 may use internal clock 318 to determine
when its corresponding timeslot 202 is approaching and the
predetermined time ahead of the corresponding unique
timeslot 202 for the particular tag 12 has arrived (and the
particular tag 12 should wake up).

The determination at step 500 may be made in any suitable
manner, according to particular needs. For example, process-
ing unit 300 of the particular tag 12 may make this determi-
nation at any suitable interval. As another example, internal
clock 318 of the particular tag 12 may trigger an alert, alarm,
interrupt or other exception that causes tag 12 to wake up. In
this sense, the determination made at step 500 may not be an
explicit determination made by tag 12.

If it determined at step 500 that it is not time for the
particular tag 12 to awaken from the sleep state, then the
particular tag 12 may remain in the sleep state, and the method
may loop until it is time for the particular tag 12 to wake up (or
the particular tag 12’s inclusion in the logical subscriber
entity is otherwise terminated).

Ifitis determined at step 500 that it is time for the particular
tag 12 to wake up from the sleep state, then at step 502, the
particular tag 12 may wake up from the sleep state a prede-
termined amount of time prior to the pre-assigned timeslot
202 for the particular tag 12.

At step 504, the particular tag 12 may, after waking up and
prior to accessing WWAN 14 using subscriber identification
number 304, locate a base station of WWAN 14 and perform
clock synchronization with the base station. Processing unit
300 of the particular tag 12 may perform these operations. In
certain embodiments, clock 318 of the particular tag 12 may
be synchronized to the network time (e.g., of WWAN 14). The
particular tag 12 may listen to the base station signal of the
located base station of WWAN 14, and may perform synchro-
nization according to a located signal.

At step 506, once the corresponding timeslot 202 for the
particular tag 12 has arrived, the particular tag 12 may access
WWAN 14 using subscriber identification number 304, as
described above with reference to step 400 of FIG. 4, to
initiate a tag session during the pre-assigned timeslot 202. At
step 508, the particular tag 12 may communicate tag infor-
mation 314 during the pre-assigned timeslot 202 as described
above with reference to step 402 of FIG. 4. In certain embodi-
ments, tag information 314 communicated during the tag
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session for the tag comprises one or more fixed-length data
packets. This may facilitate keeping the sizes of timeslots 202
constant, if appropriate. At step 510, the particular tag 12 may
terminate its connection (e.g., link 18) to WWAN 14. At step
512, the particular tag 12 may return to a sleep state.

FIG. 6 illustrates an example method for accessing WWAN
14 according to a variable-length session technique. At step
600, a particular tag 12 may receive an access token 308
authorizing the particular tag 12 to access WWAN 14 using
subscriber identification number 304 while the particular tag
12 is in possession of access token 308. For example, pro-
cessing unit 300 of the particular tag 12 may receive access
token 308. Access token 308 may be received from any suit-
able source. As a first example, the particular tag 12 may be
preprogrammed to be the first tag 12 in a logical subscriber
entity to communicate, and thus may be initialized as the first
tag 12 in the logical subscriber entity to possess access token
308. As another example, the particular tag 12 may receive
access token 308 from another tag 12 in the logical subscriber
entity. In certain embodiments, the particular tag 12 may be in
a sleep state (e.g., to conserve power), and the receipt of
access token 308 may cause the particular tag 12 to awaken
from its sleep state. At step 602, the particular tag 12 may
store access token 308. For example, processing unit 300 of
the particular tag 12 may store access token 308 in memory
module 302.

At step 604, the particular tag 12 may access WWAN 14
using subscriber identification number 304 to initiate a tag
session while the particular tag 12 is in possession of access
token 308. For example, the particular tag 12 may access the
WWAN 14 as described above with reference to FIG. 4 at step
400. The corresponding timeslot 202 for the particular tag 12
in this case may be the time that the particular tag 12 is in
possession of access token 308 and is thus authorized to
access WWAN 14 using subscriber identification number 304
to initiate a tag session.

At step 606, the particular tag 12 may communicate tag
information 314 during the tag session. For example, process-
ing unit 300 of the particular tag 12 may communicate the tag
information 314 during the tag session. The particular tag 12
may communicate tag information 314 as described above
with reference to FIG. 4 at step 402. It should be understood
that, for the purposes of this description, communicating tag
information 314 may include any suitable combination of
transmitting and/or receiving tag information 314.

At step 608, after termination of the tag session, the par-
ticular tag 12 may communicate access token 308 to another
tag 12. The present invention contemplates termination of the
tag session for any suitable reason. As a first example, the tag
session may last as long as the particular tag 12 has tag
information 314 to communicate. As a second example,
access token 308 may authorize its possessor to communicate
a particular number of bits of data (or the tag 12 may other-
wise be preset to communicate only a certain number of bits).

In certain embodiments, access token 308 may be valid for
use by the particular tag 12 for a predetermined time period,
after which the particular tag 12 may no longer be authorized
to access WWAN 14 using subscriber identification number
304. The time limit for access token 308 may be implemented
in any suitable manner, according to particular needs. As just
one example, access token 308 may include an internal timer.
After access token 308 expires, the particular tag 12 may be
forced to terminate its connection to WWAN 14 and to com-
municate access token 308 to another tag 12. In such embodi-
ments, it is possible that the particular tag 12 tag may not
complete communication of tag information 314 prior to
termination of the tag session. In such a scenario, the particu-
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lar tag 12 may resume communication of tag information 314
when the particular tag 12 receives access token 308 again in
the future.

The determination of the tag 12 to which the particular tag
12 should pass access token 308 may be made in any suitable
manner, according to particular needs. In certain embodi-
ments, processing unit 300 accesses routing table 310 to
determine the tag 12 to which access token 308 should be
transmitted. For example, processing unit 300 of the particu-
lar tag 12 may access routing table 310 and determine another
tag 12 to which access token 308 should be passed based on
the information in routing table 310.

According to the variable-length session technique
described with reference to FIG. 6, it may be possible for the
durations of tag sessions to vary from tag 12 to tag 12. For
example, a first tag 12 may communicate a relatively small
amount of tag information 314 and may quickly pass access
token 308 to the next tag 12. However, the next tag 12 may
have a relatively large amount of tag information 314 to
communicate, which may result in the tag holding access
token 308 for a longer period of time and thereby have a tag
session of a longer duration.

Although a single iteration has been described, it will be
understood that the particular tag 12 may wait to receive
access token 308 again to communicate tag information.
Once the particular tag 12 receives access token 308 again, it
may repeat at least a portion of the steps described with
reference to FIG. 6. In certain embodiments, the particular tag
12 may enter a sleep state for at least a portion of the time that
it is waiting for access token 308.

As described above, the present invention contemplates
tags 12 being operable to share subscriber identification num-
ber 304 according to both the fixed-length and variable tech-
niques, and being able to make such a determination in real
time. For example, tags 12 may be preprogrammed to be
capable of operating using either of the fixed-length or vari-
able-length session techniques, and may determine which is
more appropriate to use in real time.

As a particular example, tags 12 of a logical subscriber
entity may determine whether the tags 12 can communicate
directly with one another, in a wireless mesh network for
instance. If it is determined the tags 12 can communicate
directly with one another, then tags 12 may initiate tag ses-
sions according to a variable-length session technique. If'it is
determined that the tags 12 are not able to communicate
directly with one another, then tags 12 may initiate tag ses-
sions according to a fixed-length session technique.

Although particular methods have been described with
reference to FIGS. 4-6, the present invention contemplates
any suitable methods in accordance with the present inven-
tion. Thus, certain of the steps described with reference to
FIGS. 4-6 may take place substantially simultaneously and/or
in different orders than as shown and described. Moreover,
components of system 10 and tag 12 may use methods with
additional steps, fewer steps, and/or different steps, so long as
the methods remain appropriate.

Example Implementation with GSM

FIGS. 7 through 20 illustrate a particular example of cer-
tain embodiments of the present invention in which aspects of
the present invention are implemented in a GSM network.
The example GSM implementation is provided for example
purposes only and should not be used to limit the present
invention. Moreover, the details provided below provide just
one example of how the present invention may be imple-
mented in a GSM network. Although this particular example
is described using a GSM WWAN, as described above, one of
ordinary skill in the art will understand that the present inven-
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tion contemplates using any suitable WWAN technology,
such as CDMA, Wi-MAX, or any other suitable WWAN
technology.

Example GSM WWAN Architecture

FIG. 7 illustrates an example architecture of an example
GSM network 700, which may comprise all or a portion of
WWAN 14 described above with reference to FIG. 1. GSM
network 700 comprises one or more base stations 702, one or
more base station controllers (BSCs) 704, and a core 706. One
or more mobile units 710, which for purposes of the present
invention include RFID tags 12, may communicate using
GSM network 700.

BSCs 704 may be distributed throughout a geographic
area. Each BSC 704 may be operable to communicate with a
base station 702. Each base station 702 forms a cellular area
of coverage and may communicate with multiple mobile units
710 (e.g., tags 12 and possibly other types of mobile units
710) within range using an air-interface protocol (e.g., Um).
In certain embodiments, the range of a base station 702 is
approximately twenty miles per cell; however, the present
invention contemplates any suitable range. Those of ordinary
skill in the art will appreciate that one or more base stations
702 and one or more BSCs 704 may be combined in any
suitable manner, if appropriate, and may collectively be con-
sidered a base station subsystem.

Core 706 may include one or more mobile switching cen-
ters (MSCs) 708. BSCs 704 may be connected to one or more
corresponding MSCs 708. An MSC 708 may be operable to
switch calls from other switching centers, possibly including
those belonging to other service providers (which may facili-
tate roaming). Each MSC 708 may also be connected to a
visitor location registry (VLR) 712 and a home location reg-
istry (HLR) 714 that store registration and certification infor-
mation for each mobile unit 710 (e.g., tag 12). The VLR
typically stores roaming subscriber information for subse-
quent faster authentication and billing reconciliation. Other
centers, such as the operations management center (OMC)
716 and accounting centers (ACs) 718 that facilitate overall
WWAN operations and management may also be present in
GSM network 700. MSC 708 may be connected to a gateway
720 that translates packets to formats suitable for communi-
cation to other networks, such as other standard analog or
digital telephone networks.

Additional support nodes (e.g., PCU 722, SGSN 724, and
GGSN 726) may be included or otherwise added to GSM
network 700. In certain embodiments, these support nodes
may be used to provide general packet radio service (GPRS),
and may provide data access directly via Internet 728.

FIG. 8 illustrates an example channel architecture 800 for
GSM network 700. This particular channel architecture 800 is
provided for example purposes only and is not intended to
limit the present invention. GSM is typically based on a
repeating hierarchical time division multiple access (TDMA)
frame structure. In one example, the TDMA frame structure
comprises 2048 hyper-frames 802. These 2048 hyper-frames
802 comprise 2,715,648 frames equaling 3 hours, 28 minutes,
53 seconds, and 760 milliseconds. In this example, each of the
2048 hyper-frames 802 includes either 26 signaling super-
frames 804 or 51 traffic super-frames 806 that repeat every
approximately 6.12 seconds. Mobile unit 610 (e.g., tag 12)
listens to signaling super-frames 804 for information about
GSM network 700, as well as to synchronize, register, and
exchange control information. Mobile unit 610 (e.g., tag 12)
may switch to traffic super-frames 806 for data exchanges
(e.g., communication of tag information 714). In certain
embodiments, this switch may occur after mobile unit 610
(e.g., tag 12) exchanges control and registration data. Both
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signaling and traffic frames 804 and 806 may be synchronized
by base station 702 and may be transmitted simultaneously.
FIG. 9 illustrates an example organization of 51 multi-
frames 900 of a signaling super-frame 804. In certain embodi-
ments, each of the 26 signaling super-frames 804 comprises
one of two types of 51 multi-frames 900, which may be
referred to as “A” and “B” multi-frames 900. The 51-multi-
frame down-link channels 902 may also be synchronized with
up-link channels 904 that mobile unit 610 (e.g., tag 12) uses
to send back commands and data corresponding to those
commands and data received from the down-link channels
902.

Example State Machine

In certain embodiments, the tag communications process
may comprise the following. This state machine is provided
for example purposes only.

1) Mobile unit 610 (e.g., tag 12) awakens and listens for the
frequency correction and synchronization channels.

a. The wake-up periodicity may be pre-determined
based on application constraints. For example, a one
hour period may allow each tag 12 in the logical
subscriber identity to wake-up and communicate
hourly.

b. The local oscillator timing may be adjusted based on
the data bits received from the frequency correction
channel (FCCH). FIG. 20, described in more detail
below, provides an example summary of TDMA
frame formats. The example frame format illustrated
in FIG. 18 is an example of the format for the FCCH.

¢. The synchronization channel (SCH) may be decoded
and the basic network information (e.g., ID), the
timeslot number in the hyper-frame, and the current
bit position in the present timeslot may be determined.
This information may be determined from decoding
25-bits of the SCH, as described more fully below
with reference to FIG. 12.

d. This step 1 may occur within the first 51-multi-frame
or equivalently within 235 ms.

2) Mobile unit 610 (e.g., tag 12) may listen for the broad-
cast control channel (BCCH) within the present
51-multi-frame 900 or wait for the next 51-multi-frame
900 if the BCCH was missed.

a. Mobile unit 610 (e.g., tag 12) may decode information
from the BCCH. The information contained within
the BCCH is stored in 184 bits, as described more
fully below with reference to FIG. 14. This informa-
tion may include the network standard time.

3) Mobile unit 610 (e.g., tag 12) may adjust its internal
clock to facilitate an accurate countdown to the mobile
unit 610°s (e.g., tag 12’s) unique timeslot. Timeslot
durations for mobile units 610 (e.g., tags 12) may be
synchronized with the clock of the associated base sta-
tion 702.

a. Mobile unit 610 (e.g., tag 12) may remain synchro-
nized to base station 702 and may choose to imple-
ment a mild power conservation mode whereby
mobileunit 610 (e.g., tag 12) wakes up approximately
each 51-multi-frame 900 to re-synchronize and check
its current time with respect to the time that mobile
unit 610 (e.g., tag 12) needs to send its data.

b. The BCCH decoding process may add another 235 ms
to the process.

4) Mobile unit 610 (e.g., tag 12) may send out a RACH
burst once the assigned session and timeslot within that
session is reached.

a. Mobile unit 610 (e.g., tag 12) may start the channel
request, authentication, and association process with
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the present base station 702. The RACH burst may
experience collisions and re-transmission. An
example format for the RACH burst is described more
fully below with reference to FIG. 16.

b. This process may span multiple timeslots within a
51-multi-frame 900 depending on network conges-
tion.

c. It may be appropriate to assume at least 2x235 ms of
time to successfully communicate a RACH.

5) Mobile unit 610 (e.g., tag 12) may receive a channel
assignment on the AGCH channel.

a. The assigned channel may be located within one of the
A or B 51-multi-frame channels 900. Mobile unit 610
(e.g., tag 12) may decode 184 bits to determine the
setup information for mobile unit 610 (e.g., tag 12).
The encoding for this channel may be similar to the
BCCH.

b. It may take approximately 2x235 ms to receive one of
the AGCHs.

6) Mobileunit 610 (e.g., tag 12) may send a location update
request.

a. Mobile unit 610 (e.g., tag 12) may use one of the
51-multi-frame 900 SDCCH channels in one of the
A/B frames.

b. This may take approximately 2x235 ms.

7) Mobile unit 610 (e.g., tag 12) may receive an authenti-
cation request on one of the A/B 51-multi-frames 900
SDCCH. This may take approximately 2x235 ms.

8) Mobile unit 610 (e.g., tag 12) may send an authentica-
tion response on one of the A/B 51-multi-frames 900
SDCCH. This may take approximately 2x235 ms.

9) Mobile unit 610 (e.g., tag 12) may receive a temporary
1D (e.g., TMSI) on one of the A/B 51-multi-frames 900
SDCCH. This may take approximately 2x235 ms.

10) Mobile unit 610 (e.g., tag 12) may acknowledge the
temporary ID on one of the A/B 51-multi-frames 900
SDCCH. This may take approximately 2x235 ms.

11) Mobile unit 610 (e.g., tag 12) may receive a channel
release on one of the A/B 51-multi-frames 900 SDCCH
This may take approximately 2x235 ms.

The above steps provide a summary of the overall mobile
unit 610 (e.g., tag 12) registration process, according to cer-
tain embodiments of the present invention.

To transmit data (e.g., tag information), the process may be
as follows:

1) Mobile unit 610 (e.g., tag 12) may hop to the assigned

traffic channel (TCH).

2) Mobile unit 610 (e.g., tag 12) may transmit data (e.g., tag
information).

a. In certain embodiments, approximately 57x2 bits may
be transmitted in each TDMA frame, as shown in the
traffic (TCH) frame of FIG. 18.

b. In certain embodiments, at least one TDMA frame per
26-multi-frame (120 ms) of data exchange may be
allowed for the active logical subscriber identity
member tag 12. If a greater amount of data per tag
session exchange is desired, then the number of
26-multi-frames 804 may be increased. A count of
120 ms may be used for each frame of 2x57 bits.

3) Mobile unit 610 (e.g., tag 12) may terminate the call.
Call termination may occur in a control channel
assigned to 26-multi-frame 804. Therefore, at least one
additional 26-multi-frame time may be used for call
termination in a GSM system.

Channel Access Timing

FIG. 10 illustrates example approximate timing 1000 for
channel access and transmission of data (e.g., tag informa-
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tion). FIG. 10 is substantially similar to FIG. 2, described
above; however, FIG. 10 provides example timing 1000 for a
GSM network, such as GSM network 700.

In the illustrated example, it can typically take approxi-
mately 470 milliseconds to locate a base station 702 and
synchronize channel access timing. In certain embodiments,
at least approximately 235 milliseconds (a GSM 51 multi-
frame 900) typically separate each corresponding unique
timeslot 202 (and tag session). In addition, it will typically
take approximately 3.76 seconds for tag 510 to gain access,
register, and authenticate to GSM network 700. It may take
another 440 milliseconds to transmit 114 bits of data (e.g., tag
information). Therefore, in certain embodiments, it may take
approximately 4.67 seconds for a tag 12 to send 114 bits of
data (e.g., tag information) across GSM network 700. It could
take even longer, depending on network availability. In cer-
tain embodiments, therefore, the session time may be longer
than 5 seconds but less than a maximum time-out period that
may be pre-determined for a given application (e.g., 10 sec-
onds). Under these assumptions, approximately 360 tags 12
can share a subscriber identification number and access GSM
network 700 each hour. Each tag 12 may transmit 114 bits at
each opportunity in this example. The number oftags 12 ina
logical subscriber entity, the length of timeslots, and the
length of the fixed time period 200 may all play a role in the
frequency with which a tag 12 may access GSM network 700.

Channel Glossary

FIG. 11 illustrates an example GSM channel glossary
1100, according to certain embodiments of the present inven-
tion. In certain embodiments, GSM channels may be classi-
fied as either a traffic channel 1102 (i.e., for transmitting data
other than control signals/data) or control channels 1104 (i.e.,
for transmitting control signals/data).

Traffic channels 1102 may assume different data rates 1106
as shown in FIG. 11, depending on the network configuration.
For example, data rate 1106a is 22.8 kb/s, and data rate 11065
is 11.4 kb/s. These data rates are provided as examples only.

In certain embodiments, GSM control channels 1104 may
be classified in one of four categories: dedicated control chan-
nels 1108, associated control channels 1110, broadcast con-
trol channels 1112, and common control channels 1114.
Dedicated control channels 1108 may be assigned to each
mobile unit 710 (e.g., tag 12) requesting access to GSM
network 700. Associated control channels 1110 may be used
on the fly by multiple mobile units 710 (e.g., tags 12) for
service maintenance or fast network changes (e.g., base sta-
tion roaming of base stations 702). Broadcast control chan-
nels 1112 may be “lighthouse beacon” channels that allow
mobile units 710 (e.g., tags 12) to find and synchronize to a
base station 702. Common control channels 1114 may be
used by GSM networks for requesting access or listening for
incoming calls.

Synchronization Channel Encoding

FIG. 12 illustrates an example encoding of the SCH,
according to certain embodiments of the present invention. In
the illustrated example, the SCH comprises 25 bits.

FIG. 13 illustrates an example encoding of synchronization
bits into a TDMA SCH frame, according to certain embodi-
ments of the present invention.

Control Channel Encoding

FIG. 14 illustrates an example decoding of BCCH bits,
according to certain embodiments of the present invention.

Request Channel Encoding

FIG. 15 illustrates an example encoding of RACH data,
according to certain embodiments of the present invention.
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FIG. 16 illustrates an example encoding of RACH bits into
TDMA frames, according to certain embodiments of the
present invention.

Tag Registration Process

FIG. 17 illustrates an example process for registration of
mobile units 710 (e.g., tags 12), according to certain embodi-
ments of the present invention. The illustrated process is
provided for example purposes only. Channels 1700 indicate
the channel on which a step occurs. Actions 1702 indicate the
step in the registration process. Components 1704 indicate
the components of GSM network 700 that may be involved in
performing actions 1702.

At action 1706, mobile unit 710 (e.g., tag 12) may initiate
a channel request. The channel request may be performed
using the RACH, and may be transmitted from tag 12 to base
station 702 and ultimately to BSC 704. At action 1708, BSC
704 may issue a channel activation command to base station
702 on the RACH. At action 1710, base station 702 may
acknowledge to BSC 704 using the RACH that the channel
has been activated.

At action 1712, using the access AGCH, BSC 704 may
communicate a channel assignment via base station 702 to tag
12. Ataction 1714, mobile unit 710 (e.g., tag 12) may transmit
a location update request to MSC 708 using the standalone
dedicated channel (SDCCH). At action 1716, MSC 708 may
communicate an authentication request to tag 12 using the
SDCCH. At action 1718, mobile unit 710 (e.g., tag 12) may
communicate to MSC 708 an authentication response using
the SDCCH. At action 1720, MSC 708 and VLR 712 may
perform authentication verification.

Ataction 1722, using the SDCCH, MSC 708 may commu-
nicate an assigned location and temporary ID (e.g., TMSI) to
tag 12. At action 1724, using the SDCCH, mobile unit 710
(e.g., tag 12) may communicate an acknowledgement of the
new location and TMSI to MSC 708. At action 1726, MSC
708, VLR 712, and HLR 714 may cooperate to enter the
location and TMSI into a registry. At action 1728, BSC 704
communicates a channel release to tag 12 using the SDCCH.

Data Transmission Process

FIG. 18 illustrates an example process for transmitting data
from mobile units 710 (e.g., tags 12), according to certain
embodiments of the present invention. The illustrated process
is provided for example purposes only. Channels 1800 indi-
cate the channel on which a step occurs. Tag transmits 1802
indicate actions in the data transmission process performed
by a tag 12. Network transmits 1804 indicate actions in the
data transmission process performed by GSM 700.

At action 1806, mobile unit 710 (e.g., tag 12) transmit a
channel request using the RACH. At action 1808, GSM 700
may transmit a channel assignment using the AGCH.

Ataction 1810, mobile unit 710 (e.g., tag 12) may transmit
a connection management service request using the SDCCH.
At action 1812, GSM 700 may transmit an authentication
request using the SDCCH. At action 1814, mobile unit 710
(e.g., tag 12) may transmit an authentication response using
the SDCCH. At action 1816, GSM 700 may transmit and
encryption mode command using the SDCCH. At action
1818, mobile unit 710 (e.g., tag 12) may transmit an encryp-
tion mode complete signal.

Ataction 1820, mobile unit 710 (e.g., tag 12) may transmit
a call setup signal (using subscriber identification number
304) via the SDCCH. At action 1822, using the SDCCH,
GSM 700 may transmit a call proceeding (routing) signal. At
action 1824, GSM 700 may transmit a traffic channel assign-
ment using the SDCCH.

Ataction 1826, mobile unit 710 (e.g., tag 12) may transmit
a channel assignment complete signal using the fast access

—

0

20

25

30

35

40

45

50

55

60

65

28

control channel (FACCH) and/or the TCH. At action 1828,
GMS 700 may transmit an alerting recipient signal using the
FACCH/TCH. At action 1830, GSM 700 may establish a
connection using the FACCH/TCH. At action 1832, mobile
unit 710 (e.g., tag 12) may transmit a connection acknowl-
edgement using FACCH/TCH. At action 1834, data exchange
may be performed using the TCH.

Data Reception Process

FIG. 19 illustrates an example process for receiving data at
mobile units 710 (e.g., tags 12), according to certain embodi-
ments of the present invention. The illustrated process is
provided for example purposes only. Channels 1900 indicate
the channel on which a step occurs. Tag transmits 1902 indi-
cate actions in the data transmission process performed by a
tag 12. Network transmits 1904 indicate actions in the data
transmission process performed by GSM 700.

At action 1906, GSM 700 transmits a page to tag 12 using
the paging channel (PCH). At action 1908, mobile unit 710
(e.g., tag 12) transmits a channel request using the RACH. At
action 1910, GSM 700 may transmit a channel assignment
using the AGCH.

At action 1912, mobile unit 710 (e.g., tag 12) may transmit
a connection management service request using the SDCCH.
At action 1914, GSM 700 may transmit an authentication
request using the SDCCH. At action 1916, mobile unit 710
(e.g., tag 12) may transmit an authentication response using
the SDCCH. At action 1918, GSM 700 may transmit and
encryption mode command using the SDCCH. At action
1920, mobile unit 710 (e.g., tag 12) may transmit an encryp-
tion mode complete signal.

At action 1922, GSM 700 may transmit a call setup signal
(incoming) via the SDCCH. At action 1924, using the
SDCCH, mobile unit 710 (e.g., tag 12) may transmit a setup
confirmation using the SDCCH. At action 1926, GSM 700
may transmit a traffic channel assignment using the SDCCH.

At action 1928, mobile unit 710 (e.g., tag 12) may transmit
a channel assignment complete signal using the FACCH and/
orthe TCH. At action 1930, mobile unit 710 (e.g., tag 12) may
transmit an alerting firmware signal using FACCH/TCH. At
action 1932, GSM 700 may establish a connection (firmware
picked up) using the FACCH/TCH. At action 1934, mobile
unit 710 (e.g., tag 12) may transmit a connection acknowl-
edgement using FACCH/TCH. At action 1936, data exchange
may be performed using the TCH.

Frame Formats

FIG. 20 illustrates an example of different TDMA frame
formats, according to certain embodiments of the present
invention.

Although the present invention has been described with
several embodiments, diverse changes, substitutions, varia-
tions, alterations, and modifications may be suggested to one
skilled in the art, and it is intended that the invention encom-
pass all such changes, substitutions, variations, alterations,
and modifications as fall within the spirit and scope of the
appended claims.

What is claimed is:

1. A radio frequency identification (RFID) tag, comprising:

a memory module operable to store a common subscriber
identification number shared by the tag and one or more
other tags for accessing a wireless wide area network
(WWAN), each tag operable to access the WWAN using
the common subscriber identification number at a cor-
responding unique timeslot for the tag, the correspond-
ing unique timeslot for the tag being distinct from the
timeslots at which the other tags can access the WWAN
using the common subscriber identification number; and
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one or more processing units operable to:

access the WWAN using the common subscriber iden-
tification number to initiate a tag session, the tag
session being at the corresponding unique timeslot for
the tag, the corresponding unique timeslot for the tag
being distinct from timeslots at which the one or more
other tags may access the WWAN using the common
subscriber identification number to initiate tag ses-
sions; and

communicate tag information during the tag session at
the corresponding unique timeslot for the tag.

2. The RFID tag of claim 1, wherein at the corresponding
unique timeslot for the tag, the one or more processing units
are operable to access the WWAN using the common sub-
scriber identification number by initiating a wireless call on
the WWAN using the common subscriber identification num-
ber.

3. The RFID tag of claim 1, wherein:

the memory module is operable to store timeslot informa-

tion identifying the corresponding timeslot for the tag,
the corresponding timeslot having a predetermined start
time and duration pre-assigned to the tag for the tag to
conduct the tag session; and

the one or more processing units are operable to commu-

nicate the tag information during the pre-assigned
timeslot.

4. The RFID tag of claim 3, wherein the one or more
processing units are operable to:

wake up the tag from a sleep state a predetermined amount

of time prior to predetermined start time of the corre-
sponding timeslot for the tag; and

after waking up the tag and prior to accessing the WWAN

using the common subscriber identification number,
locate a base station and perform clock synchronization.

5. The RFIDtag claim 3, wherein the corresponding unique
timeslot for the tag is one of a plurality of timeslots within a
fixed time period, each of the tag and the one or more other
tags having a corresponding assigned timeslot within the
fixed time period.

6. The RFID tag of claim 1, wherein the one or more
processing units are operable to:

receive an access token authorizing the tag to access the

WWAN using the common subscriber identification
number while the tag is in possession of the access
token;

access the WWAN using the common subscriber identifi-

cation number to initiate the tag session while the tag is
in possession of the access token;

communicate tag information during the tag session; and

transmit, after termination of the tag session, the access

token to another tag.
7. The RFID tag claim 6, wherein the access token is
operable to expire after a predetermined time period such that
the tag may no longer access the WWAN using the common
subscriber identification number after the predetermined time
period has expired.
8. The RFID tag of claim 6, wherein the duration of the tag
session for the tag is different from the duration of a tag
session for another tag.
9. The RFID tag of claim 1, wherein the one or more
processing units are operable to:
determine whether each of the tag and the one or more
other tags can communicate directly with one another;

if it is determined the tag and the one or more other tags can
communicate directly with one another, initiate tag ses-
sions according to a variable-length session technique;
and
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ifitis determined that the tag and the one or more other tags
are not able to communicate directly with each other,
initiate tag sessions according to a fixed-length session
technique.

10. The RFID tag of claim 1, wherein the common sub-
scriber identification number comprises a cellular telephone
number.

11. The RFID tag of claim 1, wherein the tag information
communicated during the tag session for the tag comprises
one or more fixed-length data packets.

12. A method, comprising:

storing a common subscriber identification number shared

by a particular tag and one or more other tags for access-
ing a wireless wide area network (WWAN), each tag
operable to access the WWAN using the common sub-
scriber identification number at a corresponding unique
timeslot for the tag, the corresponding unique timeslot
for the particular tag being distinct from the timeslots at
which the other tags can access the WWAN using the
common subscriber identification number;

accessing the WWAN using the common subscriber iden-

tification number to initiate a tag session, the tag session
being at the corresponding unique timeslot for the par-
ticular tag, the corresponding unique timeslot for the
particular tag being distinct from timeslots at which the
one or more other tags may access the WWAN using the
common subscriber identification number to initiate tag
sessions; and

communicating tag information during the tag session at

the corresponding unique timeslot for the particular tag.

13. The method of claim 12, comprising accessing, at the
corresponding unique timeslot for the particular tag, the
WWAN using the common subscriber identification number
by initiating a wireless call on the WWAN using the common
subscriber identification number.

14. The method of claim 12, comprising:

storing timeslot information identifying the corresponding

timeslot for the particular tag, the corresponding
timeslot having a predetermined start time and duration
pre-assigned to the particular tag for the particular tag to
conduct the tag session; and

communicating the tag information during the pre-as-

signed timeslot.

15. The method of claim 14, comprising:

waking up from a sleep state a predetermined amount of

time prior to predetermined start time of the correspond-
ing timeslot for the particular tag; and

after waking up and prior to accessing the WWAN using

the common subscriber identification number, locating a
base station and perform clock synchronization.

16. The method of claim 14, wherein the corresponding
unique timeslot for the particular tag is one of a plurality of
timeslots within a fixed time period, each of the particular tag
and the one or more other tags having a corresponding
assigned timeslot within the fixed time period.

17. The method of claim 12, comprising:

receiving an access token authorizing the particular tag to

access the WWAN using the common subscriber iden-
tification number while the particular tag is in posses-
sion of the access token;

accessing the WWAN using the common subscriber iden-

tification number to initiate the tag session while the
particular tag is in possession of the access token;
communicating tag information during the tag session; and
transmitting, after termination of the tag session, the access
token to another tag.
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18. The method of claim 17, wherein the access token is
operable to expire after a predetermined time period such that
the particular tag may no longer access the WWAN using the
common subscriber identification number after the predeter-
mined time period has expired.

19. The method of claim 17, wherein the duration ofthe tag
session for the particular tag is different from the duration of
a tag session for another tag.

20. The method of claim 12, comprising:

determining whether each of the particular tag and the one

or more other tags can communicate directly with one
another;

if it is determined the particular tag and the one or more

other tags can communicate directly with one another,
initiating tag sessions according to a variable-length ses-
sion technique; and

ifitis determined that the particular tag and the one or more

other tags are not able to communicate directly with
each other, initiating tag sessions according to a fixed-
length session technique.

21. The method of claim 12, wherein the common sub-
scriber identification number comprises a cellular telephone
number.

22. The method of claim 12, wherein the tag information
communicated during the tag session for the particular tag
comprises one or more fixed-length data packets.

23. Software embodied in a tangible computer-readable
hardware medium, the software when executed by a proces-
sor operable to perform operations comprising:

storing, in a memory module, a common subscriber iden-

tification number shared by a particular tag and one or
more other tags for accessing a wireless wide area net-
work (WWAN), each tag operable to access the WWAN
using the common subscriber identification number at a
corresponding unique timeslot for the tag, the corre-
sponding unique timeslot for the particular tag being
distinct from the timeslots at which the other tags can
access the WWAN using the common subscriber iden-
tification number;

accessing, via the processor, the WWAN using the com-

mon subscriber identification number to initiate a tag
session, the tag session being at the corresponding
unique timeslot for the particular tag, the corresponding
unique timeslot for the particular tag being distinct from
timeslots at which the one or more other tags may access
the WWAN using the common subscriber identification
number to initiate tag sessions; and

communicating, via the processor, tag information during

the tag session at the corresponding unique timeslot for
the particular tag.

24. The software of claim 23, wherein the operations com-
prise to accessing, at the corresponding unique timeslot for
the particular tag, the WWAN using the common subscriber
identification number by initiating a wireless call on the
WWAN using the common subscriber identification number.

25. The software of claim 23, wherein the operations com-
prise:

storing, in a memory module, timeslot information identi-

fying the corresponding timeslot for the particular tag,
the corresponding timeslot having a predetermined start

5

20

25

30

35

40

45

50

55

32

time and duration pre-assigned to the particular tag for
the particular tag to conduct the tag session; and

communicating, via the processor, the tag information dur-
ing the pre-assigned timeslot.

26. The software of claim 25, wherein the operations com-
prise:

waking up from a sleep state a predetermined amount of

time prior to predetermined start time of the correspond-
ing timeslot for the particular tag; and

after waking up and prior to accessing the WWAN using

the common subscriber identification number, locating a
base station and perform clock synchronization.

27. The software of claim 25, wherein the corresponding
unique timeslot for the particular tag is one of a plurality of
timeslots within a fixed time period, each of the particular tag
and the one or more other tags having a corresponding
assigned timeslot within the fixed time period.

28. The software of claim 23, wherein the operations com-
prise:

receiving, via the processor, an access token authorizing

the particular tag to access the WWAN using the com-
mon subscriber identification number while the particu-
lar tag is in possession of the access token;

accessing, via the processor, the WWAN using the com-

mon subscriber identification number to initiate the tag
session while the particular tag is in possession of the
access token;

communicating, via the processor, tag information during

the tag session; and

transmitting, via the processor, after termination of the tag

session, the access token to another tag.

29. The software of claim 28, wherein the access token is
operable to expire after a predetermined time period such that
the particular tag may no longer access the WWAN using the
common subscriber identification number after the predeter-
mined time period has expired.

30. The software of claim 28, wherein the duration of the
tag session for the particular tag is different from the duration
of a tag session for another tag.

31. The software of claim 23, wherein the operations com-
prise:

determining, via the processor, whether each of the par-

ticular tag and the one or more other tags can commu-
nicate directly with one another;

if it is determined the particular tag and the one or more

other tags can communicate directly with one another,
initiating, via the processor, tag sessions according to a
variable-length session technique; and

ifitis determined that the particular tag and the one or more

other tags are not able to communicate directly with
each other, initiating, via the processor, tag sessions
according to a fixed-length session technique.

32. The software of claim 23, wherein the common sub-
scriber identification number comprises a cellular telephone
number.

33. The software of claim 23, wherein the tag information
communicated during the tag session for the particular tag
comprises one or more fixed-length data packets.
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