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VIDEO MONITORING AND SECURITY 
SYSTEM 

FIELD OF THE INVENTION 

This invention relates generally to security and control 
systems and, in particular, to a computerized video moni 
toring and security system based on a standard PC platform. 

BACKGROUND OF THE INVENTION 

Alarm and security systems are noW common additions to 
many homes and businesses. Sophisticated systems are able 
to communicate With a control center to alert the police, ?re 
department, security center or a property oWner. Although 
such systems are able to communicate an intrusion or event 
to some extent, the user or operator of the system is unable 
to visually verify What actually happened at the remote 
location. As such, When a false alarm occurs, the user of the 
system or the authority in charge must physically travel to 
the alarm site to verify What actually happened. 

Other systems based on remote video surveillance are 
able to monitor remote premises, but the user of the system 
must, from time to time, activate a remote console to vieW 
What is happening at a remote location. For example, the 
user of the system may have to establish a dial-up connec 
tion across normal telephone lines. A dial-up connection 
may represent an additional expense, since in order to 
monitor the remote location, the user has to remain on line 
for several minutes until a video image arrives. Also, since 
such systems are for remote monitoring only and do not 
provide automated video recording, any events that they 
happen While Waiting may be lost. 

Other systems employ video cameras connected to a VCR 
or a VCR With a time-lapse recorder. These systems are able 
to record large amounts of video imagery, but the informa 
tion is sequential, and retrieving the information once 
recorded is a tedious process since the tape must be reWound 
and a fast search performed to avoid missing an event. 
Several minutes of searching are required through all the 
recorded information, and once the tape reaches the end, the 
system stops and Will not record further. Another problem 
With systems of this kind is that they do not provide any 
communications in support of remote monitoring. 
More recently, more intelligent video security systems 

have been described Which employ motion detection in 
hardWare as Well in softWare. Some of these systems employ 
local storage and communications softWare to connect to a 
centraliZed server. Some are able to communicate an alarm 

event to a monitoring center, but this is carried out across 
dial-up lines, and there is an expense involved in the time 
spent While the line is in use. 
US. Pat. No. 5,396,284 to Freeman discloses a multiple 

camera system, Which incorporates motion detection per 
formed by a Central Processing Unit (CPU). Once motion is 
detected, the CPU sends a signal to a TDM (time-division 
multiplexed) controller located at a short distance. The TDM 
controller sWitches to the camera that detected the motion, 
and displays the video information on a monitor and, at the 
same time, video information is recorded on a recording 
media. Since the video signal has not been digitiZed on the 
side of the TDM controller, it is clear that the recording 
media must be a VCR. There are no provisions for storing 
video information on a hard disk based system and also the 
video information is non-digital. 
US. Pat. No. 5,625,410 to Washino discloses a PC based 

system for monitoring and storing representative images 

10 

15 

25 

35 

45 

55 

65 

2 
from video cameras that may be utiliZed for security appli 
cations or monitoring applications. This system employs a 
video capture card, Which digitiZes and compresses video 
information from analog or digital cameras. The system 
displays the video information and continuously records the 
compressed video information on different media such as 
tape, hard disk or PCMCIA, or removable hard disk. Alarm 
type motion sensors are used to recon?gure the system, such 
as altering image siZe and frame rates. The system may also 
employ a remote server, Which alloWs a user to monitor or 
continuously record video information. The preferred 
embodiment does not disclose a particular motion detection 
algorithm, hoWever. 
US. Pat. No. 4,511,886 to RodrigueZ discloses an elec 

tronic security and surveillance system having a central 
monitoring station Which can be located over large distance, 
for example across microWave links. In order to transmit the 
video signal over distance the video information is modu 
lated onto a carrier. 

US. Pat. No. 5,581,297 to KoZ discloses a loW-poWer 
video security system Which detects motion from a single 
video camera, a digital compression subsystem compresses 
the image, and starts transmitting the compressed image 
over ISDN lines to a monitoring facility. KoZ does not 
disclose a system With a plurality of cameras, nor Will the 
system Work on a netWork or Internet. 

SUMMARY OF THE INVENTION 

The present invention resides in a computeriZed video 
security and monitoring system, preferably based on a 
standard PC platform. The system employs video digitiZing 
and digital I/O technology to monitor and process video 
information from video cameras, and ON/OFF status infor 
mation from sensors to trigger alarm events, and to alloW the 
user to receive or monitor events via a netWork, including 
the Internet. The system can be used to vieW past events 
logged in a video database, as Well as to monitor live video 
from local or remote locations. The locations may be from 
anyWhere in the World, provided that there is a Web-broWser 
terminal, an interactive Internet kiosk, or a PC executing the 
appropriate softWare. 
The softWare employs camera WindoWs that can be 

moved or resiZed to meet user’s vieWing needs. Video 
information from a single camera or from a plurality of 
cameras is independently digitiZed, scaled and displayed on 
different WindoWs. Image siZe and selection for black and 
White or color may be varied according to the NTSC 
standard 160x120, 320x240 and 640x480. Although the 
source image may be digitiZed at a ?xed rate, (i.e., 640x 
480), it may be scaled to ?t a portion of a screen through 
softWare control. 

Controls are also provided enabling the user to select 
different images siZes. Although the siZe of the digitiZed 
image is ?xed, display of the image in the screen may be 
varied in siZe according to the monitor used and the number 
of cameras displayed. In addition, since the camera WindoWs 
are resiZable by the user, some WindoWs may be larger than 
others. The display of the images, preferably folloW a 
standard 4/3 aspect ratio, so When the user resiZes the 
WindoW, the horiZontal and vertical scale ratios are main 
tained. All the camera WindoWs are integrated into a single 
WindoW, Which incorporates a menu, tool bar and status bar. 
The WindoW can also be resiZed alloWing the user to put the 
mainframe WindoW anyWhere in the computer screen. This 
option alloWs the user to run programs on the same 
computer, While the application is running. 
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The digitized information from each video camera is 
alternatively analyzed using image processing techniques 
and to trigger alarm events. Other alternatives provide 
ON/OFF signals from devices such as infrared sensors, 
motion sensors, alarm signals or cameras With built-in 
motion detection. To sense ON/OFF signal states the soft 
Ware constantly monitors digital I/O logic until a signal 
activates, generating an alarm event. Once the alarm event 
occurs, the digitiZed camera image may then be saved in a 
database, or, alternatively, transmitted over a netWork or 
Internet to one or more remote locations. 

When a trigger event is used to send an e-mail through the 
Internet, the compressed video image is preferably com 
bined With a teXtual message, encoded in Internet SMTP and 
MIME format and sent to a mail server. In addition to e-mail, 
a beeper/pager may be sent to the user telling that an alarm 
event has occurred. Upon receiving a beeper signal, the user 
may enter into a mail account using a standard Web-broWser, 
and vieW the image or a plurality of images from different 
cameras. 

When a trigger event occurs, digitiZed camera informa 
tion is compressed through JPEG compression. The infor 
mation is then stored on the computer hard disk in a video 
database and assigned a record number. The date, time and 
camera number is also saved as part of the same record in the 
database. In addition, video information is alternatively 
transmitted in JPEG compressed format over a netWork or 
Internet to a server, Which is part of the softWare provided. 

The server preferably incorporates a structured video 
database resident on a hard disk, enabling local or remote 
information to be retrieved through a user-friendly console 
that incorporates controls very similar to those of a compact 
disk player. Record information is retrieved, decompressed 
by softWare and displayed in a random fashion since the user 
can easily go to the beginning, middle, end or any other 
record position by moving a slider control or the use of a 
single step and fast search buttons. The invention is not 
limited in terms of video standard, and supports NTSC, 
PAL, SECAM, or any other cameras With higher resolutions. 

It is an object of the invention to provide encryption of 
date, time and camera identi?cation information, Which can 
be incorporated in the video image itself, ensuring that the 
chronological time event is authentic. 

Although the current embodiment runs on a PC based 
platform, it is another object of the invention to port the 
hardWare and softWare provided to an embedded system, 
including audio and video capture PC interface cards 
designed by other manufacturers. 

It is a further object of the invention to provide support for 
the remote monitoring of analog and digital signals. Appli 
cations may be industrial, medical, remote control, remote 
sensing and home automation. 

BRIEF DESCRIPTION OF DRAWINGS 

FIG. 1 is a screen display shoWing four camera WindoWs 
according to the invention; 

FIG. 2 illustrates the camera WindoW components for a 
particular screen format; 

FIG. 3 illustrates an alternative screen display shoWing 16 
camera WindoWs; 

FIG. 4 illustrates an alternative con?guration Wherein the 
WindoWs have been resiZed by a user; 

FIG. 5 shoWs a screen format Wherein softWare is pro 
vided While running another application; 

FIG. 6 shoWs the screen format for vieWing records from 
a video database; 
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4 
FIG. 7 shoWs a netWork of possible system con?gura 

tions; 
FIG. 8A is a block diagram of audio, video-capture and 

digital I/O cards used for digitiZing camera video images 
and for reading input device signal status; 

FIG. 8B is a block diagram of the I/O connector shoWing 
interface signals used to connect to eXternal input and output 
devices; 

FIG. 9A is a block diagram of a ?rst portion of the 
softWare for a system according to the invention; 

FIG. 9B is a block diagram of a second portion of the 
operating softWare; and 

FIG. 9C is a block diagram of the operation of the camera 
video motion detection module. 

DETAILED DESCRIPTION OF THE 
INVENTION 

The present invention resides in a system Wherein a 
plurality of video cameras may be monitored from a local or 
remote location. The system records video camera informa 
tion in a compressed format When motion is detected either 
by analyZing the camera video signal or through motion 
detection devices. The invention provides communications 
alloWing an operator to vieW and control camera information 
and status signals from devices from anyWhere in the World, 
exploiting loW-cost Internet resources or eXisting local net 
Works. The system is also capable of advising a user When 
an alarm event occurs by sending a video image of the 
camera or a plurality of cameras, a beeper, or an auditive or 

teXtual message via any other appropriate communications 
means. 

Referring to FIG. 7, the block diagram shoWs a netWork 
of different con?gurations to Which the invention is appli 
cable. The invention combines hardWare residing inside 
systems 1a—1d, and softWare loaded on standard PC plat 
forms 1a—1d, 3a—3b, and 5a—5b. Other pieces of softWare 
running on devices 6, 7 and 8 are preferably provided by 
different vendors. 
The softWare running on 1a—1d, called the VS client, 

controls the hardWare referenced in the block diagram of 
FIG. 8. The softWare that runs on 3a—3b is named the VS 
server, and the softWare that runs on 5a—5b is named the VS 
remote console. The system alloWs for multiple con?gura 
tions in Which a plurality of VS clients, VS servers, VS 
remote consoles interact With Internet mail server 8, beeper 
host computer 7, and Web broWser terminal 6, Which may 
eXist at different physical locations, all interconnected via a 
netWork or the Internet. The netWork topology may be 
implemented across a local area netWork, dial-up lines, 
dedicated lines, cellular phones, satellite links, or any other 
data link supporting the Internet TCP/IP protocol. 

FIG. 8A is a block diagram shoWing the audio, video 
capture and digital I/O card used by the VS client. The 
interface card 300 preferably uses a single chip 301 that 
contains audio input logic 307, a four-input video multi 
pleXer (muX) 309, audio/video processor 308, GPIO 
(General Purpose Input/Output) control 310, I2C control 311 
and bus controller 312. The four input video muX 309 may 
be controlled by softWare to select one video input at a time. 
The video processor 308 digitiZes video information from 
the video muX 309, and outputs this digital information to 
the computer bus 306 across the bus controller 312. 
The GPIO control 310 is a device that accepts standard 

TTL level input signals and generates TTL-level output 
signals. The output logic 303 provides four TTL level 
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signals and four signals With the current and voltage rating 
to drive relays. The input logic 304 provides four TTL level 
signals and four optically coupled signals, Which can be used 
to monitor signals coming from devices that are located far 
from the computer. 

The I2C control 311 is a serial controller that communi 
cates With serial non-volatile (NV) memories such as I2C 
NV memory 305. Memory 305 is used to control softWare 
piracy and maintain track and serialiZation of distributed 
installations. An encrypted serial number is recorded in the 
NV memory 305 during its manufacture. The U0 connector 
302 is a connector that goes on the back of the computer as 
Well as the camera inputs C1—C4 and the audio connector 
A1. 

The X10 Interface micro-controller 313 is used to control 
and/or read the status of X10 devices over the AC poWer 
grid. This micro-controller runs a program to receive com 
mands from the PC softWare over the GPIO and translate it 
to X10 commands, Which are send over the AC poWer grid. 
In an alternate scenario, X10 commands coming from X10 
devices are translated to commands that can be interpreted 
by the PC softWare. 

In terms of functionality, video information from camera 
C1—C4 is fed into the video muX 309. The softWare consists 
of tWo independent modules or engines Working in multi 
threading/multi-tasking. One softWare module selects at 
different intervals one input of the muX 309 at a time, 
feeding the signal to the video processor 308, Which digi 
tiZes the video signal and transmits the digital stream across 
the computer bus to the computer memory. During softWare 
initialiZation, each camera signal is assigned a different 
location in memory. Another module of the softWare is 
constantly retrieving this information from memory, dis 
playing it on its respective position in the screen as shoWn 
in FIGS. 1—4, alternatively analyZing it for motion and 
transmitting it over the netWork as shoWn in FIG. 7. Accord 
ing to an alternate scenario, digital I/O information entering 
at 302 from different devices such as motion sensors, alarm 
signals, door sWitches or cameras With built-in motion 
sensors, is level sampled across devices 304 and 310, and 
transmitted over the computer bus 306 to computer memory. 
These level signals are ?ags that tell the softWare if a device 
has been activated or not. Upon receiving such signal, the 
softWare decides Whether or not to activate an alarm event. 

FIG. 8B is a block diagram shoWing the different signals 
levels and signal formats that can be interfaced to the I/O 
connector 400 (item 302 in FIG. 8A). The U0 connector 
provides signals With the voltage and current levels to drives 
relays 401 Which can be used to control any isolated system 
connected across 402, including alarm systems, sirens, 
lamps or any other device to be controlled. 

Input devices such as motion sensors and sWitches may be 
monitored across the optically isolated inputs 403 or over 
the TTL inputs 404. In addition, TTL outputs 405 can be 
used to control other devices directly or through the addition 
of a high-current driver. The X10 AC line interface 406 is a 
unit manufactured by X10 (USA) Inc. The unit converts 
TTL level commands from the micro-controller depicted as 
313 in FIG. 8A into a modulated 125 KHZ carrier signal that 
is transmitted over the AC poWer line 407. This unit also 
detects the Zero level crossing of the AC poWer line 407 
alloWing the micro-controller to synchroniZe its transmis 
sion When the voltage level on the AC poWer line 407 is near 
Zero. 

FIGS. 9A—9B present a functional ?oW chart of the 
operation of the softWare of the VS client la-id (FIG. 7). 
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6 
Since the system has many con?gurable options, it is easier 
to functionally vieW hoW the softWare behaves, under dif 
ferent con?gurations. After the softWare initialiZes, it enters 
the main loop 600. Once a camera video signal is digitiZed 
at 601, the digitiZed image is displayed on the screen on its 
assigned camera WindoW. If the VS client is connected to a 
netWork and the transmit option is enabled at 603, the 
digitiZed camera video image is compressed by softWare 
604, and sent to the VS server 3a—3b (FIG. 7) or to a VS 
remote console 5a—5b (FIG. 7). 
The softWare incorporates a time schedule alloWing the 

user to select the surveillance period. If the time schedule 
period is not ON (606), the softWare does not perform any 
other checking, returning to the main loop at 600. HoWever 
if the time schedule period is ON, the softWare then checks 
if camera motion detect option is enabled at 607. If camera 
motion detect is enabled and motion is detected on the 
camera video signal 608, the softWare generates an alarm 
event 611. At 607, if the camera motion detect option is not 
enabled, the softWare checks if the device signal check 
option is enabled 609. If any of the devices are connected to 
the input logic 302 and 304 (FIG. 8), and the signal is in the 
ON condition, an alarm event 611 is generated. 
NoW referring to FIG. 9B, When an alarm event occurs at 

611, the digitiZed camera video image is compressed at 612, 
and saved on a hard disk based video database 613. If the 
Internet mail option is enabled 614, the compressed video 
image is encoded in the standard SMTP and MIME Internet 
format 615 along With a teXtual message, then transmitted at 
616 to an Internet mail server or netWork based mail server. 
If the beeper/pager option is enabled 617, a message is sent 
618 to the beeper/pager unit. When the user receives the 
beeper/pager message, a standard Web broWser can be 
opened to retrieve the message With the attached video 
camera image from a mail account, for eXample. At step 619, 
if the VS server option is enabled, the compressed video 
image is sent to the VS server 620, and then the softWare 
continues again With the main loop 600, as shoWn on top of 
FIG. 9A. 

FIG. 1 shoWs a screen display 104 for four cameras. The 
WindoW 104 varies in siZe With the monitor 100 and the type 
of video interface card being used. Regardless of What type 
of monitor is used, the operating system automatically 
adjusts the siZe of the WindoW 104. Most WindoWs based 
operating systems today employ this kind of functionality. 
Although the preferred embodiment is based on the 
Microsoft WindoWs operating system, the invention may use 
any commercially available operating systems as they 
evolve, including Linux. The WindoW holds three main 
components: main menu 102, toolbar 101, and the camera 
WindoWs 103. The main menu 102 alloWs the user to set all 
the con?gurable options of the system. The toolbar 101 
alloWs the user to turn ON/OFF, arrange, resiZe and optimiZe 
in the mainframe WindoW 104 the camera WindoWs and to 
stop/start the video surveillance. 

FIG. 2 is a Zoom of the camera WindoW format (103 of 
FIG. 1). The main WindoW components are the camera 
image siZe controls 120, camera video image 121, status 
indicators and control icons 122, and the camera identi?er 
123. The image siZe controls 120 are used to minimiZe, 
maXimiZe and close the camera WindoW. The WindoW can 
also be resiZed by the user, by clicking With the mouse the 
corners of the WindoW and pulling inWard or outWard. 
Camera video image 121 dynamically adjusts Whenever the 
user adjusts the WindoW 103, though an aspect ratio of 4/3 
is preferably maintained. 
The computer automatically determines the optimal siZe 

of the camera WindoW 121 Whenever the user resiZes Win 
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doW 103. The status indicators 124 display the status of the 
camera, if the camera is turned OFF or ON, or if motion is 
detected from the camera. The control icons 122 allow the 
user to adjust the settings for an individual camera, such as 
camera video motion detect sensitivity, video brightness and 
contrast adjust, and the image area of surveillance. 

FIG. 3 shoWs a display With 16 cameras and the arrange 
ment of the WindoWs in the screen. Once the program is 
started, the system ?nds the optimal siZe for each camera 
WindoW and accommodates all the WindoWs inside the 
mainframe WindoW. Other con?gurations betWeen 1 and 16 
cameras are possible. The position and siZe of each WindoW 
is alWays under operating system control unless the user 
manually resiZes or moves the camera WindoWs or uses any 
of the controls of the toolbar. Depending on the camera 
number used (1—16), the operating system accommodates 
the camera WindoWs inside the hardWare platform in order 
to optimiZe its siZe. The vieWing WindoW can also be resiZed 
or moved across the screen, in Which case the camera 

WindoWs are automatically resiZed and repositioned by the 
operating system. 

FIG. 4 shoWs an example of a 10-camera system. TWo of 
the camera WindoWs have been resiZed by the user to obtain 
a better vieW of the camera images, While the other 8 
cameras, presumably less important, have an smaller siZe. 
FIG. 5 shoWs an example in Which a WindoW 201 has been 
resiZed and moved to the upper right corner of the screen in 
order to run another application 202, in this case a common 
Word processor. Such an application may be used in com 
pany lobbies, Where the receptionist may use a Word pro 
cessor or another application, While the system is doing 
video surveillance in the background, With the system auto 
matically recording any alarm events that may occur in the 
video database. 

FIG. 6 shoWs the format of the record vieWing console 
250, shoWing the video database fast search controls. The 
compact disc like controls 251 are used to do single-step 
back and forWard searching and to jump to the beginning or 
end of the video database. The slider control 252 is used also 
to position the record pointer anyWhere in the video database 
for faster search. Controls are also provided to delete and 
export records. Any records retrieved from the video data 
base are decompressed and displayed on the WindoW 253. 

FIG. 9C is a detailed block diagram of the motion detect 
algorithm employed to detect motion from the video cam 
eras. The algorithm uses a compare last frame versus the 
neW frame obtained from a video camera, each camera 
independently and at different time periods. The last frame 
for each video camera is therefore kept in memory at 
separate memory locations. In addition, the softWare pro 
vides a graphical user interface alloWing the user to make 
certain areas of the video camera image insensitive to 
motion. This is done by dividing the entire video image 
screen into multiple cells of siZe 10x10. Once the user 
selects from the screen the cells sensitive to motion an image 
map is saved on disk for each camera independently. When 
the softWare starts the image map is loaded in memory for 
each camera independently to do real-time image masking. 

The motion detection algorithm can process information 
coming from a digitiZed color bitmap 700 or a digitiZed gray 
level bitmap 703, at different frame siZes such as 320x240 
or 640x680. When the digitiZed bitmap is a color bitmap 
700, a conversion to gray level is done leading to a bitmap 
identical to a digitiZed gray level bitmap 703. The gray level 
bitmap 704 is then scaled doWn (705) to a preferred embodi 
ment ?xed format 2D (tWo dimensions, X and y) matrix of 
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8 
160x120. This process is done to increase computational 
speed by 4 times. Although the preferred embodiment is a 
2D 160x120 matrix, other scaling factors such as 80x60 may 
be employed according to the application to further increase 
processing speed. 

Statistical values 708 are obtained from the old bitmap 2D 
matrix 706 and the neW bitmap 2D matrix 707 on a cell 
by-cell basis, excluding those cells that are masked by the 
image map. The absolute value of the difference of these 
statistical values is then computed, and compared against a 
threshold value, Which is obtained from a logarithmic quan 
tum number function 716. A Boolean comparison is then 
made in Which a certain logical combination of the set of 
statistical values occurs, produces a binary number (0 or 1). 
If the result of the binary comparison 709, is a logic 1, it 
implies that the cell changed for some reason. The reasons 
may be due to noise or that the portion of the image really 
changed do to a moving object. Abinary value for each cell 
is stored in a binary 2D matrix 710 of 16x12. 

Acluster ?lter 711 is applied to the 2D binary matrix 710, 
in Which a matrix element With a binary one value that is not 
spatially surrounded by other matrix elements is assigned a 
value of Zero. This ?lter behaves much like a spatial noise 
?lter, in Which only those matrix elements that are clustered 
together remain unchanged, constituting a bounded object or 
a group of bounded objects. This bounded object or group of 
bounded objects is obviously a moving object since it is the 
result of the change of the statistical values When comparing 
the previous frame With the neW frame and in Which noise 
has been eliminated. 

The cell counter and percent estimator 712 scans the 
remains of the 2D binary matrix 711, counting hoW many 
matrix elements have a binary value of one. Since the 
number of elements is a ?xed value (l6><l2=192), the 
number of matrix elements multiplied by 100 and divided by 
192 Will give the percentage of cells in Which motion has 
been detected. The number obtained by operation 712 is then 
compared on 713 against the threshold number derived by 
the combination of the linear function 714 and the user 
con?gurable threshold 715. If no motion is detected 720, the 
softWare proceeds as normal, perhaps checking the next 
camera for motion. If the output of 713, is a logic one 717, 
then motion has been detected 718, leading to an alarm event 
719. Once the alarm event is generated 719, the softWare 
then proceeds as shoWn in step 611 FIG. 9B. 
We claim: 
1. A video monitoring system, comprising: 
a plurality of video cameras, each outputting a video 

image; 
a personal computer interfaced to each camera, a display 

device, video digitiZation circuitry and an event trigger, 
the computer being operative to perform the folloWing 
functions: 
a) receive and digitiZe the video images from each 

video cameras, 
b) display the video images in separate WindoWs on the 

display device, and 
c) perform a predetermined function in response to the 

event trigger, Wherein the event trigger is generated 
by: 
applying a map having a plurality of masking cells to 

a neW video image and to an old video image so 
that the neW video image and the old video image 
each include a plurality of unmasked cells com 
pletely surrounding the masked cells, Wherein the 
map has the same dimensions as the neW video 
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image and the old video image, and wherein the 
masked cells inactivate a ?xed area Within the neW 
video image and the old video image, 

comparing the plurality of unmasked cells of the neW 
video image With the plurality of unmasked cells 
of the old video image to detect any changed cells 
in the neW video image, and 

applying a ?lter to the changed cells that eliminates 
any changed cells in the neW video image that are 
not surrounded by other changed cells in the neW 
video image, and 

Wherein the event trigger is generated When at least one 
changed cell remains after applying the ?lter. 

2. The video monitoring system of claim 1, further 
including an alarm system or motion sensor operative to 
generate the event trigger. 

3. The video monitoring system of claim 1, further 
including video storage means, and Wherein the predeter 
mined function includes digitally compressing and storing 
the video images from at least one of the cameras. 

4. The video monitoring system of claim 3, Wherein the 
computer is further operative under user control to display 
the video information recorded in the video storage means. 

5. The video monitoring system of claim 1, further 
including a netWork interface, and Wherein the predeter 
mined function includes digitally compressing and commu 
nicating the video images from at least one of the cameras 
to a remote location. 

6. The video monitoring system of claim 5, Wherein the 
netWork interface includes an Internet connection. 

7. The video monitoring system of claim 6, Wherein a user 
is operative to vieW the video images at a remote location in 
separate WindoWs using a Web broWser. 

8. The video monitoring system of claim 5, further 
including a second personal computer interfaced to a second 
display device at the remote location, and Wherein a user at 
the second location is operative to vieW the video images in 
separate WindoWs on the second display device. 

9. The video monitoring system of claim 1, further 
including an interface to a pager, and Wherein the predeter 
mined function includes alerting a user equipped With the 
pager. 

10. The video monitoring system of claim 1, further 
including an interface to a telecommunications netWork, and 
Wherein the predetermined function includes alerting a user 
through a telephone call. 

11. The video monitoring system of claim 1, including a 
non-volatile memory encoding an encrypted license to pre 
vent softWare piracy. 

12. The video monitoring system of claim 1, further 
including means to monitor audio from a local or remote 
location. 

13. The video monitoring system of claim 1, Wherein the 
video digitiZation circuitry is operative to independently 
capture, process and display video information received 
from each camera. 

14. The video monitoring system of claim 1, Wherein the 
computer is further operative to display multiple indepen 
dent vieWs from each camera, and Wherein each vieW may 
be resiZed or moved under user control. 

15. The video monitoring system of claim 1, Wherein the 
computer is further operative to independently con?gure 
each video cameras by performing one or both of the 
folloWing functions: 

a) displaying one or more icons enabling a user to capture 
a single frame from the video camera, and 

b) displaying one or more icons enabling a user to control 
video sensitivity and image area. 
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16. The video monitoring system of claim 1, Wherein the 

computer is further operative to display status information 
relating to each video camera. 

17. The video monitoring system of claim 1, further 
including an output operative to control an eXternal device 
in response to an event trigger. 

18. The video monitoring system of claim 17, Wherein the 
device is an alarm system, a visual indicator, or an audible 
indicator. 

19. The video monitoring system of claim 1, further 
including an output operative to control an eXternal device 
through an AC poWer line. 

20. The video monitoring system of claim 1, Wherein the 
computer is further con?gured to receive a signal from an 
external alarm sensor and to generate the event trigger based 
upon a signal from the alarm sensor or When the at least one 
changed cell remains after applying the ?lter. 

21. The video monitoring system of claim 1, Wherein the 
predetermined function comprises initiating compression 
and recording of a digitiZed video image from a video 
camera associated With the event trigger. 

22. The video monitoring system of claim 21, Wherein the 
compression comprises compression according to a standard 
Internet format, and Wherein predetermined function further 
comprises transmitting the compressed video image as part 
of an electronic message. 

23. The video monitoring system of claim 1, Wherein the 
?lter is further con?gured to eliminate any changed cells that 
are not surrounded by changed cells. 

24. The video monitoring system of claim 23, Wherein the 
event trigger is generated When the number of changed cells 
remaining after applying the ?lter exceeds a threshold. 

25. The video monitoring system of claim 24, further 
comprising a video capture card connected betWeen the 
plurality of video cameras and the personal computer, 
Wherein the video capture card comprises: 

a plurality of analog inputs con?gured to receive a video 
signal representing the video image; 

a digitiZer operationally coupled With the plurality of 
analog inputs and con?gured to generate a digital signal 
based upon the video signal; 

a bus controller operationally coupled With the digitiZer 
and con?gured to provide the digital signal to the 
computer; 

an input-output controller operationally coupled With the 
bus controller and con?gured to receive commands 
from the computer, and Wherein the commands provide 
output signals for controlling eXternal devices in 
response to the event trigger, and further con?gured to 
receive at least one signal from an eXternal device and 
to direct the computer to generate the event trigger 
based upon the at least one signal. 

26. A video monitoring system especially suitable to 
monitor the security of a facility against an intrusion, 
comprising: 

at least one video camera that generates a video signal; 

a computer operationally coupled With the at least one 
video camera and con?gured to receive the video 
signal, Wherein the video signal includes a plurality of 
frames each having a plurality of cells, and Wherein the 
computer is con?gured to perform the folloWing func 
tions: 
detect motion as betWeen a ?rst and a second frame of 

the video signal by comparing a plurality of the cells 
of the ?rst frame to a plurality of the cells of the 
second frame, Wherein the plurality of cells of the 
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?rst and second frames exclude a user-de?ned insen 
sitive area, Which is completely surrounded by an 
active area containing the plurality of the cells of the 
?rst and second frames; 

automatically transmit an electronic message upon 
detection of the motion Wherein the electronic mes 
sage includes a recorded and compressed copy of the 
video 

signal beginning approximately coincident With the 
detection of motion; and 

automatically transmit an alarm message separate from 
the electronic message that alerts a user of the 
electronic message. 

27. The video monitoring system of claim 26, further 
comprising: 

a pager output con?gured to alert a user upon detection of 
motion; and 

an external output con?gured to activate a local alarm 
device; and Wherein 
the computer is further con?gured to apply a cluster 

?lter to the comparison betWeen the cells of the ?rst 
and the second frame that eliminates any changed 
cells that are not adjacent to other changed cells, and 
to determine Whether the number of changed cells 
remaining after the cluster ?lter eXceeds a threshold; 
and Wherein 

the video signal comprises a single frame. 
28. A method of monitoring a facility, comprising the 

steps of: 
receiving a video signal from a ?rst video camera posi 

tioned to monitor a speci?c area, Wherein the video 
signal is divided into a plurality of sequential frames 
each having a plurality of cells; 

applying a mask having active and inactive cells to the 
sequential frames of the video signal, Wherein the 
inactive cells are surrounded by the active cells, and 
Wherein the mask has the same number of cells as the 
video signal; 

comparing the active cells of a neW frame to the active 
cells of a previous frame to detect changed cells, 
Wherein an alarm event is generated based upon the 
detection of changed cells; 

recording the video signal as a ?le stored in a computer 
memory based upon the alarm event; 

automatically transmitting the recorded video signal 
based upon the alarm event as a part of an electronic 
message to an electronic mail server, Where the 
recorded video signal is then stored; and 

10 

15 

3O 

35 

45 

12 
transmitting an alarm message separate from the elec 

tronic message that alerts a user of the alarm event. 
29. The method of monitoring a facility of claim 28, 

Wherein the step of receiving the video signal further com 
prises receiving a plurality of video signals from a plurality 
of video cameras each positioned to monitor a plurality of 
speci?c areas. 

30. The method of claim 28, Wherein the step of apply a 
mask having active and inactive cells to the sequential 
frames of the video signal further comprises applying a 
plurality of masks, each associated With one of the plurality 
of video cameras, to the video signal. 

31. The method of claim 30, Wherein step of comparing 
the active cells of the neW frame to the active cells of the 
previous frame to detect changed cells, further comprises 
applying a cluster ?lter to eliminate changed cells that are 
not adjacent to other changed cells, and Wherein the alarm 
event is generated based upon the detection of changed cells 
remaining after application of the cluster ?lter. 

32. The method of claim 31, Wherein the step of recording 
the video signal as the ?le stored in the computer memory 
based upon the alarm event is initiated by the alarm event. 

33. The method of claim 32, Wherein the step of trans 
mitting the recorded video signal as a part of an electronic 
message to an electronic mail server, further comprises 
compressing the recorded video signal in accordance With a 
standard Internet format. 

34. The method of claim 33, Wherein the step of trans 
mitting the recorded video signal as part of an electronic 
message further comprises transmitting the electronic mes 
sage to a netWork server, Wherein the netWork server is 
con?gured to provide the recorded video signal at a global 
netWork address. 

35. The method of claim 33, Wherein the step of trans 
mitting the separate alarm message that alerts the user of the 
alarm event comprises transmitting a beeper message. 

36. The method of claim 33, further comprising the step 
of accessing the recorded video signal through a broWser 
from a physical location that does not have a dedicated 
connection to a computer system associated With the video 
cameras. 

37. The method of claim 29, further comprising the step 
of receiving commands from a user that de?ne the bound 
aries betWeen the active and inactive cells of the mask so 
that the user may render a portion of the video signal 
insensitive to motion. 


