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USE OF CONFIGURATIONS IN DEVICE 
WITH MULTIPLE CONFIGURATIONS 

FIELD OF THE INVENTION 

The invention relates to arranging use of con?gurations in 
devices With multiple con?gurations, more speci?cally to 
arranging access control into con?guration data sets manage 
able by one or more external management devices. 

BACKGROUND OF THE INVENTION 

As different data processing devices, such as mobile sta 
tions, become more complex, the signi?cance of device man 
agement becomes more pronounced. Devices require several 
different settings, such as settings related to Internet access 
points, and it is arduous and dif?cult for a user to set them 
manually. To solve this problem, device management solu 
tions have been developed so that the administrator of a 
company’s information system or a teleoperator can set an 
appropriate con?guration in the device. Device management 
generally refers to actions by Which a person not using the 
device can change the con?guration of the device; for 
instance change the settings or even a protocol used by the 
device. In addition to device-speci?c settings, it is also pos 
sible to transmit user-speci?c data, such as user pro?les, 
logos, ringing tones, and menus With Which the user can 
personally modify the settings of the device, or the modi?ca 
tion takes place automatically in connection With device man 
agement. 
One of the device management standards is OMA (Open 

Mobile Alliance) DM (Device management), Which is partly 
based on the SyncML (Synchronization Markup Language) 
protocol. For instance, a personal computer (PC) may act as a 
device management server in a device management protocol, 
and a mobile station as a device management client. The items 
managed in the device management client are arranged as 
management objects. The management objects are entities 
that can be managed by server management commands in the 
device management client. The management object can for 
instance be a number or a large entity, such as a background 
image or a screensaver. In OMA device management, the 
management objects are arranged in a management tree. 
Some typical manageable items comprise operator speci?c 

connection settings, for instance GPRS (General Packet 
Radio Service) connection settings. By OMA DM proce 
dures, these operator speci?c sets of settings, Which may also 
be referred to as con?gurations, in a user terminal device can 
be maintained by an operator controlled management server. 
For instance, WAP (Wireless Application Protocol) settings 
for using WAP services of a service provider may be provi 
sioned as a con?guration context for the terminal device. 
Some managed items may comprise user speci?c and con 

trolled information, such as screen savers and ringing tones. 
Further, the device may be used for accessing a corporate 
information system, for instance a ?le system, intranet pages 
and an e-mail system therein. For this purpose the device 
needs to comprise one or more con?gurations for arranging 
access to these corporate information system services. For 
security purposes it is desirable for corporate IT personnel to 
be able to control these settings. Therefore, a device may 
comprise multiple con?gurations from different managing 
parties and it should be possible to enable access to a speci?c 
con?guration only for an authorized management party. In 
accordance With the OMA DM protocol, speci?ed in OMA 
speci?cation “SyncML Device Management Protocol”, ver 
sion 1.1.2, 12 Dec. 2003, 41 pages, in the set-up phase of a 
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2 
management session, a management server is authenticated 
on the basis of credentials received from the management 
server. Further, as illustrated in OMA speci?cation “SyncML 
Management Tree and Description”, version 1.1.2, 2 Dec. 
2003, 44 pages, a node of a management tree may be speci?ed 
by an access control list (ACL) comprising a list of identi?ers 
and access rights associated With each identi?er. As described 
in Chapter 7.7.1, the access rights granted by ACL de?ne 
management server identi?ers authorized to get, add, replace, 
and/or remove a node. Thus, different access rights may be 
given to various device management servers, and device man 
agement commands from non-entitled management servers 
are not performed on the management tree. HoWever, besides 
a capability to control access of management servers to nodes 
of a management tree, a general need further exists to limit the 
use of the con?gurations in the device. For instance, compa 
nies Wish to control terminals used for accessing company IT 
services in a better Way in order to protect corporate data and 
services. 

BRIEF DESCRIPTION OF THE INVENTION 

A method, a device management system, data processing 
devices, and a computer program product are noW provided, 
Which are characterized by What is stated in the independent 
claims. Some embodiments of the invention are described in 
the dependent claims. 

According to an aspect of the invention, a device With 
multiple con?guration data sets comprises access control 
information originated and/or controlled by an external man 
aging entity for de?ning a right of an application to access a 
con?guration data set. The access control information is 
checked in response to an indication from an application 
requiring access to a con?guration data set. If the application 
is, on the basis of the access control information, entitled to 
access the con?guration data set, access to the con?guration 
data set is arranged for the application. 
The term “con?guration data set” generally refers to a set 

of data comprising con?guration information having direct or 
indirect effect on one or more functions of the device or an 

application in the device. For instance, the con?guration data 
set may comprise an IP address or a domain name of a server 

on the basis of Which a connection is arranged from the 
device. 
The invention makes it possible to control access of appli 

cations to con?guration data. More particularly, access rights 
may be speci?ed and/or controlled by an external entity. A 
device may comprise multiple con?guration data sets With 
different access control properties. For instance, a con?gura 
tion data set specifying access settings for a corporate infor 
mation system may be controlled by con?guration manage 
ment softWare operated by corporate IT personnel. 

According to an embodiment, at least one service context is 
stored in the device, Wherein the service context comprises at 
least the con?guration data set. Access to the service context 
is alloWed for the application on the basis of the access control 
information only if the application is, by the external manag 
ing entity, predetermined in access control information asso 
ciated With the service context. Various usage contexts, pos 
sibly comprising also non-settings related data, such as user 
related data stored by an application in the device, may then 
be provided in the device. 

BRIEF DESCRIPTION OF THE FIGURES 

The invention is noW described in greater detail by means 
of some embodiments and With reference to the attached 
draWings, in Which 
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FIG. 1 illustrates a management system, 
FIG. 2 illustrates a device With multiple con?gurations, 
FIG. 3 illustrates a method according to an embodiment of 

the invention; and 
FIGS. 4a and 4b illustrate a method according to an 

embodiment of the invention. 

DETAILED DESCRIPTION OF SOME 
EMBODIMENTS OF THE INVENTION 

One embodiment of the invention Will be described in the 
folloWing in a system supporting OMA device management; 
it should, hoWever, be noted that the invention can be applied 
to any device management system in Which con?gurations in 
a managed device may be managed by an external manage 
ment entity. 

FIG. 1 illustrates a netWorked system. A netWork server or 
a PC typically serves as a server S. For instance, a mobile 

station, PC, laptop computer, a PDA (Personal Digital Assis 
tant) device, or a module thereto may serve as a terminal TE. 
In the folloWing embodiments, it is assumed that for device 
management, the terminal TE serves as a device management 
client and the server S as a device management server. The 
server S can manage several clients TE. 

In the ?rst example of FIG. 1 clients TE and management 
servers S are connected to a local area netWork LAN. A client 

TE connected to the netWork LAN comprises a functionality, 
such as a netWork card and software controlling data trans 
mission, for communicating With the devices in the netWork 
LAN. The local area netWork LAN can be any kind of local 
area netWork and TE can also be connected to the server S 
through the Internet typically using a ?rewall PW. The termi 
nal TE can also be connected to the local area netWork LAN 
Wirelessly through an access point AP. 

In the second example, the client TE communicates With 
the server S through a mobile netWork MNW. A terminal TE 
connected to the netWork MNW comprises a mobile station 
functionality for communicating Wirelessly With the netWork 
MNW. There may also be other netWorks, such as a local area 
netWork LAN, betWeen the mobile netWork MNW and the 
server S. The mobile netWork MNW can be any Wireless 
netWork, for instance a netWork supporting GSM services, a 
netWork supporting GPRS (General Packet Radio Service) 
services, a third-generation mobile netWork, such as a net 
Work according to the netWork speci?cations of 3GPP (3rd 
Generation Partnership Project), a Wireless local area net 
Work WLAN, a private netWork, or a combination of several 
netWorks. In addition to the examples above, many other 
device management con?gurations are also possible, such as 
a management connection betWeen terminals TE or a direct 
management connection betWeen the terminal TE and server 
S by using a Wireless or a Wired connection With no other 
netWork elements. 

The terminal TE and the server S comprise memory, a user 
interface, I/O means for data transmission, and a central pro 
cessing unit comprising one or more processors. The memory 
has a non-volatile portion for storing applications controlling 
the central processing unit and for other information to be 
stored, and a volatile portion to be used in temporary data 
processing. 

Computer program code portions executed in the central 
processing unit can cause the server S to implement the inven 
tive means for establishing and managing service contexts in 
the terminal TE, some embodiments of Which are illustrated 
in connection With FIG. 4a. Computer program code portions 
executed in the central processing unit of the terminal TE can 
cause the terminal TE also to implement the inventive means 
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4 
for arranging con?gurations into the terminal and for arrang 
ing use of con?gurations in the terminal TE, some embodi 
ments of Which are illustrated in connection With FIGS. 2, 3, 
4a, and 4b. It is to be noted that one or more entities may carry 
out the inventive functions. For instance, some of the features 
illustrated in FIG. 3 are carried out by a speci?c access con 
troller in the terminal TE, Whereas some other features are 
carried out by an application in the terminal TE. The com 
puter program can be stored on any storage medium, from 
Which it can be loaded into the memory of the device TE; S 
running the computer program. The computer program can 
also be loaded through the netWork by using a TCP/IP proto 
col stack, for instance. It is also possible to use hardWare 
solutions or a combination of hardWare and softWare solu 
tions to implement the inventive means. A chip unit or some 
other type of module for controlling the device TE and/or S 
may, in one embodiment, cause the device TE and/or S to 
perform the inventive functions. A data structure comprising 
service context speci?c information can be transferred over a 

data transmission netWork, for instance, from the server S to 
the terminal TE and stored in the memory of the terminal TE. 

In one embodiment, the terminal TE and the server S are 
arranged to support the OMA device management (DM). The 
terminal TE serving as an OMA device management client 
comprises a client agent functionality that takes care of func 
tions related to the management session in the client. The 
server S serving as a device management server comprises a 
server agent or a server master functionality managing the 

management session. HoWever, it is to be noted that the appli 
cation of these functionalities is not limited to any speci?c 
devices, and it is even possible that the client and server 
functionalities are implemented in a single physical device. 
One or more management trees stored in the memory of TE 
represents the manageable objects in the terminal TE. The 
management tree is made up of nodes and it de?nes at least 
one management object formed of one or more nodes or at 

least one parameter of a node. The node can be an individual 

parameter, a subtree or a data collection. The node may com 

prise at least one parameter that may be a con?guration value 
or a ?le, such as a background image ?le in the node. The 
contents of the node can also be a link to another node. Each 
node can be addressed by a uniform resource identi?er (URI). 
An authorized device management server can add (dynamic) 
and change contents of nodes in the management tree. 

FIG. 2 illustrates a terminal TE environment 200 With 
multiple con?gurations. The environment 200 is provided 
With one or more service contexts 203. A service context 203 
may be regarded as an area in the terminal TE to Which access 
is controlled. Hence, information stored in a service context 
speci?c storage area in the terminal TE may specify or form 
the service context 203. In one embodiment service contexts 
203 represent different con?gurations in the terminal TE used 
for accessing services, for instance an Internet access service. 
As illustrated by arroWs from the service context 203, a ser 
vice context 203 representing a con?guration may comprise 
certi?cates 206, settings 205, and/or some other type of data 
208 speci?c to the service context. As illustrated in FIG. 2, 
information belonging to a service context 203 may be stored 
in multiple storage locations, or in a single storage position. 
For instance, a service context 203 may comprise or be asso 
ciated With sensitive user data 208 stored in a ?le system 207, 
settings 205 and certi?cates 206 stored in a central repository 
204, Which may be a speci?c storage for service context 
information. Data 208 belonging to a service context 203 may 
be any data received in the terminal TE or originated by an 
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application 202. For instance, a user may enter a calendar 
entry Which is stored as data 208 belonging to the service 
context 203. 
A secure execution environment 201 may control access to 

service context 203 information, and storage positions com 
prising service context contents may be secured. Although 
not shoWn in FIG. 2, the execution environment 201 may 
comprise an access controller arranged to control access to 
service context information. An external management entity, 
in one embodiment of a service context manager 211, may 
grant rights for applications 202 to access information 
belonging to a service context 203. Access control informa 
tion (ACI) 212 originated and/or controlled by the external 
management entity (211) may be stored in the terminal TE for 
de?ning rights to access service contexts 203. Further, the 
execution environment 201 may attend to securing data trans 
fer betWeen the application 202 authoriZed to access the ser 
vice context 203 and one ore more storage positions compris 
ing the service context information. In one embodiment, at 
least some security services are arranged by an operating 
system of the terminal TE. 

Applications 202 may be executed inside the secure execu 
tion environment 201 of the terminal environment 200. 
Access to one or more service contexts 203 is arranged for an 
application 202 in order to initiate a service for a user of the 
terminal TE, if the access control information 212 enables 
this. This access control information 212 may be de?ned in 
many Ways in the terminal TE. For instance, a ?le identifying 
entities entitled to access a service context 203 may be stored 
in the terminal TE, and the terminal TE is arranged to provide 
access to the service context 203 only for entities directly or 
indirectly identi?ed in the ?le. The access control information 
212 could be de?ned in terminal TE as parameters for a 
softWare component implementing service context access 
control functions, for instance. Thus, the terminal TE is pro 
vided With access control rules for de?ning entitlement to 
access a service context 203. The access control information 
?le may be a list of application identi?ers or a list of applica 
tion source identi?ers. HoWever, instead of or in addition to 
application identi?ers, the access control information could 
specify access control information of other entities in the 
terminal TE, such as application groups or application execu 
tion environments. The access control information 212 may 
be service context or service context group speci?c. For 
instance, access control information 212 may comprise a 
plurality of different pro?les for corporate access, tailored for 
different usage situations. In one embodiment, this adminis 
trative access control information 212 belongs to the service 
context information. 

In accordance With an embodiment, a certi?cate 206 of an 
application 202 is checked in order to reliably de?ne an 
identi?er associated With the application 202. On the basis of 
this identi?er, the terminal TE is then arranged to check 
Whether or not the application 202 is entitled to access the 
service context 203. These certi?cates 206 may be stored 
Within service context information (for instance the certi? 
cate 206 in the central repository 204) and/or outside the 
service context 203, for instance Within application 202 data 
in the ?le system 207. The certi?cate 206 is associated With at 
least one application 202 in the terminal TE. The certi?cate 
206 has been issued and digitally signed by a trusted third 
party, such as a general certi?cation authority or an applica 
tion developer, to prove the integrity and source of the asso 
ciated application 202. The certi?cate 206 could be obtained 
for the terminal TE separately from the access control infor 
mation 212, for instance during installation of application, or 
it may even form a part of the service context information or 
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6 
access control information from the managing entity. It is to 
be noted that the certi?cate 206 may in one embodiment be 
acquired during the access control procedure for checking the 
right of the application 206 to access certain service context 
203. The certi?cate 206 may include at least some of the 
folloWing: a name of the certi?cate holder, a serial number, an 
expiration date, a copy of the certi?cate holder’s public key, 
and the digital signature of the issuer so that a recipient can 
verify that the certi?cate is authentic. 
As also illustrated by the broken lines in FIG. 2, the service 

contexts 203 may be managed by the external authoriZed 
managing entity 211. This may mean that some or all of the 
informationbelonging to the service context 203 may be read, 
added, modi?ed, and/ or removed by the external managing 
entity 211. In one embodiment, the OMA DM is applied to 
managing service contexts 203. At least some of the service 
context 203 information may be stored in a management tree, 
Which is modi?ed by a device management agent on the basis 
of device management commands from an OMA device man 
agement server (S). 

FIG. 3 illustrates a method of an embodiment for using 
service contexts in terminal TE. In step 301, there may be a 
need to initiate a service by an application 202 such that the 
application 202 requires information stored under one or 
more service contexts 203 for service set-up, or for some 
other purpose. This need typically arises based on a user 
input, but a service may also be initiated based on some other 
trigger, such as a command from an external device. Service 
contexts 203 available for the service may be checked in step 
302. If the check 302, 303 reveals more than one available 
service context 203, a preferred service context 203 is 
selected 305. For instance, the terminal TE may store a pref 
erence list indicating the service contexts 203 in a preference 
order. A default service context 203 could be selected in step 
305. OtherWise, an available service context 203 is selected 
304. The application 202, or an application manager, may be 
adapted to perform steps 301 to 305. Although not shoWn in 
FIG. 3, it is to be noted that the service context selection 
procedure may involve prompting a user of the terminal TE to 
select a service context and/or to con?rm the selection of the 
service context. 
The method then proceeds to step 306, Wherein access to a 

selected service context is requested or a need to access the 
service context speci?c data is otherWise indicated. On the 
basis of access control information 212 from and/or con 
trolled by a managing entity, it is checked 307 Whether the 
application 202 is authorized to access the service context 
203. The relevant access control information 212 may be 
obtained from the memory of the TE, or in one embodiment 
the terminal TE may be arranged to request and receive access 
control information from an external entity, such as the exter 
nal managing entity 212. The managing entity may be the 
service context manager 21 1 or some other entity, for instance 
an entity that has issued the certi?cate 206. If the application 
202 is not authorized, access for the application 202 is denied 
308 to the service context 203. 

According to an embodiment, step 307 comprises tWo sub 
steps. First, a certi?cate 206 associated With the application 
202 requiring access to the service context 203 is checked. By 
checking the certi?cate 206 it is possible to ensure the integ 
rity and/or source of the application 202. In a second sub-step, 
an identi?er obtained from the application’s 202 certi?cate 
206 is compared With identi?ers in predetermined access 
control information 212. An application source identi?er 
from the certi?cate 206 may in one embodiment be compared 
in the second sub-step With predetermined application source 
identi?ers in the access control information 212. The access 
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control information 212 in the present embodiment speci?es 
those applications, groups of applications or application 
sources that are authorized to use the service context 203. 

Thus, if the identi?er from the certi?cate 206 of the applica 
tion 202 can be found in the access control information 212, 
the application is authorized. 

If the application 202 is authorized on the basis of a check 
307, the application may access 309 information associated 
With the service context 203, and the application 202 may 
then initiate 310 the service on the basis of the associated 
service context information. 

In one embodiment, the service context 203 comprises or is 
associated With settings required for arranging a connection 
from the terminal TE to one or more netWork resources for 

accessing a service. Thus, the application 202 may in step 310 
establish a connection using these settings. These settings 
could specify access to corporate intranet resources, such as 
an email server and an email account. HoWever, also many 
other services exist for Which the service context 203 may be 
used. 

In an embodiment, the terminal TE comprises access con 
trolled application (speci?c) data 208 belonging to or associ 
ated With a service context 203 such that access to the appli 
cation data 208 is arranged only for applications 202 
authorized by the external managing entity 211. This appli 
cation data 208 is typically user related and stored by an 
application 202 in the terminal TE on the basis of a user input. 
In step 310 the application data 208, such as a ?le comprising 
corporate e-mails, may be displayed and possibly further 
processed by an application 202 (an e-mail client application 
in this example). 
A service context 203 may be selected or de?ned When 

using an application 202. A service context 203 may be 
selected When an application 202 is activated and/or When 
neW contents are to be speci?ed as service context informa 

tion. For instance, When an e-mail application is activated, the 
user selects a desired pro?le or e-mail account, Whereby a 
service context associated With the pro?le or e-mail account is 
also selected. Thus, When the application 202 later requires 
access to service context 203 information, steps 302 to 305 
are unnecessary but information in the associated service 
context 203 may be used, for instance for establishing a 
connection to a remote e-mail server. In another embodiment, 
a service context 203 may be speci?ed for a user data item, 
such as an e-mail message. This service context 203 could be 
selected in connection With storing of a data item. For 
instance, When the user has ?nished preparing an e-mail item 
and selects to store the item, available service contexts 203 
(for the e-mail application) are shoWn to the user. The user 
may then select the service context 203 With Which the data 
item is to be associated and thus possibly the storage position 
of the data item, and the data item is stored accordingly. Later, 
the data item may be used as any other service context 203 
speci?c data, i.e. access to the data item is alloWed only for 
authorized applications 202. 

In one embodiment, access to the service contexts 203 is 
controlled (steps 307 to 309) by a security procedure in the 
secure execution environment 201, such as a speci?c access 
controller entity. It is also feasible that the execution environ 
ment 201 checks 303 and selects 304, 305 a service context 
203 for the application 202. A speci?c service context selec 
tor may be provided in the secure execution environment 201. 

In another embodiment, service contexts 203 available for 
the application 202 requiring access to the service context 203 
are checked already in step 302. In this embodiment, only 
service contexts 203 for Which the certi?cate of the applica 
tion 202 alloWs access (or for Which the application has 
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8 
access authorization by some other means) are considered for 
the service. In this embodiment, access to a service context 
203 is attempted only by authorized applications 202 and 
unnecessary requests are thus avoided. 

FIGS. 4a and 4b illustrate a method for establishing and/or 
modifying a service context 203 in the terminal TE by the 
server S according to an embodiment. In FIG. 4a, features of 
the server S functioning as the device management server are 
illustrated. In step 401, a need exists to create a neW service 
context 203 and/ or to modify an existing service context 203 
in the managed terminal device TE. In another embodiment, 
a need exists to add or modify access control information 212 
related to a service context 203. 
A device management session is then arranged 402 

betWeen the device management server functionality in the 
server S and the device management client functionality in 
the terminal TE. Conventional OMA DM session establish 
ment functions illustrated in the OMA speci?cation “SyncML 
Device Management Protocol”, version 1.1.2, 12 Dec. 2003, 
41 pages, may be utilized. 

Service context related information, for instance connec 
tion settings 205, and/or access control information 212, are 
speci?ed 403 in one or more device management commands. 
In the present embodiment, at least some of the service con 
text information in the device management command(s) is 
addressed to one or more service context speci?c device 
management tree nodes. The management command is trans 
mitted 404 to the terminal TE. 

FIG. 4b illustrates functions in the terminal TE receiving 
service context related information. In step 410, a device 
management command is received from a device manage 
ment server (S). The service context related data, including 
access control information, may be stored in the terminal TE. 
More speci?cally, in step 411 the device management client 
in the terminal TE de?nes the required actions on the basis of 
the received device management command. The device man 
agement tree in the terminal TE may then be modi?ed by the 
neW and/or modi?ed information related to the service con 
text 203. For instance, a neW node may be added With anACL 
list de?ning the server S as being the only authorized device 
management server to modify the node. It is to be noted that 
the management tree may only serve as a vieW to the managed 
information, Whereby the managed information may be 
stored outside the management tree. 

If the service context 203 is created for the ?rst time and 
device management has not been provisioned for the terminal 
TE, OMA client provisioning methods may be used ?rst to 
initiate and con?gure the device management before service 
context speci?c management commands. Thus, in steps 402 
and 410, a connection for arranging provisioning may be 
utilized. 
The management tree may comprise one or more nodes for 

access control information 212, even if the access control 
information 212 is not part of the service context 203. In a 
manner similar to that illustrated above, by utilizing a device 
management command addressed to a node for access control 
information 212, it is possible to arrange the modi?cation, 
deletion, or addition of access control information 212. Thus, 
an external managing entity may easily change the access 
control con?guration in the managed device TE. It is to be 
noted that FIGS. 4a and 4b are only exemplary. For instance, 
the device management command could be formed before the 
establishment of the management session. In one embodi 
ment, a service context 203 may be created or modi?ed by an 
authorized party in the terminal TE, for instance a user. Simi 
lar procedures as already illustrated in connection With FIG. 
3, steps 306-309 may be utilized When accessing service 
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context information. It is thus unnecessary to apply device 
management mechanisms to modify service context 203 
information. 

In one embodiment, the service context manager 211 or a 
service provider, in the embodiment of FIG. 4a the server S, 
may check that a suitable service context is in place and/or 
used appropriately in the terminal TE. The service provider 
may thus check that correct settings are in place and only 
applications from a trusted source are used. This check could 
be implemented by using OMA DM GET commands to the 
nodes comprising this service context data. This embodiment 
may be implemented after steps 404 and 412 or at some other 
point of time, for instance after receiving a service request 
from an application 202 in the terminal TE. 

In steps 402, 403, 410, and 411, it is possible to utilize the 
mechanisms of the device management protocol and the mes 
sages de?ned for it; for a more detailed description of the 
OMA device management protocol and other commands, for 
instance, reference is made to the OMA speci?cation “Syn 
cML Device Management Protocol”, version 1.1.2, 12 Dec. 
2003, 41 pages, and the OMA speci?cation “SyncML Repre 
sentation Protocol Device Management Usage”, version 
1.1.2, 12 Jun. 2003, 39 pages. 

In accordance With an embodiment, the contents of a ser 
vice context 203 may be associated With different access 
control rules and/or access right levels on the basis of the 
access control information 212. In a further embodiment, 
different access rules are applied to different portions of the 
service context 203. For instance, settings 205 of the service 
context 203 specifying a connection to a corporate email 
server may be read (by an application 202 authorized to 
access the service context 203) but not modi?ed, Whereas 
access to data 208 in a ?le system 207 associated With the 
service context 203 may be both read and modi?ed. In this 
embodiment, the contents of service contexts 203 may be 
differentiated in respect of access control. 
Some exemplary rules that may be applied as the above 

illustrated embodiment are: right to read (all or only a speci?c 
part of the service context data), right to remove, and right to 
add. The access control rules and/or right levels may be 
speci?ed Within the access control information 212 or some 
other storage. In one embodiment, access policies are speci 
?ed by XACML (Extensible Access Markup Language). If 
OMA DM is applied, access control lists may be speci?ed in 
a management tree for determining one or more external 
device management servers authorized to access associated 
service context related data, i.e. the external management 
entities may be speci?ed by OMA DM access control lists. 

In an alternative or complementing embodiment, different 
access control rules are associated With different users of the 
service contexts 203 on the basis of the access control infor 
mation 212. In this embodiment, it is possible to apply dif 
ferent access rights for different applications 202 and users of 
the terminal TE, for instance. As an example, a service con 
text 203 (or part thereof) may be set to be modi?able only by 
the user of or the subscriber to the terminal TE and an external 
managing entity originating and/or controlling the service 
context 203. 

In one embodiment, the user of or the subscriber to the 
terminal TE is alWays entitled to remove or delete service 
contexts 203 from the terminal TE. Since a service context 
203 is required for obtaining a service, the terminal TE cannot 
be used for accessing the service after the service context 203 
has been deleted. Thus no full control needs to be given for 
any administrator 211 of a service context 203, and users do 
not have to give up a right to control their terminals. No 
service context needs to be forced to any terminal but the 
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10 
user/ subscriber may Wish to use a service and therefore 
accept a service context into the terminal TE. Since the ser 
vice context 203 itself may be set to be modi?able only by the 
authorized management entity (211), it is possible to prevent 
access of the user to modify the service context 203. 

In a further embodiment, a capability to inform the autho 
rized managing entity 211 about user deleted service contexts 
203 is provided. A feature or application 203 handling dele 
tion of a service context 203 on the basis of a user input may 
be con?gured to transmit a message to the authorized man 
aging entity 211 informing about the deletion of the service 
context 203 from the terminal TE. In another embodiment, 
the authorized managing entity 211 is con?gured to check the 
service contexts 203 (Which it is authorized to vieW) in the 
terminal TE in order to detect deleted ones. For instance, 
periodic checks may be performed by OMA DM procedures 
on the nodes comprising service context data. 

It should be noted that the embodiments described above 
could also be applied in any combination thereof. It is appar 
ent to a person skilled in the art that While technology 
advances, the basic idea of the invention can be implemented 
in many different Ways. The invention and its embodiments 
are thus not restricted to the examples described above, but 
can vary Within the scope of the claims. 
The invention claimed is: 
1. A method comprising: 
storing multiple con?guration data sets and a plurality of 

applications in a device, 
checking access control information for de?ning a right of 

an application in the device to access a con?guration 
data set in response to an indication from an application 
in the device requiring access to a con?guration data set, 
and 

in response to the application being entitled to access the 
con?guration data set, on the basis of the access control 
information, arranging access to the con?guration data 
set for the application, Wherein at least one service con 
text is stored in the device, the service context compris 
ing at least the con?guration data set, and access to the 
service context is alloWed for the application on the basis 
of the access control information if the application is 
authorized on the basis of access control information 
associated With the service context, 

Wherein access control information comprises at least one 
of information speci?ed by an external entity and infor 
mation controlled by an external entity. 

2. A method as claimed in claim 1, Wherein selection of a 
con?guration data set is arranged for the application in 
response to a plurality of con?guration data sets being avail 
able for the application. 

3. A method as claimed in claim 1, Wherein a service is 
arranged by the application on the basis of at least part of the 
con?guration data set. 

4. A method as claimed in claim 1, Wherein at least one of 
the con?guration data set and the access control information 
thereon is arranged into the device by: 

establishing a device management session or a connection 
for arranging provisioning betWeen a device manage 
ment server and the device, 

receiving said at least one of the con?guration data set and 
the access control information through the device man 
agement session or the connection for provisioning, and 

storing said at least one of the con?guration data set and/or 
the access control information in the device. 

5. A method as claimed in claim 1, Wherein the service 
context comprises user related data stored by an application 
of the device. 
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6. A method as claimed in claim 1, wherein the con?gura 
tion data set comprises settings required for arranging a con 
nection from the device to one or more netWork resources for 

accessing a service, the method further comprising establish 
ing a connection to one or more netWork resources on the 

basis of the settings. 
7. A method as claimed in claim 1, Wherein data transfer 

betWeen the application authorized to access the con?gura 
tion data set and a storage position comprising the con?gu 
ration data set is secured. 

8. A method as claimed in claim 1, Wherein access to a 
con?guration data set is controlled on the basis of comparison 
betWeen predetermined identi?ers in the access control infor 
mation and an identi?er in a certi?cate associated With the 
application and certifying a source of the application. 

9. A device management system comprising a device man 
agement server and a device management client to be man 
aged, Wherein the device management system is con?gured to 
manage at least one device management client by means of a 
management structure comprising at least one node, 

the system is con?gured to store access control information 
originated or controlled by an external managing entity 
for de?ning a right of an application in a device com 
prising the device management client to access a con 
?guration data set, 

the system is con?gured to check the access control infor 
mation in response to an indication from an application 
in the device requiring access to a con?guration data set, 

in response to the application being, on the basis of the 
access control information, entitled to access the con 
?guration data set, the system is con?gured to provide 
the application With access to the con?guration data set, 
and 

the system is con?gured to arrange a service by the appli 
cation on the basis of at least part of the con?guration 
data set. 

10. A data processing device, comprising 
at least one memory including computer program code, 

and 
at least one processor, Wherein the memory and the com 

puter program code are con?gured to, With the at least 
one processor, cause the device at least to: 

store multiple con?guration data sets and access control 
information for de?ning a right of an application in the 
device to access a con?guration data set, 

check the access control information in response to an 
indication from an application in the device, of a plural 
ity of applications, requiring access to a con?guration 
data set, and 

arrange access to the con?guration data set for the appli 
cation in response to the application being entitled to 
access the con?guration data set, on the basis of the 
access control information, Wherein the data processing 
device is caused to store at least one service context 
comprising at least the con?guration data set, and 

the data processing device is caused to alloW the applica 
tion to access the service context on the basis of the 
access control information if the application is autho 
riZed on the basis of access control information associ 
ated With the service context. 

11. A data processing device as claimed in claim 10, 
Wherein the service context comprises user related data stored 
by an application of the data processing device. 

12. A data processing device as claimed in claim 10, 
Wherein the con?guration data set comprises settings 
required for arranging a connection from the device to one or 
more netWork resources for accessing a service, and 
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12 
the data processing device is caused, by the memory and 

the computer program code With the at least one proces 
sor, to establish a connection to one or more netWork 

resources on the basis of the settings. 
13. A data processing device as claimed in claim 10, 

Wherein the data processing device is caused, by the memory 
and the computer program code With the at least one proces 
sor, to arrange selection of a con?guration data set for the 
application in response to a plurality of con?guration data 
sets being available for the application. 

14. A data processing device as claimed in claim 10, 
Wherein data transfer betWeen the application authoriZed to 
access the con?guration data set and a storage position com 
prising the con?guration data set is secured. 

15. A data processing device as claimed in claim 10, 
Wherein access to a con?guration data set is controlled on the 
basis of comparison betWeen predetermined identi?ers in the 
access control information and an identi?er in a certi?cate 

associated With the application and certifying a source of the 
application. 

16. A data processing device as claimed in claim 10, 
Wherein the data processing device comprises a device man 
agement client according to an Open Mobile Alliance device 
management standard, and 

the data processing device is caused, by the memory and 
the computer program code With the at least one proces 
sor, to perform at least one of add a con?guration data set 
and modify a con?guration data set on the basis of a 
device management command received from a device 
management server to a node of a management tree in 
the data processing device. 

17. A data processing device as claimed in claim 10, 
Wherein the data processing device is caused, by the memory 
and the computer program code With the at least one proces 
sor, to check the access control information in response to a 
request from the application to access the con?guration data 
set. 

18. A data processing device as claimed in claim 10, 
Wherein the data processing device is caused, by the memory 
and the computer program code With the at least one proces 
sor, to arrange a service by the application, based at least in 
part on the con?guration data set. 

19. A data processing device, comprising 
at least one processor, and 
at least one memory including computer program code, 

Wherein the at least one memory and the computer pro 
gram code are con?gured to, With the at least one pro 
cessor, cause the data processing device at least to: 

transmit management commands to a managed device, and 
control access control information for de?ning a right of an 

application in the managed device to access a con?gu 
ration data set in the managed device, Wherein the access 
control information controlled by data processing 
device is associated With at least one service context of 
the managed device, the service context comprising at 
least the con?guration data set, and the access control 
information de?nes the right of the application to access 
the service context. 

20. A data processing device as claimed in claim 19, 
Wherein the data processing device is con?gured to establish 
a device management session With the managed device, 

the data processing device is caused to form a device man 
agement command addressed to a node representing at 
least one of the access control information and the con 
?guration data set in a management tree of the managed 
device, and 
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the data processing device is caused to transmit the device 
management command to the managed device. 

21. A data processing device as claimed in claim 19, 
Wherein the data processing device is a device management 
server according to the Open Mobile Alliance device man 
agement standard. 

22. A data storage medium storing a computer program 
product doWnloadable into a memory of a data processing 
device, the computer program product comprising computer 
program code Which, When executed in a processor of the data 
processing device, causes the data processing device to: 

check access control information for de?ning a right of an 
application in the device to access a con?guration data 
set in response to an indication from an application in the 
device requiring access to a con?guration data set, and 

in response to the application being entitled to access the 
con?guration data set, on the basis of the access control 
information, arrange for access to the con?guration data 
set for the application, Wherein at least one service con 
text comprising at least the con?guration data set is 
stored in the data processing device, and 

alloW the application to access the service context on the 
basis of the access control information if the application 
is authoriZed on the basis of access control information 
associated With the service context. 

23. A data storage medium according to claim 22, the 
computer program product comprising computer program 
code for checking the access control information in response 
to a request from the application to access the con?guration 
data set. 

24. A data storage medium as claimed in claim 22, Wherein 
the service context comprises user related data stored by an 
application of the device. 

25. A data storage medium as claimed in claim 22, Wherein 
the con?guration data set comprises settings required for 
arranging a connection from the device to one or more net 

Work resources for accessing a service, the method further 
comprising establishing a connection to one or more netWork 
resources on the basis of the settings. 

26. A data storage as claimed in claim 22, Wherein the 
computer program product comprising computer program 
code for arranging selection of a con?guration data set for the 
application in response to a plurality of con?guration data 
sets being available for the application. 

27. An apparatus comprising: 
a transmitter for transmitting device management com 
mands to a managed device, 
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14 
a controller for controlling access control information for 

de?ning a right of an application in the managed device 
to access a con?guration data set in the managed device, 
Wherein the access control information controlled by the 
apparatus is associated With at least one service context 
of the managed device, the service context comprising at 
least the con?guration data set, and the access control 
information de?nes the right of the application to access 
the service context. 

28. The apparatus as claimed in claim 27, Wherein the 
apparatus is con?gured to establish a device management 
session With the managed device, 

the apparatus is con?gured to form a device management 
command addressed to a node representing at least one 
of the access control information and the con?guration 
data set in a management tree of the managed device, 
and 

the apparatus is con?gured to transmit the device manage 
ment command to the managed device. 

29. The apparatus as claimed in claim 27, Wherein the 
apparatus is con?gured to provide a device management 
server according to Open Mobile Alliance device manage 
ment standard. 

30. An apparatus comprising: 
means for storing multiple con?guration data sets and a 

plurality of applications, 
means for storing access control information for de?ning a 

right of an application in the apparatus to access a con 
?guration data set, 

means for checking the access control information in 
response to an indication from an application in the 
apparatus requiring access to a con?guration data set, 
and 

means for arranging access to the con?guration data set for 
the application in response to the application being 
entitled to access the con?guration data set, on the basis 
of the access control information, Wherein the apparatus 
is con?gured to store at least one service context com 
prising at least the con?guration data set, and 

the apparatus is con?gured to alloW the application to 
access the service context on the basis of the access 
control information if the application is authorized on 
the basis of access control information associated With 
the service context. 


