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USING A FIRST WIRELESS LINK TO 
EXCHANGE IDENTIFICATION 

INFORMATION USED TO COMMUNICATE 
OVER A SECOND WIRELESS LINK 

RELATED APPLICATION(S) 

This application claims the bene?t of US. Provisional 
Application No. 61/095,001, entitled “Central Server 
Enabled Proximity Based Applications Utilizing Both Short 
Range, and WideArea Wireless Radios”, ?led on Sep. 8, 2008 
and US. Provisional Application No. 61/095,359, entitled 
“Central Server Enabled Proximity Based Applications Uti 
liZing Both Short Range, and Wide Area Wireless Radios”, 
?led on Sep. 9, 2008. The entire teachings of the above 
applications are incorporated herein by reference. 

BACKGROUND OF THE INVENTION 

Several key internet applications have become increas 
ingly popular in recent years. A current trend in internet usage 
involves social netWorking. Social networking involves mak 
ing use of internet services Which alloW for the interaction and 
sharing of information betWeen users of service. 

Recently, mobile Wireless communication standards have 
progressed to the point Where relatively high speed data con 
nections are possible to the phone over the Wireless Wide area 
netWork (WWAN). These standards include lxEV-DO, 
HSDPA, EDGE, GPRS, Wi-Max (IEEE802.16e) and the like. 
Some social netWorking sites have included interfaces to their 
Web sites optimiZed to make use of such high data rate mobile 
services for use on a mobile phone. These services are 
referred to as mobile social netWorking. For the most part, 
these services are simply versions of the standard social net 
Working, redesigned to be usable on a mobile phone, adding 
little in the Way of increased capability. 

With the common capability of global positioning system 
(GPS) receivers being incorporated into phones, some addi 
tional capabilities have been added to some mobile social 
netWorking interfaces by incorporating location information 
for the user and that of the individual they interact With. 

These services are utiliZing GPS to determine the location 
of one mobile Wireless user and to another to facilitate mobile 
social netWorking. An example of an existing application 
utiliZing this approach is Loopt (WWW.loopt.com), Which 
coordinates location based social interaction. One problem 
With GPS based mobile application involves the GPS receiver 
not receiving suf?cient signal strength in many indoor loca 
tions. As a result these enhanced capabilities have typically 
been targeted at either navigation to a speci?ed location, or as 
in the case With Loopt, alloWing a user to see Where their 
friends are located in a relatively large geographic location, 
on a map. 

Another popular application for the internet is electronic 
commerce. Just as With social netWork, e-commerce services 
have provided interfaces optimiZed for use on mobile phones 
Which provide basically the same capabilities as the standard 
interfaces. Very little location or proximity information has 
been used to enhance the mobile e-commerce experience. 
Some attempts have been made to utiliZe RFID (Radio 

Frequency Identi?cation) chips to perform mobile payments. 
This approach requires the additional hardWare on a phone in 
the form of a RFID chip, or other specialiZed features. As a 
result, mobile electronic commerce has mostly alloWed users 
to perform transaction With a remote party, such as purchas 
ing an item on ebay (WWW.ebay.com). To date mobile elec 
tronic payments for individuals Who are in close proximity to 
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2 
each other have not been practical for a number of reasons. 
First there is a need for the individuals to have a third trusted 
party to help facilitate the electronic transaction. Secondly, 
there needs to be a convenient, electronically secure, person 
ally secure and anonymous method for each of the individuals 
to specify the party With Which they Wish to engage in a 
transaction. Thirdly, there is a need to cross validate the 
identities of the individuals engaged in the transaction. 
Finally, this method must Work in indoors locations. 
Most mobile phones on the market today support at least 

tWo Wireless standards; one for the cellular Wireless Wide area 
netWork connection (WWAN) and one for a Wireless personal 
or local area netWork (WPAN, WLAN). The cellular connec 
tion or WWAN is utiliZed for voice and data and can adhere to 
many different standards such as CDMA (IS-2000), GSM, 
W-CDMA, WiMax, etc. The WPAN or WLAN connection is 
typically for short range communications and is often used 
for Wireless hands free devices, such as headsets, peripherals, 
or higher speed internet connections. The typical standards 
used for the sort range Wireless communications include 
Bluetooth, Wi-Fi, and in some cases Ultra-Wide-Band 

(UWB). 
In another approach to mobile social netWorking some 

services have attempted to utiliZe short range Wireless capa 
bilities often available on phones such as IEEE802.1 1 (Wi-Fi) 
or Bluetooth to facilitate peer to peer communications. These 
are also referred to a MANETs or Mobile Ad-hoc NetWorks. 
These services typically consist of a softWare application 
operating on a mobile phone using peer to peer netWorks to 
facilitate communication betWeen Wireless devices. 
Examples of such existing applications include Mobile 
Cheddar, Peer-2-Me, and Flobbi. Published US Patent appli 
cation US 2008/0182591 A1 ?led Dec. 13, 2007 describes 
one such peer to peer approach. One issue With these 
approaches is that one can not communicate With a peer once 
the devices are no longer in proximity. A further disadvantage 
is that all information to be exchanged must be stored locally 
on each of the peer devices as the communication occurs 
directly betWeen the tWo devices and any policy for the deliv 
ery of locally stored content is dif?cult to enforce Without the 
potential for fraud such as spoo?ng identities betWeen the 
peers. Such fraud may lead to concerns of personal safety or 
privacy alloWing the identity of an individual to be deter 
mined When it is not desired. Further this peer to peer model 
is inadequate for mobile electronic commerce in part due to 
the lack of an independent third party to facilitate the services 
required for a secure proximity based mobile electronic trans 
action as previously mentioned. 

SUMMARY OF THE INVENTION 

The present invention is generally concerned With facili 
tating the exchange of information and transactions betWeen 
tWo entities associated With tWo Wireless devices When the 
devices are in close proximity to each other utiliZing both a 
short range and a long range Wireless capability. 

Preferred embodiments of the present invention are gener 
ally concerned With facilitating the exchange of information 
and transactions betWeen tWo entities associated With tWo 
Wireless devices When the devices are in close proximity to 
each other. In one embodiment, this can be accomplished by 
a ?rst device using a ?rst short range Wireless capability to 
detect an identi?er transmitted from a second device in prox 
imity to the ?rst device, ideally using existing short range 
radio communication standard capabilities such as Bluetooth 
(IEEE802.15.1-2002) or Wi-Fi (IEEE802.11). The detected 
identi?er, being associated With the device, is also associated 
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With an entity. Rather than directly exchanging application 
data How betWeen the tWo devices using the short range 
Wireless capability, a second Wireless capability then alloWs 
for one or more of the devices to communicate With a central 
server via the intemet, and perform an exchange of applica 
tion data How. By using a central server to draW on stored 
information and content associated With the entity or entities, 
the server can broker the exchange of information betWeen 
the entities and the devices. In a preferred embodiment, this 
exchange may be comprised of information stored on the 
server associated With a detected entity, and it may be com 
prised of information received from the detected device via 
the second Wireless capability and facilitated by the server. 

In addition, the server can also alloW for a brokering ser 
vice, ideally independent of the entities, to enable the appli 
cation of policy based on the identity of the tWo entities for the 
disclosure of stored information associated With the entities, 
the How in information betWeen the devices and the entities, 
and the enablement of procedures such as security veri?ca 
tion betWeen the entities. 

Applications running on a device may also interact With the 
server to perform various functions, for example retrieving 
information associated With an entity or device, by utiliZing a 
detected identi?er. Such information may include stored con 
tent associated With the entity’ s account record such as music, 
pictures, links to social netWorking sites, instant messaging 
addresses, advertising content, and even executable scripts or 
application such as in AJAX. An example of such an appli 
cation may include the detection of a device’s identi?er in a 
?xed location alloWing for tour guide like information to be 
provided for that location. 
As the server may be running applications Which perform 

more function than just the retrieval of content, a pre-de?ned 
interaction process may also be applied by the server to the 
devices such as alloWing the approval to share private content 
With the entity associated With the detected device. This pro 
cess may eventually alloW or disalloW the sharing of infor 
mation and to facilitate the interacting With another entity. 
As a more complex example, in other embodiments, the 

devices may utiliZe the server as a third party to provide for 
neW capabilities such as a secure three Way e-commerce 
transaction betWeen tWo entities. In this more complex pro 
cess, the server may require con?rmation of each party’s 
identity With visual cross veri?cation of the parties using 
pictures or other unique identi?ers. The server may use this 
visual cross veri?cation in conjunction With detecting that the 
individuals are in proximity With each other. The server may 
verify the proximity using GPS or using the peer to peer 
detection process in another embodiment. Further, the server 
may facilitate a process requiring each party to perform a step 
by step con?rmation during the transaction including the 
stages of: the request for purchase, the payment, the receipt of 
goods and services, and the providing of payment receipt. 

This differs from the approaches employed by prior art 
location aWare mobile social netWorking techniques in that no 
GPS is needed to determine When one device is in proximity 
to another. Many Wireless devices inuse are not GPS-capable, 
and even When they are, GPS Will often not operate indoors or 
Where the GPS signal is Weak. Using a peer to peer detection 
process to locate nearby devices alloWs for the operation of 
proximity detection indoors. 

Preferred embodiments of the present invention can also 
differ from knoWnpeer to peerbased social netWorking in that 
the information How betWeen the devices running the appli 
cations are over the Wide area netWork via a central server, 
rather than carried over the peer to peer netWork itself. An 
example of this is a service called Flobbi, as discussed pre 
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4 
viously, Where community members can identify each other 
via Bluetooth transmissions, then interact With chat. The mes 
saging in this case is carried over Bluetooth itself. A distinc 
tion from such peer to peer approaches is the use of a central 
server to “broker” the transactions betWeen peers, enhancing 
the ability to manage security and information disclosure. 
Such use alloWs for the opportunity to customiZe delivered 
content to include elements such as advertising or other con 
tent customiZed to the recipient based on additional informa 
tion such as knoWn personal purchasing history, or interests. 
A further distinction of the preferred embodiment is the use 

of a central server to determine identities of detected peer 
devices, Which additionally alloWs for secure and fraud resis 
tant application of policies for the disclosure of information 
and content. An issue With the existing pure peer to peer 
approaches is that they are not capable of enforcing policy 
associated With the disclosure of information to unknoWn 
entities in a secure and fraud resistant manor. One reason for 
this is that information related to a user’s device must be 
disclosed in the process of detection in the form of a static 
identi?er. By the nature of the identi?er, it must be static or 
peers Would not be able to directly determine the identity of a 
friend over time With the information stored on their device. 
By using a central server, the system may coordinate the 
change of the identi?ers from time to time such that the 
disclosure of an identi?er by one device to another does not 
compromise the identity of the device. In this case the iden 
ti?er may be assigned from a central server and such server 
coordinate the identi?er’s change from time to time. 

Reliance on a central server also alloWs the secure and 
fraud resistant application of disclosure policy. Such policy 
might include the veri?cation of the identity of the party to 
Which information (identity and presence for instance) or 
content (pictures of the account oWner) is to be provided. 
Such veri?cation is performed in an anonymous Way such 
that in the process of verifying information associated With 
each party, no personal information is disclosed betWeen the 
parties prior to satisfaction of some pre-set policy such as 
inclusion on a friend list or belonging to a speci?c group or 
organiZation. Another important policy required for such ser 
vices Would be the determination of any past negative feed 
back ratings by other past peers for behavior for the particular 
user to Which the information is to be provided. An individual 
With signi?cant poor ratings having detected a peer, may be 
denied access to personal information or even noti?cation of 
arrival of the detected peer based on the server policy setting 
by the detected peer or the server in general. 
A further distinction is to enable electronic payments for 

individuals Who are in close proximity to each other. The 
central server can act as a third trusted party to help facilitate 
the electronic transaction betWeen the individuals. Secondly, 
the server alloWs for a convenient, electronically secure, per 
sonally secure and anonymous method for each of the indi 
viduals to specify the party With Which they Wish to engage in 
a transaction. Thirdly, participants in a transaction can cross 
validate the identities of the individuals engaged in the trans 
action. Finally, because this method is proximity based it Will 
also Work indoors or in other situations Where GPS location 
information is not available. 

BRIEF DESCRIPTION OF THE DRAWINGS 

The foregoing Will be apparent from the folloWing more 
particular description of example embodiments of the inven 
tion, as illustrated in the accompanying draWings in Which 
like reference characters refer to the same parts throughout 
the different vieWs. The draWings are not necessarily to scale, 
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emphasis instead being placed upon illustrating embodi 
ments of the present invention. 

FIG. 1 is a block diagram of tWo mobile devices utilizing a 
preferred embodiment. 

FIG. 2 is a block diagram of a ?xed broadcast device and a 
mobile device. 

FIG. 3 is a How diagram of the operation of an application 
on the mobile devices. 

FIG. 4 is a message sequence chart shoWing the Bluetooth 
discovery process using in one embodiment. 

FIG. 5 is a message sequence chart shoWing the Bluetooth 
Remote Name Request Process. 

FIG. 6 is a message sequence chart shoWing the IBSS 
beacon process. 

FIG. 7 is a message sequence chart shoWing the interaction 
betWeen the server and tWo devices performing a detection 
and entering a chat application. 

FIG. 8A is a message sequence chart shoWing an E-com 
merce example. 

FIG. 8B is a continued example message sequence chart 
shoWing an E-commerce example. 

FIG. 9 is a message sequence chart shoWing an example of 
a mobile device and a ?xed broadcast device interaction. 

FIG. 10 is a How diagram for the server processing asso 
ciated With the detection process. 

FIG. 11 is an example individual account record stored in 
the server associated With an Entity. 

FIG. 12 illustrates a timing reference for intermittent active 
and dormant times. 

FIG. 13 shoWs a diagram of functional blocks associated 
With management of dynamically assigned device identi?ers. 

DETAILED DESCRIPTION OF THE INVENTION 

A description of example embodiments of the invention 
folloWs. 

The teachings of all patents, published applications and 
references cited herein are incorporated by reference in their 
entirety. 

FIG. 1 is a block diagram of tWo mobile devices utiliZing a 
preferred embodiment. 

Referring to FIG. 1, a central server 100 is connected to 
devices 106 and 108 by an intemet protocol (IP) based net 
Work, carried over a series of connections, at least one of 
Which is a Wireless connection. For example, the server 100 
has a connection alloWing IP based communications to a 
cellular netWork 102 using connection 101. The cellular net 
Work is connected to devices 106 and 108 by Wide area 
Wireless links 104 and 103 respectively, alloWing for IP based 
communications betWeen the devices (106 and 108) and the 
server 100. 

Devices 106, 108 can be considered “client(s)” of the 
server 100. The clients 106, 108 and server 100 provide 
processing, storage, and input/output devices for executing 
Wireless system protocols, interfaces, and application level 
programs according to the invention. Client devices 106, 108 
can also be linked through various communications netWorks 
to other computing devices, including other client devices/ 
processes and other server computer(s). Communications 
netWork(s) providing the connection 101 can typically be part 
of a remote access netWork, a global netWork (e.g., the Inter 
net), a WorldWide collection of computers, Local area or Wide 
area netWorks, and gateWays that currently use respective 
protocols (TCP/IP, 3G Wireless, Bluetooth, etc.). Other elec 
tronic device/computer netWork architectures are suitable. 

The internal structure of devices 106, 108 or server 100 
includes one or more data processors (not shoWn in detail) 
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6 
that are Well knoWn in the art to include a system bus for data 
transfer among the other internal components of a computer 
system (e.g., processor, disk storage, memory, input/output 
ports, netWork ports, etc.). Attached to the bus are other 
input/output devices (e.g., keyboard, mouse, displays, print 
ers, speakers, netWork interfaces, etc.). NetWork interfaces 
alloW the computer to connect to various other devices 
attached to a netWork. Memory provides volatile storage for 
computer softWare instructions and data used to implement 
an embodiment of the present invention (e.g., applications 
programs and the like). Disk storage can provide non-volatile 
storage for computer softWare instructions and data used to 
implement an embodiment of the present invention. 

In one embodiment, the invention may include a computer 
program product including a computer readable medium 
(e.g., a removable storage medium such as one or more DVD 

ROM’s, CD-ROM’s, diskettes, tapes, etc.) that provides at 
least a portion of the softWare instructions for the invention 
system. Computer program product can be installed by any 
suitable softWare installation procedure, as is Well knoWn in 
the art. In another embodiment, at least a portion of the 
softWare instructions may also be doWnloaded over a cable, 
communication and/or Wireless connection. In other embodi 
ments, the invention programs are a computer program propa 
gated signal product 107 embodied on a propagated signal on 
a propagation medium (e.g., a radio Wave, an infrared Wave, 
a laser Wave, a sound Wave, or an electrical Wave propagated 
over a global netWork such as the Internet, or other 
netWork(s)). Such carrier medium or signals provide at least a 
portion of the softWare instructions for the present invention. 
More particularly, a given device 106, 108 uses a short 

range Wireless link 107 such as a Bluetooth (IEEE802.15.1) 
or Wi-Fi (IEEE802.11) link to detect the presence of other 
devices such as device 108, and uses the Wide area Wireless 
netWork connections 103, 104 such as IS-2000, WCDMA, 
GPRS, EDGE, LTE, Wi-Max (IEEE802.16), or the like to 
perform communications to central server 100, and to per 
form the actual substantive communications betWeen the 
Wireless devices 106 and 108. Device 108 typically uses the 
short range Wireless link 107 and Wide area Wireless link 103 
in a similar manner to locate and initiate communicate With 
device 1 06. One distinction relative to prior art is that the short 
range Wireless 107 is only used for the detection process, or to 
advertise a device’s presence. In this embodiment, speci?c 
information called “Wireless identi?er” or simply “identify” 
(described in more detail beloW) is passed betWeen devices 
106 and 108 over the short range link 107. By transmitting a 
Wireless identi?er using the short range Wi-Fi, Bluetooth or 
other short range Wireless link 107 and receiving Wireless 
identi?ers from other devices, this short range Wireless link 
107 Will alloW for a proximity detection process. 
The support for IP based netWorking is standard for 

WWAN or 3G connections such as lxEV-DO or HSPA, and 
as a result, communication betWeen one device to another 
using the WWAN is currently supported in many devices With 
no modi?cation. The use of simple detection of one or more 
identi?ers requires signi?cantly less resources in a phone 
than performing a complete peer to peer based communica 
tion netWork protocol, Which accommodates dynamic con 
?guration of nodes being added and dropped continuously. It 
is noted that the IP address on the WWAN interface is not 
location dependent in the present embodiment, but is address 
ing approaches are location dependent When true Peer to Peer 
topologies are used. The present embodiment has the advan 
tage that communication betWeen tWo devices may continue 
after the devices have left proximity of each other, but in the 
same manner as they had been communicating previously. As 




























