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MOBILE VIRTUAL NETWORK OPERATOR 

CROSS-REFERENCE TO RELATED 
APPLICATIONS 

[0001] This application is a divisional of US. patent appli 
cation Ser. No. 12/008,710 entitled “Mobile Virtual Network 
Operator” and ?led on Jan. 11, 2008, which is related to 
co-pending US. patent application Ser. No. 12/002,300 
entitled “Content Delivery to a Mobile Device from a Content 
Service” and ?led on Dec. 13, 2007. This application is also 
related to co-pending US. patent application Ser. No. 1 1/729, 
314 entitled “System and Method for Group Management” 
and ?led on Mar. 27, 2007. This application is also related to 
co-pending US. patent application Ser. No. entitled 
“System and Method for Providing a Network Service in a 
Distributed Fashion to a Mobile Device” and ?led concur 

rently herewith (Attorney Docket No. 76443-8034.US02). 
The disclosures of each co-pending application is incorpo 
rated herein by reference. 

BACKGROUND 

[0002] 1. Field of the Invention 
[0003] The present invention generally relates to the ?eld of 
wireless mobile device network services. More speci?cally, 
the present invention relates to providing network services to 
a mobile device over a mobile network. 

[0004] 2. Description of the Background Art 
[0005] Mobile devices may be used to communicate using 
a variety of communication mediums over a mobile network, 
including voice telephone calls, voice mail, email, and text 
messaging. In addition, a variety of services may be provided 
over a mobile network such as content from web sites and 
other providers. For example, digital content such as ring 
tones may be provided over a mobile network. Typically, the 
multiple communication mediums, network services, and 
digital content are provided by different entities whereby 
interaction and integration may not easily occur. 
[0006] Providers of network services often desire to offer a 
bundled package of media and network services to customers 
under a single brand. However, unless the provider is also a 
mobile network service provider, the provider of the network 
services may have di?iculty in providing an integrated mobile 
network service offering to its customers to meet their needs. 

SUMMARY 

[0007] Systems and methods for a mobile virtual network 
operator to overcome problems in the prior art related to 
providing mobile network services are provided. The mobile 
virtual network operator may provide unique content, ser 
vices, policies, and pricing for mobile network services while 
utiliZing and operating over a mobile network provided by a 
mobile network service provider. The mobile virtual network 
operator may brand and bill its services independently from 
the mobile network service provider. The mobile virtual net 
work operator may bundle network services, communication 
services, and digital content delivery in an integrated fashion 
that enables interoperability and seamless communications 
across multiple mediums. 
[0008] A system for providing mobile network services 
includes a ?rst server in communication with a mobile device 
over a mobile network. The ?rst server is con?gured to 
receive a unique authentication token from the mobile device 
over the mobile network. The ?rst server is further con?gured 
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to provide a service to the mobile device via the mobile 
network. The provided service is associated with the unique 
authentication token and branded by an entity other than an 
operator of the mobile network. A second server is in com 
munication with the mobile network. The second server is 
con?gured to monitor usage of the mobile network by the 
mobile device. The usage is related to the service provided to 
the mobile device by the ?rst server. 
[0009] A method for providing a mobile network service 
includes receiving a unique authentication token from a 
mobile device at a server, providing a service to the mobile 
device via a mobile network, and monitoring usage of the 
mobile network by the mobile device. The server is in com 
munication with the mobile device over the mobile network. 
The service is associated with the unique authentication token 
and branded by an entity other than an operator of the mobile 
network. The usage is related to the service provided to the 
mobile device via the mobile network. 
[0010] A method of billing for a mobile network service 
provided to a mobile device by a mobile virtual network 
operator includes identifying a user of the mobile device. The 
method also includes identifying a service plan purchased 
from the mobile virtual network operator. The service plan is 
purchased by the user of the mobile device. The method also 
includes identifying a mobile network service provided to the 
mobile device via a mobile network. The mobile network 
service is provided on behalf of the mobile virtual network 
operator. The method also includes determining a price of the 
service plan purchased by the user of the mobile device and a 
price of the network service provided to the mobile device via 
the mobile network. The method further includes submitting 
information representative of an invoice for the service plan 
purchased and the network service provided to the mobile 
device. The user is billed on behalf of the mobile network 
service provider by the mobile virtual network operator. 
[0011] A computer program is stored on a computer read 
able storage medium. The program is executable by a proces 
sor for performing a method for providing a mobile network 
service. The method includes providing a unique authentica 
tion token from a mobile device to a server andusing a service 
provided by the server via a mobile network. The server is in 
communication with the mobile device over the mobile net 
work. The service is associated with the unique authentica 
tion token and branded by an entity other than an operator of 
the mobile network. The method further includes download 
ing a representation of digital content stored at a computing 
device in communication with the server over a network. The 
download is responsive to the unique authentication token 
provided to the server, and the computing device is controlled 
by an entity other than an entity that operates the mobile 
network or the server. 

BRIEF DESCRIPTION OF THE DRAWINGS 

[0012] FIG. 1 is an illustration of a mobile virtual network. 
[0013] FIG. 2 is a ?owchart depicting a method of operat 
ing a mobile virtual network. 
[0014] FIG. 3 is a ?owchart depicting a billing method for 
a mobile virtual network operator. 
[0015] FIG. 4 is a ?owchart depicting a method of using a 
service provided by a mobile virtual network operator. 

DETAILED DESCRIPTION 

[0016] FIG. 1 is an illustration of a mobile virtual network 
1 00. The mobile virtual network 1 00 includes a mobile virtual 



US 2011/0294463 A1 

network operator 140 (Which may include a server), a mobile 
network service provider 160, a mobile device 120, an 
optional personal computing device 130, and an optional 
content provider 11 0. All of the aforementioned may be inter 
connected through netWork 150. The content provider 110, 
the personal computing device 130, the mobile virtual net 
Work operator 140; and the mobile netWork service provider 
160 may include or use computing devices inclusive of a 
computer processor, memory, computer readable data storage 
media, netWork interfaces, and input/output devices such as a 
video display, keyboard, mouse, touchpad, touch screen, and 
so forth. 

[0017] The mobile virtual netWork operator 140 may 
include one or more service or processing nodes con?gured to 
perform one or more functions of the mobile virtual netWork 
operator 140. The mobile virtual netWork operator 140 may 
also include a proxy for another service or processing node 
con?gured to perform one or more functions of the mobile 
virtual netWork operator 140. Each of the one or more nodes 
of the mobile virtual netWork operator 140 may indepen 
dently operate and connect to the netWork 150. The mobile 
netWork service provider 160, the optional content provider 
110, and the optional personal computing device 130 may be 
con?gured in a similar fashion. 
[0018] The mobile device 120 may be con?gured to com 
municate betWeen a user and other mobile devices as Well as 
one or more computing devices over the netWork 150. The 
mobile device 120 may include a cellular telephone, a smart 
phone, a personal digital assistant (PDA), a Wireless e-mail 
device, or a handheld computer. The mobile device 120 may 
include communications components (not shoWn) such as a 
radio frequency (RF) antenna, an optical transceiver (e.g., 
infrared), modulator/demodulator, and codec circuitry con 
?gured to interface With the netWork 150 and exchange data 
over the same. The mobile device 120 may include input/ 
output components such as a display, keypad, keyboard, 
touchpad, touch screen, microphone, speaker, headphone 
jack, Bluetooth interface, speech recognition application, 
e-mail application, Web broWser application, MP3 music 
player, and so forth. 
[0019] A server at the mobile virtual netWork operator 140 
may provide a service to one or more customers over the 
netWork 150. The one or more customers may be users of the 
mobile device 120. The mobile virtual netWork operator 140 
may maintain an account record associated With the user of 
the mobile device 120. 

[0020] The account record may include an identifying ele 
ment such as a user’s customer account number, user ID or 

user name, passWord, mobile device electronic serial number 
(ESN), mobile device telephone number, landline telephone 
number, credit card number, and so forth. The account record 
may also include a mobile virtual netWork service plan, con 
nection information for the user’s personal computing device 
130, account balance, payment history, mobile netWork ser 
vice provider account information, and so forth. The mobile 
virtual netWork operator 140 may be con?gured to receive a 
unique authentication token from the mobile device 120 over 
the netWork 150, the unique authentication token being used 
to identify and authenticate the user of the mobile device 120 
as a customer. The unique authentication token may include 
an identifying element included in the user’s account record, 
as disclosed above. 

[0021] The mobile virtual netWork operator 140 may 
include a mobile virtual netWork operator (MVNO) policy 
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enforcement application 146 con?gured to enforce a netWork 
service policy associated With the user of the mobile device 
120. The netWork service policy may include a maximum 
number of minutes of voice service per billing period, a 
maximum number of data bits transferred per billing period, 
and a maximum number of Short Message Service (SMS) text 
messages processed per billing period. The netWork service 
policy may also include a maximum number of picture or 
image ?les transferred per billing period, a maximum number 
of audio ?les transferred per billing period, and a maximum 
number of video ?les transferred per billing period. The net 
Work service policy may further include a maximum number 
of stored voice mail messages, an amount of utiliZed server 
data storage, and so forth. Transferring a ?le may include 
doWnloading the ?le, uploading the ?le, transferring a repre 
sentation of the ?le, transmitting data representative of the 
?le, and receiving data representative of the ?le. The func 
tionality of the MVNO policy enforcement application 146 
may be distributed or tasked to softWare running on the per 
sonal computing device 130. 
[0022] The mobile virtual netWork operator 140 may 
include an MVNO netWork services application 144 con?g 
ured to provide one or more services to the user of the mobile 
device 120 over the netWork 150. The one or more netWork 
services provided by the MVNO netWork services applica 
tion 144 may additionally utiliZe a netWork service provided 
by the mobile netWork service provider 160. This utiliZation 
may occur via the mobile netWork services application 163. 
The one or more services may be associated With the unique 
authentication token and may be branded by the mobile vir 
tual netWork operator 140 as a separate entity from the mobile 
netWork service provider 160. The functionality of the 
MVNO netWork services application 144 may be distributed 
or tasked to softWare running on a server at the mobile net 
Work service provider 160, MVNO client softWare 127 run 
ning on the mobile device 120, the mobile virtual netWork 
operator 140, and/or MVNO local services softWare 138 run 
ning on the personal computing device 130. 
[0023] The mobile netWork service provider 160 may 
include a netWork services application 163 con?gured to 
provide mobile netWork services to the mobile device 120. 
The mobile netWork services may include voice communica 
tions betWeen the mobile device 120 and another mobile 
device, landline telephone, computing device, and so forth 
over the netWork 150. The voice communications may 
include tWo-Way communications as Well as voice mail. The 
mobile netWork services may also include data communica 
tions betWeen the mobile device 120 and another mobile 
device, computing device, or server over the netWork 150. 
The data communications may include intemet communica 
tions, World Wide Web (WWW) communications, ?le trans 
fers, SMS text message communications, instant messaging 
(IM) communications, email communications, and so forth. 
[0024] The mobile netWork service provider 160 may be 
con?gured to monitor, track, and record the mobile device 
120’s usage of a netWork service provided by the mobile 
netWork services application 163 and/or an MVNO netWork 
services application 144. The record of the usage of the net 
Work service may be communicated to a billing application 
167, an MVNO billing application 142, and an MVNO policy 
enforcement application 146. The record may be communi 
cated for the purposes of billing the user for the netWork 
services used and/or enforcing policies related to using the 
netWork services. A tWo-Way communication betWeen the 
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network services application 163 and the MVNO policy 
enforcement application 146 may be used to limit network 
services provided to the mobile device 120 to those that are 
authorized by the MVNO policy enforcement application 
146. 

[0025] The mobile netWork service provider 160 may also 
include a billing application 167 con?gured to facilitate bill 
ing the user for mobile netWork services provided by the 
netWork services application 163. Through the billing appli 
cation 167, the mobile netWork service provider 160 may also 
bill the user on behalf of the mobile virtual netWork operator 
140 and/or optional content provider 110. 
[0026] The MVNO netWork services 144 may include a 
service Whereby a user’s communications With another per 
son via multiple mediums are associated With one another for 
easy reference and access via the multiple mediums. The 
multiple mediums may include SMS text messaging, IM, 
voice telephone calls, voice over lntemet Protocol (IP) com 
munications, email, and multimedia mail. Multiple service 
providers may also be utiliZed for each of the multiple medi 
ums. 

[0027] The mobile virtual netWork operator 140 may pro 
vide a service Whereby a user of the mobile device Who 
receives a communication via one medium may respond 
using a different medium. An incoming message may prompt 
the user to select a response medium such that the user may 
choose to respond using the same medium or another 
medium. For example, the user of the mobile device 120 may 
receive an SMS text message from a colleague, and respond 
to the colleague via an email message. The user may respond 
in a manner similar to responding to the SMS message With 
another SMS message. In another example, the user may be 
able to call the colleague by choosing to respond via a voice 
phone call rather than an SMS message at the response 
prompt. 
[0028] The MVNO netWork services 144 may include a 
service Whereby a user of the mobile device 120 sees a record 
of communications With a contact that includes multiple 
mediums Within a single list of communications history. The 
single list of communications history may include communi 
cations via SMS text message, IM, email, and voice telephone 
calls. The record of communications may be organiZed into a 
conversation incorporating the multiple mediums. For 
example, the conversation may include messages exchanged 
via one or more Web email services, one or more personal or 
enterprise email softWare packages, one or more IM services, 
multimedia mail, and so forth. 

[0029] The MVNO netWork services 144 may include a 
service like that described in Us. application Ser. No. 
l l/729,3 l 4 entitled “System and Method for Group Manage 
ment,” Whereby an optimal communication medium for the 
mobile device to communicate With an entity is determined. 
The entity may have a contact record stored at the mobile 
device 120. The contact record may include the entity’s name, 
postal address, email address, mobile telephone number, 
landline telephone number, instant messenger address, and so 
forth. The mobile virtual netWork operator 140 may collect 
contact information for a contact record from sources asso 

ciated With multiple communication mediums including 
email softWare installed on the personal computing device 
130, a contacts database on the mobile device 120, a Web 
email service, an instant messaging service, and so forth. The 
mobile virtual netWork operator 140 may monitor availability 
of a contact via one or more communication mediums and 
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inform the user of the mobile device 120 Which communica 
tion mediums are best to reach the contact at any given time. 
The best communication medium to reach the contact may 
also be dependent on the message type the user Wishes to send 
the contact or a time period in Which the user Wishes to receive 
a response from the contact. 

[0030] The MVNO netWork services 144 may include a 
broadcast messaging service Whereby the mobile device 120 
automatically sends a message to multiple contacts Within a 
designated group of contacts, and the mobile virtual netWork 
operator 140 forWards the message via a different communi 
cation medium to different contacts depending on a deter 
mined optimal transmission communication medium for 
each contact. For example, a user of the mobile device 120 
may send a text message to a group of contacts. Some contacts 
may receive the message via SMS text messaging, others via 
email, and still others via IM, based upon the determined 
optimal transmission communication medium for each con 
tact. The optimal transmission communication medium may 
be determined based upon various factors such as predeter 
mined preferences, presence, activity, and other contact-de 
pendent factors monitored or determined by the mobile vir 
tual netWork operator 140. 
[0031] Each recipient contact may respond via an optimal 
response communication medium. The optimal response 
communication medium may be the same as or different from 
the optimal transmission communication medium. Each 
recipient’s optimal response communication medium may be 
different than another recipient’s optimal response commu 
nication medium. The broadcast messaging service may 
include text messaging, peercast, and polling. 
[0032] The MVNO netWork services 144 may include a 
service Whereby digital content is delivered to the mobile 
device 120 from the mobile virtual netWork operator 140, a 
digital content provider 110, a computing device 120, or a 
mobile netWork service provider 160. The digital content may 
be delivered over the netWork 150 based upon a location of 
the mobile device 120. The mobile virtual netWork operator 
140 may determine the location of the mobile device 120 via 
a global positioning system (GPS) device at the mobile device 
120, triangulation from multiple mobile netWork service pro 
vider base stations receiving a Wireless signal from the mobile 
device 120, or a user input at the mobile device 120. For 
example, the mobile virtual netWork operator 140 may send 
the mobile device 120 a list of restaurants Within several 
blocks of the location of the mobile device 120 based on a 
location determination. 
[0033] The MVNO netWork services 144 may include a 
service Whereby communications routed to the mobile device 
120 are sent via an optimal communication medium, a com 
munication medium appropriate for the location of the mobile 
device 120, or a communication medium determined to be 
most likely to be successful at contacting the user of the 
mobile device 120. 

[0034] The MVNO netWork services 144 may include a 
service Whereby the mobile device 120 uploads or transfers a 
representation of digital content to a computing device or 
server accessible via the netWork 150. The transfer may be 
performed in response to a user selection at the mobile device 
120 using a proxy at the mobile virtual netWork Operator 140. 
This service may be used, for example, to enable the user of 
the mobile device 120 to publish photographs, videos, audio 
recordings, messages, and other digital content created or 
collected at the mobile device 120 to netWork-accessible 
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computing devices or servers such as Web sites or FTP sites, 
The service may also enable the mobile device 120 to upload 
digital content to the personal computing device 130 for 
personal purposes including data backup or transfer. 
[0035] The mobile virtual network operator 140 may 
enable transfers to be made automatically. In one example, a 
transfer may be performed each time a photograph is taken at 
the mobile device 120. In another example, a transfer of data 
not previously uploaded may be performed at some predeter 
mined time according to a backup schedule. A preference 
may be set at the mobile device 120 to control What data is 
uploaded, When the transfer occurs, Where the transfer is 
posted, and so forth. The MVNO netWork services 144 may 
include a service Whereby a communication via the mobile 
device 120 is journalled or backed up onto the personal com 
puting device 130. 
[0036] The MVNO netWork services 144 may include a 
service Whereby the mobile virtual netWork operator 140 
anticipates data that the user of the mobile device 120 may 
desire and proactively provides that data to the mobile device 
120. The mobile virtual netWork operator 140 may anticipate 
data that the user desires based upon a variety of factors. 
These factors may include preset preferences set by the user, 
historical pattern of data access by the mobile device 120, or 
a location of the mobile device 120. The mobile virtual net 
Work operator 140 may push the anticipated data to the 
mobile device 120 via a Web interface, an instant message, an 
SMS text message, an email, or other means of data delivery 
as knoWn in the art. 

[0037] The MVNO netWork services 144 may include a 
service Whereby the mobile virtual netWork operator 140 
performs a function in response to an SMS message sent from 
the mobile device 120. The function may be performed in 
response to a command or code contained Within the SMS 
message. The function may include providing requested data 
to the mobile device 120 or performing processing of data and 
providing results of the processing to the mobile device 120. 
[0038] The MVNO netWork services 144 may include a 
service Whereby the mobile virtual netWork operator 140 
proactively provides an advertisement and/ or incentive to use 
mobile netWork services or access digital content. The adver 
tised services or content may be offered by the mobile virtual 
netWork operator 140, a digital content provider 110, or the 
mobile netWork service provider 160. The advertisement and/ 
or incentive may be provided via an SMS text message, a 
perishable application (as described elseWhere herein), or a 
client applet resident at the mobile device 120. 
[0039] The MVNO netWork services 144 may include a 
service Whereby digital content is streamed from the mobile 
virtual netWork operator 140 to the mobile device 120. The 
streamed digital content may originate from the mobile vir 
tual netWork operator 140. Alternatively, the streamed digital 
content may be transferred to a server at the mobile virtual 
netWork operator 140 from another server over the netWork 
150. The other server may be a digital content provider 110 or 
a personal computing device 130. 
[0040] The MVNO netWork services 144 may include a 
service Whereby a continuous virtual data connection 
betWeen the mobile device 120 and a server or computing 
device over the netWork 150 is maintained even When a con 
nection betWeen the mobile virtual netWork operator 140 and 
the mobile device 120 is interrupted. The server or computing 
device may be digital content provider 110 or personal com 
puting device 130. As an example, the mobile virtual netWork 
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operator 140 may serve as a proxy for a virtual data connec 
tion. The virtual data connection may be a Web connection 
betWeen the mobile device 120 and a server over the netWork 
150. If a netWork connection betWeen the mobile virtual 
netWork operator 140 and the mobile device 120 is tempo 
rarily broken, the mobile virtual netWork operator 140 may 
continue to maintain an active data connection With the 
server. The netWork connection may be broken if the mobile 
device 120 is turned off or enters a location lacking a su?i 
cient mobile netWork signal to maintain the netWork connec 
tion. The active data connection betWeen the server and the 
mobile virtual netWork operator 140 enables the server to 
continue to recogniZe the virtual data connection With the 
mobile device 120 as being active. 

[0041] The MVNO netWork services 144 may include a 
service Whereby perishable softWare applications and/ or digi 
tal content are transferred and installed on the mobile device 
120 for temporary use. The mobile virtual netWork operator 
140 may transfer and install a perishable application on the 
mobile device 120 to provide a temporary service to the user 
of the mobile device 120. After the perishable application is 
no longer required, the application is automatically deleted. 
By automatically deleting perishable applications that are no 
longer needed, memory on the mobile device 120 is freed for 
other purposes. 
[0042] The MVNO netWork services 144 may include a 
visual voice mail service Whereby the MVNO netWork ser 
vices 144 stores one or more voice messages for unansWered 
telephone calls routed to the mobile device. The mobile vir 
tual netWork operator 140 may create a textual list of the voice 
messages, optionally including the date, time, duration, and 
Caller ID information relating to each voice message. The 
mobile virtual netWork operator 140 may transfer data corre 
sponding to the list to the mobile device 120 to enable the user 
of the mobile device 120 to select a voice message to retrieve 
among the list of stored voice messages. 
[0043] The user may interact With the mobile virtual net 
Work operator 140 to make this selection using a Web broWser, 
an applet, a perishable application, or a client application 
installed on the mobile device 120. The mobile virtual net 
Work operator 140 may transfer a representation of the 
selected voice message to the mobile device 120 in the form 
of an audio data ?le, a perishable audio data ?le, or an audio 
playback Within a voice telephone call. The mobile virtual 
netWork operator 140 may utiliZe servers and services pro 
vided by the mobile netWork service provider 160 to provide 
the visual voice mail service. For example, the mobile net 
Work service provider 160 may store the one or more voice 
messages on behalf of the mobile virtual netWork operator 
140. 

[0044] The mobile virtual netWork operator 140 may 
include an MVNO billing application 142 con?gured to 
facilitate billing a user of the mobile device 120 for netWork 
services; such as those provided through the MVNO netWork 
services application 144. The MVNO billing application 142 
may communicate With the mobile netWork service provider 
billing application 167. The purpose of the communication 
may be for the mobile virtual netWork operator 140 to bill the 
user of the mobile device 120. The bill may be for netWork 
services 163 provided to the mobile device 120. The bill for 
the netWork services 163 may be provided by the mobile 
virtual netWork operator 140 on behalf of the mobile netWork 
service provider 160. LikeWise, the MVNO billing applica 
tion 142 may communicate With a content provider billing 
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application 117. The purpose of the communication may be 
for the mobile virtual network operator 140 to bill the user of 
the mobile device 120. The bill may be for purchases of 
digital content 113. The bill for the purchases may be pro 
vided by the mobile virtual netWork operator 140 on behalf of 
the content provider 110. 
[0045] The applications, content, and functionality of 
optional content provider 110 described herein may be 
included in mobile virtual netWork operator 140 and/or 
mobile netWork service provider 160. A server at the content 
provider 110 may be operated to provide digital content 113 
to one or more customers over the netWork 150. The one or 

more customers may be users of the mobile device 120 or 
personal computing device 130. Digital content 113 at con 
tent provider 110 may be stored on a computer readable data 
storage medium such as a magnetic hard drive, optical disk, 
CD-ROM, DVD-ROM, HD-DVD disk, Blu-ray disk, mag 
netic tape, or ?ash memory. 
[0046] The digital content 113 may include digital audio 
data ?les, mobile device ring-tones, e-book data ?les, picture 
data ?les, video data ?les, e-mail data ?les, voice message 
data ?les, SMS data ?les, document ?les, and softWare appli 
cations. The content provider 110 provides representations 
(e. g., copies) of the digital content 113 over the netWork 150. 
[0047] The content provider 110 may also include billing 
application 117. The content provider 110 may be con?gured 
to bill a user for representations of the digital content 113 
purchased and/or received from the content service provider 
110. The content provider 110 may maintain an account 
record corresponding to a user, Who may be a customer of the 
content provider 110. The account record may be similar to 
that described elseWhere herein With reference to the mobile 
virtual netWork operator 140. The content provider 110 may 
use the account record to determine Whether to offer the user 
digital content 113, What items of digital content 113 to make 
available to the user, and What prices to charge the user for 
those available items of digital content 113. 
[0048] The netWork 150 is inclusive of a Wireless netWork 
such as a cellular telephone netWork, a WiFi netWork, a 
WiMax netWork, or a Long Term Evolution (LTE) netWork. 
The Wireless netWork may be operated by a mobile netWork 
service provider such as the mobile netWork service provider 
160. The netWork 150 may also include a Wired netWork such 
as the lntemet. The Wired netWork may further include Wired 
connections such as Ethernet connections, plain old tele 
phone service (POTS) connections, digital subscriber line 
(DSL) connections, community access television (CATV) 
connections, ?ber optic connections, and coaxial cable con 
nections. The Wired netWork may include a netWork operated 
by the mobile virtual netWork operator 140, content provider 
110, or mobile netWork service provider 160. The content 
provider 110, mobile device 120, personal computing device 
130, mobile virtual netWork operator 140, and/ or mobile net 
Work service provider 160 may communicate With one 
another over the netWork 150 via one or more Wireless and/or 
Wired netWorks. 

[0049] A user may initiate a connection betWeen the mobile 
device 120 and the content provider 110 via the netWork 150. 
The connection may be established using a Web broWser 
running on the mobile device 120 and communicating With a 
Web server running on a server at the content provider 110. 
Alternatively, the connection may be established using an 
applet or client softWare application running on the mobile 
device 120. The applet or client software application may be 
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included With the MVNO client softWare 127. The applet or 
client softWare application, in turn, communicates With a 
server softWare application running on a server at the content 
provider 110. A content selection interface provided on the 
mobile device 120 may be con?gured to inform the user of 
one or more available items of digital content 113 available 
from the content provider 110. 
[0050] The content provider 110 and/or the content selec 
tion interface may selectively enumerate available items of 
the digital content 113. These enumerations may be based 
upon various criteria such as user preferences, desired digital 
content genre or category, and user account balance With the 
content provider 110. The content selection interface may list 
the available items of digital content 113 in the form of a 
textual list, collection of graphical icons, or other means of 
presentation. After the user selects an available item from the 
list, the content selection interface, through mobile device 
120, transmits the selection to the content provider 1 10 via the 
netWork 150. 

[0051] The content provider 110 may be con?gured to 
require the user of the mobile device 120 to authoriZe a 
purchase of the selection through the billing application 117. 
Identifying information (as disclosed elseWhere herein) may 
be transmitted by the user and/or the mobile device 120 to the 
content provider 110. The identifying information may be 
used to authoriZe the purchase. For example, the identifying 
information may be compared With the account record. The 
billing application 117 may store a user’s credit card number 
on ?le and alloW the user to authorize a charge on the credit 
card by transmitting a passWord from the mobile device 120 
to the content provider 110 or via an SMS message. 

[0052] The billing application 117 may transmit a Premium 
SMS message or a Reverse Billed SMS message to the mobile 
device 120 requesting the user to authoriZe the purchase of the 
selection. After the user authoriZes a charge for the purchase, 
the content provider 110 bills the user via the mobile virtual 
netWork operator 140 or the mobile netWork service provider 
160 on behalf of the content provider 110. In this manner, the 
mobile virtual netWork operator 140 or the mobile netWork 
service provider 160 may include a charge from the content 
provider 110 on the user’s mobile virtual netWork operator or 
mobile netWork service provider bill. The user may then pay 
the mobile virtual netWork operator 140 or the mobile net 
Work service provider 1 60 directly for the charge as part of the 
user’s bill payment. The mobile virtual netWork operator 140 
or the mobile netWork service provider 160 then pays the 
content provider 110 for the charge, Which may include a 
transaction fee. 

[0053] The content provider 110 may be con?gured to 
transfer a representation (e. g., transmit a copy) of the selected 
digital content 113 to the personal computing device 130 
associated With the user of the mobile device 120. The repre 
sentation may include a single selected format of the selected 
digital content 113 or multiple formats of the selected digital 
content 113. For example, the representation may include a 
digital music ?le in an MP3 format and another representa 
tion of the same digital music ?le in an AAC format. Alter 
natively, the representation may include multiple representa 
tions of a digital music ?le encoded at different bit rates. For 
example, one representation may be optimiZed for quality at 
a higher bit rate and have a larger ?le siZe, While another 
representation is optimiZed to conserve bandWidth at a loWer 
bit rate and have a smaller ?le siZe. The representation opti 
miZed for quality may be intended for transfer to the mobile 
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device 120 in a single “chunk”, While the representation opti 
miZed to conserve bandwidth may be intended to transfer to 
the mobile device 120 via streaming media. 
[0054] The personal computing device 130 may be oWned 
or controlled by an entity other than the mobile virtual net 
Work operator 140, mobile netWork service provider 160, and 
content provider 110. Alternatively, the personal computing 
device 130 may be oWned or controlled by an entity that oWns 
or controls any of the above. The personal computing device 
130 may be oWned or controlled by the user of the mobile 
device 120. The personal computing device 130 includes 
MVNO local services softWare 138. The MVNO local ser 
vices softWare 138 may be con?gured to perform functions 
related to the MVNO netWork services application 144. The 
MVNO local services softWare 138 may also include a con 
tent acquisition application con?gured to receive the repre 
sentation of the selected digital content 113 from the content 
provider 110. The content acquisition application is con?g 
ured to store the representation of the selected digital content 
113 to a local content store 132. The personal computing 
device 130 may be con?gured to receive a unique authenti 
cation token from the mobile device 120. Based on the 
authentication token, the personal computing device 130 may 
authoriZe the mobile device 120 to access data or utiliZe 
services provided by the personal computing device 130. 
[0055] The local content store 132 may be stored on a 
computer readable data storage medium as discussed else 
Where herein. The representation of the selected digital con 
tent 113 may be stored in an original form as received from 
the content provider 110. The representation of the selected 
digital content 113 may be stored in the local content store 
132 inde?nitely, Whether or not a representation of the 
selected digital content 113 is transferred to the mobile device 
120. If the mobile device 120 is lost or damaged, the repre 
sentation of the selected digital content 113 may not be lost. 
[0056] The personal computing device 130 also includes 
content management softWare 136. The content management 
softWare 136 may be con?gured to manage digital content 
stored in local content store 132, MVNO local services soft 
Ware 138, content reformatting application 135, and content 
transfer application 134. Various content management func 
tions may be performed by the content management softWare 
136 or by other softWare modules in conjunction With the 
content management softWare 136. 

[0057] The personal computing device 130 may be con?g 
ured to reformat doWnloaded digital content using the content 
reformatting application 135. The content reformatting appli 
cation 135 may decode, encode, transcode, or resample digi 
tal content. The content reformatting application 135 may 
initiate reformatting of the doWnloaded content in response to 
a command issued by another softWare module at the personal 
computing device 130, the content provider 110, or by the 
mobile device 120. Reformatting may also occur automati 
cally according to user preferences stored at the personal 
computing device 130. The content reformatting application 
135 may include copying a ?le stored in the local content 
store 132 While changing a ?le format from one format to 
another, or While changing a bit rate or resolution such that the 
copy has a different bit rate or resolution than the original. 

[0058] In one example, the content reformatting applica 
tion 135 reformats an MPEG-2 encoded video ?le to a 3GP 
encoded video ?le by copying the MPEG-2 encoded video 
?le and saving the copied video ?le in the local content store 
132 as a 3GP encoded video ?le. In a second example, the 
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content reformatting application 135 reformats an AVI 
encoded video ?le having a resolution of 720 by 480 pixels to 
an AVI encoded video ?le having a resolution of 360 by 240 
pixels. In another example, the content reformatting applica 
tion 135 reformats an MPEG-4 encoded video ?le having a 
frame rate of approximately 30 frames per second (fps) to an 
MPEG-4 encoded video ?le having a frame rate of approxi 
mately 15 fps. By further example, the content reformatting 
application 135 reformats an MP3 encoded audio ?le having 
a bit rate of 192 kilobits per second (kbps) to an MP3 encoded 
audio ?le having a bit rate of 128 kbps. 
[0059] The content reformatting application 135 may also 
be con?gured to reformat the doWnloaded content based upon 
a command received from the mobile virtual netWork opera 
tor 140 or available bandWidth betWeen the personal comput 
ing device 130 and the mobile device 120. The content refor 
matting application 135 may also reformat the doWnloaded 
content based upon a factor dependent on the personal com 
puting device 130 such as available storage space at the per 
sonal computing device 13 0, a factor dependent on the mobile 
device 120, a user-selectable preference, or a preset prefer 
ence. The factor dependent on the mobile device 120 may 
include supported codecs (e.g., MP3 and WMA), bit rates 
(i.e., bits per second), sampling rates (i.e., samples per sec 
ond), sample resolutions (i.e., bits per sample), and video 
frame rates (i.e., frames per second). The factor dependent on 
the mobile device 120 may also include processing poWer, 
memory siZe, free available memory, screen siZe, and screen 
resolution. 

[0060] The reformatting may be performed such that the 
reformatted digital content transferred to the mobile device 
120 corresponds to an optimal data siZe range as determined 
by factors listed above. As an example, the doWnloaded con 
tent may be reformatted to more compact ?le siZes When free 
available memory at the mobile device 120 is loW. Altema 
tively, the doWnloaded content may be reformatted to larger 
?le siZes When free available memory at the mobile device is 
high. As another example, the doWnloaded content may be 
reformatted to a loWer resolution screen siZe When the mobile 
device 120 is a cellular telephone than When the mobile 
device 120 is a PDA. The doWnloaded content may be refor 
matted to resolution someWhat larger (?ner) than the screen 
siZe resolution to alloW the doWnloaded content to be Zoomed 
and cropped to a reasonable degree at the mobile device 120. 

[0061] The content transfer application 134 is con?gured to 
transfer a representation of the doWnloaded content to the 
mobile device 120. The content transfer application 134 may 
transfer the representation of the doWnloaded content in 
response to a command received from the content provider 
110, the mobile virtual netWork operator 140, the mobile 
device 120, a user of the personal computing device 130, 
and/or the content management softWare 136. Alternatively, 
the content transfer application 134 may transfer the repre 
sentation of the doWnloaded content automatically according 
to a user preference setting. 

[0062] The content transfer application 134 may transfer 
the representation of the doWnloaded content to the mobile 
device 120 as a single ?le sent in one contiguous “chunk” by 
a protocol such as File Transfer Protocol (FTP). Alternatively, 
the content transfer application 134 may transfer the repre 
sentation of the doWnloaded content to the mobile device 120 
using a streaming media protocol such as User Datagram 
Protocol (UDP), Real-time Streaming Protocol (RTSP), 
Real-time Transport Protocol (RTP), Real-time Transport 
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Control Protocol (RTCP), Transmission Control Protocol 
(TCP), or other protocols suitable for streaming digital media 
over netWorks. Transferring the representation using the 
streaming media protocol may be referred to as “streaming” 
the representation. 
[0063] The content reformatting application 135 may be 
con?gured to reformat a ?le stored in the local content store 
132 based upon a characteristic of the ?le such as ?le siZe, ?le 
type, access history, or probability of being requested by the 
mobile device 120. The format and/or resolution used for 
reformatting may be chosen based upon a historical pattern of 
formats or resolutions previously requested by the mobile 
device 120. Similarly, a historical record of available band 
Width betWeen the personal computing device 130 and the 
mobile device 120 may be used. 
[0064] In an example, doWnloaded content that is identi?ed 
as having been frequently accessed is reformatted in advance 
of being requested by the mobile device 120. Likewise, in 
another example, doWnloaded content such as an audio book 
may be reformatted at a loWer bit rate than doWnloaded con 
tent such as a music ?le, Which requires a higher bit rate. 
[0065] Mobile device 120 includes a content reception 
interface 125 con?gured to receive the representation of the 
doWnloaded content transferred by the personal computing 
device 130. The content reception interface 125 may be inte 
grated With various components con?gured to store the rep 
resentation of the doWnloaded content. The doWnloaded con 
tent may be stored at a mobile content store 122 for later 
retrieval and use on the mobile device 120. The mobile con 
tent store 122 may include a computer-readable data storage 
medium as described elseWhere herein. The content reception 
interface 125 may alternatively be con?gured to buffer the 
representation of the doWnloaded content for more immedi 
ate playback on the mobile device 120. 

[0066] The mobile virtual netWork operator 140 may be 
con?gured to act as an intermediary betWeen the personal 
computing device 130 and the mobile device 120. The 
MVNO netWork services 144 may include a content transfer 
application con?gured to relay data betWeen the personal 
computing device 130 and the mobile device 120. In this 
con?guration, rather than transferring a representation of the 
doWnloaded content from the local content store 132 to the 
mobile device 120, the content transfer application 134 trans 
fers a representation of the doWnloaded content to the mobile 
virtual netWork operator 140 via the netWork 150. The mobile 
virtual netWork operator content transfer application receives 
the representation of the doWnloaded content from the per 
sonal computing device 130, optionally reformats the repre 
sentation of the doWnloaded content using a content refor 
matting application Within the MVNO netWork services 144, 
and transfers the optionally reformatted representation of the 
doWnloaded content to the mobile device 120. 

[0067] The personal computing device 130, the mobile net 
Work service provider 160, or the mobile virtual netWork 
operator 140 may be con?gured to monitor and measure 
available communication channel bandWidth in a connection 
to the mobile device 120 over the netWork 150. The available 
bandWidth may be determined by monitoring data throughput 
betWeen the personal computing device 130, a digital content 
provider 110, or mobile virtual netWork operator 140 and the 
mobile device 120. The bandWidth may be measured continu 
ously during data transmission such that When a bandWidth 
measurement value is desired, a separate bandWidth measure 
ment does not need to be made. 
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[0068] Alternatively, the available bandWidth may be deter 
mined based on a netWork service plan that includes policies 
that enforce a limit on available bandWidth to some predeter 
mined value. For example, a basic netWork service plan may 
include a loWerbit per second bandWidth for streaming media 
or a loWer limit on kilobits of data transfer per billing period 
than an expanded netWork service plan. The available band 
Width may also be determined based upon a difference 
betWeen the service plan policy limit and a measure of the 
service already utiliZed during a billing period. The netWork 
service plan may be provided and/or enforced by either or 
both the mobile virtual netWork operator 140 and the mobile 
netWork service provider 160. 
[0069] The available bandWidth may be used to determine 
a format, bit rate, or resolution of the representation of digital 
content transferred to the mobile device 120. The mobile 
virtual netWork operator 140 may reformat digital content 
transferred to the mobile device 120 to correspond to the 
available bandWidth. In an example, the personal computing 
device 130 measures throughput of data transmitted to the 
mobile device 120 to be 100 kbps. The personal computing 
device 130 then uses the content reformatting application 135 
to resample a selected MP3 ?le in the local content store 132 
from 192 kbps to 96 kbps prior to streaming the MP3 ?le to 
the mobile device 120. 
[0070] The personal computing device 130 may be con?g 
ured to transfer a representation of any data stored on the 
personal computing device 130. For example, the personal 
computing device 130 may alloW the mobile device 120 to 
access data available at the personal computing device 130 
such as the doWnloaded content or other data that Was not 
doWnloaded from the digital content provider 110, including 
data on a computer readable storage medium coupled to the 
personal computing device 130. The personal computing 
device 130 may include an indexing engine to index data 
available for access by the mobile device 120 via the com 
puting device 130. The mobile device 120 and the computing 
device 130 may be con?gured to communicate With each 
other in a manner similar to that described elseWhere herein 
With reference to the mobile device 120 selecting and doWn 
loading digital content from the digital content provider 110. 
[0071] The personal computing device 130 may be con?g 
ured to receive an authentication token from the mobile 
device 120 to authoriZe the mobile device 120 prior to pro 
viding data and/or services to the mobile device 120. The 
authentication token may be an identifying element associ 
ated With the user of the mobile device 120 or the mobile 
device 120 itself. 

[0072] The personal computing device 130 may be con?g 
ured to serve as a proxy for the mobile device 120. The 
personal computing device 130 may alloW the mobile device 
120 to access netWork services and servers such as the content 
provider 110 via a proxy application. The proxy application 
may be included Within the MVNO local services softWare 
138. The proxy application may be con?gured such that a 
connection betWeen the mobile device 120 and the content 
provider 110 via the proxy application appears to be a direct 
connection. 

[0073] Alternatively, the proxy application may be con?g 
ured to alloW the mobile device 120 to control a direct con 
nection betWeen the personal computing device 130 and the 
content provider 110. Additionally, the proxy application 
may alloW the mobile device 120 to access any data available 
via a connection from the personal computing device 130 to 
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one or more computing devices and servers over the network 
150. The mobile device 120 and the proxy application may be 
con?gured to communicate with each other in a manner simi 
lar to that described elsewhere herein with reference to the 
mobile device 120 selecting and transferring digital content 
from the digital content provider 110. The mobile virtual 
network operator 140 may also be con?gured to serve as a 
proxy for the mobile device 120 in a manner described above 
with reference to the personal computing device 130. 
[0074] FIG. 2 is a ?owchart depicting a method of operat 
ing a mobile virtual network. In this exemplary method 200, 
a mobile network service is provided by authenticating a 
mobile device (120) over a mobile network, providing a ser 
vice to the mobile device, and monitoring usage of the mobile 
network by the mobile device. 
[0075] In step 210, the mobile device is authenticated over 
the mobile network. A server associated with a mobile virtual 
network operator (MVNO, 140) may receive an identifying 
element from the mobile device. The identifying element may 
be used as a unique authentication token to authenticate the 
mobile device. The server may then authenticate the mobile 
device based on the authentication token. The mobile device 
may be communicatively coupled to the server over the 
mobile network. 
[0076] In step 220, a service is provided to the mobile 
device via the mobile network. The service may be provided 
in response to or in association with the authentication token 
discussed with reference to step 210. The service may be 
branded by an entity other than the operator of the mobile 
network. For example, the service may be branded by an 
MVNO. 

[0077] In optional step 230, digital content on a server 
communicatively coupled with the mobile network is 
accessed by the mobile device. The server may be owned or 
operated by a third party. The third party may be an entity 
other than an owner or user of the mobile device. The third 
party may also be an entity other than the MVNO. The access 
may include receiving a list of digital content available for 
purchase or download and downloading the digital content to 
a personal computing device. The personal computing device 
may be communicatively coupled to both the server and the 
mobile device. The access may include streaming digital 
content from the server to the mobile device or a personal 
computing device. The user may access digital content by ?rst 
selecting the digital content to access from a list presented to 
the user at the mobile device. The digital content may be 
accessed via a proxy application. The proxy application may 
run on the personal computing device or on a server at the 
MVNO. 

[0078] In optional step 240, the digital content is reformat 
ted. The computing device may reformat the digital content 
by copying the accessed digital content and saving the copied 
digital content on a computer readable storage medium in a 
different format. Reformatting may include ?ltering, 
transcoding, refactoring, and/or resampling. The reformat 
ting may be performed in response to a request received from 
the mobile device. This request may include a request to 
download content in a format different from that of the 
accessed digital content. 
[0079] The new format requested may be based upon a 
variety of factors including user settings, content genre, origi 
nal content format, DRM authorization, and available free 
storage space on a computer readable storage medium 
coupled with the computing device. Additional factors 
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include available bandwidth of a data channel between the 
mobile device and the computing device and available band 
width of a data channel between the MVNO and the mobile 
device. Other factors related to the mobile device include 
screen siZe, screen resolution, memory siZe, available free 
memory, processing power, supported codecs, supported bit 
rate, supported sampling rate, supported sample resolution, 
supported video frame rate, and the like. 
[0080] The computing device may reformat the digital con 
tent in one or more different formats automatically upon 
receiving the digital content from the content provider. By 
automatically reformatting in advance of a request to down 
load the digital content to the mobile device, latency between 
a request to download the reformatted digital content to the 
mobile device and completion of the requested download 
may be reduced. The MVNO, which is communicatively 
coupled with the computing device and the mobile device 
over the network, may receive the digital content from the 
computing device and reformat the digital content in prepa 
ration to forward the reformatted digital content to the mobile 
device. 
[0081] In optional step 250, a representation of the digital 
content is transferred to the mobile device. The computing 
device may transfer the representation of the digital content 
over the network. The MVNO may transfer the representation 
of the digital content to the mobile device. 
[0082] The mobile device, the MVNO, and/or the comput 
ing device may be con?gured to automatically and/or peri 
odically transfer a representation of digital content from the 
computing device to the mobile device. The transferred rep 
resentation may be chosen according to a variety of factors. 
The transferred representation may be chosen randomly or 
according to user settings such as a playlist. The transferred 
representation may also be chosen according to a history of 
prior transfers. The history of prior transfers may indicate the 
frequency with which various digital content has been trans 
ferred in the past. The history of prior transfers may also 
indicate an elapsed time since a particular item of digital 
content has been transferred. The transferred representation 
may also be chosen according to a characteristic of recently 
downloaded digital content or an analysis of web sites 
recently visited by the user of the mobile device. Additionally, 
the transferred representation may be chosen according to a 
location of the mobile device. 

[0083] The digital content received from the server hosting 
the digital content may require a storage capacity exceeding 
the available memory or storage space on the mobile device. 
The mobile device and/or the computing device may be con 
?gured to transfer a representation of a portion of the digital 
content rather than the entire received digital content. The 
user of the mobile device may be queried to select one or more 
portions of the digital content to transfer. The user of the 
mobile device may be queried regarding whether to transfer 
the one or more portions of the digital content via contiguous 
“chunks” and/ or streaming media. An algorithm may be uti 
liZed to automatically select the one or more portions of the 
digital content to transfer based upon factors as described 
elsewhere herein. 

[0084] The mobile device may be con?gured to selectively 
replace existing digital content already stored at the mobile 
device with a representation of the digital content received 
from the server hosting the digital content by deleting the 
selected stored digital content to free storage space prior to 
transferring the representation of the digital content received 
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from the server. One or more of a variety of algorithms may be 
provided to select the stored digital content to delete. The 
algorithm may consider one or more of the following factors 
in making the selection: available storage space, frequency of 
access or playback, elapsed time since last access or play 
back, user-speci?ed priority, or user-selection at a deletion 
prompt. Additional factors the algorithm may consider 
include logical grouping or genre of digital content such as 
music style, artist, album, program series, and so forth. Alter 
natively, the mobile device may be con?gured to receive the 
digital content by streaming media if the mobile device has 
insuf?cient available memory or storage space to receive the 
digital content via contiguous “chunks”. 
[0085] The mobile device, the MVNO, and/or the comput 
ing device may be con?gured to establish a lifetime for a 
representation of digital content to remain on the mobile 
device prior to automatically being deleted. The lifetime may 
be useful to provide a means for digital content to be auto 
matically deleted to free memory on the mobile device. The 
lifetime may be a characteristic of a perishable or disposable 
representation of digital content. The lifetime may also be set 
according to a requirement of the content provider, for 
example to enforce a rental of digital content as opposed to a 
purchase of digital content. 
[0086] In step 260, usage of the mobile netWork by the 
mobile device is monitored. Usage of service provided to the 
mobile device by the mobile virtual netWork and the mobile 
netWork service provider may be monitored. The MVNO or 
the mobile netWork service provider may monitor the usage 
and may track and record the usage. The record of the usage 
may be used for billing purposes. 
[0087] FIG. 3 is a ?owchart depicting a billing method 300 
for a mobile virtual netWork operator. In this exemplary bill 
ing method 300, a user of a mobile device (120) is identi?ed 
by the MVNO and/or a mobile netWork service provider. 
Additionally, a netWork service and service plan are identi?ed 
and priced. Furthermore, the MVNO bills the user on behalf 
of the mobile netWork service provider. 
[0088] In step 310, the user of the mobile device is identi 
?ed. The MVNO and/ or the mobile netWork service provider 
may maintain a customer account record corresponding to the 
user. The user may be a customer of the MVNO. The MVNO 
and/ or the mobile netWork service provider may identify the 
user by receiving at least one identifying element from the 
mobile device and matching the at least one identifying ele 
ment With the customer account record. 

[0089] In step 320, the user’s service plan subscribed to or 
purchased from the MVNO is identi?ed. The service plan 
may be identi?ed by an entry in the user’s customer account 
record. The service plan may also be identi?ed by the user 
selecting the service plan to purchase from a list or enumera 
tion of service plans offered for purchase to the user. 

[0090] In step 330, a mobile netWork service provided to 
the mobile device is identi?ed. The mobile netWork service 
may be provided by the MVNO. Alternatively, the mobile 
netWork service may be provided by the mobile netWork 
service provider on behalf of the MVNO. Data transmitted by 
the mobile device may be used to identify the mobile netWork 
service. For example, the mobile device may transmit an SMS 
text message. According to an SMS text message standard 
protocol, a data sequence may be provided Which uniquely 
identi?es the mobile netWork service as an SMS text mes 
sage. The mobile netWork service may also be identi?ed by 
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the user. The user may select the mobile netWork service from 
a list or enumeration of mobile netWork services. 

[0091] In step 340, a price ofthe service plan purchased is 
determined. The price may be determined according to the 
user’s customer account record. The price may also be deter 
mined according to list prices offered to all customers. Spe 
cial offers and discounts offered to the user may also be taken 
into account in determining the price. An auction may be used 
to determine the price. Other methods of determining a price 
as knoWn in the art may be used. 

[0092] In step 350, a price of the mobile netWork service 
provided to the mobile device is determined. The price may 
be determined in a manner similar to that described With 
reference to step 340. A ?nancial transaction may be con 
ducted including an agreement by the user to pay the price for 
the mobile netWork service provided to the mobile device by 
the MVNO, the payment optionally being made via a third 
party 
[0093] In an exemplary method of conducting the ?nancial 
transaction, the MVNO bills the user directly. The MVNO 
may have the user’s credit card on ?le as part of the user’s 
customer account record. The MVNO may use SMS-based 
authoriZation or a softWare application installed on the 
mobile device. The softWare application may be con?gured to 
conduct the ?nancial transaction betWeen the user of the 
mobile device and the MVNO. The softWare application may 
include security features such as encryption in conducting the 
?nancial transaction. A unique authentication token may be 
provided by the mobile device to validate the ?nancial trans 
action. 
[0094] In optional step 360, a Premium SMS Message is 
sent to the mobile device. The Premium SMS Message may 
be sent to the user of the mobile device via the mobile netWork 
to conduct a ?nancial transaction. The Premium SMS Mes 
sage may be encoded to facilitate the folloWing sequence of 
activities. The user identi?ed in step 310 replies to the Pre 
mium SMS Message. By replying, the user con?rms an 
agreement to purchase the service plan and/or the mobile 
netWork service selected in steps 320 and 330. Additionally, 
the user con?rms an agreement to pay the prices determined 
in steps 340 and 350, respectively. Alternatively, the user may 
be instructed to send an SMS message to a speci?ed number, 
such as a 5 digit Short Code, to con?rm the agreement to 
purchase the service plan and/ or the mobile netWork service. 
[0095] The Premium SMS message may be used to validate 
the ?nancial transaction. Validating the ?nancial transaction 
includes the folloWing activities. The user identi?ed in step 
310 executes an agreement to purchase the service plan and/ 
or the mobile netWork service selected in steps 320 and 330. 
The user executes an agreement to purchase the service plan 
and/or the mobile netWork service for the prices determined 
in steps 340 and 350, respectively. The ?nancial transaction 
may be validated by receiving a purchase con?rmation in 
response to the Premium SMS message. Validating the ?nan 
cial transaction may include the MVNO receiving an identi 
fying element from the user. The identifying element may be 
used as a unique authentication token to validate the ?nancial 
transaction. 
[0096] In step 370, information representative of an invoice 
for the service plan purchased and the netWork service pro 
vided to the mobile device is submitted to the MVNO. The 
invoice may relate to the Premium SMS message discussed in 
relation to step 360. The user may then be billed on behalf of 
the mobile netWork service provider by the MVNO. The 
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information may include an identity of the user of the mobile 
device, a price of the service plan purchased by the user of the 
mobile device, a price of the network service provided to the 
mobile device, a date of the purchase, and so forth. A charge 
for the service plan and network service may be included on 
an MVNO bill sent to the user. The user may pay the MVNO 
for the charge. The MVNO may pay the mobile network 
service provider at least a portion of the amount paid by the 
user. The MVNO may optionally subtract a transaction fee or 
the like from the amount paid by the user before paying the 
mobile network service provider. 
[0097] FIG. 4 is a ?owchart depicting a method 400 of 
using a service provided by a mobile virtual network operator. 
In this exemplary method 400, a unique authentication token 
is provided by a mobile device (120) over a mobile network. 
A network service is used on the mobile device. The method 
further includes downloading a representation of digital con 
tent to the mobile device over the mobile network. 

[0098] In step 410, a mobile device provides a unique 
authentication token to a server over a mobile network. The 
authentication token may be an identifying element used to 
identify and authenticate the mobile device with a provider of 
a mobile network service. The server may be associated with 
the provider of the mobile network service or an MVNO. The 
server may use the authentication token to authenticate the 
mobile device. 
[0099] In step 420, the mobile device uses a service pro 
vided by the server via the mobile network. The service may 
be provided in response to or association with the unique 
authentication token discussed with reference to step 410. 
The service may be branded by an entity other than the opera 
tor of the mobile network, such as an entity that owns or 
controls the server or an MVNO. 

[0100] In optional step 430, the mobile device accesses 
digital content from a computing device over the mobile 
network. The access may be performed in a manner similar to 
optional step 230. The mobile device may download a repre 
sentation of digital content stored at the computing device 
communicatively coupled to the server over a network (150). 
The download may be responsive to or authorized by the 
unique authentication token provided to the server by the 
mobile device as described in step 410. The computing device 
may be owned, operated, or controlled by an entity other than 
an entity that operates the mobile network or the server. For 
example, the computing device may be owned, operated, or 
controlled by a user of the mobile device or a digital content 
provider. 
[0101] In optional step 440, messages communicated via 
multiple mediums are associated with one another. For 
example, messages communicated with a single entity via 
multiple mediums may be associated with one another in a 
chronologically ordered list. The chronologically ordered list 
may be presented to the user of the mobile device as a single 
conversation. 
[0102] In optional step 450, an optimal communication 
medium is determined for communicating a message to an 
entity. The message is then communicated to the entity using 
that medium. The determination of the optimal communica 
tion medium may be based on at least one communication 
characteristic related to the entity, such as most recently used 
or mo st frequently used communication medium between the 
user of the mobile device and the entity. The determination of 
the optimal communication medium may also be based on 
time of day or day of week. The determination of the optimal 
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communication medium may also be based on length of mes 
sage, urgency of message, or type of message (e.g., voice, 
text, picture, or video). The determination of the optimal 
communication medium may also be based on user-select 
able preference or prede?ned preference. The determination 
of the optimal communication medium may also be based on 
location, presence of the entity, or availability of the entity via 
the communication medium. After the optimal communica 
tion medium is determined, the message is communicated to 
the entity over the determined optimal communication 
medium. 
[0103] In optional step 460, a representation of digital con 
tent stored at the mobile device is transferred to the comput 
ing device over the network. The transfer may be performed 
automatically or by explicit instruction from the user of the 
mobile device. The transfer may be performed to back up the 
digital content from the mobile device to the computing 
device. The transfer may be performed to publish the digital 
content and thereby make the digital content available to 
others over the network via the computing device. 
[0104] In optional step 470, a perishable application is 
downloaded, executed, and deleted. The perishable applica 
tion is downloaded from a server to the mobile device over the 
mobile network. The mobile device executes the perishable 
application. After the perishable application has been 
executed a predetermined number of times, has resided on the 
mobile device longer than a preset period of time, or is no 
longer needed, the perishable application is deleted from the 
mobile device. 
[0105] The embodiments illustrated, described, and dis 
cussed herein are illustrative of the present invention. As these 
embodiments of the present invention are described with 
reference to illustrations, various modi?cations or adapta 
tions of the methods and or speci?c structures described may 
become apparent to those skilled in the art. It will be appre 
ciated that modi?cations and variations are covered by the 
above teachings and within the scope of the appended claims 
without departing from the spirit and intended scope thereof. 
All such modi?cations, adaptations, or variations that rely 
upon the teachings of the present invention, and through 
which these teachings have advanced the art, are considered 
to be within the spirit and scope of the present invention. 
Hence, these descriptions and drawings should not be con 
sidered in a limiting sense, as it is understood that the present 
invention is in no way limited to only the embodiments illus 
trated. 

What is claimed is: 
1. A method of billing for a mobile network service pro 

vided to a mobile device by a virtual network operator com 
prising: 

identifying a network service provided to the mobile 
device via a mobile network on behalf of the virtual 
network operator; 

determining a price of the network service provided to the 
mobile device via the mobile network; 

submitting information representative of an invoice for the 
network service provided to the mobile device, 

wherein the user is billed on ‘behalf of the mobile network 
service provider by the virtual network operator. 

2. The method of claim 1, wherein, functionalities of the 
virtual network operator is distributed between a virtual net 
work operator server and client software on the mobile 
device. 
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3. The method of claim 1, wherein, functionalities of the 
virtual network operator is distributed between a virtual net 
work operator server, client software on the mobile device, 
and a server at the network service provider. 

4. The method of claim 1, further comprising, enforcing, by 
the virtual network operator, a network service policy asso 
ciated with the mobile device. 

5. The method of claim 4, wherein the network service 
policy includes, one or more of, a number of minutes of voice 
service per billing period, a number of data bits transferred 
per billing period, and a number of Short Message Service 
(SMS) text messages processed per billing period. 

6. The method of claim 4, wherein the network service 
policy includes, one or more of, a number of picture or image 
?les transferred per billing period, a number of audio ?les 
transferred per billing period, and a number of video ?les 
transferred per billing period. 

7. The method of claim 4, wherein the network service 
policy includes, one or more of, a number of stored voice mail 
messages, and an amount of utiliZed server data storage. 

8. The method of claim 4, wherein the network service 
policy speci?es an available bandwidth. 

9. The method of claim 8, wherein, the virtual network 
operator reformats digital content transferred to the mobile 
device based on the available bandwidth. 

10. The method of claim 9, wherein, the reformatting 
includes one or more of, ?ltering, transcoding, refactoring, 
and resampling. 

11. The method of claim 9, wherein, the virtual network 
operator reformats digital content transferred to the mobile 
device based on a request received from the mobile device. 

12. The method of claim 4, wherein, the network service 
policy is further enforced by the mobile network service 
provider. 

13. The method of claim 2, wherein, the available band 
width is determined based upon a difference between the 
service plan policy limit and a measure of the service already 
utiliZed during a billing period. 
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14. The method of claim 1, further comprising sending an 
SMS message to the user of the mobile device via the mobile 
network to conduct a ?nancial transaction relating to the 
invoice. 

15. The method of claim 9, wherein, the SMS message in a 
premium SMS message encoded to enable the user to reploy 
to the SMS message to con?rm agreement to pay a bill. 

16. The method of claim 1, wherein the user is billed for 
purchase of digital content. 

17. The method of claim 1, wherein the user is billed for 
purchase of digital content from a content provider; wherein, 
the content provider bills the user via the virtual network 
operator. 

18. The method of claim 1, wherein virtual network opera 
tor brands and bills its services independently from the 
mobile network service provider. 

19. The method of claim 1, further comprising: 
identifying a service plan purchased by a user of the mobile 

device from the virtual network operator; 
determining a price of the service plan purchased by the 

user of the mobile device; 
submitting information representative of an invoice for the 

service plan purchased to the mobile device 
20. A system for billing for a mobile network service 

provided to a mobile device, the system, comprising: 
Means for, identifying a network service provided to the 

mobile device via a mobile network on behalf of a virtual 
network operator; 

Means for, determining a price of the network service 
provided to the mobile device via the mobile network; 

Means for, communicating a record of network usage of 
the network service between the mobile network service 
provider and the virtual network operator, 

wherein the user is billed on ‘behalf of the mobile network 
service provider by the virtual network operator using 
the record of network usage. 

* * * * * 
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